3GPP TSG CT WG1 Meeting #71






C1-111784
Tallinn (Estonia), 9-13 May 2011
Source:
Huawei
Title:
Disc on how to deliver IMEI of SC UE on 'non-UE detectable EMC' case
Agenda item:
10.7.3
Document for:
Discussion
1. Introduction

In Emergency SRVCC, EATF uses the IMEI of the SC UE to correlate the session to be transferred, as specified in TS 24.237 subclause 12.5.1: 
When the EATF receives a SIP INVITE request due to E-STN-SR on the Target Access Leg, the EATF shall: 

1.
associate the SIP INVITE request due to E-STN-SR with a source access leg, i.e. an existing SIP session anchored at the EATF with the instance-id media feature tag provided by the SC UE in the Contact header field at session establishment equal to the instance-id media feature tag included in the Contact header field of the received SIP INVITE request. If no source access leg exists or if multiple source access legs exist, then the EATF shall send a SIP 480 (Temporarily Unavailable) response to reject the SIP INVITE request due to E-STN-SR; and

…
However, according to TS 24.237 subclause 7.2.1: 
When originating an emergency call as specified in 3GPP TS 24.229 [2] and if the SC UE has an IMEI, then the SC UE shall include the instance-id media feature tag as specified in IETF RFC 5626 [22] with value based on the IMEI as defined in 3GPP TS 23.003 [12] in the Contact header field of the SIP INVITE request.

the SC UE only includes the instance-id media feature tag when it detects the emergency session. In the ‘Non UE detectable Emergency Session’ case, the instance-id media feature tag will not be included in the initial SIP INVITE request. Therefore the EATF can't associate the SIP INVITE request during session transfer. 
This paper discusses how to deliver the IMEI of SC UE to the EATF in the 'Non UE detectable Emergency Session' case. 
2. Possible solutions

1) Alternative1:  SIP MESSAGE method
       When the EATF receives an initial SIP INVITE request including a request URI that contains an emergency service URN, and the initial SIP INVITE request doesn't contain an instance-id media feature tag, it will send a SIP MESSAGE request to SC UE to ask for the IMEI. When the SC UE receives this SIP MESSAGE request, after sending back 200 OK response, it also sends a SIP MESSAGE request containing the IMEI to the EATF.  

Pros:  


Cons: 1) Needs to define new XML body in SIP MESSAGE request for delivery of IMEI. 

    2) The SIP MESSAGE request containing the IMEI of SC UE may not reach the EATF yet when EATF receives the session transfer request. 

 
          3) It may cause security problem as the IMEI is a sensitive data. 
2) Alternative 2: Always include the IMEI

If the SC UE has an IMEI, it always includes the instance-id media feature tag with value based on the IMEI in the Contact header field of the SIP INVITE request. 
Pros: Don't need any extension. 
Cons:  The SC UE always includes the IMEI even though there is no need to use the IMEI. 
3. Proposal

It's proposed to discuss the solutions for the problem, and select a way out. 
