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****************** change 1 ******************
5.3
Application Server (AS)

To be compliant with access transfer in this document, an AS shall implement the role of an SCC AS according to subclause 6.3, subclause 6A.x, subclause 7.3, subclause 8.3, subclause 9.3, subclause 10.3, subclause 11.3, subclause 12.3, subclause 13.3 and subclause 20.1.

****************** change 2 ******************
6A.x
SCC AS
When sending SDP offer or SDP answer towards the SC UE and if the session can be subject to SRVCC (see 3GPP TS 23.216 [49]) then the SCC AS shall include the 3gpp.sc.srvcc SDP attribute in the SDP.
****************** change 3 ******************
12.3.5
SCC AS procedures for PS to CS access transfer: SRVCC enhancement using ATCF

The SCC AS needs to distinguish the following initial SIP request:

-
SIP INVITE requests routed to the SCC AS due to ATU-STI in the Request-URI. In the procedures below, such requests are known as "SIP INVITE requests due to ATU-STI".
Upon receiving the SIP INVITE request due to ATU-STI, the SCC AS shall:

1)
if there is a Target-Dialog header field in the SIP INVITE request due to ATU-STI:

A)
determine transferable session set which are all the sessions of the SC UE whose private user identity is associated with Correlation MSISDN equal to the URI in the P-Asserted-Identity header field of the SIP INVITE requests due to ATU-STI;

B)
determine the session being transferred which is a session:
a)
in the transferable session set;

b)
is confirmed dialog; and

c)
with active audio media which has been made active most recently; and

C)
if the session being transferred was determined and is the same as the dialog identifier in the Target-Dialog header field in the SIP INVITE request due to ATU-STI, then perform the procedures described for SIP INVITE request due to STN-SR in subclause 12.3.1 with the following differences:
a)
if the SDP offer in the SIP INVITE request due to ATU-STI is the same as the SDP negociated by the ATCF in the session being transferred:
i)
do not send SIP re-INVITE request towards remote UE; and

ii)
send a SIP 200 (OK) response to the SIP INVITE request due to ATU-STI containing the SDP negotiated by SCC AS towards ATCF in the session being transferred;

NOTE:
handling when no session being transferred is determined or when the dialog identifier in the Target-Dialog header field in the SIP INVITE request due to ATU-STI identifies a dialog other than the session being transferred is out of scope of this release of this document.
2)
if there is no Target-Dialog header field in the SIP INVITE request:

a)
perform the procedures described for SIP INVITE requests due to STN-SR in subclause 12.3.1.
Editor's note [eSRVCC]: whether the ATU-STI is static or dynamic needs FFS.

****************** change 4 ******************
12.7.2.1
General

Upon receiving the SIP INVITE request due to STN-SR, the ATCF shall:
1)
determine transferable session set which are all the sessions:

a)
associated with C-MSISDN equal to the URI in the P-Asserted-Identity header field of the SIP INVITE requests due to STN-SR; and 
b)
where the last SDP offer or answer received from SCC AS contained the 3gpp.sc.srvcc SDP attribute; and

2)
determine the session being transferred which is a session:

A)
in the transferable session set;

B)
for which the SIP 2xx response for the initial SIP INVITE request to establish this session has been sent or received; and

C)
with active audio media which has been made active most recently.

****************** change 5 ******************
A.4.2
Session origination with SRVCC enhancements

Editor's note: it is FFS how the ATU-STI and C-MSISDN are transported

Editor's note: it is FFS whether the media are anchored in ATGW when the INVITE request is routed through ATCF or whether the media are anchored in ATCF later

The signalling flow shown in figure A.4.2-1 gives an example of originating session set up when ATCF anchors the media of the session. This flow assumes that ATCF was invoked during registration.
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Figure A.4.2-1 Signalling flows for service continuity using SRVCC enhancements

1.
SIP INVITE request (UE to P-CSCF) - see example in table A.4.2-1

Table A.4.2-1: SIP INVITE request (UE to P-CSCF)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Supported: precondition, 100rel, gruu 

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

2.
SIP INVITE request (P-CSCF to ATCF) - see example in table A.4.2-2

Since ATCF included a Path header field bound to the registered contact address using which the SIP INVITE request is sent, the P-CSCF routes the SIP INVITE request to the ATCF.
Table A.4.2-2: SIP INVITE request (P-CSCF to ATCF)

INVITE tel:+1-212-555-2222 SIP/2.0

Record-Route: <sip:pcscf1.visited1.net;lr>

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@atcf.visited2.net;lr>, <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Preferred-Service: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Proxy-Require: 

Contact: 

Accept-Contact

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 


Route:
ATCF URI for originating requests (as configured in P-CSCF) followed by the remaining Route header fields determined by P-CSCF.
3.
ATGW resource reservation

The ATCF decides to anchor the media of the session and reserves the resources in the ATGW.

4-9.
SIP INVITE request (ATCF towards remote UE) - see example in table A.4.2-4

The ATCF modifies the SDP offer without changing the dialog identifier and forwards the SIP INVITE request. The ATCF replaces the IP address, ports, ... with values provided by ATGW.

Table A.4.2-4: SIP INVITE request (ATCF towards remote UE)

INVITE tel:+1-212-555-2222 SIP/2.0

Record-Route: <sip:pcscf1.visited1.net;lr>, <sip:atcf.visited.net;lr>

Via: SIP/2.0/UDP actf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Route: <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: 

P-Preferred-Service: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Proxy-Require: 

Contact: 

Accept-Contact

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 22 333 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444
t=0 0

m=audio 8899 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 


SDP offer:
the IP address and ports are updated to contain the values provided by ATGW .

10-12.
SIP 183 (Session Progress) response (remote UE  towards SCC AS)

The remote UE responds with SIP 183 (Session progress) response.

13.-15.
SIP 183 (Session Progress) response (SCC AS towards ATCF) - see example in table A.4.2-13

The SCC AS forwards the SIP 183 (Session progress) response.

Table A.4.2-13: SIP 183 (Session Progress) response (SCC AS towards ATCF)

SIP/2.0 183 Session Progress

Record-Route: <sip:pcscf1.visited1.net;lr>, <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

Via: SIP/2.0/UDP sccas.home1.net:5060;branch=z9hG4bKnas522, SIP/2.0/UDP scscf.home1.net:5060;branch=z9hG4bKnas889, SIP/2.0/UDP icscf.home1.net:5060;branch=z9hG4bKnas225, SIP/2.0/UDP actf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 60

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: 

From: 

To: <tel:+1-212-555-2222>; tag=aaa

Call-ID: 

Cseq: 

Require: 

Supported: 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 462346 5654 IN IP6 1234::55:66:77:88

s=-

c=IN IP6 1234::55:66:77:88
t=0 0

a=3gpp.sc.srvcc
m=audio 4456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 


SDP answer:
3gpp.sc.srvcc indicates that the session is subject to SRVCC.

16.
ATGW resource configuration

The ATCF configures the resources of ATGW.

17.
SIP 183 (Session Progress) response (ATCF towards UE) - see example in table A.4.2-17

The ATCF replaces the IP address, ports, ... in SDP answer with values provided by ATGW.

Table A.4.2-17: SIP 183 (Session Progress) response (ATCF towards UE)

SIP/2.0 183 Session Progress

Record-Route: <sip:pcscf1.visited1.net;lr>, <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 60

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 44 555 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444
t=0 0

a=3gpp.sc.srvcc
m=audio 11234 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 


SDP answer:
the IP address and ports are updated to contain the values provided by ATGW.
****************** change 6 ******************
Annex X (normative):
SDP attributes defined within the current document

X.1
General

This subclause describes the SDP attribute definitions that are applicable for the realisation of the SC.

X.2
Definition of SDP attribute 3gpp.sc.srvcc
Attribute name: 3gpp.sc.srvcc
Editor's note [eSRVCC, CR#0470]: The IANA registration of this SDP attribute needs to be done after the eSRVCC work item stabilizes.

Long-form attribute name in English: attribute indicating that the session is to be considered for SRVCC access transfer procedures.
Type of attribute: session level
Whether the attribute value is subject to the charset attribute: no
Purpose of the attribute: This attribute when used in an SDP offer or an SDP answer indicates that the session is to be considered for SRVCC access transfer procedures as specified in 3GPP TS 24.237 Rel-10.
Appropriate attribute values for this attribute: none or token. The meaning of value is not defined in this release of the specification. If included, the value is ignored by recipient of the attribute.
_1365412152.vsd
UE


P-CSC


ATCF

I-CSCF

S-CSCF

SCC AS

1. SIP INVITE


2. SIP INVITE


4. SIP INVITE


5. SIP INVITE


7. SIP INVITE


8. invoking further ASs according to iFC


10. SIP 183 Session Progress for SIP INVITE


15. SIP 183 Session Progress for SIP INVITE


18. SIP 183 Session Progress for SIP INVITE


17. SIP 183 Session Progress for SIP INVITE


9. SIP INVITE


12. SIP 183 Session Progress for SIP INVITE


13. SIP 183 Session Progress for SIP INVITE


11. response routing to invoked ASs


ATGW

6. SIP INVITE


regular continuation of session set up


14. SIP 183 Session Progress for SIP INVITE


remote UE

3. reserve ATGW resources


16. configure ATGW resources



