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<<Begin Change 1>>

16
Roles for collaborative session establishment for inter-UE transfer

16.1
Introduction

This clause specifies the roles of controller UE, controllee UE and the SCC AS when controller UE transfers media used in an existing session to a controllee UE or adds a new media to an existing session on the controllee UE.

16.2
SC UE 

16.2.1
SC UE procedures for collaborative session establishment by transferring media used in an existing session
16.2.1.1
Controller UE procedures

To establish a collaborative session by transferring one or more media components, the controller UE shall send a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;
2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being transferred with the port number set to zero

-
media line(s) that are to be transferred containing the port number for the corresponding media types received in the media line of the SDP received during the last successful SDP offer/answer exchange;
c)
if the controller UE also wishes to transfer control of the collaborative session to the controller UE then the SIP URI additionally containing the XML body specified for the Refer-To URI in subclause 24.2.1; 
3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog  parameters for the dialog of the existing session

5)
the Contact header field containing:

 -
the g.3gpp.iut-controller media feature tag as described in annex C; and
-
the g.3gpp current-iut-controller media feature tag as described in annex C set to "passive" if the controller UE does not wish to be the controller of the collaborative session; and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.
The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. The controller UE shall save the media information (i.e. media type(s) and port number(s)) related to the transferred media component(s) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE. When the controller UE receives a SIP re-INVITE request from the SCC AS to update the status of the transferred media component after a successful transfer, the controller UE shall follow the procedures described in 3GPP TS 24.229 [2], including in the Contact header field of the SIP 200 (OK) response the g.3gpp.iut-controller media feature tag as described in annex C.

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt.

16.2.1.2
Controllee UE procedures

There are no specific procedures for the controllee UE for the collaborative session establishment by transferring media, besides the procedures described in 3GPP TS 24.229 [2].

16.2.2
SC UE procedures for collaborative session establishment with new media

16.2.2.1
Controller UE procedures

The controller UE may establish a collaborative session with a new media at anytime while it has an ongoing IMS established session according to 3GPP TS 24.229 [2] with a remote UE.

The controller UE shall add the new media by sending a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;

NOTE 1:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body"  containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being transferred with the port number set to zero

-
media line(s )that are to be added containing the media type(s) to be added and the discard port number "9" 

NOTE 2:
The discard port number "9" indicates that this port number should be ignored.

c)
if the controller UE also wishes to transfer control of the collaborative session to the controller UE then the SIP URI additionally containing the XML body specified for the Refer-To URI in subclause 24.2.1;
3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session

5)
the Contact header field containing:

 -
the g.3gpp.iut-controller media feature tag as described in annex C; and

-
the g.3gpp current-iut-controller media feature tag as described in annex C set to "passive" if the controller UE does not wish to be the controller of the collaborative session; and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.
The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. The controller UE shall save the media information (i.e. media type(s) and port number(s)) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.

If error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt.
The controller UE may also receive SIP NOTIFY requests as the results from the SIP SUBSCRIBE request to the dialog event package between itself and the SCC AS as described in clause 21. The controller UE shall save the media information (i.e. media type(s) and port number(s)) received in the body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.
16.2.2.2
Controllee UE procedures

There are no specific procedures for the controllee UE for the collaborative session establishment by adding media, besides the procedures described in 3GPP TS 24.229 [2].

16.2.3
Void
16.3
SCC AS

16.3.1
Distinction of requests sent to the SCC AS

The SCC AS needs to distinguish between the following initial SIP REFER requests to provide specific functionality relating to the call origination:

1)
SIP REFER requests routed to the SCC AS containing:

a)
the Inter UE Transfer SCC AS URI in the Request-URI;

b)
the Target-Dialog header field with dialog identifier identifying an existing session owned by the UE sending the SIP REFER request; and

c)
the Refer-To header field containing a SIP URI:

i)
of a UE which is neither the UE which sent the SIP REFER request, nor the remote UE, but which is within the list of UEs which can be involved within an collaborative session with the UE which originated the SIP REFER request;

ii)
with the SIP URI containing the URI header field with the hname "body"  containing SDP for the media lines with media types for at least all the media components of the existing session with one or more media lines not used in the existing session and indicated with the discard port value 9; and
iii)
without method parameter or with method parameter set to "INVITE".

In the procedures below, such SIP REFER requests are called "SIP REFER requests for establishing new media at controllee UE".
NOTE 1:
It is assumed that the SCC AS is the first AS that the S-CSCF forwards the request to after receiving the request from the UE.

2)
SIP REFER requests routed to the SCC AS containing:

a)
the Inter UE Transfer SCC AS URI in the Request-URI;

b)
the Target-Dialog header field with dialog identifier identifying an existing session owned by the UE sending the SIP REFER request; and

c)
the Refer-To header field containing a SIP URI:

i)
of a UE which is neither the UE which sent the SIP REFER request, nor the remote UE, but which is within the list of UEs which can be involved within an collaborative session with the UE which originated the SIP REFER request;

ii)
with the hname "body" URI header field containing SDP for the media lines with media types for all the media components of the existing session with one or more media lines used in the existing session and listed with non zero port value; and

iii)
without method parameter or with method parameter set to "INVITE".


In the procedures below, such SIP REFER requests are called "SIP REFER requests for transferring an existing media to controllee UE".
NOTE 2:
It is assumed that the SCC AS is the first AS that the S-CSCF forwards the request to after receiving the request from the UE.

If a SIP REFER request contains the Contact header field the media feature tag g.3gpp current-iut-controller set to "passive" and the SIP URI in the Refer-To header field contains the XML specified in annex D.3 containing a <controlTransfer> element containing a <targetController>  element then in the procedures below, such SIP REFER requests are called "SIP REFER requests for transferring control of the collaborative session".
Other SIP initial requests for a dialog, and requests for a SIP standalone transaction are handled conformant with 3GPP TS 24.229 [2].
<<End Change 1>>

<<Begin Change 2>>

17
Roles for media transfer within collaborative session for inter-UE transfer

17.1
Introduction

This clause specifies the roles of the controller UE, the controllee UE and the SCC AS when media transfer from the controller UE to a controllee UE or from a controllee UE to another controllee UE within a collaborative session.

17.2
SC UE

17.2.1
Procedures for controller UE initiated media transfer from controller UE to controllee UE

17.2.1.1
Controller UE procedures
The SC UE procedures for media transfer from controller UE to a controllee UE is the same as the procedures described in subclause 16.2.1.1 with exception that the controller UE asets the port numbers for the media types of the media components (in the hname "body" URI header field from the SIP URI in the Refer-To header field of the SIP REFER request) which are being transferred to the controllee UE to values from the corresponding media lines received during the last successful SDP offer and answer exchange with the remote party.
17.2.1.2
Controllee UE procedures

There are no specific procedures for the controllee UE for media transfer from controller UE to controllee, besides the procedures described in 3GPP TS 24.229 [2].

17.2.2
Procedures for controller UE initiated media transfer from controllee UE to another controllee UE

17.2.2.1
Controller UE procedures

To transfer a media component within a collaborative session from one controllee UE to another controllee UE, the controller UE shall send a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS;

2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE to which the media m-lines are to be transferred; and

NOTE: The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines which are not served by the target controllee UE and which are not being transferred with the port numbers set to zero; 

-
media lines which are already served by the target controllee UE, therefore are not to be transferred containing the port numbers of the remote UE; and

-
media line(s) which are to be transferred containing the port numbers of the remote UE. 

c)
if the controller UE also wishes to transfer control of the collaborative session to the target controller UE then the SIP URI additionally containing the XML body specified for the Refer-To URI in subclause 24.2.1; 
3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the collaborative session; and

5)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE; and.
6)
the Contact header field containing:

-
 the g.3gpp.iut-controller media feature tag as described in annex C; and

-
the g.3gpp current-iut-controller media feature tag as described in annex C set to "passive" if the controller UE does not wish to remain the controller of the collaborative session.

The controller UE shall handle the subsequent SIP NOTIFY requests to the SIP REFER request according to 3GPP TS 24.229 [2], IETF RFC 3515 [13].
The controller UE shall save the media information (i.e. media types(s) and port number(s)) related to the media component(s) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt.

17.2.2.2
Controllee UE procedures

There are no specific procedures for the controllee UE for transferring media form one controllee UE to another controllee UE, besides the procedures described in 3GPP TS 24.229 [2].

<<End Change 2>>

<<Begin Change 3>>

19
Roles for media adding/deleting within collaborative session for inter-UE transfer

19.1
Introduction

This clause specifies the roles of the controller UE, the controllee UE and the SCC AS when the controller UE or the remote UE adds or releases media to the collaborative session.

19.2
SC UE

19.2.1
Procedures for adding new media on controllee UE by controller UE

The SC UE procedures for adding new media to a controllee UE by the controller UE is the same as the procedure described in subclause 16.2.2.1 with exception that the controller UE additionally sets the port numbers for the media types of the media components (in the "body" URI header field of the SIP URI in the Refer-To header field of the SIP REFER request) which are being added to the controllee UE to values from the corresponding media lines received during the last successful SDP offer and answer exchange with the remoteparty.

19.2.2
Procedures for releasing media on controllee UE by controller UE

The controller UE may release one or more media components on a controllee UE within a collaborative session while it has an ongoing IMS session with a remote UE.

The controller UE shall release the media by sending a SIP REFER request for releasing media component, including:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header field as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname  "body" containing SDP for the media type for each of the media (m=) lines in the session shall be set as follows:

-
media lines that are not being released with their port numbers; and

-
media line(s) that are to be released with the port number set to zero;

c)
if the controller UE also wishes to transfer control of the collaborative session to the controller UE then the SIP URI additionally containing the XML body specified for the Refer-To URI in subclause 24.2.1;
3)
the Accept header field set to "message/sipfrag";

4)
the Target-Dialog header field populated as specified in IETF RFC 4538 [11], containing the dialog identifier of the dialog between the SCC AS and the controller UE;
5)
the Contact header field containing:

-
the g.3gpp.iut-controller media feature tag as described in annex C; and

-
the g.3gpp current-iut-controller media feature tag as described in annex C set to "passive" if the controller UE does not wish to remain the controller of the collaborative session; and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.
The controller UE shall handle SIP response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2]. The controller UE shall save the media information (e.g. media line number) received in the sipfrag body of the SIP NOTIFY request in order to perform further inter-UE transfer operations on the controllee UE.

19.2.2A
Procedures for releasing media on controller UE by controller UE

If the controller UE wants to release a media component on the controller UE within a collaborative session, the controller UE shall follow the procedures defined in 3GPP TS 24.229 [2] for removing media with the following differences:

1.
include the SDP information for all other media components within the collaborative session in the SIP re-INVITE request;
2.
set all the port numbers of the media on the controllee UEs with value zero; and
3.
include the g.3gpp.iut-controller media feature tag as described in annex C in the Contact header field.
19.2.2B
Procedures for controller UE to remove a controllee UE from the collaborative session

The controller UE may remove a controllee UE from a collaborative session while it has an ongoing IMS session with a remote UE.

The controller UE shall remove the controllee UE from the collaborative session by sending a SIP REFER request, including:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the method parameter set equal to "BYE";

3)
the Accept header field set to include "message/sipfrag";

4)
the Target-Dialog header field populated as specified in IETF RFC 4538 [11], containing the dialog identifier of the dialog between the SCC AS and the controller UE; and

5)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE; and
6)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C.

The controller UE shall handle response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2].

19.2.3
Procedures for releasing media component by controllee UE

19.2.3.1
Controller UE

When controller UE receives a SIP re-INVITE request, it can contain an SDP offer with:

-
media lines for media components already terminated at the controller UE with non-zero port numbers;

-
media line(s) for media components terminated at the controllee UE which is releasing the media conponent(s) with non-zero port number(s); and

-
media lines for media components terminated at other controllee UEs, with port numbers set to zero.

Upon receiving such a SIP re-INVITE request, the controller UE shall follow the procedures described in 3GPP TS 24.229 [2] to accept or reject the released media component(s) by the controllee UE.

If the released media component(s) is the only media component(s) used within the collaborative session and the controller UE did not accept that media component, the controller UE shall release the collaborative session following the procedures described in 3GPP TS 24.229 [2].

19.2.3.2
Controllee UE

There are no specific procedures for the controllee UE for release of media component by controllee UE, besides the procedures described in 3GPP TS 24.229 [2].

19.2.4
Procedures for modifying media on controllee UE by itself

If the controllee UE wants to modify the characteristics of a media component on itself within a collaborative session, the controllee UE shall follow the procedures defined in 3GPP TS 24.229 [2] for modifying  media.
19.2.5
Procedures for adding new media by remote UE when the controller UE does not alert the user
When controller UE receives a SIP re-INVITE request within an existing dialog from the remote UE to add a new media component on the collaborative session, the controller UE shall decide whether adding the new media on itself or adding it to one of its controllee UE.

If the controller UE decides to add the new media component on itself, the controller UE shall follow the precedure as specified in 3GPP TS 24.229 [2],
If the controller UE decides to add the new media component on one of its controllee UE, the controller UE shall send a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;;

2) 
the Refer-To header field, including:

a)
the SIP URI of the controllee UE where the media stream should be established from; and

NOTE: The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session shall be set as follows:

-
media lines that are not being transferred with the port number set to zero;

-
media line(s) that are to be added at the controllee UE the same SDP information as in the SIP re-INVITE request received from the remote UE.

3)
the Accept header field containing the MIME types "message/sipfrag";

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session;

5)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C; and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.
The controller UE shall handle a SIP response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2]. Then the controller UE shall respond to the SIP re-INVITE request with a SIP 200 (OK) response with a SDP answer as specified in 3GPP TS 24.229[2] including in the Contact header field the g.3gpp.iut-controller media feature tag as described in annex C, and construct the SDP information in the SIP 200 (OK) response as follows:

1)
set the port number of the new added media component with value zero; and

2)
set all the ports number of the media on the controllee UEs with value zero; and
3)
for other media components on the controller UE are not changed.

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and make a decision again whether adding the new media on itself or adding it on other controllee UE.
19.2.6
Procedures for releasing media by remote UE
Upon receipt of a SIP re-INVITE request from the remote party containing an SDP offer indicating one or more media components are to be released on the controller UE, the controller UE shall release the media component following the procedures specified in 3GPP TS 24.229 [2].

If the media component to be released is the last media component between the controller UE and the remote party and if there are more media components within the collaborative session, the controller UE shall not release the dialog with the SCC AS but set the port number(s) associated to the media type(s) to zero.

If the media component to be released is the last media component in the collaborative session, the controller UE shall follow the procedures described in subclause 18.2.1.1.

19.3
SCC AS

19.3.0
Distinction of requests at the SCC AS

When SCC AS receives a SIP REFER request within a new dialog from the controller UE with:

1)
the Request-URI set to inter UE transfer SCC AS URI;

2)
the Target-Dialog header field identifies an existing dialog between the SCC AS and the controller UE; and

3)
the Refer-To header field set to SIP URI of a controllee UE and containing the URI header field with the hname "body" containing SDP with a media type for each of the media (m=) lines in the session as follows:

-
all the media components with associated information in the session; and
-
one or more new media components which are not used in the collaborative session yet and with associated port number set to the discard port number "9";

the SCC AS shall follow the procedure in subclause 19.3.1 to add the media component to the controllee UE.
When the SCC AS receives a SIP REFER request in a new dialog from the controller UE with:

1)
the Request-URI set to inter UE transfer SCC AS URI; and

2)
the Target-Dialog header field identifies an existing dialog between the SCC AS and the controller UE;

3)
the Refer-To header field containing the SIP URI of a controllee UE and containing the URI header field with the hname a "body" containing SDP with a media type for each of the media (m=) lines in the session as follows :

-
all the media components  with associated information in the session; and
-
the media component which is currently used in the collaborative session by the controllee UE is listed with port number set to 0.
then the SCC AS shall follow the procedure in subclause 19.3.2 to release the media component from the controllee UE.
If a SIP REFER request contains the Contact header field the media feature tag g.3gpp current-iut-controller set to "passive" and the SIP URI in the Refer-To header field contains the XML specified in annex D.3 containing a <controlTransfer> element containing a <targetController> element along with a <requestedBy> element then in the procedures below, such SIP REFER requests are called "SIP REFER requests for transferring control of the collaborative session".

When the SCC AS receives a SIP REFER request in a new dialog from the contoller UE with:

1)
the Request-URI set to SIP URI of the SCC AS;

2)
the Target-Dialog header field identifies and existing dialog between the SCC AS and the controller UE; and

3)
the Refer-To header field containing the SIP URI of a controllee UE and the method parameter set equal to "BYE";

then the SCC AS shall follow the procedure in subclause 19.3.2B to remove the controllee UE.from the collaborative session.

<<End Change 3>>

<<Begin Change 4>>

24
Roles for assignment and transfer of control of a collaborative session 

24.1
Introduction
This clause specifies the roles of controller UE, controller capable UE and the SCC AS when controller UE transfers control of the collaborative session to another UE. The procedures in this clause may be combined with the procedures for adding, transferring or removing media on the controllee UE as specified in subclauses 16.2, 17.2 and 19.2 in order to transfer control while adding, transferring or removing media.
24.2
SC UE
24.2.1
Controller UE

To transfer control of the collaborative session the controller UE shall send a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header field set as follows:

a)
the SIP URI of the UE that is requested to become a controller of the collaborative session; and
NOTE:
The SIP URI of the UE that is requested to become a controller of the collaborative session needs to be a GRUU if the UE that is requested to become a controller of the collaborative session and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing the XML specified in annex D.3 containing a <controlTransfer> element containing a <targetController>  element containing the SIP URI of the UE that is requested to become a controller of the collaborative session; 

3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog  parameters for the dialog of the existing session

5)
the Contact header field containing:

 -
the g.3gpp.iut-controller media feature tag as described in annex C; and

-
the g.3gpp current-iut-controller media feature tag as described in annex C set to "passive".
6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the UE that is requested to become a controller of the collaborative session.

The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. The controller UE shall examine the Contact header field included in the SIPfrag of the SIP 200 OK response in the SIP NOTIFY of the refer events package and if that Contact header field contains the g.3gpp current-iut-controller media feature tag set to "active" then control has been successfully transferred and the controller UE shall perform the role of a controllee UE in the collaborative session, otherwise the controller UE shall consider the control transfer operation failed and continue as the controller of the collaborative session.
If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the control transfer operation failed and continue as the controller of the collaborative session.
24.2.2
Controller capable UE
When the controller capable UE receives a SIP INVITE request or a SIP re-INVITE request containing a multpart/mixed MIME body containing a SDP offer and a XML body <controlTransfer> element specified in annex D.3  the controller capable UE shall when accepting the SDP offer send a SIP 200 (OK) response according to the procedures described in 3GPP TS 24.229 [2]. 
NOTE 1:
The controller capable UE uses the media lines in the SDP offer to identify all the media types involved in the collaborative session and their order in the SDP for the collaborative session.

If the <controlTransfer> element contains a <targetController> element containing the SIP URI of this controller capable UE the controller UE shall determine whether to accept control of the collaborative session.
NOTE 2:
Determining whether to accept control of the collaborative session could require interaction with the user.

If the controller capable UE accepts control of the collaborative session the controller capable UE shall include the media feature tag g.3gpp current-iut-controller set to "active" in the Contact header of the SIP 200 OK response and assume the role of controller of the collaborative session.
If the controller capable UE does not accept the SDP offer or rejects the SIP INVITE request with a 3xx, 4xx, 5xx or 6xx response, the controller capable UE shall not assume the role of controller of the collaborative session.
24.3
SCC AS
24.3.1 Procedures for transferring control of the collaborative session
When the SCC AS transfers control of a collaborative session as a result of receiving a SIP REFER request for transferring control of the collaborative session, the SCC AS shall send:

1)
a SIP 202 (Accepted) response to the SIP REFER request and a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" to the controller UE as specified in IETF RFC 3515 [13]; and

2)
a SIP INVITE request or SIP re-INVITE request to the UE identified by the SIP URI in the Refer-To header field, containing:

a)
Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request;

b)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59];

c)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE at the original session establishment; and

d)
the Content-Type header field set to the MIME type "multipart/mixed"; and
e)
a "multipart/mixed" MIME body containing the following MIME parts:
i)
 the Content-Type header field "application/sdp" and the SDP information as follows:

I)
if there are media (m=) lines in the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request then:

-
include the media type(s) from the media (m=) lines from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request; and
-
if any media (m=) lines from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request are set to non zero port numbers and the corresponding media component is not already on the UE to which  control is being transferred then additionally follow the procedures in subclause 16.3.2, or subclause 17.3.1, or subclause 17.3.2 for transferring media or subclause 16.3.3 for adding media based on the determination procedure in 16.3.1;
II)
if there are not any media (m=) lines in the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request then include the media lines and attributes as agreed in the last SDP offer answer exchange with the UE identified by the SIP URI in Refer-To header field;
ii)
the Content-Type header field set to "application/vnd.3gpp.iut+xml" along with the handling parameter set to optional and the XML document from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request.
If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer of control operation failed and abort the transfer of control of the collaborative session and continue the existing session with media components and controller UE prior to the failed transfer attempt.

Upon receiving a final response to the SIP INVITE request or SIP re-INVITE request which was sent towards the controller capable UE, the SCC AS shall:

1)
send a SIP ACK request to the controller UE that sent the final response;

2)
send a SIP NOTIFY request containing the received final response code in the sipfrag body to the controller UE that sent the SIP REFER request; 
3)
if the received response is a SIP 2xx response containing an SDP answer, then include within the sipfrag body

a)
the Contact header field from the received SIP 2xx response including the media feature tags;
b)
the Content-Type header field from the received SIP 2xx response; and

c)
the SDP answer received in the SIP 2xx response;and
4) if the Contact header field from the received SIP 2xx response contains the media feature tag g.3gpp current-iut-controller set to "active" then consider the UE that sent the SIP 2xx response as the controller of the collaborative session.

<<End Change 4>>

<<Begin Change 5>>

A.19
Signalling flows for assignment and transfer of control of a collaborative session 

A.19.1
Introduction

The signalling flows in this subclause demonstrate how a UE-1 can transfer control of the collaborative session to UE-2.

A.19.2
Transfer of control of a collaborative session without media transfer
It is assumed that UE-1 is the controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and video (Media B) media flows. The controller UE, UE-1 initiates the transfer of collaborative session control to UE-2 without transferring media from UE-1.
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Figure A.19.2-1:Controller UE remove media at the controllee UE
1-2.
SIP REFER request (controller UE to intermediate IM CN subsystem entities) – see example in table A.19.2-1


It is assumed that UE-1 and UE-2 have the controller UE functionality. The controller UE wants to transfer control of the collaborative session control to UE-2.
UE-1sends a SIP REFER request to the SCC AS containing: 
a)
the Refer-To header field SIP URI containing:

i)
The GRUU of UE 2

ii)
A "body" URI header field containing the <controlTransfer> XML element  including the <targetController> element set to the GRUU of UE-2.
b)
the Contact header field containing the media feature tag g.3gpp current-iut-controller set to "passive"
UE-1 does not include the g.3gpp.iut-controller media feature tag in the Contact header field of the SIP REFER request as it is indicating to the SCC-AS that it is transferring control of the collaborative session to UE-2.
Table A.19.2-1: SIP REFER request (UE-1 to SCC AS)

REFER sip:interUEtransfer@example.net SIP/2.0

Via:

To: sip:interUEtransfer@example.net
From: sip:user1_public1@home1.net;tag=13579

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>
Refer-To: <sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=<controlTransfer> <targetController=<sip: user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6>/> </controlTransfer>>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579;to-tag=abcdef;from-tag=123456

Referred-By: sip:user1_public1@home1.net

Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz;+g.3gpp current-iut-controller=passive
Accept: message/sipfrag,application/vnd.3gpp.iut+xml
Content-Length: 0

3-4.
SIP 202 (Accepted) response

The SCC-AS sends a SIP 202 (Accepted) response to the controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-


The SCC-AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results..
7-8.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.

9.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.19.2-9

The SCC AS sends a SIP re-INVITE request towards the Controllee UE (UE-2). The re-INVITE request contains the XML body from the URI in the Refer-To header field from the SIP REFER request.
Table A.19.2-9: SIP re-INVITE request (SCC-AS to IM CN subsystem entities)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f 81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Route:

To: sip:user2_public1@home1.net;abcdef

From: sip:user3_public3@home3.net;tag=123456

Call-ID: 

CSeq: 

Max-Forwards:

Require:
Referred-By: sip:user1_public1@home1.net 

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Accept: application/vnd.3gpp.iut+xml
Content-Type: multipart/mixed;boundary="boundary1"

Content-Length: {...}

--boundary1

Content-Type: application/sdp
v=0

o=- 1027933615 1027933615 IN 132.54.76.98

s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 0 RTP/AVP 97

m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

--boundary1

Content-Type: application/vnd.3gpp.iut+xml;handling=optional

<controlTransfer> 


<targetController=<sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6>/> 

</controlTansfer>
--boundary1
10.
SIP re-INVITE request (intermediate IM CN subsystem entities to UE-2)

11-12.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

UE-2 accepts the transfer of control and indicates this by including a g.3gpp.current-iut-controller media feature tag  set to Active in the SIP 200 (OK) response it sends to the SCC AS.
Table A.19.2-11: SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net;tag=xyzwv

From: sip:interUEtransfer@example.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;+g.3gpp current-iut-controller=Active
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

13-14.
SIP ACK request (from SCC-AS to UE-2)

15-16.
SIP NOTIFY request (SCC-AS to UE-1)-see example table  A.19.2-15

The SCC AS sends a SIP NOTIFY request to the controller UE, UE-1 to inform about the success status of the control transfer. The body of the SIP NOTIFY request contains a SIPfrag including the Contact header field containing the g.3gpp.current-iut-controller media feature tag  set to Active from the received SIP 200 (OK) response from UE-2 

Table A.19.2-15: SIP NOTIFY request (SCC AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:

To: sip:user1_public1@home1.net;tag = 13579

From: sip:interUEtransfer@example.net;tag=2255
Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:sccas1.home1.example.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type=application/sdp

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;+g.3gpp current-iut-controller=Active
v=0

s=-

m=audio 0 RTP/AVP 97

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

17-18.
SIP 200 (OK) response (UE-1 to SCC AS)


The controller UE,UE-1 acknowledges the SIP NOTIFY request by sending  a SIP 200 (OK) response to the SCC AS. 
<<End Change 5>>

<<Begin Change 6>>

C.X
Definition of media feature tag g.3gpp.current-iut-controller
Media feature-tag name: g.3gpp.current-iut-controller
ASN.1 Identifier: 1.3.6.1.8.2.x

Editor's note:
The ASN.1 Identifier will need to be updated once the IANA registration is completed.

Summary of the media feature indicated by this tag: 

This media feature-tag when used in a Contact header field of SIP request or SIP response indicates that the UA is the currently active IUT controller for the collaborative session or is a controllee in the collaborative. The values of the feature tag are "active" and  "passive".

Values appropriate for use with this feature-tag: string with syntax as follows:

"active" indicates that the UA is the currently active IUT controller for the collaborative session. 

"passive" indicates that the UA is a controllee in the collaborative session but is willing to become an active controller for the collaborative session.

The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: This feature-tag is most useful in a communications application, for Inter UE control transfer operation.

Examples of typical use: Indicating that a UA wishes to relinquish control of the collaborative session and requesting a UA to become the active IUT controller for the collaborative session.

Related standards or documents: 3GPP TS 24.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 3"

Security Considerations: Security considerations for this media feature-tag are discussed in subclause 12.1 of IETF RFC 3840 [34].
<<End Change 6>>
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