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1. Introduction
This document provides the Rel-9 IUT material which gets shifted from TS 24.237 to the new TS 24.abc. The related material is deleted from / modified in CR 440 against TS 24.237.
NOTE: most of the subclauses, cross-references, references, figures and table numbering needs to be updated in a revision of this CR.

NOTE: There are still references introduced here which need to be investigated whether they are needed.

The entire text will be inlcuded in the new TS. Revision marks highlight changes to the text currently existing in TS 24.237.

* * * First Change * * * *
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP 3GPP TR 21.905 [1].
Inter UE Transfer SCC AS URI: A SIP URI which is a public service identity hosted by SCC AS and which is used in inter UE transfer procedures.


For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.237 [9] apply:

Remote Leg
Collaborative session

Controllee UE

Controller UE

Inter-UE transfer
Service Continutiy



For the purposes of the present document, the following terms and definitions given in IETF RFC 4353 [55] apply:

Conference

Conference URI

Focus

Participant
For the purposes of the present document, the following terms and definitions given in IETF RFC 3264 [58] apply:

Directionality
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

SC
Service Continuity

SCC
Service Centralization and Continuity
STI
Session Transfer Identifier

4
Overview of IP Multimedia (IM) Core Network (CN) subsystem inter-UE transfer
4.1
General

Inter-UE transfer provides the capability of transferring the communication sessions with multiple media across different UEs and is part of Service Continuity (SC) as described in 3GPP TS 23.237 [9].
Inter-UE transfer does not apply to emergency calls as described in 3GPP TS 24.229 [2].

Inter-UE transfer is an optional part of SC.

The following procedures are provided within this document:

-
procedures for UE discovery for inter-UE transfer are specified in clause 14;

-
procedures for inter-UE transfer without establishment of collaborative session are specified in clause 15;

-
procedures for collaborative session establishment for inter-UE transfer are specified in clause 16;

-
procedures for media transfer within collaborative session for inter-UE transfer are specified in clause 17;

-
procedures for release of collaborative session for inter-UE transfer in clause 18;

-
procedures for addition and deletion of media with collaborative session for inter-UE transfer in clause 19;

-
procedures for session discover in clause 21;

-
procedures for service continuity and MMTEL interactions are specified in clause 20.

Inter-UE transfer procedures are not limited by amount of established sessions.
4.2
Underlying network capabilities
Inter-UE transfer assumes the use of a number of underlying network capabilities:

1)
provision by the home network operator of SCC AS on the IM CN subsystem, as specified in 3GPP TS 24.229 [2].
4.3
URI and address assignments

In order to support SC to a subscriber, the following URI and address assignments are assumed:

a)
in this version of the document, the SC UE for inter-UE transfer will be configured with an Inter UE Transfer SCC AS URI. The Inter UE Transfer SCC AS URI is used in the inter UE transfer procedures.

5
Functional entities

5.1
Introduction
This clause associates the functional entities with the inter-UE transfer roles described in the stage 2 architecture document (see 3GPP TS 23.237 [9]).
5.2
User Equipment (UE)

If the SC UE supports the Controller UE procedures for IUT transfer then the SC UE may include the g.3gpp.iut-controller media feature tag as described in annex C in the Contact header of SIP requests and SIP responses.

To be compliant with inter-UE transfer in this document, a UE shall implement the role of an SC UE:

-
by following the procedures specified in 3GPP TS 24.229 [2] for registration of the UE in the IM CN subsystem; and

-
dependent on the desired functionality, one or more of the procedures according to subclause 14.2, subclause 15.2, subclause 16.2, subclause 17.2, subclause 18.2, subclause 19.2, subclause 21.2 and subclause 20.2.

NOTE:
In the inter-UE transfer, a session can be collaborative session where there are one controller UE and severeal controllee UEs. The controllee UE can be a legacy UE and does not have be compliant with the above subclauses.
5.3
Application Server (AS)

To be compliant with inter-UE transfer in this document, an AS shall implement the role of an SCC AS according to subclause 14.3, subclause 15.3, subclause 16.3, subclause 17.3, subclause 18.3, subclause 19.3, subclause 21.2 and subclause 20.3.

6
Roles for registration in the IM CN subsystem for service continuity

6.1
SC UE

The SC UE shall follow the procedures specified in 3GPP TS 24.229 [2] for registration of the UE in the IM CN subsystem.
If the SC UE supports the Controller UE procedures for IUT transfer then the SC UE shall include the g.3gpp.iut-controller media feature tag as described in annex C in the Contact header field of the SIP REGISTER request.

6.2
SCC AS

The SCC AS can obtain registration state information that it needs to implement SCC specific requirements from:

a)
any received third-party SIP REGISTER request (e.g. including information contained in the body of the third-party SIP REGISTER request) as specified in 3GPP TS 24.229 [2];

b)
any received reg event package as specified in 3GPP TS 24.229 [2]; or

c)
the Sh interface as specified in 3GPP TS 29.328 [6] and 3GPP TS 29.329 [7].

NOTE:
Obtaining registration state information from HSS using Sh interface does not allow the SCC AS to know the capabilities supported by the user registered UE(s), including the used IP-CAN(s).

6A
Roles for General Capabilities

6A.1
Introduction

This clause describes the general roles for each functional entity as specified.

6A.2
UE roles

Currently there are no general capabilities for the UE role defined in this specification.
6A.3
AS roles

Currently there are no general capabilities for the AS role defined in this specification.
* * * Next Change * * * *

14
Roles for UE discovery for inter-UE transfer
14.1
Introduction

This clause specifies the target UE discovery procedures for UEs that are candidate UEs for inter UE transfer. The list of candidate UEs is a contact list such as name of the UE, which is represented in SIP through the use of SIP contact or the instance-id. The subscription of candidate UEs may be configured such that the private user identities associated with the UEs involved in inter UE transfer share the same set of implicitly registered public user identities.
14.2
SC UE
The target UE discovery procedures include the registration status (active, inactive), and the UE capabilities (e.g. support of audio/video formats etc.).

In order to determine a list of UEs sharing the same set of implicitly registered public user identities and their capability information, the SC UE subscribes to the reg-event package as described in 3GPP TS 24.229 [2] in subclause 5.1.1.3.

NOTE 1:
In order to allow inter UE transfer to UEs belonging to the same user subscription but belonging to a different set of implicitly registered public user identities, a user can have a static list of UEs that is manually administered by the user and stored locally in the user's device (e.g. phone book). Having a static list is an implementation in the UE and has no impact on the standards.

NOTE 2:
If the UE is not part of the same set of implicitly registered public user identities as the SC UE, or if the SC UE was unable to obtain the capability information of the UE through the use of reg-event package, the SC UE can send a SIP OPTIONS request to the UE to attempt to retrieve capability information. In order to avoid a lot of transactions, a SIP OPTIONS request is generated based on an action initiated by the user (e.g. after the user has finished adding a new UE in the static list, or the user explicitly asks for getting UE capability information).
14.3
SCC AS
The information of UEs that belong to the same subscription is required at the SCC AS for the purpose of authorizing that the requested inter UE transfer to the UE is allowed, i.e. to prevent the SC UE from performing Inter UE Transfer to a UE with a different user subscription.

The SCC AS obtains all the public user identities associated with the user's subscription from the Sh interface as specified in 3GPP TS 29.328 [6] and 3GPP TS 29.329 [7].

NOTE 1:
Getting the public user identities over the Sh interface allows the SCC AS to receive information of UEs sharing the same set of implicitly registered public user identities and information of UEs within the same user subscription that are not in the same set of implicitly registered public user identities. This is needed to authorize the static list of UEs that is manually administered by the user and stored locally in the user's device.

The SCC AS can obtain the registration information (e.g. GRUU) by the following methods:
1.
using the 3rd-party SIP REGISTER request as described in 3GPP TS 24.229 [2] in subclause 5.4.1.7; or

2.
the SCC AS subscribes to the reg-event package as described in 3GPP TS 24.229 [2] in subclause 5.4.2.1.1.

NOTE 2:
The SCC AS needs to know the public user identity for the authorization of the SIP REFER request for inter UE transfer. To get the public user identity from the public GRUU, the SCC AS can simply remove the "gr" parameter from the public GRUU. Using the 3rd-party registration or subscribing to the reg-event package allows the SCC AS to find the temporary GRUU of the UE and to correlate the GRUU with the public user identities. After correlation, the SCC AS would make a list of GRUUs that are associated with the same subscription and/or with the same set of implicitly registered public user identities.
15
Roles for inter-UE transfer without establishment of collaborative session

15.1
Introduction

This clause specifies the procedures for transferring all media of an existing session from one UE to another UE of the same subscriber. Procedures are specified for the transferor SC UE, the transferee SC UE and the SCC AS.
15.2
SC UE

15.2.1
Transferor SC UE in services defining only originating session set up in UE
In order to transfer all media of an existing session from this SC UE to another UE that shares the same user subscription, the SC UE shall send a SIP REFER request as specified in IETF RFC 3515 [13] and in accordance with UE procedures specified in 3GPP TS 24.229 [2]. The SC UE shall populate the SIP REFER request as follows:

1.
the Request-URI set to the URI of the UE where the session is to be transferred to;
NOTE:
The URI of the UE needs to be a GRUU if several UEs share the same public user identity.
2.
the Refer-To header field set to the Inter UE Transfer SCC AS URI and extended with the following URI header fields:

A.
if usage of SIP Replaces extension is selected:

a.
the Replaces header field populated as specified in IETF RFC 3891 [10], containing the dialog identifier of the Access Leg between this UE and the SCC AS; and

b.
the Require header field populated with the option tag value "replaces";

B.
if usage of SIP Target-Dialog extension is selected:

a.
the Target-Dialog header field populated as specified in IETF RFC 4538 [11], containing the dialog identifier of the Access Leg between this UE and the SCC AS; and

b.
the Require header field populated with the option tag value "tdialog"; and
C.
if the session is established using an IMS communication service that requires the use of an IMS communication service identifier:

a.
optionally the Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the IMS communication service identifier of the existing session; and
b.
the P-Preferred-Service header field set to the IMS communication service identifier of the existing session; and
3.
the Contact header field: including a public GRUU or temporary GRUU as specified in 3GPP TS 24.229 [2].

If the SC UE receives any SIP 4xx, SIP 5xx, or SIP 6xx response to the SIP REFER request or if the SC UE receives a SIP NOTIFY request containing a message/sipfrag body of any SIP 4xx, SIP 5xx or SIP 6xx response, then the inter UE transfer has not completed successfully.

15.2.2
Transferee SC UE in services defining only originating session set up in UE
When sending a SIP INVITE request upon SIP REFER request reception in accordance with UE procedures specified in 3GPP TS 24.229 [2] and IETF RFC 3515 [13], the SC UE shall populate the SIP INVITE request with header fields which were included as URI header fields in the URI in the Refer-To header field of the received SIP REFER request.

15.3
SCC AS

15.3.1
Distinction of requests sent to the SCC AS

The SCC AS needs to distinguish between the following SIP requests to provide specific functionality relating to inter UE transfer:

1.
SIP INVITE request routed to the SCC AS upon originating or terminating filter criteria containing the Inter UE Transfer SCC AS URI in the Request-URI and a STI belonging to the same user subscription in:

A.
the Target-Dialog header field; or

B.
in the Replaces header field


with at least one offered media type used in session by a UE other than the UE identified by the Contact header field value. Then in the procedures below, such a request is known as "SIP INVITE request due to inter UE transfer".

2.
SIP REFER request routed to the SCC AS due to the originating filter criteria where:
A.
the GRUU in the Contact header field identifies a UE of the user identified in P-Asserted-Identity header field;

B.
the GRUU in the Contact header field identifies a UE of the same  user subscription as the SIP URI in the Request-URI;

C.
the dialog identifier in:

a.
the Replaces URI header field of the URI in the Refer-To header field; or

b.
the Target-Dialog URI header field of the URI in the Refer-To header field;

belongs to a session of the UE identified by the GRUU in the Contact header field; and

D.
the Refer-To header field contains the Inter UE Transfer SCC AS URI either without method parameter or with method parameter set to "INVITE".


Then in the procedures below, such a request is known as "SIP REFER request due to inter UE transfer".

Other SIP initial requests for a dialog and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [2].

15.3.2
Inter UE transfer request authorization in services defining only originating session set up in UE
Upon receiving a SIP REFER requests due to inter UE transfer, the SCC AS shall:

1.
reject the SIP request with a SIP 403 (Forbidden) response and do not process the remaining steps if:
A.
the media streams of the session, one leg of which is identified by the dialog identifier in:
a.
the Replaces URI header field of the URI in the Refer-To header field; or

b.
the Target-Dialog URI header field of the URI in the Refer-To header field;


are delivered to two or more UEs of the same user subscription; or

B.
at least one media stream of the session identified by the dialog identifier in:
a.
the Replaces URI header field of the URI in the Refer-To header field; or

b.
the Target-Dialog URI header field of the URI in the Refer-To header field


is delivered to a UE other than the UE identified by the GRUU in the Contact header field;

2.
insert a Record-Route header field with SCC AS own address; and

3.
forward the SIP REFER request in any manner conformant with 3GPP TS 24.229 [2].

The SCC AS shall forward the SIP response to the SIP REFER request, the associated SIP NOTIFY request, and the SIP response to the NOTIFY request conformant with 3GPP TS 24.229 [2].

15.3.3
SCC AS procedures for inter UE transfer in services defining only originating session set up in UE
Upon receiving a SIP INVITE request due to inter UE transfer, the SCC AS shall:

1.
reject the SIP request with a SIP 403 (Forbidden) response and do not process the remaining steps if:
A.
the SCC AS is not aware of a subscription created by a SIP REFER request with the dialog identifiers:
a.
in the Replaces header field of the received SIP INVITE request and in the Replaces URI header field of the URI in the Refer-To header field of the SIP REFER request are equal; or

b.
in the Target-Dialog header field of the received SIP INVITE request and in the Target-Dialog URI header field of the URI in the Refer-To header field of the SIP REFER request are equal;

2.
associate the received SIP INVITE request with an ongoing SIP dialog by matching the dialog identifier in the Replaces header field or the Target-Dialog header field. By an ongoing SIP dialog, it is meant a dialog for which a SIP 2xx response to the initial SIP INVITE request has been sent or received;

3.
if a dialog identifier is not included in either in the Replaces header field or in the Target-Dialog header field or if the included dialog identifier does not identify an existing ongoing dialog, send a SIP 480 (Temporarily Unavailable) response to reject the SIP INVITE request and not processes the remaining steps;

4.
identify the Source Access Leg by the dialog identifier present in the Replaces or the Target-Dialog header field of the SIP INVITE request;

5.
if a media type used in the Source Access Leg session is not offered in the SDP offer of the SIP INVITE request then reject the SIP request with a SIP 403 (Forbidden) response and do not process the remaining steps;
6.
if the SIP INVITE request contains a Replaces header field:

A.
follow the procedures defined in IETF RFC 3891 [10] for replacing the Source Access Leg with the SIP request received on the Target Access Leg, including terminating the Source Access Leg by sending a SIP BYE towards the SC UE in accordance with 3GPP TS 24.229 [2]; and

7.
send a SIP re-INVITE request towards the remote UE using the existing established dialog. The SCC AS shall populate the SIP re-INVITE request as follows:

A.
include a new SDP offer including the media characteristics as received in the SIP INVITE request, by following the rules of the 3GPP TS 24.229 [2]; and

B.
set the Contact header field to the Contact header field value recieved in the SIP INVITE request.

Upon receiving the SIP ACK request originated from the SC UE, the SCC AS shall initiate release of the Source Access Leg by sending a SIP BYE towards the SC UE in accordance with 3GPP TS 24.229 [2].
16
Roles for collaborative session establishment for inter-UE transfer

16.1
Introduction

This clause specifies the roles of controller UE, controllee UE and the SCC AS when controller UE transfers media used in an existing session to a controllee UE or adds a new media to an existing session on the controllee UE.
16.2
SC UE 

16.2.1
SC UE procedures for collaborative session establishment by transferring media used in an existing session
16.2.1.1
Controller UE procedures

To establish a collaborative session by transferring one or more media components, the controller UE shall send a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;
2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being transferred with the port number set to zero

-
media line(s) that are to be transferred containing the port number for the corresponding media types received in the media line of the SDP received during the last successful SDP offer/answer exchange;

3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog  parameters for the dialog of the existing session

5)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C;and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.

The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. The controller UE shall save the media information (i.e. media type(s) and port number(s)) related to the transferred media component(s) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE. When the controller UE receives a SIP re-INVITE request from the SCC AS to update the status of the transferred media component after a successful transfer, the controller UE shall follow the procedures described in 3GPP TS 24.229 [2], including in the Contact header field of the SIP 200 (OK) response the g.3gpp.iut-controller media feature tag as described in annex C.

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt.

16.2.1.2
Controllee UE procedures

There are no specific procedures for the controllee UE for the collaborative session establishment by transferring media, besides the procedures described in 3GPP TS 24.229 [2].
16.2.2
SC UE procedures for collaborative session establishment with new media

16.2.2.1
Controller UE procedures

The controller UE may establish a collaborative session with a new media at anytime while it has an ongoing IMS established session according to 3GPP TS 24.229 [2] with a remote UE.

The controller UE shall add the new media by sending a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;

NOTE 1:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body"  containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being transferred with the port number set to zero

-
media line(s )that are to be added containing the media type(s) to be added and the discard port number "9" 
NOTE 2:
The discard port number "9" indicates that this port number should be ignored.

3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session

5)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C;and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.

The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. The controller UE shall save the media information (i.e. media type(s) and port number(s)) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.

If error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt.

The controller UE may also receive SIP NOTIFY requests as the results from the SIP SUBSCRIBE request to the dialog event package between itself and the SCC AS as described in clause 21. The controller UE shall save the media information (i.e. media type(s) and port number(s)) received in the body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.

16.2.2.2
Controllee UE procedures
There are no specific procedures for the controllee UE for the collaborative session establishment by adding media, besides the procedures described in 3GPP TS 24.229 [2].

16.2.3
Void
16.3
SCC AS

16.3.1
Distinction of requests sent to the SCC AS
The SCC AS needs to distinguish between the following initial SIP REFER requests to provide specific functionality relating to the call origination:

1)
SIP REFER requests routed to the SCC AS containing:

a)
the Inter UE Transfer SCC AS URI in the Request-URI;

b)
the Target-Dialog header field with dialog identifier identifying an existing session owned by the UE sending the SIP REFER request; and

c)
the Refer-To header field containing a SIP URI:

i)
of a UE which is neither the UE which sent the SIP REFER request, nor the remote UE, but which is within the list of UEs which can be involved within an collaborative session with the UE which originated the SIP REFER request;

ii)
with the SIP URI containing the URI header field with the hname "body"  containing SDP for the media lines with media types for at least all the media components of the existing session with one or more media lines not used in the existing session and indicated with the discard port value 9; and

iii)
without method parameter or with method parameter set to "INVITE".


In the procedures below, such SIP REFER requests are called "SIP REFER requests for establishing new media at controllee UE".

NOTE 1:
It is assumed that the SCC AS is the first AS that the S-CSCF forwards the request to after receiving the request from the UE.
2)
SIP REFER requests routed to the SCC AS containing:

a)
the Inter UE Transfer SCC AS URI in the Request-URI;

b)
the Target-Dialog header field with dialog identifier identifying an existing session owned by the UE sending the SIP REFER request; and

c)
the Refer-To header field containing a SIP URI:

i)
of a UE which is neither the UE which sent the SIP REFER request, nor the remote UE, but which is within the list of UEs which can be involved within an collaborative session with the UE which originated the SIP REFER request;

ii)
with the hname "body" URI header field containing SDP for the media lines with media types for all the media components of the existing session with one or more media lines used in the existing session and listed with non zero port value; and

iii)
without method parameter or with method parameter set to "INVITE".


In the procedures below, such SIP REFER requests are called "SIP REFER requests for transferring an existing media to controllee UE".

NOTE 2:
It is assumed that the SCC AS is the first AS that the S-CSCF forwards the request to after receiving the request from the UE.
Other SIP initial requests for a dialog, and requests for a SIP standalone transaction are handled conformant with 3GPP TS 24.229 [8].
16.3.2
SCC AS procedures for collaborative session establishment by transferring media
NOTE:
If the controller UE is already involved in a collaborative session then the procedures in subclause 17.3.1 apply.

When the SCC AS establishes a collaborative session by transferring media as a result of receiving a SIP REFER request for transferring an existing media type to a controllee UE from the controller UE , the SCC AS shall send:
1)
a SIP 202 (Accepted) response to the SIP REFER request and a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" to the controller UE as specified in IETF RFC 3515 [13]; and

2)
a SIP INVITE request to controllee UE, containing:

a)
Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request;

b)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59];

c)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE at the original session establishment; and
d)
the SDP information for the media component to be transferred as follows:
A)
The media type(s) from the media (m=) lines from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request; and
B)
for media lines which have non zero port numbers the SDP parameters from the corresponding media lines as received during the last successful SDP offer/answer exchange from the remote UE and extended with

i)
sendonly directionality; and

ii)
bandwidth information with RS set to zero and RR set to zero.

If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and abort the media transfer and establishment of the collaborative session and continue the existing session with media components prior to the failed transfer attempt.

If the SIP final response was a SIP 2xx response containing a SDP answer, the SCC AC shall send a SIP re-INVITE request on the dialog for the remote leg to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall:

1)
send a SIP re-INVITE request containing SDP information as follows:

a)
for the transferred media component(s), set the SDP information as from the SDP answer received in the SIP 200 (OK) response from the controllee UE with the difference that the directionality is set to directionality used by the controller UE; and

b)
for all other media components in the collaborative session, include the SDP information as from the original session to the remote leg.

Upon receipt of a 2xx response for the re-INVITE request sent to the remote UE, the SCC AS shall:

1)
send a SIP re-INVITE request to the controller UE following the procedures described in 3GPP TS 24.229 [2] to remove the media for the transferred media component.

Upon receiving a SIP 200 (OK) response with the SDP answer on the remote leg, the SCC AS shall send a SIP ACK request on the remote leg.
Upon receipt of a 2xx response for the re-INVITE request sent to the controller UE, the SCC AS shall send a SIP re-INVITE request to the controllee UE following the procedures described in 3GPP TS 24.229 [2] and set the directionality (i.e. sendrecv/sendonly/recvonly/inactive) attributes associated to the transferred media component to according to the SDP answer received from the remote UE.

Upon receiving a final response to the SIP re-INVITE request which was sent towards the controllee UE to set the directionality attributes associated to the transferred media component, the SCC AS shall:

1)
send a SIP NOTIFY request containing the received final response code in the sipfrag body to the controller UE;

2)
if the received response to the SIP re-INVITE is a SIP 2xx response containing an SDP answer, then include within the sipfrag body

a)
the Content-Type header field from the received SIP 2xx response; and

b)
the SDP answer received in the SIP 2xx response.
16.3.3
SCC AS procedures for collaborative session establishment with new media

When SCC AS receives a SIP REFER request in a new dialog from the contoller UE for establishing a collaborative session by adding new media to the controllee UE, the SCC AS shall send:

1)
a SIP 202 (Accepted) response to the controller UE;

2)
a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" as described in IETF RFC 3515 [13] to the controller UE; and

3)
a SIP INVITE request in accordance to 3GPP TS 24.229 [2] to the controllee UE. The SCC AS shall construct the SIP INVITE request as follows:

a)
Request-URI set to the SIP URI from the Refer-To header field of the received SIP REFER request;

b)
the Referred-By header field containing the values from Referred-By header field of the received SIP REFER request if authorized by SCC AS, according to the procedures of the RFC 3892 [59];

c)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE at the original session establishment; and
d)
includes an SDP offer:

A)
with the media type(s) from the media (m=) lines in the same order as in the hname "body" URI header field of the SIP URI in the Refer-To header field of the received SIP REFER request;
B)
 with port numbers of the media line(s) set to zero except the media line(s) of the new media, i.e. the media line(s):

i)
which were listed in the received SDP of the SIP REFER request with the discard port number "9"; and

ii)
which are not used yet in the session; and

C)
for the media  line(s) containing the media type(s) of  the new media component(s) with additional SDP fields containing:

i)
sendonly directionality;

ii)
bandwidth information with RS set to zero and RR set to zero; and

iii)
a c-line set to the unspecified address (0.0.0.0) if IPv4 or a domain name within the ".invalid" DNS top-level domain in case of IPv6 as described in draft-ietf-sipping-v6-transition [56].

If a SIP non-2xx final response is received from the controllee UE, the SCC AS shall send a SIP NOTIFY request including the SIP final response as a sipfrag body to the controller UE and consider the inter-UE transfer operation failed. Otherwise, the SCC AS continues with the remainder of the steps described in this subclause.

Upon receiving a SIP 2xx response from the controllee UE with an SDP answer, the SCC AS shall send a SIP re-INVITE request to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP offer in the SIP re-INVITE request as follows:

1)
the SDP information as follows:

a)
for the added media component(s), set the SDP information as from the SDP answer received in the SIP 200 (OK) response from the controllee UE with the difference that the directionality is set to sendrecv directionality; and

b)
for all other media components in the collaborative session, include the SDP information as from the original session to the remote leg.
If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and abort the media transfer and establishment of the collaborative session.

If the SIP final response from the remote UE was a SIP 2xx response with the SDP answer, the SCC AS shall:

1)
send to the remote UE a SIP ACK request; and

2)
send to the controllee UE a SIP re-INVITE request containing the current port number for the media component to be added and set the directionality (i.e. sendrecv/sendonly/recvonly/inactive) attributes associated to the transferred media component to according to the SDP answer received from the remote UE.

NOTE 0:
This SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.
NOTE 1:
Any other changes such as IP address of the remote leg in case remote leg uses different IP addresses for different media components can also be updated in the SIP re-INVITE request.

Upon successful completion of the SDP offer answer exchange using SIP re-INVITE request with the controllee UE, the SCC AS shall:

1)
send to the controllee UE a SIP ACK request

Upon receiving a SIP final response from the controllee UE, the SCC AS shall send, a SIP NOTIFY request containing the received final response code in the sipfrag body and if the received response was a SIP 200 (OK) response containing an SDP answer then also include in the sipfrag the Content-Type header field from the received 200 (OK) response along with the media (m=) line(s) from the SDP answer.
16.3.4
Void
16.3.5
Void
17
Roles for media transfer within collaborative session for inter-UE transfer

17.1
Introduction

This clause specifies the roles of the controller UE, the controllee UE and the SCC AS when media transfer from the controller UE to a controllee UE or from a controllee UE to another controllee UE within a collaborative session.

17.2
SC UE

17.2.1
Procedures for controller UE initiated media transfer from controller UE to controllee UE
17.2.1.1
Controller UE procedures
The SC UE procedures for media transfer from controller UE to a controllee UE is the same as the procedures described in subclause 16.2.1.1 with exception that the controller UE asets the port numbers for the media types of the media components (in the hname "body" URI header field from the SIP URI in the Refer-To header field of the SIP REFER request) which are being transferred to the controllee UE to values from the corresponding media lines received during the last successful SDP offer and answer exchange with the remote party.
17.2.1.2
Controllee UE procedures

There are no specific procedures for the controllee UE for media transfer from controller UE to controllee, besides the procedures described in 3GPP TS 24.229 [2].
17.2.2
Procedures for controller UE initiated media transfer from controllee UE to another controllee UE

17.2.2.1
Controller UE procedures

To transfer a media component within a collaborative session from one controllee UE to another controllee UE, the controller UE shall send a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS;
2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE to which the media m-lines are to be transferred; and

NOTE: The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines which are not served by the target controllee UE and which are not being transferred with the port numbers set to zero; 

-
media lines which are already served by the target controllee UE, therefore are not to be transferred containing the port numbers of the remote UE; and

-
media line(s) which are to be transferred containing the port numbers of the remote UE. 

3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the collaborative session; and

5)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE; and.

6)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C.

The controller UE shall handle the subsequent SIP NOTIFY requests to the SIP REFER request according to 3GPP TS 24.229 [2], IETF RFC 3515 [13].

The controller UE shall save the media information (i.e. media types(s) and port number(s)) related to the media component(s) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session with media components prior to the failed transfer attempt.

17.2.2.2
Controllee UE procedures
There are no specific procedures for the controllee UE for transferring media form one controllee UE to another controllee UE, besides the procedures described in 3GPP TS 24.229 [2].
17.3
SCC AS

17.3.1
Procedures for controller UE initiated media transfer from controller UE to controllee UE

The SCC AS procedures for media transfer from the controller UE to a controllee UE is the same as the procedures described in subclause 16.3.2 with the exception that upon receipt of a SIP REFER request from the controller UE the SCC AS sends a SIP re-INVITE request instead of a SIP INVITE request to the controllee UE. The SIP re-INVITE request is within the dialog established when establishing the collaborative session with the controllee UE.
17.3.2
Procedures for controller UE initiated media transfer from controllee UE to another controllee UE
When the SCC AS maintaining a collaborative session and transferring media as a result of receiving a SIP REFER request for transferring one ore more media components from one controllee UE to another controllee UE, the SCC AS shall send:
1)
a SIP 202 (Accepted)  response to the SIP REFER request and a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" to the controller UE as specified in IETF RFC 3515 [13] for the dialog on which the SIP REFER request was received; and

2)
a SIP re-INVITE request to controllee UE, to which the media component(s) is to be transferred, containing the SDP information for the media component to be transferred as follows:
a)
the media type(s) from the media (m=) lines from the hname "body" URI header field from the SIP URI in the Refer-To header field of the received SIP REFER request including the associated attributes (a) set to sendonly and the associated bandwidth information (b) with RS set to zero and RR set to zero for those media compontents which are to be transferred to the target controllee UE; and

b)
for media lines which have non zero port numbers the SDP parameters from the corresponding media lines as received during the last successful SDP offer-answer exchange from the remote UE.

Upon receipt of a 2xx response for the re-INVITE request sent to the controllee UE to which the media component is to be transferred, the SCC AS shall:

1)
send a SIP re-INVITE request to controllee UE, from which the media component(s) is to be transferred, containing the SDP information for the media component to be transferred as follows

a)
the media type(s) from the media (m=) lines from the hname "body" URI header field from the SIP URI in the Refer-To header field of the received SIP REFER request including the associated attributes (a) set to sendonly and the associated bandwidth information (b) with RS set to zero and RR set to zero for those media components which are to be transferred to the target controllee UE; and

b)
for media line(s) which have non zero port numbers the SDP parameters from the corresponding media lines as received during the last successful SDP offer-answer exchange from the remote UE;and

2)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59].

NOTE 1:
This SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.

If a 2xx response was received to the re-INVITE request sent to the controllee UE from which the media component(s) is to be transferred, the SCC AC shall send a SIP re-INVITE request to the remote UE containing an SDP body as follows:

1)
for the transferred media component(s), set the SDP information as received from the SDP answer in the SIP 2xx response from the controllee UE to which the media component is to be transferred with the difference that the attributes (a) is set to directionality used by the controlee UE from which the media component was transferred;

2)
for all other media components in the collaborative session, include the associated media line(s) as from the original session to the remote leg.

Upon receipt of a 2xx response for the re-INVITE request sent to the remote UE, the SCC AS shall:

1)
if the transferred media component was the only media component active at the controllee UE from which the media component was transferred from, send a SIP BYE request to the controllee UE from which the media component was transferred from; or

2)
if after the transfer of the media component the controllee UE from which the media was transferred from still has other media components within the collaborative session, send a SIP re-INVITE request to the controllee UE, from which the media component was transferred, following the procedures described in 3GPP TS 24.229 [2] and set the port value of the associated media type(s) for the transferred media to zero.
Upon receipt of a 2xx response for the re-INVITE request or the SIP BYE request sent to the controllee UE from which the media component was transferred the SCC AS shall send a SIP re-INVITE request to the controllee UE to which the media component was transferred following the procedures described in 3GPP TS 24.229 [2] and set the directionality (i.e. sendrecv/sendonly/recvonly/inactive) attributes associated to the transferred media component to according to the SDP answer received from the remote UE.

Upon receiving a final response to the SIP re-INVITE request which was sent towards the controllee UE to set the directionality attributes associated to the transferred media component, the SCC AS shall:

1)
send a SIP NOTIFY request containing the received final response code in the sipfrag body to the controller UE;

2)
if the received response to the SIP re-INVITE is a SIP 2xx response containing an SDP answer, include within the sipfrag body

a)
the Content-Type header field from the received SIP 2xx response; and

b)
 the SDP answer as received in the SIP 2xx response.
If any final response to a SIP re-INVITE request (apart from the SIP re-INVITE request which was sent towards the controllee UE to set the attributes (a) associated to the transferred media component to its previous status) was a 3xx or a 6xx response then the SCC AS shall consider the Inter-UE Transfer operation failed and shall send the SIP NOTIFY request to controller UE with the body populated with SIP/2.0 603 Declined.
18
Roles for release of collaborative session for inter-UE transfer

18.1
Introduction

This clause specifies the roles of controller UE, controllee UE and the SCC AS when controller UE or the remote UE releases the collaborative session.

18.2
SC UE

18.2.1
Procedures for collaborative session release by controller UE

18.2.1.1
Controller UE

There are no specific procedures for the controller UE for the collaborative session release besides the procedures described in 3GPP TS 24.229 [2].
18.2.1.2
Controllee UE

There are no specific procedures for the controllee UE for the collaborative session release besides the procedures described in 3GPP TS 24.229 [2].

18.2.2
Procedures for collaborative session release by remote party

18.2.2.1
Controller UE
There are no specific procedures for the controller UE for the collaborative session release besides the procedures described in 3GPP TS 24.229 [2].
18.2.2.2
Controllee UE
There are no specific procedures for the controllee UE for the collaborative session release besides the procedures described in 3GPP TS 24.229 [2].
18.3
SCC AS

18.3.1
Procedures for collaborative session release by controller UE

When the SCC AS receives a SIP BYE request from the controller UE for releasing a collaborative session, the SCC AS shall send a SIP BYE request according to the procedures described in 3GPP TS 24.229 [2] to the remote UE and to all controllee UEs within that collaborative session.

18.3.2
Procedures for collaborative session release by remote party
When the SCC AS receives a SIP BYE request from the remote party for releasing a collaborative session, the SCC AS shall send a SIP BYE request according to the procedures described in 3GPP TS 24.229 [2] to the controller UE and to all controllee UEs within that collaborative session.

19
Roles for addition and deletion of media within collaborative session for inter-UE transfer

19.1
Introduction

This clause specifies the roles of the controller UE, the controllee UE and the SCC AS when the controller UE or the remote UE adds or releases media to the collaborative session.

19.2
SC UE

19.2.1
Procedures for adding new media on controllee UE by controller UE

The SC UE procedures for adding new media to a controllee UE by the controller UE is the same as the procedure described in subclause 16.2.2.1 with exception that the controller UE additionally sets the port numbers for the media types of the media components (in the "body" URI header field of the SIP URI in the Refer-To header field of the SIP REFER request) which are being added to the controllee UE to values from the corresponding media lines received during the last successful SDP offer and answer exchange with the remoteparty.

19.2.2
Procedures for releasing media on controllee UE by controller UE

The controller UE may release one or more media components on a controllee UE within a collaborative session while it has an ongoing IMS session with a remote UE.

The controller UE shall release the media by sending a SIP REFER request for releasing media component, including:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header field as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname  "body" containing SDP for the media type for each of the media (m=) lines in the session shall be set as follows:

-
media lines that are not being released with their port numbers; and

-
media line(s) that are to be released with the port number set to zero;

3)
the Accept header field set to "message/sipfrag";
4)
the Target-Dialog header field populated as specified in IETF RFC 4538 [11], containing the dialog identifier of the dialog between the SCC AS and the controller UE;
5)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C; and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.
The controller UE shall handle SIP response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2]. The controller UE shall save the media information (e.g. media line number) received in the sipfrag body of the SIP NOTIFY request in order to perform further inter-UE transfer operations on the controllee UE.

19.2.2A
Procedures for releasing media on controller UE by controller UE

If the controller UE wants to release a media component on the controller UE within a collaborative session, the controller UE shall follow the procedures defined in 3GPP TS 24.229 [2] for removing media with the following differences:

1.
include the SDP information for all other media components within the collaborative session in the SIP re-INVITE request;
2.
set all the port numbers of the media on the controllee UEs with value zero; and

3.
include the g.3gpp.iut-controller media feature tag as described in annex C in the Contact header field.
19.2.2B
Procedures for controller UE to remove a controllee UE from the collaborative session
The controller UE may remove a controllee UE from a collaborative session while it has an ongoing IMS session with a remote UE.

The controller UE shall remove the controllee UE from the collaborative session by sending a SIP REFER request, including:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;
2)
the Refer-To header as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the method parameter set equal to "BYE";

3)
the Accept header field set to include "message/sipfrag";

4)
the Target-Dialog header field populated as specified in IETF RFC 4538 [11], containing the dialog identifier of the dialog between the SCC AS and the controller UE; and

5)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE; and

6)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C.

The controller UE shall handle response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2].
19.2.3
Procedures for releasing media component by controllee UE

19.2.3.1
Controller UE

When controller UE receives a SIP re-INVITE request, it can contain an SDP offer with:

-
media lines for media components already terminated at the controller UE with non-zero port numbers;

-
media line(s) for media components terminated at the controllee UE which is releasing the media conponent(s) with non-zero port number(s); and

-
media lines for media components terminated at other controllee UEs, with port numbers set to zero.

Upon receiving such a SIP re-INVITE request, the controller UE shall follow the procedures described in 3GPP TS 24.229 [2] to accept or reject the released media component(s) by the controllee UE.

If the released media component(s) is the only media component(s) used within the collaborative session and the controller UE did not accept that media component, the controller UE shall release the collaborative session following the procedures described in 3GPP TS 24.229 [2].

19.2.3.2
Controllee UE

There are no specific procedures for the controllee UE for release of media component by controllee UE, besides the procedures described in 3GPP TS 24.229 [2].
19.2.4
Procedures for modifying media on controllee UE by itself

If the controllee UE wants to modify the characteristics of a media component on itself within a collaborative session, the controllee UE shall follow the procedures defined in 3GPP TS 24.229 [2] for modifying  media.
19.2.5
Procedures for adding new media by remote UE when the controller UE does not alert the user
When controller UE receives a SIP re-INVITE request within an existing dialog from the remote UE to add a new media component on the collaborative session, the controller UE shall decide whether adding the new media on itself or adding it to one of its controllee UE.

If the controller UE decides to add the new media component on itself, the controller UE shall follow the precedure as specified in 3GPP TS 24.229 [2],
If the controller UE decides to add the new media component on one of its controllee UE, the controller UE shall send a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;;

2) 
the Refer-To header field, including:

a)
the SIP URI of the controllee UE where the media stream should be established from; and

NOTE: The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session shall be set as follows:

-
media lines that are not being transferred with the port number set to zero;

-
media line(s) that are to be added at the controllee UE the same SDP information as in the SIP re-INVITE request received from the remote UE.

3)
the Accept header field containing the MIME types "message/sipfrag";

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session;

5)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C; and

6)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE.
The controller UE shall handle a SIP response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2]. Then the controller UE shall respond to the SIP re-INVITE request with a SIP 200 (OK) response with a SDP answer as specified in 3GPP TS 24.229[2] including in the Contact header field the g.3gpp.iut-controller media feature tag as described in annex C, and construct the SDP information in the SIP 200 (OK) response as follows:

1)
set the port number of the new added media component with value zero; and

2)
set all the ports number of the media on the controllee UEs with value zero; and
3)
for other media components on the controller UE are not changed.

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and make a decision again whether adding the new media on itself or adding it on other controllee UE.
19.2.6
Procedures for releasing media by remote UE
Upon receipt of a SIP re-INVITE request from the remote party containing an SDP offer indicating one or more media components are to be released on the controller UE, the controller UE shall release the media component following the procedures specified in 3GPP TS 24.229 [2].

If the media component to be released is the last media component between the controller UE and the remote party and if there are more media components within the collaborative session, the controller UE shall not release the dialog with the SCC AS but set the port number(s) associated to the media type(s) to zero.

If the media component to be released is the last media component in the collaborative session, the controller UE shall follow the procedures described in subclause 18.2.1.1.

19.3
SCC AS

19.3.0
Distinction of requests at the SCC AS
When SCC AS receives a SIP REFER request within a new dialog from the controller UE with:

1)
the Request-URI set to inter UE transfer SCC AS URI;

2)
the Target-Dialog header field identifies an existing dialog between the SCC AS and the controller UE; and
3)
the Refer-To header field set to SIP URI of a controllee UE and containing the URI header field with the hname "body" containing SDP with a media type for each of the media (m=) lines in the session as follows:

-
all the media components with associated information in the session; and

-
one or more new media components which are not used in the collaborative session yet and with associated port number set to the discard port number "9";

the SCC AS shall follow the procedure in subclause 19.3.1 to add the media component to the controllee UE.
When the SCC AS receives a SIP REFER request in a new dialog from the controller UE with:

1)
the Request-URI set to inter UE transfer SCC AS URI; and

2)
the Target-Dialog header field identifies an existing dialog between the SCC AS and the controller UE;
3)
the Refer-To header field containing the SIP URI of a controllee UE and containing the URI header field with the hname a "body" containing SDP with a media type for each of the media (m=) lines in the session as follows :

-
all the media components  with associated information in the session; and

-
the media component which is currently used in the collaborative session by the controllee UE is listed with port number set to 0.

then the SCC AS shall follow the procedure in subclause 19.3.2 to release the media component from the controllee UE.

When the SCC AS receives a SIP REFER request in a new dialog from the contoller UE with:

1)
the Request-URI set to SIP URI of the SCC AS;

2)
the Target-Dialog header field identifies and existing dialog between the SCC AS and the controller UE; and
3)
the Refer-To header field containing the SIP URI of a controllee UE and the method parameter set equal to "BYE";

then the SCC AS shall follow the procedure in subclause 19.3.2B to remove the controllee UE.from the collaborative session.

19.3.1
Procedures for adding new media on controllee UE by controller UE
The SCC AS procedures for adding new media on controllee UE by the controller UE is the same as the procedure described in subclause 16.3.3 with exception that upon receipt of SIP REFER request from the controller UE, the SCC AS generates a SIP re-INVITE request within the dialog to the controllee UE instead of SIP INVITE request.
19.3.2
Procedures for releasing media on controllee UE by controller UE

When SCC AS receives a SIP REFER request in a new dialog from the controller UE containing a Refer-To header indicating that a SIP INVITE request is to be sent to remove one or more media components on a controllee UE, the SCC AS shall send:

1)
a SIP 202 (Accepted) response to the controller UE;

2)
SIP NOTIFY request with a sipfrag including SIP 100 (Trying) to the controller UE;

3)
send a SIP UPDATE request or a SIP re-INVITE request towards the remote leg as specified in 3GPP TS 24.229 [2] with the following clarifications:

-
if the controllee UE is sending media, include a "a=sendonly" attribute for the media component to be released;

-
if the controllee UE is only receiving media, include a "a=inactive" attribute for the media component to be released;

-
include b=RR:0 and b=RS:0 bandwidth modifiers as specified in IETF RFC 3556 [50] for the media component to be released; and

When the SIP 200 (OK) response to the SIP UPDATE request or the SIP re-INVITE request is received from the remote leg the SCC AS continues with the next steps;

NOTE 1:
The steps in 3) are needed to avoid unnecessary ICMP message sending in the underlying IP network due to media sent to closed port that could result in the release of the call. The ICMP message is specified in IETF RFC 792 [51].

1)
send a SIP re- INVITE request to the controllee UE, containing an SDP offer changed using the media type(s) present in the hname "body" URI header field from the SIP URI in the Refer-To header; and
2)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59].

NOTE 2:
This SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.

Upon receiving a SIP 200 (OK) response from the controllee UE, the SCC AC shall send a SIP re-INVITE request to the remote leg as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP information in the SIP re-INVITE request as follows:

1)
set port number for each removed media component to zero; and

2)
include the SDP information for all other media components in the collaborative session as from the original session to the remote leg.

Upon receiving SIP 200 (OK) response with the SDP answer from the remote leg, the SCC AS shall send:

1)
a SIP ACK request to the remote leg;

2)
upon successful release of the media component, a SIP NOTIFY request to the controller UE containing a sipfrag body that shall include the SIP 200 (OK) response of the SIP re-INVITE request and also include the Content-Type header field from the received 200 (OK) response along with the SDP answer received from the controllee UE.

19.3.2A
Procedures for releasing media on controller UE by controller UE

When SCC AS receives a SIP re-INVITE request within an existing dialog from the controller UE to remove a media component on itself, the SCC AS shall send a SIP re-INVITE request to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP information in the SIP re-INVITE request as follows:

1)
set port number(s) for each of the removed media component(s) to zero; and

2)
include the SDP information for all other media components in the collaborative session as received during the last successful SDP offer-answer exchange from the remote UE.

Upon receiving SIP 200 (OK) response with the SDP answer from the remote UE, the SCC AS shall send:

1)
a SIP ACK request to the remote UE;

2)
a SIP 200 (OK) response to the controller UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP infromation in the SIP 200 (OK) response as follows:
-
set port number(s) for each of the removed media component(s) to zero; and
-
set all the ports number of the media on the controllee UEs with value zero.
19.3.2B
Procedures for controller UE removing controllee UE from the collaborative session
When SCC AS receives a SIP REFER request in a new dialog from the controller UE containing a Refer-To header indicating that a SIP BYE request is to be sent to a controllee UE, the SCC AS shall send:

1)
SIP 202 (Accepted) response to the controller UE;

2)
SIP NOTIFY request with sipfrag including SIP 100 Trying to the controller UE; and

3)
SIP UPDATE request or a SIP re-INVITE request towards the remote leg as specified in 3GPP TS 24.229 [2] with the following clarifications:

-
if the controllee UE is sending media, include a "a=sendonly" attribute for the media component to be released;

-
if the controllee UE is only receiving media, include a "a=inactive" attribute for the media component to be released; and

-
include b=RR:0 and b=RS:0 bandwidth modifiers as specified in IETF RFC 3556 [50] for the media component to be released.

NOTE:
The steps in 3) are needed to avoid unnecessary ICMP message sending in the underlying IP network due to media sent to closed port that could result in the release of the call. The ICMP message is specified in IETF RFC 792 [51].

When the SIP 200 (OK) response to the SIP UPDATE request or the SIP re-INVITE request is received from the remote leg the SCC AS shall send a SIP BYE request to the controllee UE to release the controlled session in accordance with 3GPP TS 24.229 [2] including the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59].
Upon receiving SIP 200 (OK) response from the controllee UE, the SCC AC shall send a SIP re-INVITE request to the remote leg as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP information in the SIP re-INVITE request as follows:

1)
set port number(s) for each removed media component(s) to zero; and

2)
include the SDP information for all other media components in the collaborative session as from the original session to the remote leg.

Upon receiving SIP 200 (OK) response with the SDP answer from the remote leg, the SCC AS shall send:

1)
a SIP ACK request to the remote leg;

2)
upon successful release of the media component, a SIP NOTIFY request to the controller UE containing a sipfrag body that shall include the SIP 200 (OK) response of the SIP BYE request.

19.3.3
Procedures for releasing media component initiated by controllee UE

When the SCC AS receives a SIP re-INVITE request from a controllee UE containing an SDP offer with one or more media line(s) used on the controllee UE with port number set to zero, where the port number was previously not zero, the SCC AS shall send a SIP re-INVITE request towards the controller UE containing an SDP offer with the following details:

1)
for the media lines on the controller UE, set the port numbers to the values received during the last successful SDP offer and answer exchange with the remote party;

2)
for the media lines on the controllee UE which were offered with port numbers set to zero in the SDP offer received in the re-INVITE from the controllee UE, set the port numbers to the values received during the last successful SDP offer and answer exchange with the remote party; and

3)
set the port number to zero for the remaining media lines.

When the SCC AS receives a SIP BYE request from a controllee UE, the SCC AS shall send a SIP re-INVITE request towards the controller UE containing an SDP offer with the following details:

1)
for the media lines on the controller UE, set the port numbers to the values received during the last successful SDP offer and answer exchange with the remote party;

2)
for the media lines on the controllee UE, set the port numbers to the values received during the last successful SDP offer and answer exchange with the remote party; and

3)
set the port number to zero for the remaining media lines.

Upon receiving the SIP 200 (OK) response to the SIP re-INVITE request from the controller UE and in addition to the procedures of 3GPP TS 24.229 [2], the SCC AS shall send a SIP re-INVITE request towards the remote party containing an SDP offer with:

1)
all the media lines which were not released by the controllee UE including their port numbers; and

2)
all the media lines which were released by the controllee UE set to the port numbers received in the SDP answer contained in the SIP 200 (OK) response from the controller UE.

Upon receiving the SIP 200 (OK) response from the remote party, and in additon to the procedures of 3GPP TS 24.229 [2], the SCC AS shall:

1)
if the transaction was initiated by a SIP re-INVITE request, send a SIP 200 (OK) response for the SIP re-INVITE request towards the controllee UE containing an SDP answer accepting the SDP offer from the controllee UE; or

2)
if the transaction was initiated by a SIP BYE request, send a SIP 200 (OK) response for the SIP BYE request towards the controllee UE.

19.3.4
Procedures for modifying media on controllee UE by itself

When SCC AS receives a SIP re-INVITE request within an existing dialog from the controllee UE to modify a media component on itself, the SCC AS shall send a SIP re-INVITE request to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP information in the SIP re-INVITE request as follows:

1)
set the modified media information as the same in the SIP re-INVITE request received from the controllee UE; and

2)
include the SDP information for all other media components in the collaborative session as received during the last successful SDP offer-answer exchange from the remote UE.

Upon receiving SIP 200 (OK) response with the SDP answer from the remote UE, the SCC AS shall send:

1)
a SIP ACK request to the remote UE; and

2)
a SIP 200 (OK) response to the controllee UE with an SDP answer that only contains the media component on the controllee UE.
19.3.5
Procedures for adding new media by remote UE when the controller UE does not alert the user
When SCC AS receives a SIP REFER request from the controller UE to add a new media component on a controllee UE, the SCC AS shall send:

1)
SIP 202 (Accepted) response
2)
SIP NOTIFY request containing a sipfig for a SIP 100 (Trying) response to the controller UE as described in IETF RFC 3515 [13];

3)
if the target controllee UE has not been involved in the collaborative session, send a initial SIP INVITE request to the controllee UE to add the controlee UE in the collaborative session, containing:

a)
Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request;

b)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59];

c)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from SIP re-INVITE request received from the remote UE; and
d)
the SDP information for the media component to be transferred as follows:
-
The media type(s) from the media (m=) lines from the hname "body" URI header field from the SIP URI in the Refer-To header field of the received SIP REFER request; and
-
for media lines which have non zero port numbers the SDP parameters from the corresponding media lines as received in the SDP offer from the remote UE in the SIP re-INVITE request.
4)
if there are other media component within the collaborative session between the target controllee UE and the remote UE, send a SIP re-INVITE request to the controllee UE, containing:
a)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59];

b)
the SDP information for the media component to be transferred as follows:
-
The media type(s) from the media (m=) lines from the hname "body" URI header field from the SIP URI in the Refer-To header field of the received SIP REFER request; and
-
for media lines which have non zero port numbers, the SDP parameters from the corresponding media lines as received in the SDP offer from the remote UE in the SIP re-INVITE request
-
for other media components that have already involved in the collabartive session are not changed.

Upon receiving a SIP final response from the controllee UE, the SCC AS shall send, a SIP NOTIFY request containing the received response code in the sipfrag body and if the received SIP response was a SIP 200 (OK) response containing an SDP answer then also include in the sipfrag the Content-Type header field from the received SIP 200 (OK) response along with the media (m=) lines from the SDP answer.
If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and abort the media transfer.

If the SIP final response was a SIP 200 (OK) response containing a SDP answer, the SCC AS shall:

1)
send a SIP ACK request to the controllee UE;

2)
send a SIP 200 (OK) response to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP infromation in the SIP 200 (OK) response as follows:
-
set the same SDP information for the new added media as in the SIP 200 (OK) response received from the controlee UE; and
-
include the SDP information for all other media in the collaborative session as received during the last successful SDP offer-answer exchange from the remote UE.
19.3.6
Procedures for releasing media by remote UE

Upon receipt of a SIP re-INVITE request from the remote party containing an SDP offer indicating one or more media components to be released on the controller UE, the SCC AS shall set the port number on the media line(s) which are not on controller UE to zero and forward the SIP re-INVITE request towards the controller UE following the procedures as specified in 3GPP TS 24.229 [2].

Upon receipt from the remote party of a SIP re-INVITE request containing an SDP offer indicating one or more media components to be released on the controllee UE, the SCC AS shall:

-
if there are more media components left after releasing the selected media components, set the port number(s) on the media line(s) which are not on the controllee UE to zero and forward the SIP re-INVITE request; or

-
if there are no more media components left after releasing the selected media components, send a SIP BYE request;

towards the controllee UE following the procedures as specified in 3GPP TS 24.229 [2].

Upon receipt of a SIP re-INVITE request from the remote party containing an SDP offer indicating one or more media components to be released on the controller UE and one or more media components to be released on the controllee UE(s), the SCC AS shall:

-
send a SIP re-INVITE request to the controller UE containing the SDP received from the remote end with the exception that the port numbers of the media components, not terminated on the controller UE, are set to zero;

-
if not all the media component(s) are being released on the controllee UE, send a SIP re-INVITE request to that controllee UE, containing the SDP received from the remote end with the exception that the port numbers of the media components, not terminated on the controllee UE, are set to zero; and

-
if all the media component(s) are being released on the controllee UE, send a SIP BYE request to the controllee UE.

20
Service continuity and MMTEL interactions

20.1
Introduction

This subclause describes the SCC AS and SC UE procedures for inter-UE transfer when execution of supplementary service as described in 3GPP TS 22.173 [24].

20.2
Originating Identification Presentation (OIP)
There are no specific procedures for the SC UE and the SCC AS for OIP besides the procedures described in 3GPP TS 24.607 [25].
20.3
Originating Identification Restriction (OIR)
There are no specific procedures for the SC UE and the SCC AS for OIR besides the procedures described in 3GPP TS 24.607 [25].

20.4
Terminating Identification Presentation (TIP)

There are no specific procedures for the SC UE and the SCC AS for TIP besides the procedures described in 3GPP TS 24.608 [26].
20.5
Terminating Identification Restriction (TIR)

There are no specific procedures for the SC UE and the SCC AS for TIP besides the procedures described in 3GPP TS 24.608 [26].
20.6
Communication Diversion (CDIV)

There are no specific procedures for the SC UE and the SCC AS for TIP besides the procedures described in 3GPP TS 24.604 [27].
20.7
Communication Hold (HOLD)

The controller UE may hold an active media component(s) on itself, by following the procedures for HOLD described in 3GPP TS 24.610 [28].
The controller UE may hold or resume an active media component(s) on a controllee UE within a collaborative session while it has an ongoing IMS session with a remote UE, by sending a SIP REFER request and including:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session shall be set as follows:

-
media lines for those media components that are not terminated on the controllee UE with port number zero; 

-
media lines for those media components that are terminated on the controllee UE and are not to be changed with their current directionality and the current port number from the remote end; and

-
media lines for those media components that are terminated on the controllee UE and:

-
if those media components are to be held, set a-line to inactive or recvonly and the current port number from the remote end; or

-
if those media components are to be resumed, set a-line to sendonly or sendrecv and the current port number from the remote end.

3)
the Accept header field set to "message/sipfrag"; and

4)
the Target-Dialog header field populated as specified in IETF RFC 4538 [11], containing the dialog identifier of the collaborative session; and

5)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C.
The controller UE shall handle response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2].

When SCC AS receives a SIP REFER request from the controller UE to hold or resume a media component on a controllee UE, the SCC AS shall send:

1)
a SIP 202 (Accepted) response for the SIP REFER request to the controller UE;

2)
a SIP NOTIFY request with sipfrag including SIP 100 Trying to the controller UE; and

3)
send a SIP re- INVITE request to the controllee UE, containing:

a)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892[59]; and
b)
an SDP offer as received from remote UE in the previous offer/answer exchanged and with directionality as set for the corresponding media types in the hname "body" URI header field from the SIP URI in the Refer-To header field of  the SIP REFER request received from the controller.

Upon receiving SIP 200 (OK) response from the controllee UE, the SCC AC shall send:

1)
a SIP NOTIFY request to the controller UE with the sipfrag body including the SIP 200 (OK) response of the SIP re-INVITE request and also include the SDP information received from the controllee UE.

2)
a SIP re-INVITE request to the remote leg as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP information in the SIP re-INVITE request as follows:

-
set the SDP information including the directionality as received in the SIP 200 (OK) response from the controlee UE; and

-
include the SDP information for all other media components in the collaborative session as from the original session to the remote leg.

Upon receiving SIP 200 (OK) response with the SDP answer from the remote leg, the SCC AS shall send a SIP ACK request to the remote leg;

When a controllee UE receives a SIP re-INVITE request to hold a media component(s), it shall follow the procedures described in 3GPP TS 24.610 [28].

20.8
Communication Barring (CB)

There are no specific procedures for the SC UE and the SCC AS for CB besides the procedures described in 3GPP TS 24.611 [29].
20.9
Message Waiting Indication (MWI)

There are no specific procedures for the SC UE and the SCC AS for MWI besides the procedures described in 3GPP TS 24.606 [30].
20.10
Conference (CONF)

In a collaborative session, it shall only be possible for the controller UE to invoke the CONF service following the procedures as described in 3GPP TS 24.605 [31].

When the remote UE sends a request for the CONF service to replace an existing collaborative session, the SCC AS shall deliver the request for CONF service to the controller UE, which then sets up new session following the procedures described  in 3GPP TS 24.605 [31].

20.11
Explicit Communication Transfer (ECT)

In a collaborative session, it shall only be possible for the controller UE to invoke ECT service following the procedures as described in 3GPP TS 24.629 [32].

When the controller UE receives a notification that ECT has been performed successfully, the controller UE shall terminate the previous active session with the transferee UE by terminating all related media control sessions on the controllee UEs.

When the SCC AS receives an ECT transfer request from the remote end to transfer the collaborative session, the SCC AS shall deliver the request to the controller UE.

When the controller UE receives an ECT transfer request to transfer the collaborative session, the controller UE shall establish a new session towards the transfer target following the procedures described in 3GPP TS 24.629 [32].

20.12
Advice of Charge (AOC)

When the AOC service specified in 3GPP TS 24.647 [33] is active, the SCC AS shall deliver charging information to the controller UE.

20.13
Closed User Groups (CUG)

There are no specific procedures for the SC UE and the SCC AS for CUG besides the procedures described in 3GPP TS 24.654 [34].
20.14
Three-Party (3PTY)

The 3PTY service is considered as a special case of CONF service in 3GPP TS 24.605 [31] and the interaction with inter-UE transfer is the same as that specified in subclause 20.2.10 for CONF service.

20.15
Flexible Alerting (FA)

There are no specific procedures for the SC UE and the SCC AS for FA besides the procedures described in 3GPP TS 24.239 [35].
20.16
Communication Waiting (CW)

There are no specific procedures for the SC UE and the SCC AS for CW besides the procedures described in 3GPP TS 24.615 [36].
20.17
Completion of Communications to Busy Subscriber (CCBS)/Completion of Communications by No Reply (CCNR)

There are no specific procedures for the SC UE and the SCC AS for CCBS/CCNR besides the procedures described in 3GPP TS 24.642 [37].
20.18
Customized Alerting Tones (CAT)

There are no specific procedures for the SC UE and the SCC AS for CAT besides the procedures described in 3GPP TS 24.182 [38].
20.19
Malicious Communication IDentification (MCID)

There are no specific procedures for the SC UE and the SCC AS for MCID besides the procedures described in 3GPP TS 24.616 [39].
20.20
Personal Network Management (PNM)

There are no specific procedures for the SC UE and the SCC AS for PNM besides the procedures described in 3GPP TS 24.259 [40].
20.21
Customized Ringing Signal (CRS)

There are no specific procedures for the SC UE and the SCC AS for CRS besides the procedures described in 3GPP TS 24.183 [41].
21
Roles for session discover

21.1
Introduction

This clause specifies the session discovery procedures of the SC UE and the SCC AS.

21.2
SC UE
21.2.1
Discovery of collaborative session changes
In order to get the information about the collaborative session changes, the controller UE shall send SIP SUBSCRIBE request according to IETF RFC 4235 [48]. The controller UE shall populate the SIP SUBSCRIBE request as follows:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Event header field containing the "dialog" event package name and the parameter "include-session-description";
3)
the Target-Dialog header field containing the dialog information of the collaborative session; and

4)
the Expires header field set to:
a)
zero to receive one SIP NOTIFY request; or

b)
different than zero to receive the subsequent SIP NOTIFY requests.

21.3
SCC AS

21.3.1
Distinction of requests sent to the SCC AS

The SCC AS distinguish between the following initial SIP requests:

1)
SIP SUBSCRIBE request containing: 
a)
Request-URI containing the Inter UE Transfer SCC AS SIP URI; and

b)
Target-Dialog header field containing dialog information of a collaborative session belonging to the user identified by URI in the P-Asserted-Identity header field. 

In the procedures below, such request is known as "SIP SUBSCRIBE request for discovery of collaborative session changes".

Other SIP SUBSCRIBE requests can be dealt with in any manner conformant with 3GPP TS 24.229 [2].

21.3.2
SCC AS procedures for discovery of collaborative session changes
When the SCC AS receives a SIP SUBSCRIBE request for discovery of collaborative session changes, the SCC AS shall handle the SIP request according to IETF RFC 4235 [48].

* * * Next Change * * * *

A.10
Signalling flows for Inter-UE Transfer without establishment of Collaborative Session

A.10.1
Introduction

The signalling flows in the subclause demonstrate how a UE-1 can initiate the inter UE transfer of the complete session without Collaborative Session establishment.

The example assumes that the UE-1 and UE-2 are under the control of the same subscriber.

A.10.2
Complete transfer in services defining only originating session set up in UE

In the example flow at the figure A.10.2-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS. The session is established using an IMS communication service identified by ICSI urn:urn-7:3gpp-service.ims.icsi.iptv which is an IMS communication service which defines originating session set up in the UE only.
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Figure A.10.2-1: Signalling flow for inter UE transfer without Collaborative Session establishment
NOTE 1:
For clarity, the SIP 100 (Trying) responses and the SIP NOTIFY requests carring the message/sipfrag with SIP 100 (Trying) response are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS. The session was established using IMS communication service identified by ICSI urn:urn-7:3gpp-service.ims.icsi.iptv. The dialog identifier of the session is AB03a0s09a2sdfglkj490333, remote-tag=Afgsdfg45, local-tag=U188gg.
2.
SIP REFER request initiating the inter UE transfer to UE-2 (UE-1 to Intermediate IM CN subsystem entities) - see example in table A.10.2-2

Table A.10.2-2: SIP REFER request (UE-1 to Intermediate IM CN subsystem entities) 

REFER sip:user@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-222222222222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Preferred-Identity: <sip:user@home1.net>

From: <sip:user@home1.net>;tag=171828

To: <sip:user@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-222222222222>

Call-ID: Asdasd231233 

Cseq: 4127 REFER
Contact: <sip:user@home1.net;gr=gr=urn:uuid:f81d4fae-7dec-11d0-a765-111111111111>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Length: 0

Refer-To: <sip:interUEtransfer@sccas.home1.net?Target-Dialog=AB03a0s09a2sdfglkj490333%3Bremote-tag=Afgsdfg45%3Blocal-tag=U188gg&Require=tdialog&P-Preferred-Service=urn:urn-7:3gpp-service.ims.icsi.iptv&Accept-Contact=*%3b+g.3gpp.icsi-ref%3d%22urn%253Aurn-7%253gpp-service.ims.icsi.iptv%22>
Referred-By: sip:user@home1.net


Request-URI:
contains the GRUU of the UE-2

Refer-To:

contains the Inter UE Transfer SCC AS URItogether with Target-Dialog URI header field containing the dialog identifier of the session with UE-3, Require URI header field containing the "tdialog" and P-Preferred-Service and Accept-Contact URI header fields containing the ICSI of the service to be requested by UE-2.

Contact:
contains the GRUU of the UE-1

3.
Evaluation of initial filter criteria


The S-CSCF evaluates originating initial filter criteria for the served user and as a result routes the SIP REFER request towards the SCC AS.

4.
SIP REFER request (Intermediate IM CN subsystem entities to SCC AS)
5.
The SCC AS authorizes the request and if authorization is passed successfully, the SCC AS forwards the SIP REFER request further
6.-7.
SIP REFER request (SCC AS to UE-2)

8.-11.
SIP 202 (Accepted) response to the SIP REFER request (UE-2 to UE-1)

12.
SIP INVITE request (UE-2 to intermediate IM CN subsystem entities) - see example in table A.10.2-12
Table A.10.2-12: SIP INVITE request (UE-1 to Intermediate IM CN subsystem entities) 

INVITE sip:interUEtransfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:fff]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Preferred-Identity: <sip:user@home1.net>

From: <sip:user@home1.net>;tag=171828

To: <sip:interUEtransfer@sccas.home1.net>

Call-ID: tq34gasgaegr 

Cseq: 4127 INVITE
Contact: <sip:user@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-222222222222>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Target-Dialog: AB03a0s09a2sdfglkj490333;remote-tag=Afgsdfg45;local-tag=U188gg
Require: tdialog

Content-Type: application/sdp 

Content-Length: (…)

Supported: 100rel, precondition

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.iptv
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.iptv"

Referred-By: sip:user@home1.net
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:fff

s=

c=IN IP6 5555::aaa:bbb:ccc:fff

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES


Request-URI:
set to the URI in the Refer-To of the received SIP REFER request

Contact:
contains the GRUU of the UE-2

Target-Dialog:
set to the value of the Target-Dialog URI header field of the URI in the Refer-To of the received SIP REFER request

Require:
set to the value of the Require URI header field of the URI in the Refer-To of the received SIP REFER request


P-Preferred-Service:
set to the value of the P-Preferred-Service URI header field of the URI in the Refer-To of the received SIP REFER request


Accept-Contact:
set to the value of the Accept-Contact URI header field of the URI in the Refer-To of the received SIP REFER request

13.
Evaluation of initial filter criteria


The S-CSCF evaluates originating initial filter criteria for the served user and as a result routes the SIP INVITE request towards the SCC AS.

14.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)
15.
Remote Leg Update

Based on the STI in the Target-Dialog header field the SCC AS detects that the inter UE tranfer is being attempted and performs the Remote Leg update by sending the SIP re-INVITE request towards the remote UE.

16-18.
SIP re-INVITE request (SCC AS to UE-3 over intermediate IM CN subsystem entities) 


The SCC AS acting as a routing B2BUA generates a SIP re-INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE-3 via the intermediate IM CN subsystem entities.

19-21.
SIP 200 (OK) response (UE-3 to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE-3 has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

22-24.
SIP ACK request (SCC AS to UE-3 via intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE-3.

25-26.
SIP 200 (OK) response (SCC AS to UE-2 via intermediate IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the UE-2. 

27-28.
SIP ACK request (UE-2 to SCC AS via intermediate IM CN subsystem entities)

The UE-2 generate the SIP ACK request to the SIP 200 (OK) response, and forward it to the SCC AS.

29.
Media and IMS service control paths:

The media path is now established between UE-2 and UE-3 and the IMS service control between UE-2 and SCC AS.

30-33.
SIP NOTIFY request (UE-2 to UE-1 over intermediate IM CN subsystem entities and SCC AS)

The UE-2 generate the SIP NOTIFY request carrying the message/sipfrag body and send it towards UE-1.

34-37.
SIP 200 OK response to the SIP NOTIFY request (UE-1 to UE-2 over intermediate IM CN subsystem entities and SCC AS)
38-39:
SIP BYE request (SCC AS to UE-1 via intermediate IM CN subsystem entities)


The SCC AS terminates the source access leg by sending a BYE request to the UE-1.

40-41.
SIP 200 (OK) response (UE-1 to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request, the UE-1 sends a SIP 200 (OK) response to the SCC AS. Subsequently, the UE-1 relinquishes all resources pertaining to the session.

A.10.3
Complete transfer in services defining terminating session set up in UE

Editor's note: Complete transfer in services defining terminating session set up in UE is FFS
A.11
Signalling flows for establishment of collaborative session for inter-UE transfer

A.11.1
Introduction

This clause describes signalling flows for establishing a collaborative session. Two different scenarios have been considered:
-
subclause A.11.2 shows an example where the collaborative session is established by transferring a media component from the controller UE to a controllee UE; and

-
subclause A.11.3 and shows an example where the collaborative session is established by adding a new media component on a controllee UE.

A.11.1A
Collaborative session establishment with media transfer
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Figure A.11.1A: Controller UE establishes a cllaborative session by transferring a media from controller UE to controllee UE

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1-2.
SIP REFER request (SIP REFER request from UE-1 to SCC-AS)


There is an existing session with audio and video between controller UE, UE-1 (123.45.67.89), and remote UE (132.54.76.98). The video component is bidirectional from the remote UE to the controller UE, UE-1. The Controller UE attempts to transfer the video portion of this session to the controllee UE, UE-2.
Table A.11.1A-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net; tag=13579sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%200%20RTP%2FAVP%97%0Dm%3Dvideo%203002%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Referred-By: sip:user1_public1@home1.net

Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)


The SCC-AS sends a SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)


The SCC-AS sends a SIP NOTIFY request to controller UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.11.1A-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:

To: sip:user1_public1@home1.net;tag=24680

From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP INVITE request to the controllee UE, UE-2, to transfer video media.

Table A.11.1A-9 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public2@home1.net; 
From: sip:interUEtransfer@sccas1.home1.net; tag=27365
Call-ID: cb03a0s09a2sdfglkj22222
CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Referred-By: sip:user1_public1@home1.net

Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 0 RTP/AVP 97

m=video 3002 RTP/AVP 98 99

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES
a=sendonly
11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS) 


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.11.1A-11 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = 27365

From: sip:interUEtransfer@sccas1.home1.net; tag = 36527
Call-ID: cb03a0s09a2sdfglkj22222
CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
a=inactive
13-14.
SIP ACK request (from SCC-AS to UE-2)


The SCC-AS sends a SIP ACK request to the controllee UE, UE-2.

15-16.
SIP re-INVITE request (from SCC-AS to UE-1)


The SCC-AS sends a SIP re-INVITE request to the controller UE, UE-1.

Table A.11.1A-15 SIP INVITE request (SCC-AS to UE-1)

INVITE sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0

Via:

To: sip:user1_public1@home1.net;tag=11928

From: sip:user3_public3@home3.net;tag = 27364
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 3002 RTP/AVP 98 99
a=sendonly

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

17-18.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.
Table A.11.1A-17 SIP 200 (OK) response (UE-1 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user3_public3@home3.net;tag = 27364

From: sip:user1_public1@home1.net;tag=11928
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6

Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 1300 RTP/AVP 97
b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

a=inactive
19-20.
SIP ACK request (from SCC-AS to UE-1)


The SCC-AS sends a SIP ACK request to the controlle1 UE, UE-1, in response to the SIP 200 (OK) response.
21-22.
SIP re-INVITE request (from SCC-AS to remote UE)


The SCC-AS sends a SIP re-INVITE request to the remote UE.

Table A.11.1A-21 SIP INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag = 11928

From: sip:user1_public1@home1.net; tag=27364
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
23-24.
SIP 200 (OK) response (from remote UE to SCC-AS)


The remote UE acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.11.1A-23 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public1@home1.net; tag=27364
From: sip:user3_public3@home3.net;tag = 11928
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
25-26.
SIP ACK request (from SCC-AS to remote UE)


The SCC-AS sends a SIP ACK request to the remote UE.

27-28.
SIP re-INVITE request (from SCC-AS to UE-1)


The SCC-AS sends a SIP re-INVITE request to the controller UE, UE-1.

Table A.11.1A-27 SIP INVITE request (SCC-AS to UE-1)

INVITE sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0

Via:

To: sip:user1_public1@home1.net;tag=11928

From: sip:user3_public3@home3.net;tag = 27364
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 0 RTP/AVP 98 99
29-30.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.
Table A.11.1A-29 SIP 200 (OK) response (UE-1 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user3_public3@home3.net;tag = 27364

From: sip:user1_public1@home1.net;tag=11928
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6

Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 1300 RTP/AVP 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 0 RTP/AVP 98 99

31-32.
SIP ACK request (from SCC-AS to UE-1)


The SCC-AS sends a SIP ACK request to the controlle1 UE, UE-1, in response to the SIP 200 (OK) response.
33-34.
SIP re-INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP re-INVITE request to UE-2 to activate the video media components.

Table A.11.1A-33 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public2@home1.net; 
From: sip:interUEtransfer@sccas1.home1.net; tag=27365
Call-ID: cb03a0s09a2sdfglkj22222
CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:

Referred-By: sip:user1_public1@home1.net

Contact: 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-

c=IN IP4 132.54.76.98

t=0 0

m=audio 0 RTP/AVP 97

m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

a=sendrecv
35-36.
SIP 200 (OK) response (from UE-2 to SCC-AS)

The controllee UE, UE-2, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.11.1A-35 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = 27365

From: sip:interUEtransfer@sccas1.home1.net; tag = 36527
Call-ID: cb03a0s09a2sdfglkj22222
CSeq: 
P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6

Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

a=sendrecv
37-38.
SIP ACK request (from SCC-AS to UE-2)


The SCC-AS sends a SIP ACK request to the controllee UE, UE2.
39-40.
SIP NOTIFY request (from SCC-AS to UE-1)


The SCC-AS sends a SIP NOTIFY request to controller UE, UE-1, to inform about the success status of the inter-UE transfer.

Table A.11.1A-39 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:
To: sip:user1_public1@home1.net; tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer
Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp

v=0
o=- 1027933615 1027933615 IN IP4 145.23.77.88
s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
a=sendrecv
41-42.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.
A.11.2
Collaborative session establishment with new media
There is an existing session with audio between controller UE, UE-1, and the remote UE. The controller UE establishes a collaborative session by adding a video media component to the controllee UE, UE-2.
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Figure A.11.2: Controller UE establishes a collaborative session by adding a new media on controllee UE
NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1-2.
SIP REFER request (from UE-1 to SCC-AS)


The controller UE, UE-1 sends a SIP REFER request to the SCC AS containing a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to zero and an m line for video with the port number set to the discard port number "9" since the port number is unknown. The SIP REFER request also includes a Target-dialog header field containing the details of the dialog for the existing session between controller UE, UE-1 and the remote UE.
Table A.11.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag=24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: sip:user1_public1@home1.net

Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2096%0Dm%3Dvideo%209%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; remote-tag=abcdef; local-tag=123456

Referred-By: sip:user1_public1@home1.net

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller 
Allow:
Accept: message/sipfrag 
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)


The SCC-AS sends a SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)


The SCC-AS sends a SIP NOTIFY request to UE-1 notifying implicit subscription to the SIP REFER request.

Table A.11.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP INVITE request to the controllee UE, UE-2, adding video media and establishing a collaborative session. Since the URI parameters indicate that the port number for the video m-line is set to the discard port number "9", the SCC AS realizes that the port number of the remote UE is unknown and therefore adds an a-line to inactive in the SDP offer to prevent the controllee UE sending media to the remote UE. The SDP offer contains the audio media component on controller UE, UE-1 set to zero. 

Table A.11.2-9 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home1.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 0 RTP/AVP 0

m=video 9 RTP/AVP 98 99 

a=inactive

c=0.0.0.0
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

The value of c-line is set to a domain name within the ".invalid" DNS top-level domain in case of IPv6 as described in draft-ietf-sipping-v6-transition [56].

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sena ding SIP 200 (OK) response to the SCC-AS. In the following example, the controllee UE which has controller capabilities sends g.3gpp.iut-controller media feature tag in the Contact header field to indicate the support for the controller UE procedures.

Table A.11.2-11 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user2_public1@home1.net;tag=xyzwv

From: sip:user3_public3@home3.net;tag=acegi
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0

m=video 9 RTP/AVP 98
a=inactive
c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

13-14.
SIP ACK request (from SCC-AS to controllee UE)


The SCC-AS sends a SIP ACK request to the remote UE.

15-16.
SIP re-INVITE request (from SCC-AS to remote UE)


The SCC-AS sends a SIP re-INVITE request to the remote UE.

Table A.11.2-15 SIP re-INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag=66666

From: sip:user1_public1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-
t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89
b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 1302 RTP/AVP 98
c=IN IP4 145.23.77.88

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
17-18.
SIP 200 (OK) response (from remote UE to SCC-AS)


The remote UE acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.11.2-17 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=IN IP4 123.112.67.87
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

19-20.
SIP ACK request (from SCC-AS to remote UE)


The SCC-AS sends a SIP ACK request to the remote UE.

21-22.
SIP re-INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP re-INVITE request to the controllee UE, UE-2 to inform the controllee UE about the port number for the video media component of the remote UE. The SCC AS adds an a-line set to active in the SDP offer. The SIP INVITE request contains a Referred-By header field containing the identity of UE-1 from the Referred-By header field from the SIP REFER request.

NOTE 1:
This SIP re-INVITE request is triggered by the SIP REFER request in steps 1-2. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.
NOTE 2:
Any other changes such as the IP address of the remote UE in case the remote UE uses different IP addresses for different media would also be updated in the SIP re-INVITE request.

Table A.11.2-21 SIP re-INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Referred-By: sip:user1_public1@home1.net

Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.87

s=-
c=IN IP4 123.45.67.87
t=0 0

m=audio 0 RTP/AVP 96 97

m=video 3002 RTP/AVP 98
b=AS:75
a=active

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
23-24.
SIP 200 (OK) response (from controllee UE to SCC-AS)

Table A.11.2-23 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From: 

Call-ID: 

CSeq: 

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 1302 RTP/AVP 98 

c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

25-26.
SIP ACK request (from SCC-AS to controllee UE)


The SCC-AS sends a SIP ACK request to the controllee UE to acknowledge.

27-28.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)


When the media component is added to the controllee UE, UE-2, the SCC-AS sends a SIP NOTIFY request to the controller UE, UE-1 to inform about the success status of adding the media to the controllee UE, UE-2.

Table A.11.2-27 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:

To: sip:user1_public1@home1.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp 

m=audio 0 RTP/AVP 0

m=video 1302 RTP/AVP 98 99

c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

29-30.
SIP 200 (OK) response (from controller UE to SCC-AS)

The controller UE acknowledges the NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.
A.12
Signalling flows for media transfer within collaborative session for inter-UE transfer

A.12.1
Introduction

This subclause describes signalling flows for media transfer within collaborative sessions. Two different scenarios are considered in the clause:
-
subclause A.12.2 shows an example where a media component is transferred from the controller UE to the controllee UE; and

-
subclause A.12.3 shows an example where a media component is transferred from one controllee UE to another controllee UE.
A.12.2
Controller UE initiated media transfer from controller UE to controllee UE
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Figure A.12.2: Controller UE transfers a media on controllee UE
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1-2.
SIP REFER request (SIP REFER request from UE-1 to SCC-AS)


There is an existing session with audio1 and video between the controller UE, UE-1 (123.45.67.89), and the remote UE (132.54.76.98). There is another audio2 component between the controllee UE, UE-2 (145.23.77.88), and the remote UE. The video component is bidirectional from the remote UE to the controller UE, UE-1. The Controller UE attempts to transfer the video portion of this session to the controllee UE, UE-2.
Table A.12.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net; tag=13579sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%200%20RTP%2FAVP%2097%0Dm%3Daudio%203004%20RTP%2FAVP%2097%0Dm%3Dvideo%203002%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Referred-By: sip:user1_public1@home1.net

Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)


The SCC-AS sends a SIP 202 (Accepted) response to the controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)


The SCC-AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.12.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:

To: sip:user1_public1@home1.net;tag=24680

From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.

9-10.
SIP re-INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP re-INVITE request to the controllee UE, UE-2, to transfer video media. In order to avoid UE-2 to start sending video to the remote UE, the SCC-AS adds an a-line set to sendonly and b-lines to set the bandwidth to 0 in the SDP offer.
Table A.12.2-9 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public2@home1.net; 
From: sip:interUEtransfer@sccas1.home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Referred-By: sip:user1_public1@home1.net

Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 0 RTP/AVP 97
m=audio 3004 RTP/AVP 96 97

a=rtpmap :0 PCMU/8000

b=RR :0

b=RS :0
m=video 3002 RTP/AVP 98 99
a=sendonly
b=RR:0
b=RS:0
b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS) 


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.12.2-11 SIP 200 OK response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = xyzwv

From: sip:interUEtransfer@sccas1.home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97
m=audio 1304 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

m=video 1302 RTP/AVP 98 99
a=recvonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
13-14.
SIP ACK request (from SCC-AS to UE-2)


The SCC-AS sends a SIP ACK request to the controllee UE, UE-2.
15-16.
SIP re-INVITE request (from SCC-AS to UE-1)


The SCC-AS sends a SIP re-INVITE request to the controller UE, UE-1.

Table A.12.2-15 SIP INVITE request (SCC-AS to UE-1)

INVITE sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0

Via:

To: sip:user1_public1@home1.net;tag=11928

From: sip:user3_public3@home3.net;tag = 27364
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0
m=audio 0 RTP/AVP 96 97

m=audio 3000 RTP/AVP 96 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 3002 RTP/AVP 98 99
a=sendonly

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

17-18.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.
Table A.12.2-17 SIP 200 (OK) response (UE-1 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user3_public3@home3.net;tag = 27364

From: sip:user1_public1@home1.net;tag=11928
Call-ID: cb03a0s09a2sdfglkj11111
CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6

Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 96 97

m=audio 1300 RTP/AVP 97
b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

a=recvonly
19-20.
SIP ACK request (from SCC-AS to UE-1)


The SCC-AS sends a SIP ACK request to the controller UE, UE-1, in response to the SIP 200 (OK) response.
21-22.
SIP re-INVITE request (from SCC-AS to remote UE)


The SCC-AS sends a SIP re-INVITE request to the remote UE.

Table A.12.2-21 SIP INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag = 66666

From: sip:user1_public1@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20
m=audio 1304 RTP/AVP 96 97
c=IN IP4 145.23.77.88

b=AS:25.4

a=rtpmap:94 AMR 

a=fmtp:94 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:95 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
23-24.
SIP 200 (OK) response (from remote UE to SCC-AS)


The remote UE acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.12.2-23 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From: 

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20
m=audio 3004 RTP/AVP 96 97
b=AS:25.4

a=rtpmap:94 AMR 

a=fmtp:94 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:95 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
25-26.
SIP ACK request (from SCC-AS to remote UE)


The SCC-AS sends a SIP ACK request to the remote UE.

27-28.
SIP re-INVITE request (from SCC-AS to UE-1)


The SCC-AS sends a SIP re-INVITE request to the controller UE, UE-1.

Table A.12.2-27 SIP INVITE request (SCC-AS to UE-1)

INVITE sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=audio 0 RTP/AVP 96 97

m=video 0 RTP/AVP 98 99
29-30.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

31-32.
SIP ACK request (from SCC-AS to UE-1)


The SCC-AS sends a SIP ACK request to the controller UE, UE-1, in response to the SIP 200 (OK) response.

33-34.
SIP re-INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP re-INVITE request to the controllee UE, UE-2, to activate the video media components.

Table A.12.2-33 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public2@home1.net; 
From: sip:interUEtransfer@sccas1.home1.net; tag=27365
Call-ID: cb03a0s09a2sdfglkj22222
CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:

Referred-By: sip:user1_public1@home1.net

Contact: 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-

c=IN IP4 132.54.76.98

t=0 0

m=audio 0 RTP/AVP 97
m=audio 3004 RTP/AVP 96 97
b=AS:25.4

a=rtpmap:94 AMR 

a=fmtp:94 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:95 telephone-event 

a=maxptime:20
m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

a=sendrecv
35-36.
SIP 200 (OK) response (from UE-2 to SCC-AS)

The controllee UE, UE-2, acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.12.2-35 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = 27365

From: sip:interUEtransfer@sccas1.home1.net; tag = 36527
Call-ID: cb03a0s09a2sdfglkj22222
CSeq: 
P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6

Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97
m=audio 1304 RTP/AVP 96 97
c=IN IP4 145.23.77.88

b=AS:25.4

a=rtpmap:94 AMR 

a=fmtp:94 profile-level-id=0
a=rtpmap:95 telephone-event 

a=maxptime:20
m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

37-38.
SIP ACK request (from SCC-AS to UE-2)


The SCC-AS sends a SIP ACK request to the controllee UE, UE-2, in response to the SIP 200 (OK) response. 

39-40.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)


The SCC-AS sends a SIP NOTIFY request to the controller UE, UE-1, to inform about the success status of the inter-UE transfer.

Table A.12.2-39 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:
To: sip:user1_public1@home1.net; tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97
m=audio 1304 RTP/AVP 96 97
c=IN IP4 145.23.77.88

b=AS:25.4

a=rtpmap:94 AMR 

a=fmtp:94 profile-level-id=0
a=rtpmap:95 telephone-event 

a=maxptime:20
m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
41-42.
SIP 200 (OK) response (from – UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.

A.12.3
Controller UE initiated media transfer from controllee UE to another controllee UE with subscription to dialog events

The signalling flow in figure A.12.3 describes the procedures for media transfer from one controllee UE to another controllee UE with persistent subscription to dialog events.

NOTE 1:
For brevity not all SIP NOTIFY requests sent as a result of the subscription to the dialog event package are shown.
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Figure A.12.3: Controller UE transfers a media from one controllee UE to another controllee UE 
1-2.
SIP SUBSCRIBE request (from controller UE to SCC-AS) - see example in table A.12.3-1

In order that the controller UE fetches the information about the session descriptions of the UEs within the collaborative session, the controller UE subscribes to the existing dialog between the controller UE and the SCC AS.

Table A.12.3-1 SIP SUBSCRIBE request (controller UE to SCC-AS)
SUBSCRIBE sip:scc-as@home1.net SIP/2.0

Via:
To: sip:scc-as@home1.net; tag= 24680
From: sip:user1_public1@home1.net; tag=13579

Event: dialog; call-id=" cb03a0s09a2sdfglkj321576"; from-tag="54321"; to-tag="123456"; include-session-descriptionsip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 1 SUBSCRIBE
Max-Forwards: 70
P-Preferred-Identity:
Require: target-dialog
Expires: 3600

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz
CSeq: 
Allow: 
Accept: application/dialog-info+xml
Content-Length: 0

3-4.
SIP 200 (OK) response (from SCC-AS to controller UE)


The SCC AS acknowledges the SIP SUBSCRIBE request by sending a SIP 200 (OK) response to the controller UE.

5-6.
SIP NOTIFY request (from SCC-AS to controller UE) - see example in table A.12.3-5

The SCC AS sends a SIP NOTIFY request containing SDP for the remote UE so that the controller UE has the current state of the media for the collaborative session.
Table A.12.3-5 SIP NOTIFY request (SCC-AS to controller UE) 

NOTIFY sip:user1_public1@home1.net SIP/2.0

Via:
To: sip:user1_public1@home1.net; tag=13579

From: sip:scc-as@home1.net; tag= 24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID:
CSeq: 
Max-Forwards: 
P-Asserted-Identity:
Require: 
Contact: sip: scc-as@home1.net
Allow: 
Event: dialog
Content-Type: application/dialog-info+xml
Content-Length: (…)
<?xml version="1.0"?>
<dialog-info xmlns="urn:ietf:params:xml:ns:dialog-info"

             version="0"

             state="full"

             entity="sip:scc-as@home1.net">

  <dialog id="xxxx" call-id="ffafa" local-tag="dd" remote-tag="ee">

    <state>confirmed</state>

    <local>

      <identity display="controllee UE">sip:user2_public1@home1.net</identity>
      <target>sip:user2_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6</target>

      <session-description type="application/sdp">

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

t=0 0

m=audio 49174 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=audio 44552 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=video 1009 RTP/AVP 98 99

c=IN IP4 123.112.67.87

a=sendonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

    </session-description>

    </local>

    <remote>

      <identity display="remote UE">tel:+1-237-555-2222</identity>
      <target>sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74</target>

     <session-description type="application/sdp">
v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

t=0 0

m=audio 49174 RTP/AVP 96 97

c= IN IP4 132.54.76.98

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=audio 44552 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

c= IN IP4 132.54.76.98

m=video 1009 RTP/AVP 98 99

c= IN IP4 132.54.76.98

a=sendonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

      </session-description>

    </remote>
  </dialog>

</dialog-info>
7-8.
SIP 200 (OK) response (from controller UE-1 to SCC-AS)

The controller UE-1 acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.

9-10.
SIP REFER request (from controller UE-1 to SCC-AS) - see example in table A.12.3-9

There is an existing session with audio 1 and audio 2 between UE-2 (123.45.67.89) and the remote UE (132.54.76.98). The video component is unidirectional from the remote UE to the controllee UE, UE-3 (123.112.67.87). The controller UE-1 attempts to transfer the audio 1 portion of this session to the controllee UE, UE-3.
Table A.12.3-9 SIP REFER request (UE-1 to SCC-AS)
REFER sip:scc-as@home1.net SIP/2.0

Via:
To: sip:scc-as@home1.net; tag= 24680
From: sip:user1_public1@home1.net; tag=13579sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: sip:user1_public1@home1.net

Refer-To: <sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6body=m%3Daudio%200%20RTP%2FAVP%200%0Dm%3Daudio%20 49174%20RTP%2FAVP%2096%0Dm%3Dvideo%201009%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Referred-By: sip:user1_public1@home1.net

Accept: message/sipfrag
Content-Length: 0
11-12.
SIP 202 (Accepted) response (from SCC AS to UE-1) 


The SCC-AS sends a SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.
13-14.
SIP NOTIFY request (from SCC AS to UE-1) - see example in table A.13.3-13

The SCC-AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.12.3-13 SIP NOTIFY request (SCC-AS to UE-1)
NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:scc-as@home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
15-16.
SIP 200 (OK) response (from UE-1 AS to SCC-AS) 

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.
17-18.
SIP INVITE request (from SCC-AS to UE-3) - see example in table A.12.3-17

Since the message 9-10 contains a Refer-to header field addressed to UE-3 and the URI paramaters, listing an audio line which is not currently supported by another controllee UE than UE-2, the SCC AS realizes the procedure is for transferring the media from that controllee UE (UE-2) to controllee UE (UE-3). The SCC-AS sends a SIP INVITE request to the controllee UE, UE-3, to transfer the audio media component. The SDP in the SIP INVITE request lists the media  lines within the collaborative session. In order to avoid UE-3 to start sending audio to the remote UE, the SCC-AS adds an a-line set to sendonly in the SDP offer.

Table A.12.3-17 SIP INVITE request (SCC-AS to UE-3)

INVITE sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public3@home1.net; 
From: sip:scc-as@home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 49174 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a= sendonly

b=RR:0
b=RS:0m=audio 0 RTP/AVP 0

m=video 1009 RTP/AVP 98 99

a=sendonly
b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

19-20.
SIP 200 (OK) response (from UE-3 to SCC-AS) - see example in table A.12.3-19

The controllee UE, UE-3, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.12.3-19 SIP 200 (OK) response (UE-3 to SCC-AS)
SIP/2.0 200 OK

Via:

To: sip:user1_public3@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=123.112.67.87
t=0 0

m=audio 3002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a=recvonly

m=audio 0 RTP/AVP 0

m=video 1302 RTP/AVP 98 99

a=recvonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
21-22.
SIP ACK request (from SCC-AS to UE-3)

The SCC-AS sends a SIP ACK request to UE-3 to acknowlege.
23-24.
SIP re-INVITE request (from SCC-AS to controllee UE, UE-2) - see example in table A.12.3-23

The SCC AS sends a SIP re-INVITE request to controllee UE, UE-2 to put Audio 1 on hold.
Table A.12.3-23 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:

To: sip:user1_public2@home1.net;

From: sip:scc-as@home1.net; tag=12386
Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact:
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-
c=IN IP4 123.112.67.87
t=0 0

m=audio 49174 RTP/AVP 96 97

a=sendonly

b=RR:0
b=RS:0
m=audio 44552 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a=sendonly

b=RR:0
25-26.
SIP 200 (OK) response (from UE-2 to SCC-AS) - see example in table A.12.3-25

The controllee UE, UE-2, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.
Table A.12.3-25 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89
s=-

c=IN IP4 123.45.67.89
t=0 0

m=audio 32324 RTP/AVP 96 97
a=recvonly

m=audio 34002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a=recvonly
27-28.
SIP ACK request (from  SCC-AS to UE-2 )

The SCC –AS sends a SIP ACK request to UE-2 to acknowlege.
29-30
SIP re-INVITE request (from SCC-AS to remote UE) - see example in table A.12.3-29

The SCC-AS sends a SIP re-INVITE request to the remote UE.

Table A.12.3-29 SIP INVITE request (SCC-AS to remote UE)
INVITE sip:user2_public1@home3.net;SIP/2.0
Via:

To: sip:user2_public1@home2.net;tag=66666

From: sip:scc-as@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact:sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-
t=0 0

m=audio 3002 RTP/AVP 96 97

c= IN IP4 123.112.67.87
a=rtpmap:0 PCMU/8000

m=audio 34002 RTP/AVP 96 97

C=IN IP4 123.45.67.89

A=rtpmap:0 PCMU/8000

m=video 1302 RTP/AVP 98 99

c= IN IP4 123.112.67.87
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES 
a=recvonly

31-32.
SIP 200 (OK) response (from remote UE to SCC-AS) - see example in table A.12.3-31

The remote UE acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS. 

Table A.12.3-31 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To:

From: 
Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user2_public1@home2.net;
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c= IN IP4 132.54.76.98

t=0 0

m=audio 49174 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=audio 44552 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

m=video 1009 RTP/AVP 98 99

a=sendonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES 
a=sendonly
33-34.
SIP ACK request (from SCC-AS to remote UE)

The SCC-AS sends a SIP ACK request to the remote UE.
35-36.
SIP NOTIFY request (from SCC-AS to controller UE) - see example in table A.12.3-35

The SCC AS sends a SIP NOTIFY request containing SDP for the remote UE so that the controller UE can be aware about the change of state of the media for the collaborative session.
Table A.12.3-35 SIP NOTIFY request (SCC-AS to controller UE)

NOTIFY sip:user1_public1@home1.net;
Via:
To: sip:user1_public1@home1.net; tag=13579

From: sip:scc-as@home1.net; tag= 24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID:
CSeq: 
Max-Forwards: 
P-Asserted-Identity:
Require: 
Contact: sip: scc-as@home1.net
Allow: 
Event: dialog
Content-Type: application/dialog-info+xml
Content-Length: (…)
<?xml version="1.0"?>

<dialog-info xmlns="urn:ietf:params:xml:ns:dialog-info"

             version="1"

             state="full"

             entity="sip:scc-as@home1.net">

  <dialog id="xxxx" call-id="ffafa" local-tag="dd" remote-tag="ee">

    <state>confirmed</state>

    <local>

      <identity display="controllee UE">sip:user2_public1@home1.net</identity>
      <target>sip:user2_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6</target>

      <session-description type="application/sdp">

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

t=0 0

m=audio 49174 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=audio 44552 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=video 1009 RTP/AVP 98 99

c=IN IP4 123.112.67.87

a=sendonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

      </session-description>

    </local>

    <remote>

      <identity display="remote UE">tel:+1-237-555-2222</identity>
      <target>sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74</target>

      <session-description type="application/sdp">

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

t=0 0

c= IN IP4 132.54.76.98

m=audio 49174 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=audio 44552 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=video 1009 RTP/AVP 98 99

a=sendonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

      </session-description>

    </remote>
  </dialog>

</dialog-info>

37-38.
SIP 200 (OK) response (from controller UE-1 to SCC-AS)

The controller UE-1 acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.
39-40.
SIP re-INVITE request (from SCC-AS to controllee UE, UE-2) - see example in table A.12.3-39

The SCC-AS sends a SIP re-INVITE request to UE-2 to remove the audio 1 media component.

Table A.12.3-39 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:

To: sip:user1_public2@home1.net;

From: sip:scc-as@home1.net; tag=12386

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact:

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

c=IN IP4 123.112.67.87

t=0 0

m=audio 0 RTP/AVP 0

m=audio 44552 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

41-42.
SIP 200 (OK) response (from UE-2 to SCC-AS) - see example in table A.12.3-41

The controllee UE, UE-2, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.12.3-41 SIP 200 (OK) response (UE-2 to SCC-AS)
SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

c=IN IP4 123.45.67.89

t=0 0

m=audio 0 RTP/AVP 0

m=audio 34002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

43-44.
SIP ACK request (from SCC-AS to UE-2)

The SCC –AS sends a SIP ACK request to UE-2 to acknowlege.
45-46.
SIP re_INVITE request (from SCC-AS to controllee UE; UE-3) - see example in table A.12.3-45

The SCC-AS sends a SIP re_INVITE request to UE-3 to activate the audio 1 media component.

Table A.12.3-45 SIP re-INVITE request (SCC-AS to UE-3)
INVITE sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public3@home1.net; 
From: sip:scc-as@home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Referred-By: sip:user1_public1@home1.net

Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-
c=IN IP4 123.112.67.87
t=0 0

m=audio 49174 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a= sendrecv

m=audio 0 RTP/AVP 0

m=video 1009 RTP/AVP 98 99

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES 
a=sendonly
NOTE 2:
This SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.
47-48.
SIP 200 (OK) response (from controllee UE; UE-3 to SCC AS)

Controllee UE, UE-3 sends a SIP 200 (OK) response to the SCC AS.
49-50.
SIP ACK request (from SCC-AS to UE-3)

The SCC-AS sends a SIP ACK request to the controllee UE, UE-3.

51-52.
SIP NOTIFY request (from SCC-AS to controller UE) - see example in table A.12.3-51

The SCC AS sends a SIP NOTIFY request containing SDP of the SIP 200 (OK) response received from the controllee UE, UE-3.
Table A.12.3-51 SIP NOTIFY request (SCC-AS to controller UE)
NOTIFY sip:user1_public1@home1.net;
Via:
To: sip:user1_public1@home1.net; tag=13579

From: sip:scc-as@home1.net; tag= 24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID:
CSeq: 
Max-Forwards: 
P-Asserted-Identity:
Require: 
Contact: sip: scc-as@home1.net
Allow: 
Event: refer

Content-Type: message/sipfrag ;version=2.0 ;
Content-Length: (…)
SIP/2.0 200 OK

To: sip:user1_public3@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

Content-Type: application/sdp 
Content-Length: (…)
v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=123.112.67.87

t=0 0

m=audio 3002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

m=audio 0 RTP/AVP 0

m=video 1302 RTP/AVP 98 99

a=recvonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
53-54.
SIP 200 (OK) response (from controller UE to SCC-AS)

The controller UE acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.
A.12.3A
Controller UE initiated media transfer from controllee UE to another controllee UE

The signalling flow in figure A.12.3A describes the procedures for media transfer from one controllee UE to another controllee UE.
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Figure A.12.3A: Controller UE transfers a media from one controllee UE to another controllee UE.
1-2. SIP REFER request (SIP REFER request from UE-1 to SCC-AS)


There is an existing session with audio 1 and audio 2 between UE-2 (123.45.67.89) and the remote UE (132.54.76.98). The video component is unidirectional from the remote UE to the controllee UE, UE-3 (123.112.67.87). The Controller UE attempts to transfer the audio 1 portion of this session to the controllee UE, UE-3.
Table A.12.3A-1 SIP REFER request (UE-1 to SCC-AS)
REFER sip:scc-as@home1.net SIP/2.0

Via:
To: sip:scc-as@home1.net; tag= 24680
From: sip:user1_public1@home1.net; tag=13579sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: sip:user1_public1@home1.net

Refer-To: <sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6body=m%3Daudio%200%20RTP%2FAVP%200%0Dm%3Daudio%20 49174%20RTP%2FAVP%2096%0Dm%3Dvideo%201009%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Referred-By: sip:user1_public1@home1.net

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Accept: message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)


The SCC-AS sends a SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.
5-6.
SIP NOTIFY request (from SCC AS to UE-1)


The SCC-AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.
Table A.12.3A-2 SIP NOTIFY request (SCC-AS to UE-1)
NOTIFY 
To: sip:user1_public1@home1.net;tag=24680
From: sip:scc-as@home1.net;tag=13579
Call-ID: cb03a0s09a2sdfglkj12345
CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip:scc-as@home1.net
Allow:
Event: refer

Subscription-State:active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying

7-8.
SIP 200 (OK) response (from controller UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-3)


Since the message 1-2 contains a Refer-to header field addressed to UE-3 and the URI paramaters, listing an audio line which is not currently supported by another controllee UE than UE-2, the SCC AS realizes the procedure is for transferring the media from that controllee UE (UE-2) to controllee UE (UE-3). The SCC-AS sends a SIP INVITE request to the controllee UE, UE-3, to transfer the audio media component. The SDP in the SIP INVITE request lists the media  lines within the collaborative session. In order to avoid UE-3 to start sending audio to the remote UE, the SCC-AS adds an a-line set to sendonly in the SDP offer.
Table A.12.3A-3 SIP INVITE request (SCC-AS to UE-3)

INVITE sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public3@home1.net; 

From: sip:scc-as@home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 49174 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a= sendonly

b=RR:0
b=RS:0m=audio 0 RTP/AVP 0

m=video 1009 RTP/AVP 98 99

a=sendonly
b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES
11-12.
SIP 200 (OK) response (from UE-3 to SCC-AS) 


The controllee UE, UE-3, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.
Table A.12.3A-4 SIP 200 (OK) request (UE-3 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public3@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=123.112.67.87
t=0 0

m=audio 3002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a=recvonly

m=audio 0 RTP/AVP 0

m=video 1302 RTP/AVP 98 99

a=recvonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
13-14. SIP ACK request(from SCC-AS to UE-3)


The SCC-AS sends a SIP ACK request to UE-3 to acknowledge.

15-16.
SIP re-INVITE request (from SCC-AS to controllee UE, UE-2)


The SCC AS sends a SIP re-INVITE request to controllee UE, UE-2 to put Audio 1 on hold.

Table A.12.3A-5 SIP INVITE request (SCC-AS to controllee UE, UE-2)
INVITE sip:user1_public2@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:

To: sip:user1_public2@home1.net;

From: sip:scc-as@home1.net; tag=12386
Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact:
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 49174 RTP/AVP 96 97

a=sendonly

b=RR:0
b=RS:0
m=audio 44552 RTP/AVP 96 97
a=rtpmap:0 PCMU/8000

a=sendonly

b=RR:0
17-18. SIP 200 (OK) response (from UE-2 to SCC-AS)

The controllee UE, UE-2 acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.12.3A-6 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89
s=-

c=IN IP4 123.45.67.89
t=0 0

m=audio 32324 RTP/AVP 96 97
a=recvonly

m=audio 34002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a=recvonly
19-20. SIP ACK request (from SCC-AS to UE-2)

The SCC-AS sends a SIP ACK request to UE-2 to acknowledge.

21-22. SIP re-INVITE request (from SCC-AS to remote UE) 

The SCC-AS sends a SIP re-INVITE request to the remote UE, UE-4.
Table A.12.3A-7 SIP INVITE request (SCC-AS to remote UE, UE-4)

INVITE sip:user2_public1@home3.net;SIP/2.0
Via:

To: sip:user2_public1@home2.net;tag=66666

From: sip:scc-as@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact:sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87 
s=-
t=0 0

m=audio 3002 RTP/AVP 96 97

c= IN IP4 123.112.67.87
a=rtpmap:0 PCMU/8000

m=audio 34002 RTP/AVP 96 97

C=IN IP4 123.45.67.89

A=rtpmap:0 PCMU/8000

m=video 1302 RTP/AVP 98 99

c= IN IP4 123.112.67.87
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES 
a=recvonly
23-24.
SIP 200 (OK) response (from remote UE, UE-4 to SCC-AS)


The remote UE acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.12.3A-8 SIP 200 (OK) request (UE-4 to SCC-AS)
SIP/2.0 200 OK

Via:

To:

From: 
Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user2_public1@home2.net;
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c= IN IP4 132.54.76.98

t=0 0

m=audio 49174 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR

a=fmtp:96mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event

a=maxptime:20

m=audio 44552 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

m=video 1009 RTP/AVP 98 99

a=sendonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES 
a=sendonly
25-26.
SIP ACK request (from SCC-AS to remote UE)


The SCC-AS sends a SIP ACK request to the remote UE.
27-28.
SIP re-INVITE request (from SCC-AS to controllee UE, UE-2)


The SCC-AS sends a SIP re-INVITE request to UE-2 to remove the audio 1 media component.
Table A.12.3A-9 SIP re-INVITE request (SCC-AS to UE-2)
INVITE sip:user1_public2@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:

To: sip:user1_public2@home1.net;

From: sip:scc-as@home1.net; tag=12386

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact:

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 0 RTP/AVP 0

m=audio 44552 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000
29-30, SIP 200 (OK) response (from UE-2 to SCC-AS)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending a SIP 200 (OK) response to the SCC-AS.
Table A.12.3A-10 SIP 200 (OK) response (UE-2 to SCC-AS)
SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

c=IN IP4 123.45.67.89

t=0 0

m=audio 0 RTP/AVP 0

m=audio 34002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

31-32. SIP ACK request (from SCC-AS to UE-2)


The SCC-AS sends a SIP ACK request to UE-2 to acknowledge.

33-34. SIP re-INVITE request (from SCC-AS to controllee UE, UE-3)


The SCC-AS sends a SIP re-INVITE request to UE-3 to activate the audio 1 media component.

NOTE:
The SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call cotrol to allow sending this SIP re-INVITE request.

Table A.12.3A-11 SIP re-INVITE request (SCC-AS to UE-3)
INVITE sip:user1_public3@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

To: sip:user1_public3@home1.net; 

From: sip:scc-as@home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Referred-By: sip:user1_public1@home1.net

Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-
c=IN IP4 123.112.67.87
t=0 0

m=audio 49174 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

a= sendrecv

m=audio 0 RTP/AVP 0

m=video 1009 RTP/AVP 98 99

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES 
a=sendonly
35-36. SIP 200 (OK) response (from controllee UE, UE-3 to SCC-AS)


Controllee UE, UE-3 sends a SIP 200 (OK) response to the SCC AS.
37-38. SIP ACK request (from SCC-AS to UE-3)


The SCC-AS sends a SIP ACK request to the controllee UE, UE-3.
39-40. SIP NOTIFY request (from SCC-AS to controller UE, UE-1)


The SCC AS sends a SIP NOTIFY request containing SDP of the SIP 200 (OK) response received from the controllee UE, UE-3.
Table A.12.3A-12 SIP NOTIFY request (SCC-AS to UE-1)
NOTIFY sip:user1_public1@home1.net;
Via:
To: sip:user1_public1@home1.net; tag=13579

From: sip:scc-as@home1.net; tag= 24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID:
CSeq: 
Max-Forwards: 
P-Asserted-Identity:
Require: 
Contact: sip: scc-as@home1.net
Allow: 
Event: refer

Content-Type: message/sipfrag ;version=2.0 ;
Content-Length: (…)
SIP/2.0 200 OK

To: sip:user1_public3@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

Content-Type: application/sdp 
Content-Length: (…)
v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=123.112.67.87
t=0 0

m=audio 3002 RTP/AVP 96 97

a=rtpmap:0 PCMU/8000

m=audio 0 RTP/AVP 0

m=video 1302 RTP/AVP 98 99

a=recvonly
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
41-42.
SIP 200 (OK) response (from controller UE to SCC-AS)
The controller UE acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.
A.13
Signalling flows for release of collaborative session for inter-UE transfer

A.13.1
Introduction

The signalling flows for release of Collaborative Session demonstrate how the session is released by the Controller UE or by the remote party UE. The following signalling flows are included:
-
subclause A.13.2 shows an example where the Controller UE initiates the release of a Collaborative Session. It demonstrates how the service control signalling and media path between the Controller UE and remote UE and the media path between the Controllee UE and the remote UE are released as a result of the session release; and 
-
subclause A.13.3 shows an example where the remote UE initiates the release of a Collaborative Session.
A.13.2
Controller UE releases collaborative session 

In this example, session release is initiated by the Controller UE (UE 1), which is involved in the Collaborative Session with UE 2 and the remote UE (UE 3). The SCC AS ensures that all Controllee UEs involved in the Collaborative Session receive a request for session release in order to completely release the session ongoing with the remote UE.
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Figure A.13.2-1: Release of Collaborative Session initiated by Controller UE

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
Collaborative Session currently exists in a dialog with UE 3 


A Collaborative Session involving UE 1 and UE 2 exists in a dialog with UE 3. Media paths exist between UE 1 and UE 3 and between UE 2 and UE 3. In this scenario, UE 1 is the Controller UE in the Collaborative Session and thus maintains service control signalling with the SCC AS. 

2-3.
SIP BYE request (UE 1 to SCC AS via intermediate IM CN subsystem entities)


UE 1, acting as the Controller UE, initiates session release by sending a SIP BYE request towards the SCC AS. There is no Inter UE transfer specific content in the SIP BYE request.

4-6.
SIP BYE request (SCC AS to UE 3 via intermediate IM CN subsystem entities)


The SCC AS routes the SIP BYE request to UE 3 indicating to the remote UE that the Controller UE requests that the session is to be released. 

7-9.
SIP 200 (OK) response (UE 3 to SCC AS via intermediate IM CN subsystem entities)


UE 3 responds to the received SIP BYE request with a SIP 200 (OK) response. 

10-11.
SIP BYE request (SCC AS to UE 2 via intermediate IM CN subsystem entities)


The SCC AS, acting as a routing B2BUA, sends a SIP BYE request towards UE 2 to release the dialog it is involved in with UE 3 via the Collaborative Session. There is no Inter UE transfer specific content in the SIP BYE request.

NOTE 1:
The SIP BYE request to UE 2 (step 10) can occur in parallel with the SIP BYE request to UE 3 (step 4). Alternatively, the SCC AS can send the SIP BYE request to UE 2 prior to sending the SIP BYE request to UE 3.

12-13.
SIP 200 (OK) response (UE 2 to SCC AS via intermediate IM CN subsystem entities)


UE 2 responds to the received SIP BYE request with a SIP 200 (OK) response.

14-15
SIP 200 (OK) response (SCC AS to UE 1 via intermediate IM CN subsystem entities)


Upon receiving SIP 200 (OK) responses from UE 2 and UE 3, the SCC AS responds to the SIP BYE request from UE 1 with a SIP 200 (OK) response. 

NOTE 2:
The SIP 200 (OK) response in step 14 can be sent earlier by the SCC AS in response to the SIP BYE request received from UE 1(step 3). For example, the SCC AS can send the SIP 200 (OK) response to UE 1 after receiving the SIP 200 (OK) response from UE 3 (step 9).
A.13.3
Remote UE releases collaborative session 
In this example, session release is initiated by the remote UE (UE 3). UE 1 and UE 2 are included in a Collaborative Session with the remote UE. The SCC AS ensures that all Controllee UEs involved in the Collaborative Session receive a request for session release in order to completely release the ongoing session.
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Figure A.13.3-1: Release of Collaborative Session initiated by remote UE 

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
Collaborative Session currently exists in a dialog with UE 3


A Collaborative Session involving UE 1 and UE 2 exists in a dialog with UE 3. Media paths exist between UE 1 and UE 3 and between UE 2 and UE 3. In this scenario, UE 1 is the Controller UE in the Collaborative Session and thus maintains service control signalling with the SCC AS. 

2-4.
SIP BYE request (UE 3 to SCC AS via intermediate IM CN subsystem entities)


The remote UE, UE 3, initiates session release by sending a SIP BYE request towards the Controller UE via the SCC AS serving the Controller UE. There is no Inter UE transfer specific content in the SIP BYE request.

5-6.
SIP BYE request (SCC AS to UE 1 via intermediate IM CN subsystem entities)


The SCC AS routes the SIP BYE request to UE 1, indicating to UE 1 that the remote UE requests that the session is to be released.

7-8.
SIP BYE request (SCC AS to UE 2 via intermediate IM CN subsystem entities)


The SCC AS, acting as a routing B2BUA sends a SIP BYE request to UE 2 to release the dialog it is involved in with UE 3 via the Collaborative Session. There is no Inter UE transfer specific content in the SIP BYE request.

NOTE 1:
Step 7 can occur in parallel with step 5. Alternatively, step 7 can occur prior to step 5. The order in which the SCC AS sends the SIP BYE requests is not considered to be important.

9-10.
SIP 200 (OK) response (UE 1 to SCC AS via intermediate IM CN subsystems entities)


UE 1 responds to the received SIP BYE request with a SIP 200 (OK) response.

NOTE 2:
Step 9 can occur immediately after UE1 has received the SIP BYE request in step 6.

11-12.
SIP 200 (OK) response (UE 2 to SCC AS via intermediate IM CN subsystems entities)


UE 2 responds to the received SIP BYE request with a SIP 200 (OK) response.

13-15.
SIP 200 (OK) response (SCC AS to UE 3 via intermediate IM CN subsystem entities)


Upon receiving SIP 200 (OK) responses from UE 1 and UE 2, the SCC AS responds to the SIP BYE request from UE 3 with a SIP 200 (OK) response.

NOTE 3:
Step 13 can occur after the SCC AS has received the SIP BYE request step 4 since it is not necessary to wait for SIP BYE requests to UE1 and UE2.

A.14
Signalling flows for addition and deletion of media within collaborative session for inter-UE transfer

A.14.1
Introduction

This subclause shows signalling flows for adding and releasing of mediacomponent by the controller UE. Four different scenarios are considered in this subclause:
-
scenario where the controller UE adds a new media component on a controllee UE. The procedures in this subclause are the same as the procedures described in subclause A.11.2 with the exception that upon the receipt of a SIP REFER request from the controller UE, the SCC AS generates a SIP re-INVITE request within the dialog to the controllee UE instead of a SIP INVITE request;

-
scenario where the controller UE releases a media component from the controller UE, see subclause A.14.2.1;
-
scenario where the controller UE releases a media component from the controllee UE, see subclause A.14.2.2.1; and
-
scenario where the controller UE releases a media component from the controllee UE and that causes the termination of the collaborative session, see subclause A.14.2.2.2.

A.14.2
Controller UE releases media

A.14.2.1
Controller UE releases media flow on controller UE
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Figure A.14.2.1: Controller UE releases media flow on controller UE

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
It is assumed that UE-1 is the controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and UE-2 with video (Media B) media flows. Subsequently, the UE-1 (controller UE) removes the media A flow that is active on the remote UE.

1.
SIP re-INVITE request (UE-1 to intermediate IM CN subsystem entities)- see example in table A.14.2.1-1


UE-1 sends a SIP re-INVITE request towards the remote UE indicating Media A is to be removed  in the SDP offer.
Table A.14.2.1-1: SIP re-INVITE request (UE-1 to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via:SIP/2.0/UDP [3333::eee:fff:aaa:bbb]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From:

To:

Call-ID:

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>;+g.3gpp.iut-controller
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 0 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
2.
SIP re-INVITE request


The intermediate IM CN subsystem entities forward the SIP re-INVITE request to the SCC AS according to standard IMS procedure.
3.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.2.1-3

The SCC AS sends a SIP re-INVITE request with all the media information at the remote UE, sets the port number for media A to 0, and forwards it towards the remote UE through the intermediate IM CN subsystem entities.
Table A.14.2.1-3: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> IP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240f34.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 
To: 
Call-ID: 
Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: 

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 0 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 MPV/90000

m=video 8888 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
4.
SIP re-INVITE request

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to the remote UE according to standard IMS procedure.

5.
SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.2.1-5


The remote UE sends a SIP 200 (OK) response with an SDP answer.
Table A.14.2.1-5: SIP 200 (OK) response (remote UE to IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=dahtadfz4radgs.12, SIP/2.0/UDP scscf2.home1.net;branch=hsdfldf343.12, SIP/2.0/UDP scscf1.home1.net;branch=hsdfldf56322cc.13, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.21
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)

v=0
o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 0 RTP/AVP 97

a=rtpmap:97 MPV/90000

m=video 6666 RTP/AVP 98
a=rtpmap:98 MPV/90000
6.
SIP 200 (OK) response
7.
SIP ACK request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS sends a SIP ACK request to the remote UE through the intermediate IM CN subsystem entities.
8.
SIP ACK request (intermediate IM CN subsystem entities to remote UE)
9-10.
SIP 200 (OK) response (SCC AS to UE-1 through intermediate IM CN subsystem entities)

The SCC AS sends a SIP 200 (OK) response with an SDP answer indicating that Media-A has been removed

11-12.
SIP ACK request (controller UE to SCC AS)

A.14.2.2
Controller UE releases media flow on controllee UE

A.14.2.2.1
Controller UE removes media at the controllee UE
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NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
Figure A.14.2.2.1:Controller UE remove media at the controllee UE
1-2.
SIP REFER request (controller UE to intermediate IM CN subsystem entities) – see example in table A.14.2.1-1


It is assumed that UE-1 is the controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with a voice (Media A) and UE-2(Controllee UE) with a video (Media B) media flows and a voice (Media C) media flow. The controller UE wants to remove the video media (Media B) component on the controllee UE.
Table A.14.2.2.1-1 SIP REFER request (UE-1 to SCC AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag =13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>
Refer-To: <sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6? body=m%3Daudio%200%20RTP%2FAVP%2097%0Dm%3Daudio%204568%20RTP%2FAVP%2097%0Dm%3Dvideo%200%20RTP%2FAVP%2098>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579;to-tag=abcdef;from-tag=123456

Referred-By: sip:user1_public1@home1.net

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Allow:

Accept: message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response


The SCC-AS sends a SIP 202 (Accepted) response to the controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.14.2.1-5


The SCC-AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.14.2.2.1-5 SIP NOTIFY request (SCC AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:

To: sip:user1_public1@home1.net;tag=13579

From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.

9-10.
SIP UPDATE request (SCC AS to remote UE through intermediate IM CN subsystem entities) - see example in table A.14.2.2.2-9.


The SCC AS prepares the removal of the media component received by the controllee UE-2 and sent by the remote UE.

Table A.14.2.2.2-9: SIP UPDATE request (SCC AS to remote UE through intermediate IM CN subsystem entities)

UPDATE sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6 SIP/2.0

Via: 
To: 

From: 

Call-ID: 

Cseq:

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>

Allow:

Content-Type: application/sdp 

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd

s=-

t=0 0

m=audio 6666 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd

a=rtpmap:97 PCMU/8000
m=video 6668 RTP/AVP 98

a=sendonly

b=RR:0

b=RS:0

c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

11-12.
 SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.2.2.2-11.


Remote UE send a SIP 200 (OK) response with SDP answer.
Table A.14.2.2.2-11 SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: 
To: 

From: 

Call-ID: 

Cseq: 

Contact: <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6>
Allow: 

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

t=0 0

m=audio 4444 RTP/AVP 97
c=IN IP6 5555::aaa:bbb::ccc:ddd 

a=rtpmap:9777 PCMU/8000
m=video 6666 RTP/AVP 98

a=recvonly
b=RR:0

b=RS:0

c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

13.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.2.2.1-13

The SCC AS sends a SIP re-INVITE request towards the Controllee UE (UE-2).
Table A.14.2.2.1-13 SIP re-INVITE request (SCC-AS to IM CN subsystem entities)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f 81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Route:
To: sip:user2_public1@home1.net;abcdef
From: sip:user3_public3@home3.net;tag=123456
Call-ID: 

CSeq: 

Max-Forwards:

Require:
Referred-By: sip:user1_public1@home1.net 

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 0 RTP/AVP 97

m=audio 4568 RTP/AVP 97

c=123.112.67.87
b=AS:75

a=rtpmap:97 PCMU/8000 
m=video 0 RTP/AVP 98 

a=rtpmap:98 MPV/90000

a=sendonly

14.
SIP re-INVITE request (intermediate IM CN subsystem entities to UE-2)
15-16.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

17-18.
SIP ACK request (from SCC-AS to UE-2)

19.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.2.2-19


The SCC AS sends a SIP re-INVITE request with all the media information at the remote UE, set the port number for media B to 0, and forwards it to the remote UE through the intermediate IM CN subsystem entities.
Table A.14.2.2.1-19: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Supported: 100rel, precondition

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp
Content-Length:(..)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
c=IN IP6 3333::aaa:bbb:ccc:ddd

t=0 0
m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=audio 4567 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
20.
SIP re-INVITE request (intermediate IM CN subsystem entities to remote UE)
21.
 SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.2.1-21


The remote UE sends a SIP 200 (OK) response with an SDP answer.
Table A.14.2.2.1-21 SIP 200 (OK) (remote UE to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=343asdfaredfatz.12, SIP/2.0/UDP scscf2.home1.net;branch=fsc35avhthaz4.22, SIP/2.0/UDP scscf1.home1.net;branch=fsc35avhthaz4.12, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.14
From: 

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:9777 PCMU/8000
m=audio 4545 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000

22.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
23-24. SIP ACK request (SCC AS to remote UE) 
25-26.
SIP re-INVITE request (SCC AS to UE-2 through intermediate IM CN subsystem entities)

SCC AS sends a SIP re-INVITE request towards Controllee UE (UE-2).
NOTE:
The SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call cotrol to allow sending this SIP re-INVITE request.
Table A.14.2.2.1-25 SIP re-INVITE request (SCC-AS to UE-2)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f 81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Route:
To: sip:user2_public1@home1.net;abcdef
From: sip:user3_public3@home3.net;tag=123456
Call-ID: 

CSeq: 

Max-Forwards:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Referred-By: sip:user1_public1@home1.net

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 0 RTP/AVP 97

m=audio 4568 RTP/AVP 97

c=123.112.67.87
b=AS:75

a=rtpmap:97 PCMU/8000 
m=video 0 RTP/AVP 98 

27-28.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

29-30.
SIP NOTIFY request (SCC-AS to UE-1)-see example table A.14.2.2.1-21


The SCC AS sends a SIP NOTIFY request to the controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.14.2-2.1-29 SIP NOTIFY request (SCC AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:

To: sip:user1_public1@home1.net;tag = 13579

From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp

v=0

s=-

m=audio 3434 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98
a=rtpmap:98 MPV/90000

a=sendonly
31-32.
SIP 200 OK response (UE-1 to SCC AS)


The controller UE,UE-1 acknowledges the SIP NOTIFY request by sending  a SIP 200 OK response to the SCC AS.

A.14.2.2.2
Controller UE remove the controllee UE from the collaborative session
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Figure A.14.2.2.2:Controller UE remove the controllee UE from the collaborative session
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1-2.
SIP REFER request (controller UE to intermediate IM CN subsystem entities) – see example in table A.14.2.2.2-1


It is assumed that UE-1 is the controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with a voice (Media A) and UE-2(Controllee UE) with a video (Media B) media flow. The controller UE wants to remove the controllee UE from the collaborative session.

Table A.14.2.2.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag = 13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6;method=BYE>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; to-tag=abcdef; from-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Allow:
Referred-By: sip:user1_public1@home1.net

Accept: 
Content-Type: 
Content-Length: 
3-4.
SIP 202 (Accepted) response


The SCC AS sends a SIP 202 (Accepted) response to the controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities) – see example in table A.14.2.2.2-5


The SCC AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.14.2.2.2-5 SIP NOTIFY request (SCC AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=13579
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (UE-1 to SCC AS through intermediate IM CN subsystem entities)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) to the SCC AS.

9-10.
SIP UPDATE request (SCC AS to remote UE through intermediate IM CN subsystem entities) - see example in table A.14.2.2.2-9.


The SCC AS prepares the removal of the controllee UE-2 from the collaborative session by stopping the media received by the controllee UE-2 and sent by the remote UE.

Table A.14.2.2.2-9: SIP UPDATE request (SCC AS to Remote UE through intermediate IM CN subsystem entities)

UPDATE sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6 SIP/2.0

Via: 
To: 

From: 

Call-ID: 

Cseq:

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>

Allow:

Content-Type: application/sdp 

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd

s=-

t=0 0

m=audio 6666 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd

a=rtpmap:97 PCMU/8000
m=video 6668 RTP/AVP 98

a=sendonly

b=RR:0

b=RS:0

c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

11-12.
 SIP 200 (OK) response (Remote UE to intermediate IM CN subsystem entities) - see example in table A.14.2.2.2-11.


Remote UE sends a SIP 200 (OK) response with SDP answer.
Table A.14.2.2.2-11 SIP 200 (OK) response (Remote UE to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: 
To: 

From: 

Call-ID: 

Cseq: 

Contact: <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6>
Allow: 

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

t=0 0

m=audio 4444 RTP/AVP 97
c=IN IP6 5555::aaa:bbb::ccc:ddd 

a=rtpmap:9777 PCMU/8000
m=video 6666 RTP/AVP 98

a=recvonly

b=RR:0

b=RS:0

c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

13-14.
SIP BYE request (SCC AS to UE-2 through intermediate IM CN subsystem entities)

The SCC AS sends a SIP BYE request towards the controllee UE (UE-2).
15-16.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

17.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.2.2.2-17


The SCC AS sends a SIP re-INVITE request with all the media information at the remote UE, set the port number for media B to 0, and forwards it to the remote UE through the intermediate IM CN subsystem entities.
Table A.14.2.2.2-17: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Length:0
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
c=IN IP6 3333::aaa:bbb:ccc:ddd
t=0 0

m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
18.
SIP re-INVITE request (intermediate IM CN subsystem entities to remote UE)
19.
 SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.2.2.2-19


The remote UE sends a SIP 200 (OK) response with SDP answer.
Table A.14.2.2.2-19 SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=343asdfaredfatz.12, SIP/2.0/UDP scscf2.home1.net;branch=fsc35avhthaz4.22, SIP/2.0/UDP scscf1.home1.net;branch=fsc35avhthaz4.12, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.14
From: 

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:9777 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000

20.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
21-22. SIP ACK request (SCC AS to remote party) 
23-24.
SIP NOTIFY request (SCC-AS to UE-1)-see example in table A.14.2.2.2-25


The SCC-AS sends a SIP NOTIFY request to the controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.14.2.2.2-23 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag = 13579
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK
25-26.
SIP 200 OK response (UE-1 to SCC-AS)


The controller UE,UE-1 acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.
A.14.4
Controllee UE releases media
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Figure A.14.4: Controllee UE releases media

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
It is assumed that UE-1 is controller UE having collaborative session control. a user has a multimedia session on his device UE‑1 with voice (Media A) and UE-2(Controllee UE) video (Media B) media flows. Subsequently, the UE-2 (Controllee UE) removes the media B flow that is active on the remote UE.

1-2.
SIP re-INVITE request (UE-2 to SCC AS through IM CN subsystem entities)

A UE-2 wants to release media B active on the remote UE. For this purpose the UE-2 sends a SIP re-INVITE request to the SCC AS through the IM CN subsystem entities. 
3.
SIP re-INVITE request (from SCC-AS to intermediate IM CN subsystem entities) - see example in table A.14.4-3

The SCC AS sends SIP re-INVITE request to controller UE, UE-1 to inform that the controllee UE wants to release one media, and SCC AS would like to add this media back to the controller UE.

Table A.14.4-3: SIP re-INVITE request (SCC AS to controller UE)
INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user3_public3@home3.net>

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Require: 
Contact: <sip: user3_public3@home3.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Content-type: application/sdp
Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 5555 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 PCMU/90000

m=video 3000 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
4.
SIP re-INVITE request (intermediate IM CN subsystem entities to controller UE, UE-1)

5.
SIP 200 (OK) response (controller UE, UE-1 to intermediate IM CN subsystem entities) - see example in table A.14.4-5

In this case, the controller UE does not want to add this media on itself, but like to delete this media within the collaborative session. The controller UE cknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC AS with the port number set to zero for this media.

Table A.14.4-5: SIP 200 (OK) (controller UE to SCC AS)
SIP/2.0 200 OK

Via: 
From: 

To: 

Call-ID: 

Cseq: 
Contact: <sip: user1_public1@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c43t6br4>;+g.3gpp.iut-controller
Allow: 
Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/9000
6.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
7-8.SIP ACK (SCC AS to controller UE)
9.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)-see example in table A.14.4-9

The SCC AS sends a SIP re-INVITE request to update the remote leg that the media B is released.

Table A.14.4-9: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "Jake" <sip:user1_public1@home1.net>
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <sip:user3_public3@home3.net>;tag = 66666
Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE
Supported: 100rel, precondition

Contact: <sip: user1_public1@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c43t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp
ontent-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 5555 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 PCMU/90000

m=video 0 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
10.
SIP re-INVITE request (intermediate IM CN subsystem entities to remote UE)
11.
SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.4-11

The remote US sends a SIP 200 (OK) with an SDP offer containing Media A and Media B information.
Table A.14.4-11: SIP 200 (OK) (remote UE to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: 

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip: user3_public3@home3.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97
a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/9000
12.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
13-14.
SIP 200 (OK) response (SCC AS to UE-2 through IM CN subsystem entities) 


The SCC AS sends a 200 (OK) response.
15-16.
SIP ACK request (controllee UE  to SCC AS)
17-18.
SIP ACK request (SCC AS to remote UE)

A.14.5
Controllee UE modifies media on itself
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Figure A.14.5: Controllee UE modifies media on itself
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
It is assumed that UE-1 is the controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and UE-2 with video (Media B) media flows. Subsequently, the UE-2 (Controllee UE) modifies the media B flow that is active on the remote UE.

1.
SIP re-INVITE request (UE-2 to intermediate IM CN subsystem entities)- see example in table A.14.5-1


UE-2 sends a SIP re-INVITE request towards the remote UE containing Media B using SDP offer.
Table A.14.5-1: SIP re-INVITE request (UE-2 to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via:SIP/2.0/UDP [4444::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe2" <sip:user1_public2@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 

To: Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:ddd

s=-
c=IN IP6 4444::aaa:bbb:ccc:ddd

t=0 0

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000
2.
SIP re-INVITE request (intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to the SCC AS according to standard IMS procedure.
3.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.5-3


The SCC AS sends a SIP re-INVITE request to the remote UE through the intermediate IM CN subsystem entities containing Media A and Media B information in SDP offer.
Table A.14.5-3: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240a48.12
Max-Forwards: 70
Route: 

P-Asserted-Identity: 

P-Access-Network-Info: 

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Proxy-Require: 

Supported: 

Security-Verify: 

Contact: 

Allow: 

Accept: 
Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd

s=-
t=0 0

m=audio 2222 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddda=rtpmap:97 MPV/90000

m=video 4444 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
4.
SIP re-INVITE request (intermedia IM CN subsystem entities to remote UE)
5.
SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.5-5

The remote EU sends a an SIP 200 (OK) response with SDP answer.
Table A.14.5-5: SIP 200 (OK) response (remote UE to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK240f26.3, SIP/2.0/UDP scscf2.home1.net;branch=z9hG4bK332d25.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332d25.2, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240a48.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 4444 RTP/AVP 97
a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

6.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
7-8.
SIP ACK request (SCC AS to the remote UE through intermediate IM CN subsystem entities)


The SCC AS sends an SIP ACK request to the remote UE through the intermediate IM CN subsystem entities.
9.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.5-9

The SCC AS sends a SIP 200 (OK) response containing Media B information and send it to UE-2 through the intermediate IM CN subsystem entities.
Table A.14.5-9 SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240f42.22,
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 
Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

10.
SIP 200 (OK) response (intermediate IM CN subsystem entities to UE-2)
11-12.
SIP ACK request (UE-2 to SCC AS through intermediate IM CN subsystem entities)

UE-2 sends a SIP ACK request to the intermediate IM CN subsystem entities which is terminated by the SCC AS.
A.14.6
Remote UE adds new media on controllee UE
It is assumed that UE-1 is the controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and video (Media B) media flows. Subsequently, the remote UE adds the media B flow. In this scenario it is assumed that the controller UE, UE-1 automatically initiates the addition of the new media on UE-2 (Controllee) without first alerting the user and sends a SIP REFER request prior to sending back a SIP 200 (OK) response to the SIP re-INVITE request.
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Figure A.14.6: Remote UE add new media on Controllee UE
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
SIP re-INVITE request (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.6-1


The remote UE sends a SIP re-INVITE request towards the controller UE (UE-1) indicating media B is to be added in SDP offer.
Table A.14.6-1: SIP re-INVITE request (remote UE to intermediate IM CN subsystem entities) 

INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf2.home1.net;lr>
P-Asserted-Identity: "David Fan" <sip:user3_public3@home3.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

2-4.
SIP re-INVITE request 


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to UE-1 via the SCC AS according to standard IMS procedure.
5-6.
SIP REFER request (UE-1 to SCC AS through intermediate IM CN subsystem entities) - see example in table A.14.6-5


The controller UE determines to add the new media (Media B) on the controllee UE. The controller UE, UE-1 sends a SIP REFER request to the SCC AS containing a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to 0 and an m line for video with the port number set to the port number of the video media line from the SDP offer in the SIP re-INVITE request from the remote UE. The SIP REFER request also includes a Target-dialog header field containing the details of the dialog for the existing session between the controller UE, UE-1 and the remote UE.
Table A.14.6-5 SIP REFER request (UE-1 to SCC AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag=34719
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2097%0Dm%3Dvideo%204444%20RTP%2FAVP%2098>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj490333;remote-tag=13579;local-tag=24680
Referred-By: sip:user1_public1@home1.net

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.iut-controller 
Allow:
Accept:message/sipfrag
Content-Length:0
7-8.
SIP 202 (Accepted) response


The SCC-AS sends a SIP 202 (Accepted) response to the controller UE-1 as response to the SIP REFER request.

9-10.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.14.3.2-5


The SCC AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.14.3.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:

To: sip:user1_public1@home1.net;tag=34719

From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
11-12.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to SCC AS.

13-14.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)-see example in table A.14.6-13


The controller UE responds to the SIP re-INVITE request in step 4.

Table A.14.6-13: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

c=IN IP6 3333::ccc:ddd:aaa:bbb
t=0 0

m=audio 8888 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

15-16. SIP ACK (SCC AS to UE-1 through intermediate IM CN subsystem entities)
17.
SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)-see example in table A.14.6-15

NOTE 2:
This SIP INVITE request can be sent as soon as the SIP REFER request is received.


The SCC AS sends a SIP INVITE request towards UE-2 through the intermediate IM CN subsystem entities indicating Media B information in SDP offer.
Table A.14.6-17: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
Max-Forwards: 70
Route: <sip:term@scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7538;lr;comp=sigcomp>
P-Asserted-Identity: "John Doe" <sip:user3_public3@home3.net>

Privacy: none

From: <sip:user3_public3@home3.net>;tag=171828

To: <sip:user1_public2@home1.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition

Referred-By: sip:user1_public1@home1.net
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp
Content-Type: application/sdp

Content-Length: (…)
v=0
o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 4444::bbb:aaa:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

18.
SIP INVITE request (intermediate IM CN subsystem entities to UE-2)
19.
SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities) - see example in table A.14.6-19


UE-2 responds with a SIP 200 (OK) response containing the SDP answer.
Table A.14.6-19: SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
From: 

To: <sip:user1_public2@home1.net>;tag=237674
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 4444::aaa:bbb:ccc:ddd

s=-

c=IN IP6 4444::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000
20.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
21-22. SIP ACK (SCC AS  to UE-2 through intermediate IM CN subsystem entities)
23.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.6-23


In response to the SIP re-INVITE from the remote UE, the SCC AS sends a SIP 200 (OK) response containing the SDP answer towards the remote UE through IM CN subsystem entities, which includes Media A and Media B information.
Table A.14.6-23: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG6bKnas34r4, SIP/2.0/UDP scscf2.visited2.net;branch=34qtrada3333.22, SIP/2.0/UDP pcscf2.visited2.net;branch=34qtrada5454.12, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

t=0 0

m=audio 8888 RTP/AVP 97

c=IN IP6 3333::ccc:ddd:aaa:bbb
a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

c=IN IP6 4444::bbb:aaa:ccc:ddd

a=rtpmap:98 MPV/90000

24.
SIP 200 (OK) response (intermediate IM CN subsystem entities to remote UE)
25-26.
SIP ACK (remote UE to SCC AS through intermediate IM CN subsystem entities)

The remote UEsends a SIP ACK request to the intermediate IM CN subsystem entities which terminated by the SCC AS.

27-28.
SIP NOTIFY request (from SCC AS to controller UE, UE-1)


The SCC AS sends a SIP NOTIFY request to the controller UE, UE-1 to inform about the success status if the inter-UE transfer.

Table A.14.6-27: SIP NOTIFY request (SCC AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:

To: sip:user1_public1@home1.net;tag=34719

From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State:terminated;reason=noresource 
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp
v=0

s=-

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

29-30.
SIP 200 (OK) response (from controller UE to SCC AS)


The controller UE acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.

A.14.7
Remote UE releases media on the controller UE
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Figure A.14.7: Remote UE releases media on the controller UE

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
SIP re-INVITE request (Remote Party to intermediate IM CN subsystem entities) - see example in table A.14.7-1


The remote UE sends a SIP re-INVITE request towards the controller UE (UE-1) indicating Media A is to be removed using SDP offer. If Media B is to be removed, the SIP re-INVITE request will send to controllee UE (UE-2).
Table A.14.7-1: SIP re-INVITE request (Remote UE to intermediate IM CN subsystem entities)

INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf2.home1.net;lr>
P-Asserted-Identity: "David Fan" <sip:userR_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97
a=rtpmap:97 PCMU/8000

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

2.
SIP re-INVITE request (intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the re-INVITE request to the SCC AS according to standard IMS procedures.
3.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.7-3


The media B is not removed, but the SCC AS set the port of the media B to 0, and forwards it towards intermediate IM CN subsystem entities.
Table A.14.7-3: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
Max-Forwards: 70
Route: <sip:term@scscf2.home1.net;lr>
P-Asserted-Identity: 
P-Access-Network-Info: 

Privacy: 

From:

To:

Call-ID: 

Cseq: 

Supported:

Require: 

Proxy-Require: 

Security-Verify: 

Contact:

Allow: 

Accept: 
Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97
a=rtpmap: 97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
4.
SIP re-INVITE request (intermediate IM CN subsystem entities to UE-1)

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to the controller UE according to standard IMS procedure.
5.
SIP 200 (OK) response (UE-1 to intermediate IM CN subsystem entities) - see example in table A.14.7-5


UE-1 sends a SIP 200 (OK) response with an SDP answer.
Table A.14.7-5: SIP 200 (OK) response (UE-1 to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.iut-controller
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::eee:fff:aaa:bbb

s=-

c=IN IP6 3333::eee:fff:aaa:bbb

t=0 0

m=audio 0 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
6.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
7-8. SIP ACK (SCC AS  to UE-1 through intermediate IM CN subsystem entities)


The SCC AS sends a SIP ACK request to the controller UE through the intermediate IM CN subsystem entities.
9.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) – see example in table A.14.7-9


The SCC AS sends a SIP 200 (OK) response with an SDP answer indicating Media A is removed to the intermediate IM CN subsystem entities

Table A.14.7-9: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG6bKnas34r4, SIP/2.0/UDP scsf2.visited2.net;branch=3q5qefsdr62233.22, SIP/2.0/UDP pcscf2.visited2.net;branch=3q5qefsdr62245.12, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.iut-controller 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

c=IN IP6 3333::aaa:bbb:ccc:ddd
t=0 0

m=audio 0 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

c=IN IP6 4444::aaa:bbb:ccc:ddd

a=rtpmap:98 MPV/90000

10.
SIP 200 (OK) response (intermediate IM CN subsystem entities to remote UE)
11-12. SIP ACK (remote UE to SCC AS through intermediate IM CN subsystem entities)

The remote UE sends a SIP ACK request to UE-1 through the intermediate IM CN subsystem entities which is terminated by the SCC AS.
* * * Next Change * * * *

Annex C (normative):
Media feature tags defined within the current document

C.1
General

This subclause describes the media feature tag definitions that are applicable for the 3GPP IM CN Subsystem for the realisation of the IUT transfer controller functions.

* * * Next Change * * * *

C.3
Definition of media feature tag g.3gpp.iut-controller
Media feature-tag name: g.3gpp.iut-controller
ASN.1 Identifier: 1.3.6.1.8.2.x

Editor's note:
The ASN.1 Identifier will need to be updated once the IANA registration is completed.

Summary of the media feature indicated by this tag: This media feature-tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports the IUT Controller functionality.This media feature tag does not imply that the controller UE capabilities are handled in the same protocol manner.  

Values appropriate for use with this feature-tag: none
The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: This feature-tag is most useful in a communications application, for describing the capabilities of a device, such as a phone or PDA.

Examples of typical use: Indicating that a mobile phone supports the IUT controller capability
Related standards or documents: 3GPP TS 24.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 3"

Security Considerations: Security considerations for this media feature-tag are discussed in subclause 12.1 of IETF RFC 3840 [34].
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