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1. Requirements on avoiding double gating MO CSFB request

In order to avoid “double gating MO CSFB request”, C1-110061 (Avoiding the problem of barring duplication for MO CSFB) proposed the following network requirements:  

If the MME received EXTENDED SERVICE REQUEST, then it checks whether the UE is capable of “ACB for CSFB”, if it is, then the MME should not reject the service request with #39.

However, this requirement is not completely correct, e.g., when the EUTRAN is either Rel8/9 (i.e., unable of ACB for CSFB) or Rel10 EUTRAN which currently is not applying access control for CSFB. In these cases, “Double gating MO CSFB” will obviously never occur and hence the MME could still reject the MO CSFB request sent by all UEs with #39 if the network wants to suppress the MO CSFB. In other words, MME should not reject only the MO CSFB request sent by the “ACB for CSFB” incapable UEs.
Additionally, 3GPP TS22.011 requires that the Access control for CSFB shall be applied for idle mode UE only. This means that double gating MO CSFB request will never occur for the UE in EMM-CONNECTED mode. Consequently, the MME could reject the MO CSFB request sent by the UE in EMM-CONNECTED mode with #39 even if  the UE is capable of “ACB for CSFB”.

Therefore, the requirement needs to be modified as follows:

Requirement for avoiding double gating MO CSFB request: If the MME received EXTENDED SERVICE REQUEST, and if the EXTENDED SERVICE REQUEST is sent by a “ACB for CSFB” capable UE in EMM-IDLE mode over the E-UTRAN currently applying access control for CSFB, the MME shall not reject the service request with #39.
This implies that the MME needs to know:


a) whether the UE is capable of “ACB for CSFB”;


b) whether the UE was in EMM-IDLE mode; 


c) whether the E-UTRAN from which the MME receives the EXTENDED SERVICE REQUEST message is 
curently applying access control for CSFB.

The following sections only deal with bullet a), i.e., how MME obtains the UE ACB for CSFB capability information.

2. How MME gets the UE ACB for CSFB capability information?

Proposal 1: The UE ACB for CSFB capability information is uploaded to the MME during the initial NAS procedures (i.e., Attach and TAU), and MME stores this information.

Proposal 2: The UE includes the UE ACB for CSFB capability information in the EXTENDED SERVICE REQUEST message, but MME does not store this information.
Problem wth this proposal 1: Because only Rel-10 onwards UE is ACB for CSFB capable, the MME does not have any stored information for pre-rel-10 UEs. When receiving an EXTENDED SERVICE REQUEST message, the MME does not know whether the UE is pre-rel-10 UE or not. Thus, it needs always to dig into the data base to find this piece of ACB for CSFB capability information and it will never find anything for the pre-rel-10 UE because the information does not exist.

3. How to convey ACB for CSFB capability information, if Proposal 1 is choosen?

UE’s ACB for CSFB capababilty information means that a UE is able to undertand and act to the ACB for CSFB information broadcast by E-UTRAN accordingly, thus the UE ACB for CSFB capability is a pure radio-related capability and not a core network related capability at all. 

3GPP TS23.401 indicates that the UE Network Capability IE and the MS Network Capability IE contains non radio-related capabilities as quoted below.
5.11.3
UE Core Network Capability

The UE Core Network Capability is split into the UE Network Capability IE (mostly for E-UTRAN access related core network parameters) and the MS Network Capability IE (mostly for UTRAN/GERAN access related core network parameters) and contains non radio-related capabilities.

Using the “UE network capability IE” to convey the UE ACB for CSFB capability information is not in line with stage 2 requirements. 

Additionally, 3GPP TS36.331 indicates that the UE access stratum release information is provided in the UE EUTRA capability information (AccessStratumRelease) which is uploaded from E-UTRAN to the MME during the attach procedure and the "first TAU following GERAN/UTRAN Attach". This information can be used by the MME to determine whether or not the UE is ACB for CSFB capable. 
Consequently, if Proposal 1 of section 2 is choosen, the MME can deduce from the UE EUTRA capability information whether or not the UE is ACB for CSFB capable.
4. Conclusion

The modified requirements in section 1 need to be considered for the CRs.

If CT1 decides that the MME uses the stored information to perform “avoiding double gating MO CSFB request” (ie Proposal 1 in section 1), no need to add the UE ACB for CSFB capability information in the NAS messages. Otherwise, Proposal 2 in section 2 can be used.
