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* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] apply.
Inter-System Mobility Policy: In this specification, Inter-System Mobility Policy (ISMP) is the ANDSF MO Policy interior node without ISRP interior node.
Inter-System Routing Policy: In this specification, Inter-System Routing Policy (ISRP) is the ANDSF MO Policy interior node with ISRP interior node present.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.402 [4] apply:
IFOM capable UE

MAPCON capable UE

Non-seamless WLAN offload capable UE

* * * Next Change * * * *

4
ANDSF MO

The ANDSF MO is used to manage intersystem mobility policy- as well as access network discovery information stored in a UE supporting provisioning of such information from an ANDSF.

The ANDSF may initiate the provision of information from the ANDSF to the UE as specified in 3GPP TS 24.302 [3AA].

The UE may initiate the provision of information from the ANDSF, using a client initiated session alert message of code "Generic Alert". The "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision".

The intersystem mobility policy information consists of a set of one or more intersystem mobility policy rules. At any point in time there shall be at most one rule applied, that rule is referred to as the 'active' rule. There may hence be zero or one 'active' rule.

The rules have a number of conditions (e.g. current access technology and location) where one or more may be present and set to a value. The rules also have a number of results (e.g. preferred access technology and restricted access technology) to be used whenever a rule is 'active'. If there are no results for the 'active' rule, it is implementation dependent how UE performs network selection. Irrespective of whether any rule is 'active' or not, the UE shall periodically re-evaluate ANDSF policies. When ANDSF policy selection rules identify an available network, the highest priority valid rule becomes 'active' rule and network re-selection is performed.
While the rule remains 'active', UE shall keep considering higher priority networks, than currently selected, in the prioritized network list of the rule. In addition to conditions and results there is a rule-priority that shall be set for each rule in order for the UE to determine which rule, out of potentially several valid rules, it should consider as 'active'. The trigger for (re-)evaluating rules is that the 'active' rule becomes invalid (conditions no longer fulfilled), or some other manufacturer specific trigger.
The relation between Policy and DiscoveryInformation is that Policies prioritize the access network, while DiscoveryInformation provide further information for the UE to access the access network defined in the policy.

The validity of the policy takes into account ValidityArea, Roaming, PLMN and TimeOfDay, which must all match in order to make the Policy valid.

The MO has a node indicating the position of the UE. The trigger for updating the value of this node is that the location information it contains is no longer valid (i.e. the UE has changed its position) or some other manufacturer specific trigger. The update of the information contained in this node doesn’t necessarily imply any interaction with the ANDSF server.

The MO defines validity areas, position of the UE and availability of access networks in terms of geographical coordinates. The way such coordinates are retrieved is implementation dependant (e.g. GPS receiver).

The UE is not required to switch on all UE's supported radios for deducing its location for ANDSF purposes or for evaluating the validity area condition of a policy or a discovery information.

The Management Object Identifier is: urn:oma:mo:ext-3gpp-andsf:1.0.

The OMA DM Access Control List (ACL) property mechanism as standardized (see Enabler Release Definition OMA-ERELD-DM-V1_2 [5]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the ANDSF MO.

The following nodes and leaf objects are possible under the ANDSF node as described in figure 4.1 and figure 4.2:
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Figure 4.1: The ANDSF MO
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Figure 4.2: Continuation of the ANDSF MO

* * * Next Change * * * *

5.7
<X>/Policy/<X>/PrioritizedAccess

The PrioritizedAccess node indicates the preferred access for one particular rule. If ISRP interior node is present in the particular rule, the RoutingRule node of ISRP node defines the prioritized order of access technologies in which the UE considers information in PrioritizedAccess node. For example, if the RoutingRule node of ISRP node prioritizes WLAN as access technology, the UE will consider the PrioritizedAccess nodes with AccessTechnology set to WLAN first.
-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
* * * Next Change * * * *

5.48A
<X>/Policy/<X>/ISRP
The ISRP node acts as a placeholder for policies for intersystem routing policies. ISRP node shall only be considered by IFOM, MAPCON or Non-seamless WLAN offload capable UEs.
-
Occurrence: ZeroOrOne
-
Format: node
-
Access Types: Get, Replace
-
Values: N/A
5.48B
<X>/Policy/<X>/ISRP/ForFlowBased
The ForFlowBased node represents Intersystem routing policy rules indicating data distribution among accesses based on flow description.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
5.48C
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/
This interior node acts as a placeholder for one or more intersystem routing policies indicating data distribution among accesses based on flow description.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
5.48D
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow
The IPFlow node indicates the flow description for a particular Inter-system routing policy rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

Editor’s note:
 the way wildcard capability for each of the leaves describing a flow is FFS.

Editor’s note:
any constraints on the definition of IPFlow (e.g. source IP and destination IP addresses are expected to have the same IP version) is FFS.
5.48E
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/
This interior node acts as a placeholder for one or more flow description.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.48F
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/

AddressType

The AddressType leaf indicates the IP version of the addresses describing the IP flow.
-
Occurrence: ZeroOrOne
-
Format: node

-
Access Types: Get, Replace
-
Values: 'IPv4', 'IPv6'
5.48G
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/

APN
The APN leaf indicates the APN of the IP flow description.

-
Occurrence: ZeroOrOne

-
Format: chr
-
Access Types: Get, Replace
-
Values: <APN>
The APN format is defined in 3GPP TS 23.003 [3].

5.48H
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/
StartDestIPaddress

The StartDestIPaddress leaf indicates the first IP destination address of the IP destination address range of the IP flow description. The destination address refers to the IP address of the correspondent node.
-
Occurrence: ZeroOrOne
-
Format: chr
-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>. 

5.48I
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/
EndDestIPaddress

The EndDestIPaddress leaf indicates the last IP destination address of the IP destination address range of the IP flow description. The destination address refers to the IP address of the correspondent node.
-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>
5.48J
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/ ProtocolType

The ProtocolType leaf indicates the transport protocol in a flow description.
-
Occurrence: ZeroOrOne
-
Format: chr
-
Access Types: Get, Replace
-
Values: 
Editor’s note:
the value range for this leaf is FFS.
5.48K
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/ StartSourcePortNumber

The StartSourcePortNumber leaf indicates the first source port number of the source port numbers range of the IP flow description. The source port refers to the port in the mobile node, i.e. in the UE.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.
5.48L
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/ EndSourcePortNumber

The EndSourcePortNumber leaf indicates the last source port number of the source port numbers range of the IP flow description. The source port refers to the port in the mobile node, i.e. in the UE.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.

5.48M
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/ StartDestPortNumber

The StartDestPortNumber leaf indicates the first destination port number of the destination port numbers range of the IP flow description. The destination port refers to the port in the correspondent node.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.
5.48N
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/ EndDestPortNumber

The EndDestPortNumber leaf indicates the last destination port number of the destination port numbers range of the IP flow description. The destination port refers to the port in the correspondent node.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.
5.48O
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/QoS

The QoS node indicates the QoS parameters in a flow description.

-
Occurrence: ZeroOrOne

-
Format: bin

-
Access Types: Get, Replace

-
Values: 
Editor’s note:
the value range for this leaf is FFS.

5.48P
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/IPFlow/<X>/ NonSeamlessOffload

The NonSeamlessOffload leaf indicates non-seamless WLAN offload routing rule for a particular intersystem routing policy rule.
-
Occurrence: ZeroOrOne

-
Format: bool

-
Access Types: Get, Replace
-
Values: 0, 1

0
Indicates that non-seamless WLAN offload is not applied for traffic matching a particular intersystem routing policy rule.

1
Indicates that non-seamless WLAN offload is applied for traffic matching a particular intersystem routing policy rule.

5.48Q
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/RoutingRule
The RoutingRule node indicates the preferred access technology for an Intersystem routing policy rule. The specific preferred access network is selected from <X>/Policy/<X>/PrioritizedAccess list based on access technology prioritization defined in RoutinRule node.
-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.48Q
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/RoutingRule/<X>
This interior node acts as a placeholder for one or more routing rules.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.48R
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/RoutingRule/<X>/
AccessTechnology

The AccessTechnology leaf indicates a prioritized access technology.

-
Occurrence: One

-
Format: int
-
Access Types: Get, Replace
-
Values: <Access technology>

Possible values for the Access technology are specified in table 5.9.1.

5.48S
<X>/Policy/<X>/ISRP/ForFlowBased/<X>/RoutingRule/<X>/
AccessNetworkPriority

The AccessNetworkPriority leaf represents an access technology priority.

-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace
-
Values: <Access network priority>
Possible values for the Access technology are specified in table 5.11.1.
5.48T
<X>/Policy/<X>/ISRP/ForServiceBased
The ForServiceBased node represents Intersystem routing policy rules indicating data distribution among accesses based on APN.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
5.48U
<X>/Policy/<X>/ISRP/ForServiceBased/<X>/
This interior node acts as a placeholder for one or more intersystem routing policies indicating data distribution among accesses based on APN.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.48V
<X>/Policy/<X>/ISRP/ForServiceBased/<X>/APN

The APN leaf indicates the APN for intersystem routing policy.
-
Occurrence: ZeroOrOne

-
Format: chr
-
Access Types: Get, Replace
-
Values: <APN>
The APN format is defined in 3GPP TS 23.003 [3].
5.48W
<X>/Policy/<X>/ISRP/ForServiceBased/<X>/RoutingRule
The RoutingRule node indicates the preferred access technology for an Intersystem routing policy rule. The specific preferred access network is selected from <X>/Policy/<X>/PrioritizedAccess list based on access technology prioritization defined in RoutinRule node.
-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.48X
<X>/Policy/<X>/ISRP/ForServiceBased/<X>/ RoutingRule/<X>

This interior node acts as a placeholder for one or more routing rules.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.48Y
<X>/Policy/<X>/ISRP/ ForServiceBased/<X>/ RoutingRule/<X>/AccessTechnology

The AccessTechnology leaf indicates a prioritized access technology.

-
Occurrence: One

-
Format: int
-
Access Types: Get, Replace
-
Values: <Access technology>

Possible values for the Access technology are specified in table 5.9.1.

5.48Z
<X>/Policy/<X>/ISRP/ ForServiceBased/<X>/ RoutingRule/<X>/AccessNetworkPriority

The AccessNetworkPriority leaf represents an access technology priority.

-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace
-
Values: <Access network priority>
Possible values for the Access technology are specified in table 5.11.1.
* * * Next Change * * * *











































































































































































































































* * * End of Changes * * * *

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1348568308.vsd
ISRP?


StartSourcePortNumber?


QoS?


ProtocolType?


<X> +


IPFlow


<X> +


RoutingRule


<X> +


RoutingCriteria?


<X> +


ValidityArea?


ForFlowBased?


ForServiceBased?


APN


RoutingRule


<X> +


RoutingCriteria?


<X> +


ValidityArea?


StartDestPortNumber?


APN?


Roaming?


PLMN


RulePriority


<X> +


UpdatePolicy?


<X> +


AccessTechnology


AccessId ?


AccessNetworkPriority


SecondaryAccessId ?


AccessTechnology


AccessId ?


AccessNetworkPriority


SecondaryAccessId ?


AddressType ?


StartSourceIPaddress ?


EndSourceIPaddress ?


StartDestIPaddress?


EndDestIPaddress?


EndSourcePortNumber?


EndDestPortNumber?


PLMN


TAC ?


LAC ?


GERAN_CI ?


<X> +


Circular ?


<X> +


TimeStart ?


AnchorLatitude


3GPP_Location ?


Geo_Location ?


AnchorLongitude


3GPP2_Location ?


1x ?


<X> +


WiMAX_Location ?


WLAN_Location ?


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Sector_ID


<X> +


NAP-ID


BS-ID


<X> +


SSID ?


BSSID


Radius


TimeOfDay ?


<X> +


Netmask


UTRAN_CI ?


EUTRA_CI ?


PLMN


LAC ?


GERAN_CI ?


<X> +


HESSID ?


3GPP_Location ?


Geo_Location ?


3GPP2_Location ?


1x ?


<X> +


WiMAX_Location ?


WLAN_Location ?


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Sector_ID


<X> +


NAP-ID


BS-ID


<X> +


SSID ?


BSSID


Netmask


UTRAN_CI ?


EUTRA_CI ?


HESSID ?


Circular ?


<X> +


AnchorLatitude


AnchorLongitude


Radius


TimeStart ?


TimeStop ?


DateStart ?


DateStop ?


TimeOfDay ?


<X> +


TimeStop ?


DateStart ?


DateStop ?


TAC ?



_1356535367.vsd
<X>


Name ?


RulePriority


DiscoveryInformation ?


Ext ?


Policy ?


AccessNetworkType


AccessNetworkInformationRef ?


<X> +


TimeStart ?


Roaming ?


UpdatePolicy ?


ValidityArea ?


PLMN


TAC ?


LAC ?


GERAN_CI ?


<X> +


UE_Location ?


TimeStop ?


DateStart ?


<X> +


AccessTechnology


<X> +


AccessId ?


AccessNetworkPriority


3GPP_Location ?


PrioritizedAccess


Geo_Location ?


TimeOfDay ?


<X> +


DateStop ?


<X> +


AccessNetworkArea


3GPP2_Location ?


1x ?


<X> +


WiMAX_Location ?


WLAN_Location ?


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Sector_ID


<X> +


NAP-ID


BS-ID


<X> +


SSID ?


BSSID


3GPP_Location ?


Geo_Location ?


3GPP2_Location ?


WiMAX_Location ?


WLAN_Location ?


3GPP_Location ?


Geo_Location ?


3GPP2_Location ?


WiMAX_Location ?


WLAN_Location ?


SSID ?


BSSID


<X> +


NAP-ID


BS-ID


1x ?


<X> +


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Sector_ID


PLMN


TAC ?


LAC ?


<X> +


<X> +


SSID ?


BSSID


<X> +


NAP-ID


BS-ID


PLMN


TAC ?


LAC ?


GERAN_CI ?


<X> +


1x ?


<X> +


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Netmask


Sector_ID


Netmask


Netmask


Circular ?


<X> +


AnchorLatitude


AnchorLongitude


Radius


Circular ?


<X> +


AnchorLatitude


AnchorLongitude


Radius


UTRAN_CI ?


EUTRA_CI ?


AnchorLatitude


AnchorLongitude


UTRAN_CI ?


EUTRA_CI ?


GERAN_CI ?


UTRAN_CI ?


EUTRA_CI ?


HESSID ?


HESSID ?


HESSID ?


RPLMN ?


PLMN


SecondaryAccessId ?


ISRP?


See Figure 4.2



_1356769211.vsd
ISRP?


StartSourcePortNumber?


QoS?


APN ?


ProtocolType?


NonSeamlessOffload ?


IPFlow


<X> +


RoutingRule ?


<X> +


APN


RoutingRule ?


<X> +


ForFlowBased?


ForServiceBased?


AccessTechnology


AccessNetworkPriority


StartDestPortNumber?


<X> +


<X> +


AccessTechnology


AccessNetworkPriority


AddressType ?


StartDestIPaddress?


EndDestIPaddress?


EndSourcePortNumber?


EndDestPortNumber?



_1344306520.vsd
<X>


Name ?


RulePriority


DiscoveryInformation ?


Ext ?


Policy ?


AccessNetworkType


AccessNetworkInformationRef ?


<X> +


TimeStart ?


Roaming ?


UpdatePolicy ?


ValidityArea ?


PLMN


TAC ?


LAC ?


GERAN_CI ?


<X> +


UE_Location ?


TimeStop ?


DateStart ?


<X> +


AccessTechnology


<X> +


AccessId ?


AccessNetworkPriority


3GPP_Location ?


PrioritizedAccess


Geo_Location ?


TimeOfDay ?


<X> +


DateStop ?


<X> +


AccessNetworkArea


3GPP2_Location ?


1x ?


<X> +


WiMAX_Location ?


WLAN_Location ?


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Sector_ID


<X> +


NAP-ID


BS-ID


<X> +


SSID ?


BSSID


3GPP_Location ?


Geo_Location ?


3GPP2_Location ?


WiMAX_Location ?


WLAN_Location ?


3GPP_Location ?


Geo_Location ?


3GPP2_Location ?


WiMAX_Location ?


WLAN_Location ?


SSID ?


BSSID


<X> +


NAP-ID


BS-ID


1x ?


<X> +


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Sector_ID


PLMN


TAC ?


LAC ?


<X> +


<X> +


SSID ?


BSSID


<X> +


NAP-ID


BS-ID


PLMN


TAC ?


LAC ?


GERAN_CI ?


<X> +


1x ?


<X> +


HRPD ?


SID


NID ?


Base_ID ?


<X> +


Netmask


Sector_ID


Netmask


Netmask


Circular ?


<X> +


AnchorLatitude


AnchorLongitude


Radius


Circular ?


<X> +


AnchorLatitude


AnchorLongitude


Radius


UTRAN_CI ?


EUTRA_CI ?


AnchorLatitude


AnchorLongitude


UTRAN_CI ?


EUTRA_CI ?


GERAN_CI ?


UTRAN_CI ?


EUTRA_CI ?


HESSID ?


HESSID ?


HESSID ?


RPLMN ?


PLMN


SecondaryAccessId ?


ISRP?


See Figure 4.2



