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********************FIRST CHANGE********************
4.5.2.6.4
Notification procedures of the originating user (Subscription Option)

When Communication Diversion occurs and if served user has the subscription option "Originating user receives notification that his communication has been diverted (forwarded or deflected)." set to true then a 181 (Call Is Being Forwarded) response shall be sent towards the originating user. 

The following header fields shall be included or modified with the specified values: 

a)
The P-Asserted-Identity includes the URI of the diverting user. 

b)
The Privacy header with the value "id" shall be included, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

-
the served used has the subscription option " Served user allows the presentation of his/her URI to originating user in diversion notification." set to false.

c)
The following entries shall be added to the History-Info header field:

1)
If this is the first diversion then the first entry shall be populated with the hi-targeted-to-uri of the served user. The Index is set to index = 1 according to the rules specified in IETF RFC 4244 [3].

2)
On the history entry that represents the served user: 


the privacy header with value "history" shall be escaped within the hi-targeted-to-uri, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

-
the served used has the subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification." set to false. 

If the history is already in the escaped form with the correct privacy value no modification is needed. 


If the history entry representing the served user contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification" set to "not-reveal-as-GRUU", it shall be changed to the public user identity of the diverted-to user.
In all other cases the history entry representing the served user shall not be changed.

3)
A history entry shall be added according to the rules of subclause 4.5.2.6.2.3 item b.2. In addition, for this entry:
1)
if the history entry representing the forwarded to URI contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of forwarded to URI to originating user in diversion notification" set to "not-reveal-as-GRUU", it shall be changed to the public user identity of the diverted-to user.

2)
the privacy header with value "history" shall be escaped within the hi-targeted-to-uri or the hi-targeted-to-uri shall be set to an anonymous value.

Additionally, the AS may initiate an announcement to be included towards the calling user in order to inform about the diversion. Announcements may be played according to procedures as are described in 3GPP TS 24.628 [11].

********************SECOND CHANGE********************
4.5.2.7
Actions at the AS of the diverted-to user 

If the session is diverted, the AS of the diverted-to user shall operate either as an AS acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [2] or an AS providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [2].
NOTE:
For the case when the session is not subject to diversion and CDIV, according the requirements in this document, is the only service being applied by the AS, then the AS only needs to act as a SIP proxy. If additional services are applied, then the AS might need to act as a routeing B2BUA..

The AS shall store the History-Info header of an incoming Request.

If a 180 (Ringing), 181  (Call Is Being Forwarded) or 200 (OK) response does not contain a History Info header field, the AS shall include the stored History-Info header field. If diverted-to user is subscribed to the TIR service, in the Privacy header field of all responses the priv-value of the last entry in the History-Info header field shall be set to "history".

NOTE:
A response including no History-Info header Field is coming from an untrusted entity or the History-Info header field is not included due to the privacy status within the SIP request.

********************THIRD CHANGE********************
4.6.2
Terminating Identification Presentation (TIP)

A P-Asserted-Identity and History-Info header field received in the diverting AS is passed unmodified to the originating entity. 
NOTE:
The originating S-CSCF is responsible for the interpretation of the privacy header field.

4.6.3
Terminating Identification Restriction (TIR)

A P-Asserted-Identity and History-Info header field received in the diverting AS is passed unmodified to the originating entity. The originating CSCF is responsible of the interpretation of the privacy header field.

If the served (diverting) user selects the option that the originating user is notified, but without the diverted-to SIP or TEL URI, then the AS shall for subsequent responses escape a Privacy header field with a priv-value set to history in the hi-entry representing the diverted-to user and add a Privacy header field set to "id".

When the TIR service has been invoked by the diverted-to user, the diverted-to user's address and name shall not be presented in the CDIVN notification body in the NOTIFY request.
********************END OF CHANGES********************
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