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This contribution identifies conceptual problem related to ISRP policies and proposes greatly simplified MO structure that still fulfils all requirements in 23.402 and 24.302.
1. 
Introduction

According to 24.302, a UE capable of IFOM or MAPCON or both, shall use ISRP to route traffic matching the IFOM filter or MAPCON filter (APN) using the preferred access and can also use ISRP to restrict usage of access technologies or access networks for matching traffic. For such traffic, ISRP shall take precedence over Inter-System Mobility Policies (ISMP). This implies that (only) traffic that doesn’t match any of the ISRP filters should be routed according to ISMP. 

2. 
Problems with the current structure of ISRP in ANDSF MO

2.1 
Access networks defined per flow in ISRP
The ANDSF MO approved in C1-104229 defines ISRP and ISMP in separate branches. Both branches have separated routing criteria and routing rules, yet they should be able to work together. Consider for example IPTV traffic, which matches IFOM filter IPFLOW_IPTV. There could be another IPFlow filter IPFLOW_WEB matching web traffic. Let’s say ISRP's rule IPFLOW_IPTV prefers SSID=WLAN_1 while IPFLOW_WEB prefers SSID=WLAN_2. This introduces the first problem: With the current very complex structure, see Figure 3, it seems you have to (or can) bind a specific IFOM or MAPCON traffic flow to one specific access network (e.g. a WLAN network identified with a SSID). However, the UE only connects to one (non-3GPP) access network type at a time (eg one WLAN access) and therefore in this example would have to switch between WLAN accesses with different SSIDs for different flows.

This means that the currently specified structure to place the ISRP rules in parallel with ISMP rules in ANDSF MO is conceptually flawed and not correct, because it may cause contradicting and error prone policies to be configured.
Instead of defining specific access networks per flow, the access network selection rule should be on higher level, i.e. on “device-level” applicable to all flows, not just one. To achieve this, we should combine ISMPs and ISRPs together: ISRPs are only used to select access technology per flow, but the actual access network for that access technology is selected using the generic ISMP policy.
In addition, the complexity of the current ISRP MO is overwhelming. There are plenty of internal list structures down to depth level of 4. This can and should be simplified a lot as shown in the proposal section.
2.2 
Active rule selection with the current ISRP definitions

In the current structure it is rather unclear what ISRP rule for IFOM or MAPCON policy should be followed. The rule priority is given for ISRP policy but routing criteria is defined for individual IFOM or MAPCON flows under separate branches, i.e. the ISRP rule priority and routing criteria are on a different level in the MO structure when compared to ISMP. Should the device look for the highest priority ISRP policy which has at least one matching routing criteria for any flow? Further, if the traffic does not match ISRP, it is not clear which rule the UE should follow; it anyhow cannot eg have one active rule from ISRP and some other active rule from ISMP.
For ISMPs, 3GPP TS 24.312 defines a mechanism how to select the one active rule. No changes for this have been introduced for ISRPs. The current ISRP structure does not support, and even makes it impossible, to apply unambiguously the strictly defined active rule selection mechanisms.
2.3 
Redundant information, ANDSF MO may create up to Megabytes of traffic! 

The current structure to have ISRP in parallel with ISMP requires that any sensible ISRP policy needs to repeat the same routing criteria for all flows in the ISRP Policy. This generates lots of redundant information in the ANDSF MO. ISRP should be introduced in ANDSF-MO as described in the proposal below so that there is no need to repeat identical routing information every here and there.

Note that when some information needs to be updated in ANDSF-MO, ANDSF in practise often provisions the complete ANDSF MO to the UE by using separate add-commands for each node, and UE then sends acknowledgements for each leaf separately. This will generate significant amounts of data both downlink and uplink "just for" ANDSF.

2.4 
APN as IPFlow criteria
The APN should be a criteria for routing flows and therefore the APN leaf node should logically be moved under IPFlow interior node. Indicating an IP range using the StartSourceIPaddress and EndSourceIPaddress for the UE in addition to APN in the IFOM IP flow filter is redundant and may cause contradicting rules. When the UE activates a PDN connection, it indicates a defined APN and this APN then gets associated to a source IP address in the device. It is proposed that the leaf nodes StartSourceIPaddress and EndSourceIPaddress are replaced by the APN leaf node, as illustrated in Figure 2. It is also necessary to add clarification in 24.312 that the remaining leaf nodes StartDestIPaddress and EndDestIPaddress refer to the IP address on the network side and NOT to the UE's IP address. 
2.5 
Non-Seamless WLAN Offload

Non-Seamless WLAN Offload information is missing from the current ANDSF MO definitions. Non-seamless offload can be a valid alternative for IFOM capable devices and therefore the operator should be able to define Non-Seamless WLAN Offload rules for each IFOM flow separately in ANDSF MO. 

3.
Proposed solutions
3.1 
New ANDSF MO structure

The proposed solution to the various problems described above is to utilize ISMP also for ISRP policies. The ISRP becomes a branch for ISMP policy and there is no confusion anymore what access network the UE should choose, since access network selection is not coupled to flow definitions anymore. The UE should use IP flow rules only to select the preferred order of access technology types (WLAN/WiMAX/3GPP/3GPP2) for each IP flow. The specific access network selection should then be carried out based on ISMP policies as defined in the ANDSF MO. For IFOM /MAPCON enabled devices the ISMP prioritized access network list should be considered per access technology type. If for example IFOM /MAPCON ISRP flow rules prefer WLAN access, then the UE should select the highest priority WLAN network in the ISMP preferred access network list available for the UE. In case there are no ISRP rules or there is traffic which doesn’t match any ISRP rule then this traffic shall be sent via the most preferred access network available for the UE according to the active ISMP rule.
According to this proposal the ISRP branch shall be placed within the ISMP as shown in Figure 1 and Figure 2, which should replace the current ANDSF MO figures in 3GPP TS 24.312.
With this new structure, the ISRP "RoutingCriteria" interior node as such is deleted because the information is already covered by ISMP and therefore can and should be removed from the ISRP nodes. The ISMP validity constraints ValidityArea and TimeOfDay, Roaming and PLMN also apply as "routing criteria", but should only be kept under ISMP. 
3.2 
Proposed definitions for "ISMP" and "ISRP" 

The terms ISMP and ISRP should be defined clearly: ISMP means ANDSF/Policy/<X> node without Release10 additions (ISRP node) and ISRP means ANDSF/Policy/<X> with Release10 additions, i.e. if ISRP node is present under ANDSF/Policy/<X> node, then the ANDSF/Policy/<X> node is ISRP. It is enough to define this in e.g. 24.302 and/or 24.312. No changes to 23.402 are required.

3.3 
Optional APN value instead of SourceIPaddresses

The (UE's) StartSourceIPaddress and EndSourceIPaddress in the IFOM filter should be replaced by the optional APN value. UE shall internally convert the APN to Source IP Address, i.e. to Home Address received from HA, when it builds the routing filter for the device and for the HA in case DSMIP is used. 

3.4 
Introducing Non-Seamless WLAN Offload flag 

 A new NonSeamlessOffload flag is proposed to be added under IFOM.

4. 
Proposed new ANDSF MO figures
The new ANDSF MO structure is presented in Figures 1 and 2. Figure 1 contains the whole ANDSF MO with link to ISRP MO and the new, proposed ISRP MO is presented in Figure 2. The currently approved very complex ISRP MO is presented in Figure 3 for comparison only.  
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Figure 1. Proposed ANDSF MO definition.
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Figure 2. Proposed ISRP definition, which is less complex and more consistent than the current ISRP structure shown in Figure 3 below.
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Figure 3. The current too complex ISRP definition in TS 24.312
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