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1. Introduction
TR 24.837 includes an editor's note on alternative 2 for collaborative session establishment upon originating session setup, stating that it is FFS how it is indicated that the included SIP REFER request triggers the establishment of a collaborative session.
Another editor’s note states that it is FFS whether the SIP REFER request included in the SIP INVITE request of step 1 should trigger a 202 (Accepted) response and SIP NOTIFY request to be sent to UE-1.
This P-CR resolves the editor’s notes.

It is proposed to indicate collaborative session establishment by a new Content-Disposition type “collaborative-session”. The included SIPfrag of a SIP REFER request is to be understood as supplementary informationan for the collaborative session. Therefore no 202 (Accepted) response or SIP NOTIFY request is to be triggered.
Further it is proposed to replace the message/sip MIME type in the INVITEs body with a message/sipfrag MIME type in order to reduce the message’s size.

2. Reason for Change
Open editor’s notes. Large message size.
3. Conclusions

n/a
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.837.
* * * First Change * * * *

4.4.4.1.2
Alternative 2 – indicating collaborative session establishment by tunneled SIP REFER request

In the example flow of figure 4.4.4.1.2-1 UE-1 wants to establish a collaborative session without having established an IMS session. UE-1 wants to setup the collaborative session with audio media on UE-1 and with video media on UE-2. The collaborative session is to be controlled by UE-1.
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Figure 4.4.4.1.2-1: Signalling flow for establishment of collaborative session upon originating IMS session setup
NOTE 1:
For clarity, SIP 100 (Trying) responses are not shown in the signalling flow.


1-2.
SIP INVITE request (UE-1 to SCC AS) - see example in table 4.4.4.1.2-1


UE-1 sends a SIP INVITE request to the SCC AS to setup the collaborative session.
Table 4.4.4.1.2-1: SIP INVITE request (UE-1 to SCC AS)

INVITE SIP: user3@example1.net; SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user1@example1.net>; tag=171828

To: <sip:user3@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user1@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.iut-controller
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml; message/sipfrag
Content-Type: multipart/mixed; boundary=boundary42
Content-Length: (…)

--boundary42

Content-Type: application/sdp
v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
--boundary42

Content-Type: message/sipfrag
Content-Disposition: collaborative-session
REFER sip: scc-as@home1.net SIP/2.0








Refer-To: <sip: user2@example2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Dvideo%209%20RTP%2FAVP%2098%2099 b%3DAS%3A75%0D%0Aa%3Drtpmap%3A98%20H263%0D%0Aa%3Dfmtp%3A98%20profile-level-id%3D0%0D%0Aa%3Drtpmap%3A99%20MP4V-ES>






The SIP INVITE request includes SDP and a SIPfrag of a SIP REFER request in its body. The SDP describes the audio media for UE-1. The SIP REFER request refers to UE-2 for establishing the video media stream on UE-2.
The Content-Disposition type "collaborative-session" of the SIPfrag content of the SIP INVITE request indicates to the SCC AS that a collaborative session should be established with media as indicated in the SIP INVITE request's body.
NOTE 2:
The SIP REFER request included in the SIP INVITE request is being created by UE-1 and not duplicated from another SIP REFER request.

NOTE 3:
The Content-Disposition type "collaborative-session" requires registration at IETF.
The port number of the controllee UE, UE-2 for the video media is not known to UE-1. Therefore the port number for the video media stream is set to the discard port number "9".


3-4.
SIP INVITE request (SCC AS to UE-3) - see example in table 4.4.4.1.2-3


The SCC AS forwards the SIP INVITE request to UE-3.

Table 4.4.4.1.2-3: SIP INVITE request (SCC AS to UE-3) 

INVITE sip:user3@example1.net SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 

To: sip:user3@example1.net
From: sip:user1@example1.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: 
Require:

Contact: sip:user1@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 9 RTP/AVP 98 99
c=IN IP4 0.0.0.0
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
The forwarded SIP INVITE request includes the SDP from the received SIP INVITE and the SDP from the SIP REFER request included in the received SIP INVITE body.
5-6.
SIP 183 (Session Progress) response to SIP INVITE request (UE-3 to SCC AS)


The remote UE-3 responds with a SIP 183 (Session Progress) response containing its SDP answer.
7-8.
SIP INVITE request (SCC AS to UE-2) – see example in table 4.4.4.1.2-7


The SCC AS sends the SIP INVITE request indicated in the SIP REFER request received from UE-1 to UE-2 for establishing the video media between UE-2 and remote UE-3.

Table 4.4.4.1.2-7: SIP INVITE request (SCC AS to UE-2) 

INVITE sip:user2@example1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91eg63j SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 

To: sip:user2@example1.net;

From: sip:user3@example1.net;tag=zshfk
Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3@example1.net

Require:

Referred-By: sip: user1@example1.net 

Contact: sip:user3@example1.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd

Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 192.0.2.23

s=-

t=0 0

m=audio 0 RTP/AVP 0 8 3

m=video 4390 RTP/AVP 98 99 

a=sendrecv
c=IN IP4 192.0.2.23

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

9-10.
SIP 183 (Session Progress) response to SIP INVITE request (UE-2 to SCC AS)


UE-2 sends a SIP 183 (Session Progress) response towards the SCC AS containing the SDP answer of UE-2.

11-12.
SIP UPDATE request (SCC AS to UE-3)- see example in table 4.4.4.1.2-11


The SCC AS sends a SIP UPDATE request to UE-3 to update the media on UE-3.

Table 4.4.4.1.2-11: SIP UPDATE request (SCC AS to UE-3)

UPDATE sip:user3@example1.net SIP/2.0

Via:

To: sip:user3@example1.net;tag=zshfk
From: sip:scc-as@home1.net;tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5

s=

t=0 0

c=IN IP4 192.0.2.5

m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
13-14.
SIP 200 (OK) response to SIP UPDATE request (UE-3 to SCC AS)


The remote UE, UE-3 responds with a SIP 200 (OK) response.
15-18.
SIP 200 (OK) response to the initial SIP INVITE request (UE-3 to UE-1)


When the remote UE, UE-3 answers the call, it sends a SIP 200 (OK) response back to UE-1.

19-20.
SIP ACK request (UE-1 to SCC AS)


UE-1 sends a SIP ACK request to the SCC AS to confirm call establishment.
21-22.
SIP 200 (OK) response to SIP INVITE request (UE-2 to SCC AS)


UE-2 responds to the SIP INVITE request received from the SCC AS with a SIP 200 (OK) response. 
23-24.
SIP ACK request (SCC AS to UE-2)


The SCC AS sends a SIP ACK request back to UE-2.

25-26.
SIP ACK request (SCC AS to UE-3)


The SCC AS sends a SIP ACK request to the remote UE, UE-3.
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