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1. Introduction
Doc 4340 has been incorrectly implemented in TR 24.837 erroneously deleting step 19. of subclause 4.5.4.2.1.

Furthermore reference [14] points to an outdated IETF draft.

This P-CR re-introduces step 19. of subclause 4.5.4.2.1 and updates reference [14].
2. Reason for Change
Incomplete text and outdated reference.
3. Conclusions

n/a
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.837.
* * * First Change * * * *
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* * * Second Change * * * *

4.5.2.2.2.2
Alternative 2A - Identifying a new controller UE using SIP INFO
For requesting assignment of a new Controller UE the requesting UE sends a SIP INFO method to the SCC AS.

The SIP INFO method includes in the body an Info Package containing the <controlTransfer> element that contains the <targetController> element from subclause 4.5.2.2.2.1 that identifies the Controller UE that is requested to become a controller of the collaborative session.

To clearly indicate the purpose of the SIP INFO request, the Info Package mechanism is being utilized according to draft-ietf-sipcore-info-events-09 [14]. The purpose is indicated by the Info-Package header field value "collaborativeSessionCcontrol".

NOTE 2:
The Info Package mechanism is currently in draft status at the IETF.
* * * Third Change * * * *

4.5.2.3.2.2
Alternative 1A - Assigning a new controller UE using SIP INFO request
For requesting assignment of a new Controller UE the SCC AS sends a SIP INFO method to the SCC AS.

The SIP INFO method includes in the body an Info Package containing the <controlTransfer> element that contains a <targetController> and a <requestedBy> element as defined in subclause 4.5.2.2.3.1.

To clearly indicate the purpose of the SIP INFO request, the Info Package mechanism is being utilized according to draft-ietf-sipcore-info-events-09 [14]. The purpose is indicated by the Info-Package header field value "collaborativeSessionControl".

NOTE 2:
The Info Package mechanism is currently in draft status at the IETF.
* * * Fourth Change * * * *

4.5.2.5.1.2
Alternative 1A - Informing that another UE has become a controller UE using SIP INFO
For informing that another Controller UE has become a controller of the collaborative session the SCC AS sends a SIP INFO method to the UE that requested the assignment of the new controller UE..

The SIP INFO method includes in the body an Info Package containing the <controlTransfer> element that itself contains an <activeController> element from subclause 4.5.2.4.2.1 that identifies the Controller UE that is the controller of the collaborative session. 
To clearly indicate the purpose of the SIP INFO request, the Info Package mechanism is being utilized according to draft-ietf-sipcore-info-events-09 [14]. The purpose is indicated by the Info-Package header field value "collaborativeSessionControl".

NOTE 2:
The Info Package mechanism is currently in draft status at the IETF.
* * * Fifth Change * * * *

4.5.4.2
Identifying that another UE is requested to become a controller of the collaborative session
4.5.4.2.1
Alternative 1 - controller UE transfer by SIP REFER with method=REFER
The following flow depicts the procedure for control transfer from UE-1 to UE-2 using SIP REFER:
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Figure 4.5.4.2.1-1: Signalling flow for collaborative session controller transfer by SIP REFER
1.
Collaborative session controlled by UE-1

A collaborative session is established between UE-1 and UE-2 and the remote UE with UE-1 acting as the controller UE and UE-2 acting as a controllee UE. Each UE has a media flow with the remote UE.

2-3.
SIP REFER request (UE-1 to SCC AS) - see example in table 4.5.4.1-2
Table 4.5.4.2.1-2: SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net; tag=13579

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:

Refer-To: <sip:interUEtransfer@sccas1.home1.net;method=REFER?Request-URI=%3CinterUEtransfer@sccas1.home1.net%3E%3BTo=%3CinterUEtransfer%40sccas1.home1.net%3E%3BFrom=%3Csip:user1_public2%40home1.net%3Bgr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6%3E%3BRefer-To=%3Csip:user1_public2@home1.net%3Bgr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6%3BContent-Type=multipart%2Fmixed%3Bboundary%3Dboundary42?body=%0D--boundary42%0DContent-Type%3Aapplication%2Fsdp%0Dm%3Daudio%200%20RTP%2FAVP%2097%0Dm%3Dvideo%203002%20RTP%2FAVP%2098%2099%0D%0D--boundary42%0DContent-Type%3Aapplication%2Fvnd.3gpp.iut+xml%0D%3CcontrolTransfer%3E%3CtargetController%3D%3Csip%3Auser1_public2@home1.net%3Bgr%3Durn%3Auuid%3Af81d4fae-7dec-11d0-a765-00a0c91e6bf6%3E%2F%3E%3C %2FControlTansfer%3E%3E%3BTarget-dialog=cb03a0s09a2sdfglkj321576%3Bremote-tag=abcdef%3Blocal-tag=123456>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Accept: application/sdp, message/sipfrag
Content-Length: 0

The SIP REFER request is targeted at the SCC AS. Through the request the SCC AS is requested to issue a SIP REFER request as if it would have been sent from UE-2 (From header field of nested REFER request in Refer-To header field is set to UE-2’s SIP URI) to the SCC AS (Request-URI of nested REFER request is set to SCC AS SIP URI).
4-5.
SIP 202 (ACCEPTED) response to the SIP REFER request (SCC AS to UE-1)
6.
SIP REFER request (SCC AS to SCC AS)


The SCC AS sends the SIP REFER request specified in the Refer-To header of the SIP REFER request received from UE-1 to the SCC AS. 

7.
SIP 202 (Accepted) response (SCC AS to SCC AS)
8-9.
SIP NOTIFY request (SCC AS to UE-1)


The SCC AS generates a SIP NOTIFY request and sends it to UE-1 to inform about the result of the SIP REFER request.

10-11.
SIP 200 (OK) response to the SIP NOTIFY request (UE-1 to SCC AS)

12.
SIP NOTIFY request (SCC AS to SCC AS)


The SCC AS informs the SCC AS that the action triggered by the SIP REFER request was successfully completed.

13.
SIP 200 (OK) response to SIP NOTIFY request (SCC AS to SCC AS)

The SCC AS confirms the SIP NOTIFY request by sending a SIP 200 (OK) response to the SIP NOTIFY request. 

NOTE:
In an actual implementation the SCC AS might not actually send the messages of steps 6, 7, 12 and 13 to itself but just behave as if it had sent and received the messages.

14.
SIP re-INVITE request (SCC AS to UE-2) - see example in table 4.5.4.2.1-14

The SCC AS sends a SIP re-INVITE request towards the controllee UE (UE-2). The re-INVITE request contains an XML body indicating to UE-2 that UE-2 is requested to assume the controller role by including the <controlTransfer> XML element with the GRUU of UE-2 in the <activeController> element.
Table 4.5.4.2.1-14: SIP re-INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Route:
To: sip:user1_public2@home1.net;123456
From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

Max-Forwards:

Required:
Referred-By: sip:user1_public2@home1.net
Contact: sip:scc-as@home1.net; tag = 12486
Allow:

Accept: application/vnd.3gpp.iut+xml
Content-Length: …

Content-Type: multipart/mixed; boundary=boundary42
--boundary42

Content-Type: application/sdp
m=audio 0 RTP/AVP 97
m=video 3002 RTP/AVP 98 99
--boundary42

Content-Type: application/vnd.3gpp.iut+xml

<controlTransfer> 


<targetController=<sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>/> 

</ControlTansfer>
15.
SIP UPDATE request (SCC AS to UE-3)


The SCC AS sends a SIP UPDATE request to UE-3 with the SDP answers of UE-1 and UE-2.
16.
SIP 200 (OK) response to SIP UPDATE request (UE-3 to SCC AS)

17.
SIP 200 (OK) response (UE-2 to SCC AS) - see example in table 4.5.4.2.1-17

UE-2 accepts the transfer of control and indicates this by including an XML body element in the SIP 200 (OK) response it sends to the SCC AS containing the <controlTransfer> XML element with the GRUU of UE-2 in the <activeController> element.
Table 4.5.4.2.1-17: SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net;abcdef
From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Length: …
Content-Type: multipart/mixed; boundary=boundary42
--boundary42

Content-Type: application/sdp
m=audio 0 RTP/AVP 97
m=video 3002 RTP/AVP 98 99
--boundary42

Content-Type: application/vnd.3gpp.iut+xml

<controlTransfer> 


<activeController=<sip: user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>/> 

</ControlTansfer>
18.
SIP ACK request (SCC-AS to UE-2)

19.
Collaborative session controlled by UE-2
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