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1. Introduction
This discussion paper descibes a method to continue the PS emergency session when the SIM contact to the device is lost during the PS emergency session.
2. Reason for Change
 According to the current behavior as per section 4.7.4 of TS 24.008 and section 5.5.2.2.1 of  TS 24.301, when a SIM is removed, a MS will deactivate  the PDP context(s)/EPS context(s) including the emergency PDD context/EPS context and initiates the detach procedure. 
If the MS has ongoing PS emegency session and the SIM contact is lost with the MS (e.g. user dropped the device), the ongoing PS emergency session will be released. The user needs to initiates another emergency PS session to get the emergency call.Making another call may be delayed as device will perform the PLMN selection, attach procedure, and then emergency bearer activation procedure. The emergency session may get delayed when the selected network doesn’t support the IMS emergency call and then the MS needs to try to another network to get the emergency services.
3. Proposal
 To solve the issue described in section following solution is proposed.
Step 1. 
When the SIM contact is lost and the MS has emergency PDP/EPS context, the MS informs the network about the SIM contact loss by sending GMM Messsage indicating SIM contact is lost.  

 To achieve this step the MS may send GMM STATUS or EMM STATUS message with cause SIM Contact lost(new cause value) or send deach message with new detach type SIM Contact lost.

Step 2. 
The MS deactivates normal PDP context(s)/EPS context(s) locally, if any,keeps the emergency PDP/EPS context(s) active and consider itself attached for emergency bearer services. 
The network on receiving a GMM message indicating SIM contact lost, deactivates normal EPS context(s)/PDP context(s) locally,if any, keeps the emergencty PDP context(s)/EPS context(s) active and consider the device attached for emergency bearer service.
4. Conclusion
It is proposed to conside the solution  described in section 3 to solve the issue. The solution is very simple and follows the solution that has been agreed to solve other abnormal cases e.g. when the UE is handover to the restriceted Location Area or non-member CSG cell or Authentication fails.
