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Introduction

In CT1#67, C1-103826 and C1-103827 proposed that should there be a handover during an IMS call and the target cell happened to have service restriction for that subscriber or the target cell has "IMS VoPS" indicator set to 'not supported', that necessary NAS actions be deferred in favour of keeping the ongoing IMS call if the resources for that IMS call are maintained after the handover.
In CT1#67, these CRs were postponed while a LS to SA2 seeking clarification was proposed in C1-104256. The  LS was withdrawn and the CRs kept postponed to allow CT1 more time for analysis of the concern. This paper aims to provide more details to progress the matter.

1.
Background
1.1
Regional or localised service restrictions
From 23.122, we can clearly see that even for a mobile that is successfully registered to a PLMN, there can be areas in that PLMN that the mobile is not allowed to be in. And if the mobile gets into those areas the mobile will get restricted service. This kind of service restriction may be because of regional provision of service or may be because of local subscription to LA or TA is restricted. In 23.122 there is clear classification of such service restrictions under "forbidden LAs for roaming", "forbidden TAs for roaming", "forbidden LAs for regional provision of service", "forbidden TAs for regional provision of service", "forbidden PLMNs for GPRS service". Furthermore these forbidden service areas match up with reject cause #13 and #15 (for forbidden LA or TA for roaming), reject cause #12 (for forbidden LA or TA for regional provision of service) and reject cause #14 (for forbidden PLMNs for GPRS service).
Throughout this discussion paper, when we talk of "service restrictions" or mention "mobile whose service is restricted" we are referring to those regional or local LA/TA service restrictions as described in 23.122.

1.2
24.008 and encountering service restriction during CS call
In present UTRAN/GERAN when a user is active in a CS call, due to user mobility, handovers can take place. When such a handover occurs, the mobile's GMM protocol machine is still active and will do the necessary GMM procedures should the handover puts the mobile in a new RA/LA. However because the CS call is ongoing the MM state machine is effectively suspended and no LAU is done during a CS call even if there is a LA change – in fact the MM will not know that LA has changed because MM is effectively suspended.
When handover is needed to maintain the CS call, handover target selection, handover resource allocation and then finally handover execution occurs. If the target cell that has been selected is one where the user has by subscription a service restriction, it does happen that the CS call is still handed over but when the GMM RAU takes place the resultant RAU is met with RAU reject with reject cause #12, #13, #14# 15. The reject cause is naturally dependent on the service restriction encountered, e.g. #12 for LA not allowed; #13 for roaming not allowed in this LA; #14 GPRS service not allowed in this PLMN, etc.
When the GMM encounters such reject cause, NAS actions required are dependent on the reject cause and for certain reject causes the mobile is required to change RAT (i.e. #14) or change LA/RA (i.e. #13) or not provide service until out of the LA (i.e. #12). However, these necessary NAS actions are deferred if a CS call is ongoing. This has been the case since Rel-5. 
(Please see for example, 24.008, subclause 4.7.5.1.4, on deferring NAS actions on receiving reject cause #12, #13, #14 and #15 when an RR connection exist.)
2.
Discussion and analysis
2.1
"IMS VoPS" indication and handovers
"IMS VoPS" indicator was introduced in Rel-8.

"IMS VoPS" indicator was introduced to allow the mobile to determine the domain to originate (and terminate) a call. Also "IMS VoPS" indicator is an indication (along with considering other settings such as UE usage setting and UE voice domain preference) of a PLMN's preference for initiating calls in IMS domain and does not necessarily mean that in that RA/TA that there are no possible resources to support an IMS call. 

So when a mobile starts a IMS call in a TA/RA where "IMS VoPS" indicates 'supported' that mobile could have moved during the call and if a handover is needed, the understanding is that the target cell selection process does not necessarily consider if the "IMS VoPS of the target cell is also indicating 'supported'.
The understanding is that "IMS VoPS" is not considered once the call is ongoing, i.e. it is not a criteria in handover target selection. One arrives at this understanding too if one checks 23.401 where for instance in subclause 4.3.5.8 it is written "A UE with "IMS voice over PS" voice capability should take this indication into account when establishing voice over PS sessions (as specified in TS 23.221 [27]) as well as when determining whether to deactivate the special handling of ISR locally (as detailed in clause 4.3.5.6)." 
Also in 23.221, subclause 7.2a one sees the text "If the UE is configured for Voice over IMS, the service domain selection functionality should take the "IMS voice over PS session supported indication" into account and should only initiate IMS voice calls (with the voice bearer in the PS domain) using the RAT where the "IMS voice over PS session supported indication" applies and indicates support."

Another reason for reaching this understanding is that the "IMS VoPS" indicator is not included as information in the Handover Restriction List, see next section on discussion on Handover Restriction List.
It should be noted that in this handover situation, if the UE performs a TAU after the handover (eg. because the new TAI is not in its TAI list), the TAU will run successfully. However, after the TAU ends and UE discovers that IMS VoPS is not supported, what is currently in 24.301 will lead the UE to drop the IMS call even if the resources are available to maintain the IMS call. See 24.301, subclause 5.5.3.3.4.2 and 4.3.1.
2.2
The Handover Restriction List (from Rel-8 but optional and only over S1-interface)

The handover restriction list was introduced to 36.413 (S1 interface) since Rel-8.
In the Annex, extract 1 gives a view what the handover restriction list may contain, which are:-

· Forbidden TACs; 
· Forbidden LACs;

· Forbidden Inter-RATs

From the extracts in the Annex, it is seen that "IMS VoPS" indicator is not in the handover restriction list.
The handover restriction list is a per mobile list and if provided to the (source or target) eNB, it is used to in handover target cell selection process – see extract 2, 3 and 4 in Annex. 
Although specified in TS 36.413 (the S1 interface), provision of handover restriction list by CN is not mandated. In fact up to Rel-8 2008-12, 36.412 v8.4.0, even if provided to the eNB, the use of it by the eNB is only a "should". Since 2009-03, the use of this handover restriction list by the eNB within the target cell selection process is a "shall" but it is still conditional on CN providing that handover restriction list  (ie. it is not mandated that the MME shall have to provide the handover restriction list) and there are even conditions in place which precedes the use of this handover restriction list  , e.g. see extract 4 where it is written that This information shall however not be considered whenever one of the handed over E-RABs has some particular ARP values as given in TS 23.401, (see for example 23.401, subclause 4.3.12.3 where for instance a mobile with emergency bearer services has the ARP of that session set to a value that translate to handover restriction list is to be passed when deciding handover candidate cells).
Note:
In our current understanding, the ARP value and what that translate to in terms of applicability to handover decision making, is a operator matter.
i.e  what value of ARP translate to session being of sufficient importance that handover restriction list does not apply is an operator decision and is nowhere specified.
But the handover restriction list, if properly and fully populated and if provided to the eNB and if the eNB is Rel-9 or above (or at least later than 2008-12 Rel-8), then the target cell selection should ensure that the handover of the IMS call will not be to a cell that is service restricted for that the mobile either because of forbidden TA or LA or forbidden RAT.

Note:
Over the Iu interface whilst there is no handover restriction list, there is the shared network area (SNA) access information IE . The SNA access information IE can be made to work in the same way as handover restriction list as it provides allowed/restricted information of LAs that can be used by the target RNC as part of handover resource allocation process.
However, the (SNA) access information IE is also optional and elements within that IE is also optional. But if provided, the (target) RNC must use the information within the (SNA) access information IE. See 25.413 or extract 6.
2.3
Use of SRVCC and interactions with Handover Restriction List

SRVCC has been introduced in Rel-8 but use of SRVCC and even support of SRVCC in both the UE and the NW are optional. SRVCC can only be used when both the UE and the NW supports it and that is indicated in the "SRVCC operation possible" indication being set 'true'. see extract 2 and 36.413. Then if the source RNC/eNB decides that SRVCC could be a possible candidate handover method, the source RNC/eNB sets the "SRVCC HO Indication", which only indicates that that E-RAB may be subject to handover via SRVCC means, see extract 5. However, the criterion the handover evaluation process uses to decide on a SRVCC handover is – in our understanding – not specified.
Furthermore, the interactions and dependency of using SRVCC together with the contents of (and thus the checks against) handover restriction list are not specified. That is the case for both the handover evaluation process of the source RNC/eNB and the handover resource allocation process of the target RNC/eNB.
In our understanding, there is no process linkage between SRVCC and the handover restriction list and thus using SRVCC does not guarantee that at the end of handover the UE is not in a RA/LA/TA with service restrictions. There is also – in our understanding - no specified way to trigger of SRVCC should the handover evaluation process discovers that target candidate cells have regional or local service restrictions for the UE.
2.4
Service restricted LAs/TAs and NAS (EMM and GMM) actions
It should be clear now from 24.301 and 24.008 that when the mobile does a RAU or TAU and gets reject cause #12, #13, #14 #15 that the NAS has to take actions which can result in forcing the mobile to reselect to other LA/RA/TA or change RAT. It should also be clear now that such NAS actions are in 24.008 deferred if the mobile is in a CS call, typified by when the MS has a RR connection.
But if the mobile gets reject cause #12, #13, #14 or #15 when the mobile is in an IMS call or in some other PS session, current 24.008 and 24.301 does not require NAS to defer any actions. Currently the NAS will trigger the necessary actions immediately. And if there is an ongoing IMS call or other PS session, that IMS call or PS session will be dropped. 
3.
IMS voice call, PS sessions and services
Throughout this discussion paper and in C1-103826 and C1-103827 we have been focusing on the case of ongoing IMS voice call. For avoidance of doubt it must be stated that this scenario is not just for IMS call but for any ongoing PS session and service.

However we believe voice service is a class apart and it is most certainly the ordinary user's favourite service and is more important than if the ongoing PS session is for example background or non-real-time or PS domain SMS. For background service, a drop can easily be recovered by next TCP/IP session exchange and for SMS, SMS services has its own recovery means. Perhaps along with a voice service, realtime multimedia applications could also be considered as useful to maintain if possible.
4.
Summarising
About the handover restriction list one could summarise that :-

· The provision of the handover restriction list  by the CN to the eNB is optional. 

· Even if a CN provides the handover restriction list , the contents are optional, so some bits can be missed out.

· If provided to the eNB, Rel-9 eNBs and Rel-8 eNBs after 2008-12, must apply the contents of the handover restriction list  to the target cell selection process (in source eNB or target eNB or both). 

· The handover restriction list does not contain information about the "IMS VoPS" support of (target) cells/LAs/RAs/TAs.

· If properly populated the handover restriction list information should allow the target cell selection process to not choose a target cell which will return reject cause #12, #13, #14 or #15 when the mobile does the subsequent RAU or TAU.

· The handover restriction list is not available over the Iu-interface, i.e.  the handover restriction list is not in 25.413, but instead the (SNA) access information IE is (optionally) available.
About using SRVCC means to counter against handing a UE to a regional or local service restricted area, one can summarise that:-

· support of SRVCC by the UE or by the NW or both is totally optional
· even when both UE and NW supports SRVCC, the choice of the source eNB can only be to suggest that SRVCC may be used.

· there is no specified criterion of use of SRVCC in the handover evaluation processes and the handover resource allocation processes.

· There is no specified linkage of SRVCC usage interacting with handover restriction list.
From the above, it could also be said that unless all network nodes implement, use and correctly populates the handover restriction list  it can happen that a mobile in an IMS call is handed over to a target cell which when the mobile subsequent does a RAU or TAU gets reject cause #12, #13, #14 or #15. The likelihood of this increases if the NW is a pre 2009-03 Rel-8 NW. Further even for Rel-9 or later NW, support and provision of the handover restriction list is optional.

So from the above one could also say that a mobile in starting an IMS call in one cell could be handed over to another cell where "IMS VoPS" indicators indicates 'not supported'.
Thus when such handover scenario occurs, by the current specification, an ongoing IMS session will get dropped. Whilst we consider that loss of background service or non-realtime service not nice it is defensible. However, we would suggest that dropping of the IMS voice call or realtime multimedia sessions something that should be avoided.
5.
Conclusions and proposals
For handovers into a service restricted area when an IMS call is ongoing, we conclude that 
· if the optional handover restriction list (over S1) and  the optional (SNA) access information IE (over Iu) is available; and

· if the contents of the handover restriction list and (SNA) access information IE are fully and properly populated; and

· if the E-UTRAN access is later than Rel-8; and

· the deployed eNB and RNC have the required implementation

then and only then is it unlikely that an IMS call will get handed over to a (target) cell which the UE then (on doing registration update finds its in a service restricted area.

We propose that 

· CT1, if convinced of the need to address this issue, consider the changes proposed in C1-104521 and C1-104522; or

· if CT1 can conclude if this issue needs addressing, to send a LS to SA2 to seek guidance as to whether the likelihood of handing an IMS call over to an area where service restrictions exists is sufficiently high that CT1 should consider CRs to keep the IMS call is resources are still available after the handover.
The likelihood would depend on whether

-
there is guarantee of consistent network deployment of release of specification across network nodes, 
-
eNB and RNC deployments which can be implementation specific have sufficiently implemented the necessary requirements, 
-
guarantee the population of the handover restriction list and (SNA) access information IE) are full and complete.
For handovers into a (target) area where the IMS VoPS indicator indicates "not supported" when an IMS call is ongoing, we conclude that this can happen and when it does happen, what is specified in 24.301 will lead to local release of the IMS call can.
We propose that if the resources are available after the handover of an IMS call to a cell where "IMS VoPS" indicator is 'not supported, that IMS call is allowed to continue. We propose that the changes suggested in C1-104521 for 24.301, subclause 5.5.3.3.4.2 be discussed as solutions to this issue.


Annex: (For background information only) Extracts from some 3GPP TSes 
Extract 1 ==================== following is extract from 36.413 v9.4.0 (2010-09) =================

9.2.1.22
Handover Restriction List 
This IE defines area roaming or access restrictions for handover and CSFB. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Serving PLMN
	M
	
	9.2.3.8
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in [TS 24.008].

	>PLMN Identity
	M
	
	9.2.3.8
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	intra LTE roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	The PLMN of forbidden TACs

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	

	>>TAC
	M
	
	9.2.3.7

	The TAC of the forbidden TAI

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	inter-3GPP RAT roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	

	>>LAC
	M
	
	OCTET STRING(2)
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, CDMA2000, …,

GERAN and UTRAN, CDMA2000 and UTRAN)
	inter-3GPP and 3GPP2 RAT access restrictions


Extract 2 ============= following is extract from 36.413 v8.4.0 (2008-12) =======================
8.3 
Context Management procedures
8.3.1
Initial Context Setup
8.3.1.1

General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE radio and security capabilities information etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the MME must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup List IE may contain:

-
the E-RAB level QoS parameters IE

-
the NAS PDU IE 

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Handover Restriction List IE, which may contain roaming, area or access restrictions 

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE
-
the CS Fallback Indicator IE.
-
the SRVCC operation possible IE
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
pass the value contained in the E-RAB ID IE and the NAS PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol.  The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE.

store the Handover restriction List in the UE context. 


store the received UE Radio Capabilities in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC operation possible in the UE context and use it as defined in [9].
-
store the received UE Security Capabilities in the UE context

-
store the received Security Key IE and take it into use as defined in [15]

For the intial context setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB should use the information in Handover Restriction List IE to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the target eNB shall consider that no access restriction applies to the UE.
If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in [10]. 

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall then act as defined in [17].
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for an unsuccessful establishment e.g.: "Radio resources not available", "Failure in the Radio Interface Procedure".

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
===================== end of extract from 36.413 v8.4.0 (2008-12) ==========================

Extract 3 ============== following is extract from 36.413 v9.4.0 (2010-09) =======================

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.
-
store the received Handover Restriction List in the UE context. 

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in [9].
-
store the received UE Security Capabilities in the UE context.

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in [15].

-
store the received CSG Membership Status in the UE context.

For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming area nor access restriction applies to the UE. The eNB shall also consider that no roaming area nor access restriction applies to the UE when:

-
one of the setup E-RABs has some particular ARP values [11]

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and process according to [17].

================== end of extract from 36.413 v9.4.0 (2010-09) ==========================

Extract 4 ================ following is extract from 36.413 v9.4.0 (2010-09) ====================

8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE. 

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains the serving PLMN and may contain equivalent PLMNs, and roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has some particular ARP values [11].

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target cell for subsequent handover attempts. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

================== end of extract from 36.413 v9.4.0 (2010-09) ==========================

Extract 5 ============== following is extract from 36.413 v8.10.0 (2010-09) =====================

9.2.1.59
SRVCC HO Indication

This information element is set by the source eNB to provide an indication that E-RAB may be subjected to handover via SRVCC means.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRVCC HO Indication
	M
	
	ENUMERATED
(PS and CS, CS only, …)
	


Extract 6 ============== following is extract from 25.413 v8.6.0 (2010-06) =====================

From subclause 8.7.2 

If the SNA Access Information IE is contained in the RELOCATION REQUEST message, the target RNC shall store this information and use it to determine whether the UE has access to radio resources in the UTRAN. The target RNC shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity IE in the SNA Access Information IE. If the Authorised SNAs IE is included for a given PLMN (identified by the PLMN identity IE), then the target RNC shall consider that the access to radio resources for the concerned UE is restricted to the LAs contained in the SNAs identified by the SNAC IEs.

If the SNA Access Information IE is not contained in the RELOCATION REQUEST message, the target RNC shall consider that no access restriction applies to the UE in the UTRAN.

9.2.3.23
Shared Network Information

For each LA contained in this IE, it provides the SNA(s) the LA belongs to.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Shared Network Information
	
	
	
	

	>PLMNs In Shared Network
	
	1 to <maxPLMNsSN>
	
	

	>>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,
- each digit encoded 0000 to 1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding digit 2n-1
- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>>LA List
	
	1 to <maxLAs>
	
	

	>>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.

	>>>List Of SNAs Containing LA
	
	1 to <maxSNAs>
	
	

	>>>>SNAC
	M
	
	9.2.3.25
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