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1. Introduction
The procedures of session replication by the SCC AS using the push mode are added. 
2. Reason for Change

The procedures of session replication by the SCC AS using the push mode are added. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.837 v0.3.0.

* * * First Change * * * *

4.7.2
Procedures
4.7.2.2
Session replication by the SCC AS – push mode
4.7.2.2.1.1
Alternative1 
Refer to subclause 4.7.2.1 for proposed alternatives to identify requests for replication.

4.7.2.2.1.2 Single subscription
4.7.2.2.1.2.1
Controller UE
In order to replicate an existing session to other UE, the SC UE shall send a SIP REFER request as specified in IETF RFC 3515 [8] and include:

1)
the Request-URI set to the inter UE Transfer SCC AS URI; and

2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;
NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.
b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being replicated with the port number set to zero; and

-
media line(s) that are to be replicated containing the "a= 3gpp. iut. replication" attribute which indicates that the replication request was sent from controller UE and using the network based solution.
Upon receiving a SIP re-INVITE request from SCC AS, the UE shall send a SIP 200 (OK) response to SCC AS to confirm the successful media update. 
Upon receiving a SIP NOTIFY request from SCC AS, the UE shall send a SIP 200 (OK) response to SCC AS. 
4.7.2.2.1.3
SCC AS serving the collaborative session
Upon receiving a SIP REFER request due to session replication, the SCC AS shall:

1)
if not authorized, reject the SIP request with a SIP 403 (Forbidden) response and do not process the remaining steps; 

Editor's note: authorization policy is FFS.
2)
send information to MRF to allocate the media resource for the media to be replicated; and
3)
send a SIP INVITE request to the controllee UE includes:
a)
the Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request; and
b)
the SDP information as follows:
-
the media type(s) that are to be replicated from the media (m=) lines from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request and the "a= 3gpp. iut.-replication" attribute set to "nw push replicator " which indicates that the replication request is sent sent by the SCC AS and using the network based solution. 
Upon receiving a SIP 200 (OK) response with the SDP answer from the controllee UE, the SCC AS shall send a SIP ACK request to the controllee UE. After that, the SCC AS shall send a SIP re-INVITE request to controller UE to update the access leg for the replicated media flow with MRF. 
Upon receiving a SIP 200 (OK) response with the SDP answer from the controller UE, the SCC AS shall send a SIP ACK request to the controller UE. After that, the SCC AS shall send a SIP re-INVITE request on the dialog for the remote leg to the remote UE update the remote leg to communicate media with MRF. 
Upon receiving a SIP 200 (OK) response with the SDP answer on the remote leg, the SCC AS shall send a SIP ACK request on the remote leg.

