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From:
Ecma TC32-TG17
To:
3GPP SA2 - for information
Copy:
3GPP CT1 - for information

Subject:
Work on second edition Ecma TR/101 on Emergency Calls
Date:
2010-10-01
Contact:
John Elwell (e-mail: john.elwell@siemens-enterprise.com)

Ecma TC32-TG17 thanks 3GPP SA2 for its recent liaison statement on the subject (S2-104380, TC32-TG17/2010/046).

Ecma notes the CR to 3GPP TS 23.167 aimed at providing support for emergency calls originating in enterprise networks.
Concerning SA2's specific comments on draft TR/101 2nd edition, Ecma's responses are interleaved below.
· Standardization gaps 1 and 2, and Recommendation 2 are out of scope of 3GPP specifications and extensions to existing protocol should be considered in more appropriate organizations such as IETF.

Ecma response: Noted. In addition, all Recommendations are aimed at enterprise networks (i.e., at those deploying enterprise networks), and are not specifically aimed at SDOs.
· "RECOMMENDATION 9 – Enterprise networks should provide a default route for emergency calls for use when unable to contact a LoST server." 

 Connecting NGCN to IMS provides a default route (either registration, or unregistered origination procedures through IBCF/I-CSCF to an S-CSCF). 
Ecma response: Yes, the default route is likely to be via a SIP Service Provider, if available, and that could be an IMS-based Service Provider.
· 5. RECOMMENDATION 10 – it should be clarified that this refers to SIP intermediaries within the enterprise network. In 3GPP, it is still for further study whether a PSAP address can be resolved by the E-CSCF/LRF when the call is coming from a private network. The LRF may not have access to location information that might otherwise be available in the NGCN.
Ecma response: This will be clarified in the TR.
· EDITOR'S NOTE 2 – the time limit for call back should be set by the national regulator. 3GPP TS 22.101 provide the following requirement for 3GPP – "A call-back may be attempted for a period of  time defined by local regulations after the emergency call release."
Ecma response: The essence of this will be captured in the TR.
· STANDARDIZATION GAP 3 – should be re-written as "there is currently no reliable means (in SIP or in IMS) of identifying a return or verification call from a SAP or ECC and correlating a verification call with an earlier emergency call." 3GPP have decided to wait for an IETF specified solution for marking call back calls, however it may be possible to infer that an incoming call is a PSAP call back through information in the SIP request or as a result of trunk identification.
Ecma response: The proposed rewording will be adopted. Also the 3GPP decision is noted.
· 7. NGN considerations: " NGNs can be expected to recognise emergency calls when received across the NGCN-NGN interface as public network traffic. Recognition of emergency calls when received as private network traffic will depend on bilateral agreement." NGNs can be expected to recognize private network traffic and may recognize emergency calls when received as private network traffic across the NGCN-NGN interface. Emergency call detection, and number translation to service URN or globally recognizable emergency dialled digits, or dialled digits recognized the jurisdiction within the NGN resides, may occur at an AS hosting enterprise services.
Ecma response: Note. This does not appear to require a change to the TR.
· 6.1.3 - bullet 2 "This may require that the device first perform an emergency (unauthenticated) registration, in order to assign a temporary identifier to facilitate return calls. See also 6.7 for security considerations." – Currently 3GPP does not support emergency registration for unauthenticated emergency calls nor PSAP callback to unauthenticated emergency calls. 
Ecma response: Noted, but the bullet point concerned applies to enterprise networks, so unless an enterprise network is strictly IMS-based, there might still be the possibility of unauthenticated access for deployment where required according to enterprise policy. No change to the TR is considered necessary.
· 6.2.2.3 – "the UA should attempt to obtain location information on start-up and refresh it periodically." – 3GPP does not require this for wireless because it would be too much drain on battery.  3GPP supports routing based on serving cell-id, as well as more granular location if available.
Ecma response: Noted. There is already text in the TR mentioning battery drain as a consideration.
· 6.3.1 - Routing by the calling device – 3GPP does not specify use of LoST by the UE.  Similar to previous comment, this would be very taxing on the device to continually seek LoST updates.
Ecma response: Noted. An additional bullet will be added to the TR under "disadvantages".
· 6.5 - "Where appropriate resources are occupied by other (non-emergency) calls, not necessarily involving this same user, it might be necessary to clear down an existing (non-emergency) call or reduce its capabilities, in order to make resources available to the emergency call, including a return call or verification call."  – 3GPP does not have a requirement to pre-empt resources to free resources for emergency call or callback.
Ecma response: Noted.
· 6.6 - Ensuring appropriate media quality during an emergency call "Devices will be deployed in different legislations with different requirements, particularly concerning call hold and premature disconnection.  Mobile and nomadic devices will move between legislations. In the absence of signalling to instruct a device how to behave during an emergency call, device designers will need to take sensible measures, taking into account particular designs of user interface, and hope that these measures will be acceptable in a wide range of legislations." – 3GPP TS 22.173 and IETF phonebcp both prohibit use of services during an emergency call that could distract the caller or otherwise result in inappropriate handling of an emergency call or PSAP callback such as call diversion.
Ecma response: Noted, but this does not impact the TR. Different jurisdictions have to be accommodated, and whereas one jurisdiction might consider a particular action during an emergency call harmful, another might consider preventing such an action harmful.
Ecma TC32-TG17 has finalised TR/101 2nd edition, incorporating changes where indicated above, and the Ecma approval process has started, with publication planned for December 2010.
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