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Introduction:
This paper proposes to resolve the open issues of 4.2.3-3 and 4.7.3-6 which are related to control of MRF and media flows in network based replication scenarios.

Discussion:
This paper focuses on closing two open issues:

Issue 4.2.3-3:
In the case when there are two or more AS's and a MRF is in the flow, can only the AS which anchores the collaborative session control the MRF or can the MRF be located in a different network?

Issue 4.7.3-6:
Can the UE which the media gets replicated to only receive media or also send media? The abilities of that UE could be based on Offer/Answer negotiation, i.e. the controller UE / AS could indicate in the SDP whether the media towards the UE to which the media gets replicated to is e.g. "receiveonly" or "send/receive".
Upon analyzing the scenarios for network based media flow replication in the stage 2 specifications, all the call flows depict that the SCC AS that anchors the session as the AS that controls the MRF required for media flow replication. This is also the case for when multiple SCC AS are involved in the collaborative session. Therefore, for release 10, it is proposed to work with the assumption that the SCCAS that anchors the collaborative session that is created as a result of a request for transfer or replication controls the MRF, if an MRF is required. 
During SA2#80, document S2-103880 was approved. This document proposed to replicate only downlink data of the media flow required to be replicated to target UE. And after the transfer, the established access leg of the media flow required to be replicated on target UE should contain only one directional data packet (downlink). This answers the question in open issue 4.7.3-6.
Proposal:

It is proposed to close the above open issues by adopting changes to TS 23.831 as shown below. 
*** First Change ***

4.2.2.2
New Rel-10 procedures for inter-UE transfer and collaborative session for UEs belonging to different IMS subscriptions under the same operator
Where an MRF is required as part of Inter-UE transfer procedures (e.g. during media flow replication by the network), the SCC AS which acts as the anchor of the collaborative session shall control the MRF. The MRF shall be located in the same network as the SCC AS which acts as the anchor of the collaborative session.
*** Next Change ***

4.2.3
Identified issues 

(Closed) Issue 4.2.3-1:
For call flows in all other sections it needs to be decided base on which type of flows the comparison of the different solutions should be done, i.e.

-
either one subscription

-
or two subscriptions.

In the end all flows should be of the same nature, before selecting a protocol solution.

Issue closed – the SCC AS of the controller UE takes full control of the collaborative session. The SCC AS of the controller UE cannot be aware whether there are additional SCC AS added in the home networks of controllee UEs. Therefore the signalling between the SCC AS of the controller UE and the controllee UE is not influenced by the presence or absence of an additional SCC AS.

(Closed) Issue 4.2.3-2:
It needs to be clarified (maybe for every individual sub-feature) whether the call flows and state machines for the cases when AS1 and AS2 are split or when there is only one AS are straight forward to be aligned.

Issue closed – a split is not needed. See reason for closing Issue 4.2.3-1

(Closed) Issue 4.2.3-3:
In the case when there are two or more AS's and a MRF is in the flow, can only the AS which anchores the collaborative session control the MRF or can the MRF be located in a different network?
Issue closed – in this version of the specification, only the AS where the session is anchored controls the MRF, if an MRF is required in the IUT procedures. See subclause 4.2.2.2 for the statement which resolves this issue.
Issue 4.2.3-4:
Within the messages between the two AS's, is there a protocol indication needed, which indicates which of the two AS's is anchoring the session? If yes, how should this indication be transported / look like?

Issue 4.2.3-5:
Is it necessary for the controller UE or the SCC AS1 to discover the address of SCC AS2 and if yes, how could this be done?
Issue 4.2.3-6:
It must be possible in all scenarios for UEs to address SIP requests to a SCC AS (which takes the controlling role) which is assigned to a controller UE under a different subscription.
*** Next Change ***

4.7.3
Identified issues

Issue 4.7.3-1:
Are the call flows between AS and MRF needed in detail?
Issue 4.7.3-2:
The communication between AS and MRF needs to be studied in more detail in order to see if the protocol currently used is functionally complete for inter-UE transfer purposes.

Issue 4.7.3-3:
Which packages are used for the communication between AS and MRF? The evaluation of the related packets could go into protocol evaluation or protocol extension.

Issue 4.7.3-4: It has to be evaluated, whether specific protocol indications are needed for the following cases and if yes, how these indications should be transported within the protocol:

a)
within the request from the pulling UE to the SCC AS in the pull scenario;

b)
within the request from the SCC AS to the controller UE in the pull scenario;

c)
within the request from the controller UE to the SCC AS in the push scenario;
d)
within the request from the SCC AS to the UE to which the media will be replicated to in the push scenario; and

e)
within the request from the SCC AS to the remote UE to indicate that a specific media is there due to replication.

Issue 4.7.3-5:
Are there different protocol indications (as described in issue 4.7.3-4) needed for the individual actions described in issue 4.7.3-4 when:

a)
replication happens in the nework; and

b)
replication happens at the UE?

(Closed) Issue 4.7.3-6:
Can the UE which the media gets replicated to only receive media or also send media? The abilities of that UE could be based on Offer/Answer negotiation, i.e. the controller UE / AS could indicate in the SDP whether the media towards the UE to which the media gets replicated to is e.g. "receiveonly" or "send/receive".
The following was added to the stage 2 study in 3GPP TS 23.831 [x], subclause 4.1.8:

Video-1 and video-2 media flows are transferring same downlink video packets from remote party, and only uplink video packets from UE-1 will be transferred to remote party.
For the above example, either UE-1 or UE-2 could request to replicate video-1 from UE-1 to itself. Only the downlink media of Video-1 will be replicated to UE-2.
The limitation of replicating downlink data only of the media flow which is required to be replicated applies to all types of media flows in this release.
The above is applicable only to cases for session replication by the SCC AS.
Issue 4.7.3-7:
How does the SCC AS / controller UE authorize the request for replication?

Issue 4.7.3-8:
How does the controller UE find out, that a request received for replication authorization is meant for that purpose? A specific protocol indication might be needed. This protocol indication is most likely dependant on the protocol message which is used to transport the authorization request.

Issue 4.7.3-9:
It has to be determined if, once duplication has been completed, the duplicated media stream is independant from the original media stream. For example if a duplicated video stream can be forwarded by one UE, whilst the other does not.
*** Next Change ***

4.7.4.1.1.2
Different subscriptions
This subclause describes the scenario when the session is replicated in the network from the controller UE to the controllee UE. The flow diagram shows when UE-1 and UE-2 belong to two different subscriptions.

Editor's Note: It is FFS if the session replication can be replication of some of the media components belonging to the session.
UE-1(123.45.67.89) is in an active session with the remote UE (132.54.76.98). The call is anchored in the SCC AS of the UE-1. UE-2 (123.112.67.87) is replicating the media components belonging to the session between UE-1 and the remote UE, by sending a SIP REFER request to the SCC AS anchoring the session. The media components are replicated in an MRF (125.124.123.122). After successful replication, the media flowing between UE-1 and the remote UE is not impacted. The replicated media component(s) are sent towards UE-2. UE-2 cannot send media flows towards UE-1 or the remote UE during this session.
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Figure 4.7.4.1.1.2-1: Signalling flow for session replication in the network – Pull mode

1-2.
SIP REFER request (from UE-2 to the serving SCC AS)

The SIP REFER request contains,

1)
a Request-URI field containing contact of the controller UE, UE-1;

2)
a Refer-To header field containing:

-
the public user identity or if available the GRUU of the controllee UE, UE-2; and 
-
the body URI header field containing SDP for the media (m=) line for audio to be replicated containingthe discard port number "9" for the media lines to be replicated;

NOTE 1:
If there were media lines that would not to be replicated, those media lines would be listed in the SDP however, the port numbers would have been set to zero.

Editor's Note: It is FFS what value the discard port number has.
3)
a Target-Dialog header field containing the dialog parameters for the dialog of the existing session;

4)
a Referred-By header field containing a currently registered public user identity of the controller UE; 

5)
an Accept-Contact header field containing the g.3gpp.iut-xyz media feature tag as described in annex A with explicit and require tags; and

6)
an Accept header field containing the MIME type "application/sdp, message/sipfrag".
Table 4.7.4.1.1.2-1 SIP REFER request (UE-2 to SCC-AS serving UE-2)

REFER sip:user1_public1@home1.net SIP/2.0

Via:
To: sip:user1_public1@home1.net;
From: sip:user2_public1@home2.net;tag=24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%209%20RTP%2FAVP%97%0Dm>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz> 
Referred-By: sip:user1_public1@home2.net

Accept-Contact: +g.3gpp.iut-xyz;explicit;require

Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP REFER request (from SCC AS serving UE-2 towards UE-1)

Serving SCC AS forwards the SIP REFER request towards the UE-1.

5.
SIP REFER request (from S-CSCF to SCC AS anchoring the session)

The SIP REFER request is finally routed to the SCC AS anchoring the session. The SCC AS checks the following

i-
the content in the Request URI is different than the To header field which is the contact of controller UE, UE-1; 

ii-
the port number set to the discard port number "9" to indicate adding the audio to the UE with gruu in REFER To header; and

iii-
if the media components belong already to an existing session.

Editor's Note: It is FFS if the conditions in this step are adequate for the SCC AS to populate this SIP INVITE request.
6-10.
SIP 202 (Accepted) response (from SCC AS anchoring the session to UE-2)


SCC AS anchoring the session sends a SIP 202 (Accepted) response towards the UE-2.

11-14.
SIP NOTIFY request (from SCC AS anchoring the session to UE-2)


SCC-AS anchoring the session sends a SIP NOTIFY request to UE-2 notifying implicit subscription to the SIP REFER request.

Table 4.7.4.1.1.2-11 SIP NOTIFY request (SCC-AS anchoring the session to UE-2)

NOTIFY

Via:
To: sip:user2_public1@home2.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
16-20.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

21-22.
SIP MESSAGE request (from SCC-AS anchoring the session to UE-1)


The controller UE, UE-1, uses media components which can be shared, forbidden to be shared, or need to be asked to be shared. This can be configured in the SCC-AS. If the status for the media components are set to 

1-
can be shared, the steps 21 through 24 shall be bypassed;

2-
forbidden to be shared, then the SCC-AS shall send an error code to UE-2 that the session replication is forbidden; or

2-
need to be asked to be shared, then the SCC AS shall send a SIP MESSAGE request to UE-1 requesting in the XML body if the controller UE allows this session replication.

Editor's Note: It is FFS if and how this request needs to be communicated with the user. Whether the user should know about these options or the UE makes the decision without the user interaction.
23-24.
SIP 200 (OK) response (from UE-1 to SCC-AS anchoring the session)


The controller UE, UE-1, sends SIP 200 (OK) response with XML body to the SCC-AS indicating this session replication is allowed.

25.
SCC-AS anchoring the session fetches MRF information


The information about the media port numbers and IP address.
NOTE 2:
It is assumed that there is one MRF which is located in the same domain as the SCC AS anchoring the session. The SCC AS anchoring the session controls the MRF.

26-30.
SIP INVITE request (from SCC-AS anchoring the session to UE-2)


Based on the conditions in step 5, the SCC-AS anchoring the session sends a SIP INVITE request to the controllee UE, UE-2, adding audio media and establishing collaborative session.The SCC AS sets the a-line for audio m-line to inactive and the remote UE address to 0.0.0.0 in SDP offer to prevent the controllee UE sending media to the remote UE. The SIP INVITE request contains a Referred-By header field containing the identity of UE-1.

Editor's Note: It is FFS if the conditions in step 5 are adequate for the SCC AS to populate this SIP INVITE request.
Table 4.7.4.1.1.2-26 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=inactive

c=0.0.0.0
NOTE 2:
The port number is not set to the discard port number "9" since the SCC AS is aware of the port number. The discard port number "9" just indicated the SCC AS not to remove the media from the cotroller UE, UE-1.

31-35.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.1.1.2-31 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0

c=123.112.67.87
36-40.
SIP ACK request (from SCC-AS Anchoring the session to controllee UE)


SCC-AS sends SIP ACK request to the remote UE.

41-42.
SIP re-INVITE request (from SCC-AS anchoring the session to the remote UE)


SCC-AS anchoring the session sends SIP re-INVITE request to the remote UE.

Table 4.7.4.1.1.241 SIP re-INVITE request (SCC-AS anchoring the session to the remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:
To: sip:user3_public3@home3.net;tag=66666
From: sip:user1_public1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 125.124.123.122

s=-
t=0 0

m=audio 1500 RTP/AVP 96 97

43-44.
SIP 200 (OK) response (from remote UE to SCC-AS anchoring the session)


The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.

Table 4.7.4.1.1.2-43 SIP 200 (OK) response (remote UE to SCC-AS anchoring session)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 1300 RTP/AVP 96 97

45-46.
SIP ACK request (from SCC-AS anchoring the session to the remote UE)


The SCC-AS anchoringthe session sends SIP ACK request to the remote UE.

47-51.
SIP re-INVITE request (from SCC-AS anchoring the session to UE-2)


The SCC-AS anchoring the session sends a SIP re-INVITE request to the controllee UE, UE-2 to inform controllee UE adding now an a-line set to active for the audio and c-line to the IP address of the remote UE in the SDP offer.

Table 4.7.4.1.1.2-47 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=active

52-56.
SIP 200 (OK) response (from UE-2 to SCC-AS anchering the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.1.1.2-52 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0

57-61.
SIP ACK request (from SCC-AS anchoring the session to the controllee UE)


The SCC-AS anchoring the session sends SIP ACK request to controllee UE to acknowledge.

62-63.
SIP UPDATE request (from SCC-AS ancoring the session to conroller UE, UE-1)


A SIP UPDATE.request is sent to the controller UE, UE-1, to inform about the media port numbers and IP address of MRF.
64-65.
SIP 200 (OK) response (from controller UE to SCC-AS anchoring the session)


The controller UE acknowledges the SIP UPDATE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.

66-70.
SIP NOTIFY request (from SCC-AS ancoring the session to conrollee UE, UE-2)


When the media component is added to the controllee UE, UE-2, the SCC-AS sends SIP NOTIFY request to the controllee UE to inform about the success status of adding the media to the UE-2..
Table 4.7.4.1.1.2-66 SIP NOTIFY request (SCC-AS anchoring the sesssion to UE-2)

NOTIFY

Via:

To: sip:user2_public1@home2.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp 

m=audio 1456 RTP/AVP 97 0

71-75.
SIP 200 (OK) response (from controllee UE to SCC-AS anchoring the session)


The controllee UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
*** Next Change ***

4.7.4.1.2.1
Single subscription
In the example flow at the figure 4.7.4.1.2.1-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to the same IMS subscriber. After successful replication, the media flowing between UE-1 and UE-3 is not impacted. The replicated media component(s) are sent towards UE-2. UE-2 cannot send media flows towards UE-1 or UE-3 during this session.
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Figure 4.7.4.1.2.1-1:
Signalling flows for session replication by SCC AS from controller to another UE belong to same subscription- pull mode

NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS.

2.
UE-2 decides to replicate the session from UE-1 to UE-2. 
3.
UE-2 fetches the dialog information of UE-1 from SCC AS. 

4-5.
SIP INVITE request (UE-2 to SCC-AS) - see example in table 4.7.4.1.2.1-4


The UE-2 sends SIP INVITE request to SCC-AS to perform the session replication. When the SCC AS receives the SIP INVITE request, the SCC AS-1 authorizes the request.
Table 4.7.4.1.2.1-4: SIP INVITE request (UE-2 to Intermediate IM CN subsystem entities)

INVITE sip:sccas@home1.net; SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:eee]:1357;comp=sigcomp;branch=z9hG4bKnashds7dfdsdq

Max-Forwards: 70

P-Preferred-Identity: <sip:user2@home1.net>

From: <sip:user2@home1.net>;tag=171828

To: <sip:sccas@home1.net>

Call-ID: Asdasd23123366 

Cseq: 41277 INVITE

Contact: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0

Content-Length: 0

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:eee
s=-

c=IN IP6 4444::aaa:bbb:ccc:eee
t=0 0
m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

a=3gpp.iut.replication:nw pull receiver
a= 3gpp. iut. replication: The replication request is sent from the controllee UE(receiver, i.e. pull mode), and it uses the network based solution.
Editor's Note: How the SCC AS authorizes the request for session replication is FFS.

6.
SCC-AS sends information to MRF to allocate the media resource for the media to be replicated. 

Editor's Note: There is a need to understand what functionality the MRF is providing. This can either be done by showing the instructions to the MRF or by showing the SDP in other messages thus enabling the activity of the MRF to be seen.
7-8.
SIP 200 (OK) response for the SIP INVITE request (SCC AS to UE-2)

SCC AS responds with SIP 200 OK response to UE-2.

9-10.
SIP ACK request (UE-2 to SCC AS)


The UE-2 sends the SIP ACK request to SCC AS. 
11-12.
SIP re-INVITE request (SCC-AS to UE-1) - see example in table 4.7.4.1.2.1-11

The SCC-AS updates the access leg on Controller UE-1 for the replicated media flow with MRF. 

Table 4.7.4.1.2.1-11: SIP re-INVITE request (SCC AS to Intermediate IM CN subsystem entities)

INVITE sip:user1@home1.net; SIP/2.0

Via: SIP/2.0/UDP 

Max-Forwards: 

P-Preferred-Identity: 

From: <sip:SCCas@home1.net>;tag=171828

To: <sip:user1@home1.net>; tag=297786

Call-ID: 

Cseq: 41278 INVITE

Contact: 

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:fff

s=-

c=IN IP6 4444::aaa:bbb:ccc:fff

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

a=3gpp.iut.replication nw pull replicator 4444::aaa:bbb:ccc:eee authorize

a= 3gpp. iut. replication: The replication request is sent from SCC AS using the network based solution, and it needs controller UE to authorize the media.
13-14.
SIP 200 (OK) response to re-INVITE request (UE-1 to SCC-AS) - see example in table 4.7.4.1.2.1-13

After successful media update, UE-1 sends the SIP 200 (OK) reponse towards SCC-AS. 
Table 4.7.4.1.2.1-13: SIP 200 OK response (UE-1 to Intermediate IM CN subsystem entities)

SIP/2.0 200 OK

Via:

Max-Forwards: 

P-Preferred-Identity: 

From: <sip:SCCas@home1.net>;tag=171828

To: <sip:user1@home1.net>; tag=297786

Call-ID: 

Cseq:

Contact: 

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:fff

s=-

c=IN IP6 4444::aaa:bbb:ccc:fff

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

a=3gpp.iut.replication nw pull controller 4444::aaa:bbb:ccc:eee authorized

a= 3gpp. iut. replication: The replication request is authorized by the controller UE.
15-16.
SIP ACK request (SCC-AS to UE-1)


The SCC AS sends the SIP ACK request to UE-1. 
17-18.
SIP re-INVITE request (SCC-AS to UE-3)


The SCC-AS sends a SIP re-INVITE request towards remote UE to update the remote leg to communicate media with MRF. 

20-22.
SIP 200 (OK) response to re-INVITE request (UE-3 to SCC-AS)


After successful media update, reomote UE-3 sends the SIP 200 (OK) response towards SCC-AS.
23-25.
SIP ACK request (SCC-AS to UE-3)


The SCC AS sends the SIP ACK request to remote UE-3. 
*** Next Change ***

4.7.4.2.1.1
Single subscription
In the example flow at the figure 4.7.4.2.1.1-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to the same subscriber. After successful replication, the media flowing between UE-1 and UE-3 is not impacted. The replicated media component(s) are sent towards UE-2. UE-2 cannot send media flows towards UE-1 or UE-3 during this session.
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Figure 4.7.4.2.1.1-1:
Signalling flow for replicating media in network from controller to another UE belong to same subscription

NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS-1. 

2.
UE-1 decides to replicate the session from UE-1 to UE-2.

3-4.
SIP REFER request (UE-1 to SCC-AS) - see example in table 4.7.4.2.1-3


The UE-1 sends SIP REFER request to SCC-AS to request the session replication. When SCC-AS receives the SIP REFER request, the SCC-AS authorizes the request.
Table 4.7.4.2.1-3: SIP REFER request (UE-1 to Intermediate IM CN subsystem entities) 

REFER sip:interuetransfer@sccas1.net; SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7dfdsdq

Max-Forwards: 70

P-Preferred-Identity: <sip:user1@home1.net>From: <sip:user1@home1.net>;tag=171828

To: <sip:user2@home1.net; >

Call-ID: Asdasd23123366 

Cseq: 41277 REFER

Contact: <sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-1111-111111111111>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0

Refer-To: <sip:user3@home1.net?;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Dvedio%209%20RTP%2FAVP%98%0Dm% a=3gpp.iut.replication nw push controller 4444::aaa:bbb:ccc:eee>
Referred-by: sip:user1@home1.net
Content-Type: application/ 

Content-Length: (…)

a= 3gpp. iut. replication: the replication request was sent from controller UE and using the network based solution.
5-6.
SIP 202 (Accepted) response for the SIP REFER request (SCC AS to UE-1)

7.
SCC-AS sends information to MRF to allocate the media resource for the media to be replicated.
Editor's Note: There is a need to understand what functionality the MRF is providing. This can either be done by showing the instructions to the MRF or by showing the SDP in other messages thus enabling the activity of the MRF to be seen.
8-9.
SIP INVITE request (SCC-AS to UE-2) - See example in table 4.7.4.2.1.1-8


The SCC-AS sends the SIP INVITE towards UE-2 to establish a session based on the information provided in the SIP REFER request.
Table 4.7.4.2.1.1-8: SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222 SIP/2.0

Via: SIP/2.0/UDP 
Max-Forwards: 70

From: <sip:user1@home1.net>;tag=171828

To: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>
Referred-By: sip: user1@example1.net 

Call-ID: duie4hr3896 

Cseq: 41 INVITE-

Contact: <sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-1111-111111111111>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:eee
s=-

c=IN IP6 4444::aaa:bbb:ccc:eee
t=0 0
m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

a=g.3gpp.iut.replication nw push replicator

Referred-By: The SCC AS adds the Referred-By header in order to indicate to UE-2 that this collaborative session request was triggered by UE-1.

a= 3gpp. iut. replication: the replication request is sent by the SCC AS and using the network based solution.

10-11.
SIP 200 (OK) reponse to SIP INVITE request(UE-2 to SCC-AS)


UE-2 establish the session by sending the SIP 200 (OK) response towards SCC-AS.

12-13.
SIP ACK request (SCC-AS to UE-2)


The SCC AS sends the SIP ACK request to UE-2. 
14-15.
SIP re-INVITE request (SCC-AS to UE-1)


The SCC-AS updates the access leg on Controller UE-1 for the replicated media flow with MRF. 

16-17.
SIP 200 (OK) response to re-INVITE request (UE-1 to SCC-AS)


After successful media update, UE-1 sends the SIP 200 (OK) reponse towards SCC-AS. 

18-19.
SIP ACK request (SCC-AS to UE-1)


The SCC AS sends the SIP ACK request to UE-1. 
20-22.
SIP re-INVITE request (SCC-AS to UE-3)


The SCC-AS sends a SIP re-INVITE request towards remote UE to update the remote leg to communicate media with MRF. 

23-25.
SIP 200 (OK) response to re-INVITE request (UE-3 to SCC-AS)


After successful media update, UE-3 sends the SIP 200 (OK) response towards SCC-AS. 

26-27.
SIP ACK request (SCC-AS to UE-3)


The SCC AS sends the SIP ACK request to remote UE-3. 
29-30.
SIP NOTIFY request (SCC-AS to UE-1)


The SCC-AS informs the UE-1 that the action triggered by SIP REFER request was successfully completed.

31-32.
SIP 200 (OK) response to SIP NOTIFY request (UE-1 to SCC-AS)

The UE-1 confirms the SIP NOTIFY request by sending SIP 200 (OK) response to SIP NOTIFY request. 

*** Next Change ***

4.7.4.2.1.2
Different subscriptions
This subclause describes the scenario when the session is replicated in the network from the controller UE to the controllee UE. The flow diagram shows when UE-1 and UE-2 belong to two different subscriptions. After this procedures, the UE will be in collaborative session which is anchored by the SCC AS serving UE-1.

Editor's Note: It is FFS if the session replication can be replication of some of the media components belonging to the session.
UE-1(123.45.67.89) is in an active session with the remote UE (132.54.76.98). The call is anchored in the SCC AS of the UE-1. The controller UE, UE-1, setups a collaborative session by establishing a session between UE-2 (123.112.67.87) and the remote UE. This session is anchored by the SCC-AS serving the controllee UE, UE-2. UE-1 replicates the existing media components within the dialog between itself and the remote UE into the newly established session between UE-2 and the remote UE, by sending a SIP REFER request to the SCC AS anchoring the session. The media components are replicated in an MRF (125.124.123.122). After successful replication, the media flowing between UE-1 and the remote UE is not impacted. The replicated media component(s) are sent towards UE-2. UE-2 cannot send media flows towards UE-1 or the remote UE during this session.
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Figure 4.7.4.2.1.2-1: Signalling flow for media replication in the network – Push mode

1-2.
SIP REFER request (from UE-1 to the SCC AS anchoring the session)

The SIP REFER request contains:

1)
a Request-URI field containing contact of the SCC AS, UE-2;

2)
a Refer-To header field containing:

-
the public user identity or if available the GRUU of the controllee UE, UE-2; and
-
the body URI header containing SDP for the media (m=) line for audio to be replicated containing the discard port number "9" for the media lines to replicated.
NOTE 1:
If there were media lines that would not to be replicated, those media lines would be listed in the SDP however, the port numbers would have been set to zero.

Editor's Note: It is FFS what value the discard port number has.
3)
a Target-Dialog header field containing the dialog parameters for the dialog of the existing session;

4)
a Referred-By header field containing a currently registered public user identity of the controller UE; 

5)
a Contact header field containing the g.3gpp.iut-controller media feature tag; and

6)
an Accept header field containing the MIME type "application/sdp, message/sipfrag".
Table 4.7.4.2.1.2-1 SIP REFER request (UE-1 to SCC-AS anchoring the session)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:
To: sip:user2_public1@home2.net;
From: sip:user1_public1@home1.net;tag=24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%209%20RTP%2FAVP%97%0Dm>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net; gr=urn:uuid: e72edef-7efe-11e0-a567-00c0c91ewxyz>;+g.3gpp.iut-controller 
Referred-By: sip:user1_public1@home1.net

Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS anchoring the session to UE-1)


SCC AS anchoring the session sends a SIP 202 (Accepted) response towards the UE-1.

5-6.
SIP NOTIFY request (from SCC AS anchoring the session to UE-1)


SCC-AS anchoring the session sends a SIP NOTIFY request to UE-2 notifying implicit subscription to the SIP REFER request.

Table 4.7.4.2.1.2-5 SIP NOTIFY request (SCC-AS anchoring the session to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 to SCC-AS anchoring the session)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

9.
SCC-AS anchoring the session fetches MRF information


The information about the media port numbers and IP address.
NOTE 2:
It is assumed that there is one MRF which is located in the same domain as the SCC AS anchoring the session. The SCC AS anchoring the session controls the MRF.

10-13.
SIP INVITE request (from SCC-AS anchoring the session to UE-2)


The SCC AS anchoring the session checks the following

i-
the content in the Request URI is different than the To header field which is the contact of controllee UE, UE-2;

ii-
the port number set to the discard port number "9" to indicate adding the audio to the UE with gruu in REFER To header field; and

iii-
if the media components belong already to an existing session.

SCC-AS anchoring the session sends a SIP INVITE request to the controllee UE, UE-2, adding audio media and establishing collaborative session.The SCC AS sets the a-line for audio m-line to inactive and the remote UE address to 0.0.0.0 in SDP offer to prevent the controllee UE sending media to the remote UE. The SIP INVITE request contains a Referred-By header field containing the identity of UE-1.

Table 4.7.4.2.1.2-10 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=inactive

c=0.0.0.0
NOTEX:
The port number is not set to the discard port number "9" since the SCC AS is aware of the port number. The discard port number "9" just indicated the SCC AS not to remove the media from the cotroller UE, UE-1.

14-17.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.2.1.2-14 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0

c=123.112.67.87
18-21.
SIP ACK request (from SCC-AS Anchoring the session to controllee UE)


SCC-AS sends SIP ACK request to the UE-2.

22-23.
SIP re-INVITE request (from SCC-AS anchoring the session to the remote UE)


SCC-AS anchoring the session sends SIP re-INVITE request to the remote UE.

Table 4.7.4.2.1.2-22 SIP re-INVITE request (SCC-AS anchoring the session to the remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:
To: sip:user3_public3@home3.net;tag=66666
From: sip:user1_public1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 125.124.123.122

s=-
t=0 0

m=audio 1456 RTP/AVP 96 0

24-25.
SIP 200 (OK) response (from remote UE to SCC-AS anchoring the session)


The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.

Table 4.7.4.2.1.2-24 SIP 200 (OK) response (remote UE to SCC-AS anchoring session)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 1300 RTP/AVP 96 97

26-27.
SIP ACK request (from SCC-AS anchoring the session to the remote UE)


The SCC-AS anchoringthe session sends SIP ACK request to the remote UE.

28-31.
SIP re-INVITE request (from SCC-AS anchoring the session to UE-2)


The SCC-AS anchoring the session sends a SIP re-INVITE request to the controllee UE, UE-2 to inform controllee UE adding now an a-line set to active for the audio and c-line to the IP address of the remote UE in the SDP offer.

Table 4.7.4.2.1.2-27 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=active

32-35.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.2.1.2-31 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0

c=123.112.67.87
36-39.
SIP ACK request (from SCC-AS anchoring the session to the controllee UE)


The SCC-AS anchoring the session sends SIP ACK request to controllee UE to acknowledge.

40-41.
SIP UPDATE request (from SCC-AS anchoring the session to controller UE, UE-1)


A SIP UPDATE.request is sent to the controller UE, UE-1, to inform about the media port numbers and IP address of MRF.
42-43.
SIP 200 (OK) response (from controller UE to SCC-AS anchoring the session)

The controller UE acknowledges the SIP UPDATE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
44-45.
SIP NOTIFY request (from SCC-AS anchoring the session to controller UE, UE-1)


When the media component is added to the controller UE, UE-1, the SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of adding the media to the UE-2.

Table 4.7.4.2.1.2-39 SIP NOTIFY request (SCC-AS anchoring the sesssion to UE-1)

NOTIFY

Via:

To: sip:user1_public1@home1.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp 

m=audio 1456 RTP/AVP 97 0

41-42.
SIP 200 (OK) response (from controller UE to SCC-AS anchoring the session)


The controller UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
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