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	At CT1#65, CT1 received an LS from GSMA IREG RiLTEasking them to create a solution for SigComp disabling, but they were unable to agree on a solution as there were some questions that still needed to be answered and wrote an LS response to GSMA in C1-102907. RiLTE have responded to this LS in C1-10xxxx and have indicated clearly in the response:

1. IREG RiLTE considers it sufficient to let the home operator express preference on UE using sigcomp. This indicates that there is no need for a visited network policy for sigcomp.
2. If the UE did not use sigcomp in the access technology where the initial registration took place, the understanding is that the UE will continue not using sigcomp after handover to other accesses. If the UE did use sigcomp in the access technology where the initial registration took place, the understanding is that the UE will continue using sigcomp after handover to other accesses. This is a strong indication that control per-RAT type is not required. Control per-RAT type may lead to complications if the UE had sent the comp=sigcomp in a SIP Register, then moves to an access where sigcomp should not be used (i.e. it would require a re-registration to tell the P-CSCF not to compress).
3. The functionality to disable SIGCOMP is seen as desirable within the GSMA RiLTE community, and GSMA RiLTE believes it can be achieved through configuration.
This CR accompanies the CR that proposes the definition of a new leaf in the IMS MO in TS 24.167. 
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* * * Begin Change * * * 
8.1.1
SIP compression

Editor’s Note
[TEI10][CR 3257]: It is FFS if the solution requires the UE to be aware of the visited network policy and if so, how the UE becomes aware of this visited network operator policy.
The use of IMS procedures for SIP signalling compression can be disabled by home operator policy (e.g. as described in 3GPP TS 24.167 [8G]). The use of SigComp is not re-negotiated between initial registration and deregistration.
If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header field which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or "IEEE-802.11g", or "IEEE-802.11n", then the UE shall support: 

-
SigComp as specified in RFC 3320 [32] and as updated by RFC 4896 [118]; and

-
the additional requirements specified in RFC 5049 [79], with the exception that the UE shall take a State Memory Size of at least 4096 bytes as a minimum value. 

If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header field which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or "IEEE-802.11g", or "IEEE-802.11n", then the UE may support: 

-
the negative acknowledgement mechanism specified in RFC 4077 [65A].

When using SigComp the UE shall send compressed SIP messages in accordance with RFC 3486 [55]. When the UE will create the compartment is implementation specific, but the compartment shall not be created until a set of security associations or a TLS session is set up if signalling security is in use. The UE shall finish the compartment when the UE is deregistered. The UE shall alow state creations and announcements only for messages received in a security association.

NOTE:
Exchange of bytecodes during registration will prevent unnecessary delays during session setup.

If the UE supports SigComp: 

-
the UE shall support the SIP dictionary specified in RFC 3485 [42] and as updated by RFC 4896 [118]. If compression is enabled, the UE shall use the dictionary to compress the first message; and

-
if the UE supports the presence user agent or watcher roles as specified in table A.3A/2 and table A.3A/4, the UE may support the presence specific dictionary specified in RFC 5112 [119]. 
8.1.2
Compression of SIP requests and responses transmitted to the P-CSCF

If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header field which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or IEEE-802.11g", or "IEEE-802.11n" and unless the home operator policy indicates that IMS procedures for signalling compression are not to be used, then the UE should compress the requests and responses transmitted to the P-CSCF according to subclause 8.1.1. In other cases where SigComp is supported, it need not.
NOTE 1:
Compression of SIP messages is an implementation option. However, compression is strongly recommended unless the home operator policy indicates that IMS procedures for signalling compression are not to be used.

NOTE 2:
In an IP-CAN where compression support is mandatory and unless the home operator policy indicates that IMS procedures for signalling compression are not to be used, the UE can send even the first message compressed. Sigcomp provides mechanisms to allow the UE to know if state has been created in the P-CSCF or not.

8.1.3
Decompression of SIP requests and responses received from the P-CSCF

If the UE supports SigComp then theUE shall decompress the compressed requests and responses received from the P-CSCF according to subclause 8.1.1.
NOTE:
According to RFC 3486 [55], the UE not supporting SigComp or not indicating willingness to receive compressed messages never receives compressed SIP messages.
If the UE detects a decompression failure at the P-CSCF, the recovery mechanism is implementation specific.

* * * Next Change * * * 
8.2.2
Compression of SIP requests and responses transmitted to the UE


For all SIP transactions on a specific security association where the security association was established using a  REGISTER request from the UE containing a P-Access-Network-Info header field which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b" or "IEEE-802.11g", or "IEEE-802.11n",  and the UE has indicated that it supports SigComp and is willing to receive compressed messages in accordance with RFC 3486 [55], then the P-CSCF should compress the requests and responses transmitted to the UE according to subclause 8.2.1. In other cases where SigComp is supported, it need not.

NOTE:
Compression of SIP messages is an implementation option. However, compression is strongly recommended.

