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6.2.1.2.1.2
Sending an I1 Invite message
When the ICS UE originates an I1 session using the protocol at the I1reference point, the UE shall:
1)
generate an I1 Invite message that includes:
a)
a Message Type and a Reason set to indicate the message is a Mobile Originated I1 Invite message, accordance with table 7.3.1;
b)
a new value in the Call-Identifier field (Part-1), as specified in subclause 7.2.2.1.4. The Call-Identifier will uniquely identify this I1 session between the ICS UE and the SCC AS;
c)
an allocated Sequence-ID;
d)
a From-id information element that 
-
if the UE has previously SIP registered and the public user identity is to be a SIP URI and the public user identity can be derived (see annex A) then:

i)
if the public identity indicates the default public user identity, the Code specific field of the From-id information element is set to "Unspecified" (see table 7.4.2.3.1-2) and the length field is set to 0;
ii)

if the public identity is not the default public user identity and the public user identity indicated can be derived (see annex A), the Code specific field of the From-id information element is set to "Identifier" (see table 7.4.2.3.1-2) and the length field is set to 4.
-
otherwise the Code specific field of the From-id Information information element  is set to:

i)
a "SIP URI" (see table 7.4.2.3.1-2) if the public user identity is a SIP URI and the Information body (see table 7.3.2.2) containing the SIP URI;
ii)
an "International number" (see table 7.4.2.3.1-2), if the public user identity is a Tel URI or SIP URI with URI parameter user=phone and the Information body (see table 7.3.2.2) containing the digit string contained in the URI.
e)
a To-id information element that includes either a SIP URI or an E.164 number, and will be used by the SCC AS to determine the identity of the called user;
f)
a Privacy information element that indicates the ICS UE's privacy preferences. The SCC AS will apply these preferences to the SIP session that the SCC AS will establish on behalf of the UE;
g)
optionally include any feature tags in the:
i)
Accept-Contact information element, as specified in subclause 7.3.2.5 if the parameter tag "explicit" or "require" as specified in RFC 3841 [14] are not required;

ii)
ERAccept Contact information element, as specified in subclause 7.3.2.6 if the parameter tag "explicit" or "require" as specified in RFC 3841 [14] are required; and
iii)
Reject Contact information element as specified in subclause 7.3.2.7; and
h)
if using a transport layer protocol that is not a real-time transport layer protocol, a Timestamp information element that includes current local time measured in seconds. The element will be used by the SCC AS to determine the staleness of the message.
2)
select the transport-layer protocol (see subclause 4.2.3) depending on the access network type, and forward the I1 Invite message toward the SCC AS.

6.2.1.2.1.3
Receipt of I1 Progress message with Reason Call Progress
When the UE receives an I1 Progress message with Reason set to 183 (Call Progress), the UE shall:

1)
save the received Call-Identifier field value and use it for further reference to this session;

2)
verify if the message is in sequence according to the value of the Sequence-ID, Timer(s) as specified in subclause 7.5.3.2.1 have not expired , and save the received Sequence-ID;
3)
store the SCC AS PSI DN value (i.e. the E.164 number) received in the SCC-AS-id information element; and

4)
store the STI value (i.e. the E.164 number) if received in the Session-identifier information element.
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
NOTE 2:
The UE may indicate the Reason value to the user.

Upon receiving the SCC AS PSI DN (i.e. the E.164 number) conveyed in the I1 Progress message with Reason set to 183 (Call Progress) from the SCC AS, the ICS UE shall initiates the call over the CS domain by sending a CC SETUP message to the MSC Server as specified in 3GPP TS 24.008 [3] as follows:

1)
the Called Party BCD Number information element is set to the SCC AS PSI DN (i.e. the E.164 number) received in the I1 Progress message with Reason set to 183 (Call Progress); and
2)
Type Of Number is set to "International" and Numbering Plan Indicator set to "E.164".in the Called Party BCD Number information element.
6.2.1.2.1.4
Receipt of I1 Progress message with Reason set to 180

When the ICE UE received an I1 Progress message with Reason set to 180 the UE shall:

1) provide an alerting indication to the user; and

2) verify Timer(s) as specified in subclause 7.5.3.2.1 have not expired
6.2.1.2.1.5
Receipt of I1 Success message
When the ICS UE receives an I1 Success message, the UE shall:
1)
verify if a I1 session exists for the received Call-Identifier field value and Timer(s) as specified in subclause 7.5.3.2.1 have not expired;

2)
verify if a the message is in sequence according to the value of the Sequence-ID;
2A)
verify that a CC CONNECT message as specified in 3GPP TS 24.008 [3] has been received in response to the SETUP message that was sent containing the SCC AS PSI DN; and
3)
consider the I1 session to be established, if verification was successful.

6.2.1.2.2
ICS UE CS Session Termination without UE assisted T-ADS
If the ICS UE receives an I1 Invite message from the SCC AS, and the UE determines that no I1 session exists for the received Call-Identifier field value, the ICS UE shall:

0)
if using a transport layer protocol that is not a real-time transport layer protocol, retrieve the SCC AS local time value from the Timestamp information element of the I1 Invite message, and validate the staleness of the message by applying the following equation:

SCC_AS_time_in_the_I1_Invite_message – SCC_AS_time as specified in subclause 6.4.1 item 5)

>=

(ICS_UE_local_time - ICS_UE_time as specified in subclause 6.4.3.1 item 1)e) – Deviation
NOTE:
Deviation parameter is 64*T1 seconds.

If the equation is true the message is not stale and it shall processed by the following sections. Otherwise, the messages is discarded and no response is generated to the I1 Invite message; and
1)
store the information contained in the I1 Invite message, including the called party identity included in the To-id information element, the calling user's public user identity included in the From-id information element, the SCC AS PSI DN (i.e., the E.164 number) included in the SCC-AS-id information element, the Sequence-ID, the Call-Identifier field (Part-2), the STI value (i.e. the E.164 number) if received in the Session-identifier information element, Accept-Contact information element, ERAccept-Contact information element and Reject-Contact information element and transport layer information identifying the transport connection over which the I1 Invite message was received; and
1A)
if the To-id information element in the I1 Invite message contains a:

i)
Code Specific Information element set to "Unspecified" (see table 7.4.2.3A.1) and a length field set to 0 then the Public user identity shall be set to the default public user identity.

ii)
Code Specific Information element set to "Identifier" (see table 7.4.2.3A.1-2) and a length field set to 4, then the public user identity can be derived (see Annex A) and shall be set to the identifier value received in the information element body of the To-id information element.

iii)
Code Specific Information element set to "International number" (see table 7.4.2.3A.1-2) or "SIP URI" (see table 7.4.2.3.1-2), then the public user identity of the UE shall be set to the Identity in the Information element body of the To-id information element.
NOTE 1:
The UE may indicate the public user identity used to address the UE in the incoming session to the user.
2)
initiate a call over CS bearer by sending a CC SETUP message to the MSC Server as specified in 3GPP TS 24.008 [3] as follows:

i)
the Called Party BCD Number information element is set to the received SCC AS PSI DN (i.e., the E.164 number) received in the I1 Invite message

ii)
Type Of Number set to "International" and Numbering Plan Indicator set to "E.164".in the Called Party BCD Number information element.
NOTE 2:
When the ICS UE receives an I1 Invite message, the UE may send an I1 Progress message with Reason set to 180 (Call Progress). The I1 Progress message with Reason set to 180 (Call Progress) is identical to the I1 Progress message with Reason set to 180 (Ringing) described below, except the Reason field will be set to Call Progress.
When the ICS UE receives an indication from the CS domain that the media resources are available (i.e. the UE receives a CC ALERTING message as specified in 3GPP TS 24.008 [3]) and Timer(s) as specified in subclause 7.5.3.2.2.1 have not expired, the UE shall:

1)
generate an I1 Progress message with Reason set to 180 (Ringing) containing the following information:

a)
a Message Type and a Reason set to that indicate the message is an I1 Progress message, accordance with table 7.3.1;

b)
a new value in the Call-Identifier field (Part-1), as specified in subclause 7.2.2. The resulting Call-Identifier value uniquely identifies this I1 session between the UE and SCC AS;
NOTE 3:
A new value in the Call-Identifier field (Part-1) is inserted only if this is the first I1 message sent to the SCC AS. Otherwise the previously set Call-Identifier value is used.

c)
increment the stored message sequence value, store it, and include it in the Sequence-ID;
d)
set the Reason field (per figure 7.3.1) to 180; and

2)
send the I1 Progress message with Reason set to 180 (Ringing) towards the SCC AS over the transport layer connection over which the I1 Invite message was received.
If the user accepts the request and Timer(s) as specified in subclause 7.5.3.2.2.1 have not expired, the ICS UE shall:

1)
generate an I1 Success message containing the following information:
a)
a Message Type and a Reason set to indicate the message is an I1 Success message, accordance with table 7.3.1;

b)
the stored Call-Identifier value that uniquely identifies this I1 session between the UE and SCC AS;
c)
increment the stored message sequence value, store it, and include it in the Sequence-ID; and
2)
send the I1 Success message towards the SCC AS over the transport layer connection over which the I1 Invite message was received.
6.2.1.2.3
ICS UE CS Session Termination with UE assisted T-ADS
If the ICS UE receives an I1 Invite (Augmentation) message with a Replaces information element and it is determined that there is a SIP session being established for the Replaces information element value (e.g., the Replaces information element is set to a value identical to (or deduced from) the SIP session identifier in a previously received SIP INVITE), the ICS UE:

1)
shall interpret it as session control fallback from Gm to I1; and

2)
shall use the Replaces information element value to correlate the I1 Invite message with the SIP INVITE request prevously received, to get SCC AS PSI DN, the called party identity and the calling party identity. 
3)
shall indicate that the public user identity, the To-id information element, and the SCC AS PSI DN are in the correlated SIP INVITE request, by setting the Code specific field of the To-id information element to "Unspecified" (see table 7.4.2.3A.1) and the length field is set to 1 and octet 3 is set to all "0"s, respectively.

NOTE:
In this case, some information element (e.g. Privacy information element) can be omitted from the I1 Invite message, for the information can be obtained by the ICS UE from the correlated SIP INVITE request.

Afterwards, the ICS UE shall behave as specified in subclause 6.2.1.2.2.
6.2.1.2.4
Failure

The ICS UE may receive an I1 Failure message at any time. If the ICS UE receives an I1 Failure message, the ICS UE shall:

1)
save the received Call-Identifier field value and use it for further reference to this session;

2)
verify if the message is in sequence according to the value of the Sequence-ID, and save the received Sequence-ID;

3)
extract the Reason Value as defined in subclause 7.2.2.1.3 from the message; and

4)
act in accordance with corresponding equivalent status code value as defined in subclauses 21.3 to 21.6 of RFC 3261[6].

5)
release the session as defined in subclause 6.2.3
6.2.1.3
Detailed behaviour of SCC AS

6.2.1.3.1
SCC AS CS Session Origination

6.2.1.3.1.1
General
The following subclauses describe the procedures at the SCC AS for I1 session origination. In this scenario, the SCC AS serves the originating user.
6.2.1.3.1.2

Receipt of I1 Invite message
Upon receiving an initial I1 Invite message from the ICS UE via the I1 reference point, the SCC AS shall:
0)
if using a transport layer protocol that is not a real-time transport layer protocol, retrieve the ICS UE local time value from the Timestamp information element of the I1 Invite message, and validate the staleness of the message by applying the following equation:

ICS_UE_time_in_the_I1_Invite_message – ICS_UE_time_ as specified in subclause 6.4.4.1 item 1)

>=

(SCC_AS_local_time - SCC_AS_time_ as specified in subclause 6.4.4.1 item 3)d) – Deviation
NOTE:
Deviation parameter is 64*T1 seconds. 


If the equation is true the message is not stale and it shall processed by the following sections. Otherwise, the messages is discarded and no response is generated to the I1 Invite message; and
1)
store the information received in the I1 Invite message, including the called party identity included in the To-id information element, From-id information element, the requested privacy type included in the Privacy information element, the Sequence-ID, Accept-Contact information element, ERAccept-Contact information element and Reject-Contact information element, Call-Identifier field (Part-1) (as specified in subclause 7.2.2.1.4), and transport layer information identifying the transport connection over which the I1 Invite message was received; against the IMS private identity of the originating user's UE. The IMS private identity to store the information against is determined by comparing the C-MSISDN associated with the IMS private identity against the:

i)
MAP service ISDN-Address-String as specificed in 3GPP TS 29.002 [14] if USSD is used as the transport layer protocol for the message,
1A)
dynamically allocate a STI and bind it to the information stored in step 1. The STI is specified as an E.164 number;
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.

1B)
If the From-id information element in the I1 Invite message is 

i)
included and the Code Specific information element is set to "Unspecified" (see table 7.4.2.3.1-2) and the length field is set to 0 the default public user identity shall be stored against the I1 Invite message.

ii)
included and the Code Specific information element is set to "Identifier" (see table 7.4.2.3.1-2) and the length field is set to 1, the received identifier as derived in Annex A shall be stored against the I1 Invite message.

iii)
included and the Code Specific information element is set to set to "International number" or "SIP URI" the Identity contained in the information element body of the To information element value shall be stored against the I1 Invite message.
2)
Void
6.2.1.3.1.3
Sending an I1 Progress message in response to I1 Invite message

If Timer(s) as specified in subclause 7.5.3.2.1.2 have not expired, the SCC AS shall:
1)
generate an I1 Progress message containing the following information:
a)
a Message Type and a Reason set to indicate the message is an I1 Progress message, accordance with table 7.3.1;

b)
a Call-Identifier field, that was constructed by appending the allocated Call-Identifier (Part-2) subfield to the stored Call-Identifier (Part-1) subfield, as specified in subclause 7.2.2.1.4. The Call-Identifier value uniquely identifies this I1 session between the ICS UE and SCC AS;

c)
add one to the stored message sequence value. Store and include in the Sequence-ID;

d)
include the allocated SCC AS PSI DN (i.e., the E.164 number) in the SCC-AS-id information element;
e)
set the Reason field to 183 (per figure 7.3.1);
f)
include the allocated STI (i.e., the E.164 number) in the Session-identifier information element; and
2)
send the I1 Progress message towards the originating ICS UE over the transport layer connection over which the I1 Invite message was received.
6.2.1.3.1.4
Sending an I1 Progress message with reason set to 180

If Timer(s) as specified in subclause 7.5.3.2.1.2 have not expired , when sending an I1 Progress message with Progress reason set to 180 towards the originating UE, the SCC AS shall:

1)
generate an I1 Progress message containing the following information:

a)
the Message Type and a Reason set to indicate the message is an I1 Progress message, accordance with table 7.3.1;

b)
the stored Call-Identifier field (as specified in subclause 7.2.2.1.4) that uniquely identifies this I1 session between the ICS UE and SCC AS ; and
c)
add one to the stored message sequence value. Store and include in the Sequence-ID; and
2)
send the I1 Progress message towards the originating ICS UE over the transport layer connection over which the I1 Invite message was received.
6.2.1.3.1.5
Sending an I1 Success message

If Timer(s) as specified in subclause 7.5.3.2.1.2 have not expired, when sending an I1 Success message towards the orginating ICS UE, the SCC AS shall:
1)
generate an I1 Success message containing the following information:

a)
a Message Type and a Reason set to indicate the message is an I1 Success message, accordance with table 7.3.1;
b)
a Call-Identifier field containing the Call-Identifier value that uniquely identifies this I1 session between the ICS UE and SCC AS;
2)
add one to the stored message sequence value. Store and include in the Sequence-ID; and
3)
send the I1 Success message towards the originating ICS UE over the transport layer connection over which the I1 Invite message was received.
6.2.1.3.2
SCC AS CS Session Termination without ICS UE assisted T-ADS
6.2.1.3.2.1
Sending an Initial I1 Invite message

When sending an I1 Invite message towards the ICS UE, the SCC AS shall:
1)
perform the procedures per 3GPP TS 24.292 subclause 10.4.4 item 1;
1A)
dynamically allocate a STI. The STI is specified as an E.164 number;
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
2)
create an I1 Invite message that includes:

a)
a Message Type and a Reason set to indicate the message is a Mobile Terminated I1 Invite message, accordance with table 7.3.1;
b)
a Call-Identifier field, that includes an allocated Call-Identifier (Part-2) subfield, (see subclause 7.2.2.1.4). The Call-Identifier field in spite of containing only the Part-2 value uniquely identifies this I1session between the ICS UE and SCC AS;

c)
a Sequence-ID;

d)
a From-id information element that identifies the remote calling party, if available and if privacy was not requested by the calling party as specified in RFC 3323 [8] and RFC 3325 [9]. If either the E.164 number that identifies the remote calling party is not available or privacy was requested, then the From-id information element shall not be included in the I1 Invite message;

NOTE 2:
The SCC AS will include in the From-id information element the remote calling party only if it is an E.164 number and if privacy was not requested.
e)
a To-id information element that;
-
if the UE has previously SIP registered as specified in 3GPP TS 23.218 [17] and the R-URI is a SIP URI and the R-URI can be derived (see annex A) then if the R-URI in the received SIP INVITE request is;
i)
the default public user identity as derived in Annex A for the terminating UE then the Code specific field of the To-id Information information element is set to "Unspecified" (see table 7.4.2.3A.1-2) and the length field is set to 0.

ii)
is not the default public user identity for terminating UE but matches one of the public user identities then the Code specific field of the Identity Information information element is set to "Identifier" (see table 7.4.2.3A.1-2) and the length field is set to 1 and the Information Element body of the To-id information element information element shall be the identifier value that was derived (see annex A) and maps to the Public User Identity that was received in the R-URI in the SIP INVITE request.
-
otherwise Code specific field of the To-id Information information element is set to 
i)
a "SIP URI" (see table 7.4.2.3A.1-2) if the public user identity is a SIP URI and the Information body (see table 7.3.2.2) containing the SIP URI.

ii)
an "International number" (see table 7.4.2.3A.1-2), if the public user identity is a Tel URI or SIP URI with URI parameter user=phone and the Information body (see table 7.3.2.2) containing the digit string contained in the URI.
f)
a Privacy information element set to the value requested by the remote calling party, if available;
g)
a SCC-AS-id information element that contains an SCC AS PSI DN set to the E.164 number allocated by the SCC AS itself as per procedures per 3GPP TS 24.292 subclause 10.4.8 item 2;
h)
a Session-identifier information element that contains the allocated STI; and
i)
if using a transport layer protocol that is not a real-time transport layer protocol, a Timestamp information element that includes current local time measured in seconds. The element will be used by the ICS UE to determine the staleness of the message.
3)
store the information sent in the I1 Invite message against the allocated SCC AS PSI DN; and

4)
select the transport layer protocol (see subclause 4.2.3) depending on the access network type, and forward the I1 Invite message toward the ICS UE.
Subsequently the SCC AS may receive either an I1 Success message or an I1 Progress message (with Reason field set either to Ringing or Call Progress) from the ICS UE.
6.2.1.3.2.2
Receipt of an I1 Progress message
If Timer(s) as specified in subclause 7.5.3.2.2.2 have not expired, when the SCC AS receives either an I1 Progress message (with Reason field set either to Ringing or Call progressing), the SCC AS shall:

1)
verify if a I1 session exists for the received Call-Identifier field value;

2)
verify if the message is in sequence according to the Sequence-ID
3)
store the I1 Progress with reason.
NOTE 5:
The SCC AS will use the information received in the I1 Progress message (with Reason field set either to Ringing or Call Progress) and the information saved in step 2 when handling a SIP session with the remote party.
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7.5.3.2
Session establishment

7.5.3.2.1
UE-originating case
7.5.3.2.1.1
Procedure at ICS UE

7.5.3.2.1.1.1
Session request

The ICS UE initiates I1 session establishment procedure by sending an I1 Invite message to the SCC AS across the I1 interface. The I1 Invite message shall contain the I1 information elements as specified in subclause 6.2.1.2.1. Following the transmission of the I1 Invite message the I1 session shall transit to the "trying" state. When the I1 session identified by the Call-ID (see subclause 7.2.2.1.4) enters the "trying" state, the ICS UE sets timer F to fire in T3 seconds.

If an unreliable transport-layer connection between the ICS UE and the SCC AS is used, the ICS UE sets timer E to fire in T1 seconds. For reliable transport-layer connection timer E is not used. If timer E fires while the I1 session is still in the "trying" state, the original I1 Invite message (with the same Call-ID and sequence number) is retransmitted and the timer E is reset to value of MIN(2*T1, T2). If the timer E fires again, the original I1 Invite message (with the same sequence number) is retransmitted again and the timer E is reset to a MIN (4*T1, T2). This process continues so that retransmissions occur with an exponentially increasing interval that caps at T2. 
NOTE 1:
Since the values for the timers T1, T2 and T3 depend on the technology that is used to implement the transport-layer connection (e.g. USSD), the values for the timers T1, T2 and T3 will be specified for each technology.

If timer F fires while the session is still in the "trying" state or timer E has fired 5 times, the sessioncall establishment has failed, and the ICS UE clears the I1 session, as described in subclause 6.2.3. In addition, if an unreliable transport-layer connection between the UE and the SCC AS is used the, the ICS UE disables timer E. 

7.5.3.2.1.1.2
Session proceeding

If an I1 Progress message with Progress reason set to Call progressing and containing an SCC AS PSI DN is received at the ICS UE while the I1 session identified by a valid Call-ID (see subclause 7.2.2.1.4) is in the "trying" state, the I1 session shall transit to the "proceeding" state. If an an unreliable transport-layer connection between the ICS UE and the SCC AS is used timer E shall be stopped and cleared.
If an unreliable transport-layer connection between the ICS UE and the SCC AS is used, when the session enters the "proceeding" state the ICS UE sets the timer E to fire in T2 seconds. If timer E fires while the session is in the "proceeding" state, the original I1 Invite message (with the same sequence number) is retransmitted and the timer E is reset to a value of T2 seconds. This process continues so that retransmissions of the original I1 Invite message occur every T2 seconds.

If timer F fires while the session is in the "proceeding" state or timer E has fired 5 times, the session establishment has failed, and the ICS UE clears the call, as described in subclause 6.2.3. In addition, if an unreliable transport-layer connection between the ICS UE and the SCC AS is used the, the ICS UE disables timer E.

Upon receiving the I1 Progress message with Progress reason set to Call progressing from the SCC AS, the ICS UE initiates the setting up of the CS bearer connection toward the SCC AS by sending a SETUP message to the MSC Server as specified in subclause 6.2.1.2.1.
NOTE:
The request to set up the CS bearer connection arriving at the SCC AS indicates that the I1 Progress message with Progress reason set to Call progressing has been received by the UE. Subsequently, the SCC AS can progress the I1 session toward the far end by sending a SIP INVITE request to the far end.

7.5.3.2.1.1.3
Alerting indication

If an I1 Progress message with Progress reason set to Ringing is received while the I1 session identified by a valid Call-ID (see subclause 7.2.2.1.4) is in the "proceeding" state, the I1 session shall transit to the "alerted" state. 

If an unreliable transport-layer connection between the ICS UE and the SCC AS is used, when the session enters the "alerted" state the ICS UE sets timer E to fire in T2 seconds. If timer E fires while the session is in the "alerted" state, the original I1 Invite message (with the same sequence number) is retransmitted and the timer E is reset to a value of T2 seconds. This process continues so that retransmissions of the original I1 Invite request occur every T2 seconds. 

If timer F fires while the session is in the "alerted" state or timer E has fired 5 times, the session establishment has failed, and the ICS UE clears the call, as described in subclause 6.2.3. In addition, if an unreliable transport-layer connection between the ICS UE and the SCC AS is used, the ICS UE disables timer E.

If the ICS UE receives an I1 Progress message with Progress reason set to Ringing, the ICS UE may begin a locally-generated alerting procedure.

7.5.3.2.1.1.4
Session connected

If an I1 Success message is received from the SCC AS while the I1 session at the UE is either in the "proceeding" state or "alerted" state, the I1 session shall transit to the "confirmed" state (i.e., the I1 session has been established) and the timer F is disabled. The ICS UE shall stop any locally generated alerting procedures (if applied).
If an unreliable transport-layer connection between the ICS UE and the SCC AS was used, the timer E is disabled, hence the ICS UE stops retransmitting the I1 Invite message. In addition, the ICS UE discards any subsequent I1 Success message, if it is received over the unreliable transport-layer connection. 

7.5.3.2.1.2
Procedure at SCC AS 

7.5.3.2.1.2.1
Session request 

Upon receiving an I1 Invite message from the ICS UE over the I1 interface, the session at the SCC AS shall transit to the "initiated" state. Once in the "initiated" state, the SCC AS shall immediately respond by sending an I1 Progress message with Progress reason set to Call progressing to the UE and the session enters the "progressing" state, The I1 Progress message with Progress reason set to Call progressing shall contain the I1 information elements as specified in subclause 6.2.1.3.1.
NOTE:
The receipt of the I1 Progress message with Progress reason set to Call progressing at the UE, will trigger the UE to set up a CS bearer connection toward the SCC AS by sending a SETUP message to the MSC Server as specified in subclause 6.2.1.2.1.
7.5.3.2.1.2.2
Session progressing
If the SCC AS receives a retransmitted I1 Invite message from the ICS UE, while the I1 session is in the "progressing" state, the SCC AS shall retransmit the previously sent I1 Progress message with Progress reason set to Call progressing to the ICS UE.

NOTE:
The SCC AS receives a retransmitted I1 Invite message only if the transport-layer connection between the ICS UE and the SCC AS is an unreliable transport-layer connection. While the I1 session is in the "progressing" state, the SCC AS may send to the ICS UE either an I1 Progress message with Progress reason set to Ringing, an I1 Success message indicating that the I1 session has been accepted, or a new I1 Progress response with Progress reason set to Call progressing.
If timer F fires while the session is in the "progressing" state, the I1 session establishment has failed, and the SCC AS clears the I1 session, as described in subclause 6.2.3.
7.5.3.2.1.2.3
Alerting indication

If the SCC AS sends an I1 Progress message with Progress reason set to Ringing to the ICS UE, the session state at the SCC AS shall transit to the "alerting" state.

If the SCC AS receives a retransmitted I1 Invite message from the ICS UE, while the session is in the "alerting" state, the SCC AS shall retransmit the previously sent I1 Progress message with Progress reason set to Ringing to the ICS UE.

NOTE:
The SCC AS receives a retransmitted I1 Invite message only if the transport-layer connection between the UE and the SCC AS is an unreliable transport-layer connection. 

If timer F fires while the session is in the "alerting" state, the session establishment has failed, and the SCC AS clears the session, as described in subclause 6.2.3.

7.5.3.2.1.2.4
Session connected

If the SCC AS sends an I1 Success message to the ICS UE indicating that the session has been accepted, the session state at the SCC AS shall transit to the "confirmed" state.

If an unreliable transport-layer connection between the UE and the SCC AS is used, when the session enters the "confirmed" state the SCC AS sets timer G to fire in (n*T2) seconds. For reliable transport-layer connection timer G is not used. If a retransmitted I1 Invite message is received while the timer G is running, the timer G is reset to fire in (n*T2) seconds, and the I1 Success message is retransmitted. The firing of the timer G indicates that the ICS UE has received the I1 Success message and the ICS UE has stopped the retransmission of the I1 Invite message.

If timer G fires while the session is in the "confirmed" state, the timer F is disabled.

If timer F fires while the session is in the "proceeding" state or timer G has fired 5 times, the session establishment has failed, and the SCC AS resets timer G and clears the session, as described in subclause 6.2.3.
7.5.3.2.2
UE-terminating case
7.5.3.2.2.1
Procedure at ICS UE
7.5.3.2.2.1.1
Session request

Upon receiving an I1 Invite message from the SCC AS over the I1 interface, the session at the ICS UE shall transit to the "initiated" state. Once in the "initiated" state, the ICS UE shall immediately respond by sending an I1 Progress message with Progress reason set to Call progressing to the SCC AS and enter the "progressing" state. The I1 Progress message with Progress reason set to Call progressing shall contain the I1 information elements as specified in subclause 6.2.1.2.2.
NOTE:
The receipt of the I1 Invite message at the UE will trigger the UE to set up a CS bearer connection toward the SCC AS by sending a SETUP message to the MSC Server as specified in subclause 6.2.1.2.1.
When the session enters the "initiated" state, the ICS UE also sets timer F to fire in T3 seconds.
7.5.3.2.2.1.2
Session progressing
If the ICS UE receives a retransmitted I1 Invite message from the SCC AS, while the I1 session is in the "progressing" state, the ICS UE shall retransmits the previously sent I1 Progress message with Progress reason set to Call progressing to the UE.

NOTE:
The UE receives a retransmitted I1 Invite message only if the transport-layer connection between the UE and the SCC AS is an unreliable transport-layer connection. 

While the session is in the "progressing" state, the ICS UE may send to the SCC AS with the same Call-ID, either an I1 Progress message with Progress reason set to Ringing, an I1 Success message indicating that the call has been accepted, or a new I1 Progress message with Progress reason set to Call progressing.

If timer F fires while the session is in the "progressing" state, the session establishment has failed, and the ICS UE clears the call, as described in subclause 6.2.3.
7.5.3.2.2.1.3
Alerting indication

If the ICS UE sends an I1 Progress message with Progress reason set to Ringing, the session state at the ICS UE shall transit to the "alerting" state.

If the ICS UE receives a retransmitted I1 Invite message from the SCC AS with the same Call-ID, while the session is in the "alerting" state, the ICS UE shall retransmit the previously sent I1 Progress message with Progress reason set to Ringing to the SCC AS.

NOTE:
The UE receive a retransmitted I1 Invite message only if the transport-layer connection between the UE and the SCC AS is an unreliable transport-layer connection. 

If timer F fires while the session is in the "alerting" state, the session establishment has failed, and the UE clears the session, as described in subclause 6.2.3.

7.5.3.2.2.1.4
Session connected

If the ICS UE sends an I1 Success message indicating that the session has been accepted, the session state at the UE transits to the "confirmed" state.

If an unreliable transport-layer connection between the UE and the SCC AS is used, the ICS UE sets timer G to fire in (n*T2) seconds. For reliable transport-layer connection timer G is not used. If an I1 Invite message is received while the timer G is running, the timer G is reset to (n*T2) seconds, and the I1 Success message is retransmitted. The firing of the timer G indicates that the SCC AS has received the Success message and has stopped the retransmission of the I1 Invite message. 

If timer G fires while the session is in the "confirmed" state or timer G has fired 5 times, the timer F is disabled.

If timer F fires while the session is in the "confirmed" state, the session establishment has failed, and the ICS UE clears the session, as described in subclause 6.2.3.
7.5.3.2.2.2
Procedure at SCC AS

7.5.3.2.2.2.1
Session request

The SCC AS initiates a session establishment procedure by sending an I1 Invite message to the UE across the I1 interface. The I1 Invite message shall contain the I1 information elements as specified in subclause 6.2.1.3.2. Following the transmission of the I1 Invite message the session shall transit to the "trying" state. When the session enters the "trying" state, the SCC AS sets timer F to fire in T3 seconds.
If an unreliable transport-layer connection between the UE and the SCC AS is used, the SCC AS sets timer E to fire in T1 seconds. For reliable transport-layer connection timer E is not used. If timer E fires while the session is still in the "trying" state, the original I1 Invite message (with the same sequence number) is retransmitted and the timer E is reset to value of MIN(2*T1, T2). If the timer E fires again, the original I1 Invite message (with the same Call-ID and sequence number) is retransmitted again and the timer E is reset to a MIN (4*T1, T2). This process continues so that retransmissions occur with an exponentially increasing interval that caps at T2.

If timer F fires while the session is still in the "trying" state or timer E has fired 5 times, the session establishment has failed, and the SCC AS clears the session, as described in subclause 6.2.3. In addition, if an unreliable transport-layer connection between the UE and the SCC AS is used, the SCC AS disables timer E.

7.5.3.2.2.2.2
Call proceeding

If an I1 Progress message with Progress reason set to Call progressing is received at the SCC AS while the session is in the "trying" state, the session shall transit to the "proceeding" state.

If an unreliable transport-layer connection between the UE and the SCC AS is used, when the session enters the "proceeding" state the SCC AS sets timer E to fire in T2 seconds. If timer E fires while the session is in the "proceeding" state, the original I1 Invite message (with the same sequence number) is retransmitted and the timer E is reset to a value of T2 seconds. This process continues so that retransmissions of the original I1 Invite message occur every T2 seconds.

If timer F fires while the session is in the "proceeding" state or timer E has fired 5 times, the session establishment has failed, and the SCC AS clears the session, as described in subclause 6.2.3. In addition, if an unreliable transport-layer connection between the UE and the SCC AS is used, the SCC AS disables timer E.
NOTE:
The request to set up the CS bearer connection arriving at the SCC AS indicates that the I1 Invite message has been received by the UE.
7.5.3.2.2.2.3
Alerting indication

If an I1 Progress message with Progress reason set to Ringing is received while the session is in the "proceeding" state, the session shall transit to the "alerted" state.

If an unreliable transport-layer connection between the UE and the SCC AS is used, when the session enters the "alerted" state the SCC AS sets timer E to fire in T2 seconds. If timer E fires while the session is in the "alerted" state, the original I1 Invite message (with the same sequence number) is retransmitted and the timer E is reset to a value of T2 seconds. This process continues so that retransmissions of the original I1 Invite message occur every T2 seconds.

If timer F fires while the session is in the "alerted" state or timer E has fired 5 times, the session establishment has failed, and the SCC AS clears the session, as described in subclause 6.2.3. In addition, if an unreliable transport-layer connection between the UE and the SCC AS is used, the SCC AS disables timer E.
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