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------------------------------------------ 1st change ---------------------------------------------

4.5.2.1A
Actions at the AS of the originating user
On receipt of an INFO request including an Identification Request MIME body the AS shall:

-
send a 200 (OK) response to the INFO request; and
-
send an INFO request containg an application/vnd.etsi.mcid+xml MIME type containing an Identification Response as specified in subclause 4.4.
------------------------------------------ 2nd change ---------------------------------------------
4.5.2.5.3
Request of a missing or incomplete originating Id (network option)


If a received initial INVITE request does not contain an originating identification or an incomplete originating identification and only if requested by operator policy regarding the received P-Asserted-Identity header field, the AS shall send an INFO request containing a XML mcid body with MCID XML Request schema requesting the originating ID towards the originating network. If requested by operator policy and proprietary signalling, the AS shall skip sending the INFO request containing a XML mcid body with MCID XML Request schema and continue with the session setup as defined in 3GPP TS 24.229 [2].
NOTE:
The received P-Asserted-Identity header field can contain a specific value indicating to skip sending INFO requests as the INFO request can indicate the request for identity towards the originating UA. The specific content of the P-Asserted-identity header field that triggers this behaviour is operator specific and is outside the scope of this specification.

After sending of the INFO request requesting the originating id, timer TO-ID (as defined in subclause 4.8) is started. 

When the Identification response (INFO request containing a XML mcid body with MCID XML Response schema containing the originating identity) is received:

-
the timer TO-ID is stopped; and

-
the MCID information is stored;and 

-
a 180 (Ringing) response is sent towards the originating user according to the basic communication procedures.

When a Identification response INFO request is received without the Originating Party Identity information:

-
timer TO-ID is stopped; and

-
a 180 (Ringing) response is sent towards the originating user according to the basic communication procedures.

When the timer TO-ID expires before an Identification response INFO request is received, a 180 (Ringing) response is sent towards the originating user according to the basic communication procedures.

------------------------------------------ 3rd change ---------------------------------------------
A.2
Identity information not present in the initial request
A.2.1
PSTN to IMS scenario
This subclause shows a PSTN to IMS scenario, but any call, originated in the PSTN domain and being diverted before reaching the served user AS, is treated in the same manner. 
The terminating AS sends a 183 (Session Progress) provisional response before sending an INFO request to requests the MCID information from the originating network. 
Call establishment can proceed while waiting for an answer to the INFO request. The 183 (Session Progress) response establishes an early dialog, which is needed before the INFO request can be sent.
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Figure A.2.1:MCID with Information Request towards the ISDN/PSTN

The Terminating AS will wait for an INFO request containing the response to the information query in the previous INFO request. The INFO request provides the requested identity. If such a request is not received within a period of time, the service cannot be provided.
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Figure A.2.2: MCID with Information Response towards the ISDN/PSTN

A.2.2
IMS to IMS scenario
This subclause describes an IMS to IMS scenario, but any call, originated in the IMS domain and being diverted before reaching the served user AS, is treated in the same manner. 
The terminating AS sends an 183 (Session Progress) provisional response before sending a SIP INFO request requesting the MCID information from the originating network. Call establishment can proceed while waiting for an answer to the INFO request. The 183 (Session Progress) response establishes an early dialog, which is needed before the INFO request can be sent.
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NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
Figure A.2.2-1: MCID with Information Request and Response within IMS.
There is no trust relationship between the originating IMS network and the terminating IMS network. However, according to regulatory requirements the MCID supplementary service is supported between the IMS networks.
1-6.
The UE-A sends an INVITE request. The initial filter criteria triggers IMS CN to send the INVITE request towards the AS responding to MCID Information Requests. The AS forwards the INVITE towards the called party at UE-B via the IMS CN. The exit IBCF at the originating IMS network removes calling party identification information (e.g. due to topology hiding or due to Privacy header field contains the value ID).

7-14.
The called party subscribes to the MCID supplementary service and the initial filter criteria in the IMC CN triggers the sending of the INVITE request to the AS providing the MCID supplementary service. The AS sends a 183 (Session Progress) provisional response in order to establish an early dialog.

15-19.
The AS initiates an Identification Request towards the originating side using an INFO request with an application/vnd.etsi.mcid+xml MIME body with an Identification Request. Since an Identification Request is allowed according to bilateral agreements between the operators the INFO request is forwarded towards the originating IMS network with application/vnd.etsi.mcid+xml MIME body included.
20-24. The AS in the originating IMS network sends a 200 (OK) response to the INFO request towards the originating IMS network. 

The Terminating AS will wait for an INFO request containing the response to the Identification Request. If such a request is not received within a period of time, the service cannot be provided.
25-29. The AS in the originating side includes an application/vnd.etsi.mcid+xml MIME body an Identification Response in an INFO request and sends the request towards the terminating IMS network.

30-34.
The AS on the terminating side stores received information and sends a 200 (OK) response to the INFO request towards the originating IMS Network.
------------------------------------------ 4th change ---------------------------------------------
B.2
Originating S-CSCF

The S-CSCF forwards all INVITE requests to the AS providing the MCID Identification Response.

------------------------------------------ End of changes ---------------------------------------------
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