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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACM
Address Complete Message

ANM
Answer Message

AS
Application Server

BICC
Bearer Independent Call Control

BSF
Bootstrapping Server Function

CAMEL
Customised Applications for Mobile network Enhanced Logic

CAP
CAMEL Application Part

CCCF
Call Continuity Control Function

CN
Core Network

CS
Circuit Switched

CUG
Closed User Group 

FQDN
Fully Qualified Domain Name

GBA
Generic Bootstrapping Architecture

GMSC
Gateway MSC

GRUU
Globally Routable User Agent URI 

GSM
Global System for Mobile communications

HLR
Home Location Register

HSS
Home Subscriber Server

HTTP
Hypertext Transfer Protocol

IA
Incoming Access

IAM
Initial Address Message

IARI
IMS Application Reference Identifier

ICSI
IMS Communication Service Identifier

IDP
Initial Detection Point

IE
Information Element

IFC
Initial Filter Criteria

IM
IP Multimedia
IMEI
International Mobile Equipment Identity
IMS
IM CN subsystem

IP
Internet Protocol

ISDN
Integrated Services Digital Network

ISUP
ISDN User Part

MAP
Mobile Application Part
MGCF
Media Gateway Control Function

MS
Mobile Station

MSC
Mobile Switching Centre

MSISDN
MS international PSTN/ISDN number

NAF
Network Application Function

OA
Outgoing Access

P-CSCF
Proxy Call Session Control Function

PN
Personal Network
PNE
Personal Network Element
PNM
Personal Network Management
PSI
Public Service Identity

PSTN
Public Switched Telephone Network

S-CSCF
Serving Call Session Control Function

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SRI
Send Routing Information

TLS
Transport Layer Security

UE
User Equipment

URI
Uniform Resource Identifier
URN
Uniform Resource Name
USSD
Unstructured Supplementary Service Data

VLR
Visitor Location Register

XCAP
XML Configuration Access Protocol

XML
Extensible Markup Language
****************** change 2 ******************

5.3
Application Server (AS)

The AS implementing PNM application shall implement the role of a XCAP server (see subclause 11.2.2).

The AS implementing PNM application shall implement the Network Application Function (NAF) as described in 3GPP TS 33.220 [8].

NOTE:
For terminating services, the PNM Application in IM CN subsystem is the first Application Server of any Application Servers in the path of the call.

The AS implementing PNM application shall remove g.3gpp.pne-id media feature tag containing IMEI included in the Contact header field of requests and responses of SIP methods other than the SIP REGISTER method prior to forwarding the request or response to the destination.
****************** change 3 ******************

6.4
Definition of media feature tag g.3gpp.pne-id

Media feature-tag name: g.3gpp.pne-id

ASN.1 Identifier: 1.3.6.1.8.2.x
Editor's note:
The ASN.1 Identifier will need to be updated once the IANA registration is completed.

Summary of the media feature indicated by this tag: This media feature-tag when used in a SIP request or a SIP response indicates the identifier of a PNE other than a UE.

Values appropriate for use with this feature-tag: none
The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: This feature-tag is most useful in a communications application, for describing the capabilities of a device, such as a PC or PDA.
Examples of typical use: Indicating the identifier of a device which is part of a Personal Area Network. 
Related standards or documents: 3GPP TS 24.259: "Personal Network Management (PNM), stage 3".

Security Considerations: 

UE is not allowed to include g.3gpp.pne-id media feature tag containing IMEI in the Contact header field of requests and responses of SIP methods other than the SIP REGISTER method except when the request or response is guaranteed to be sent to a trusted intermediary that will remove the g.3gpp.pne-id media feature tag prior to forwarding the request or response to the destination. Other security considerations for this media feature-tag are discussed in subclause 12.1 of IETF RFC 3840 [21].
