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1
Introduction

C1-102157/GP-100969 informs CT1 that GERAN has conditionally approved a work item to introduce GERAN sharing, and the proposed solution is to broadcast on the radio interface a Common PLMN ID, without introducing any PLMN list. CT1 is asked to provide feedback on the feasibility of the proposed solution. 

This paper analyses the solution, lists up the resulting issues for CT1 to discuss and suggests CT1 providing a reply LS based on CT1 conclusions.
2
Issues indicated by GERAN 
Example Scenario: Assume that core network operator A with PLMN ID A and B with PLMN ID B share a GERAN and a common PLMN ID is broadcast (see Figure 1). 
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Common PLMN ID Selection: Two options for selecting the Common PLMN ID are foreseen by GERAN: 
· Option A) Define a new PLMN ID, i.e., Common PLMN ID = PLMN ID Z.
· Option B) Reuse an existing PLMN ID, i.e., Common PLMN ID = PLMN ID A or B.
Issue 1: Should the Common PLMN ID be on a GERAN mobile station’s forbidden (PLMN) list?
If Option A) is chosen, obviously, the new Common PLMN ID Z will not be on any legacy mobile station’s forbidden PLMN list.
If Option B) is chosen, the selected Common PLMN ID (PLMN ID A or B) could be on the legacy mobile station’s forbidden PLMN list. Consequently, those mobile stations will not get any services via the shared GERAN without operators updating/replacing the SIM/USIM.
When introducing GERAN sharing, it is obviously desirable for operators to avoid updating/replacing any SIM/USIM. Therefore, in order to avoid the Common PLMN ID being stored in any forbidden PLMN lists in the SIM/USIM of any legacy mobile stations, the COMMON PLMN ID to be selected should not be equal to any existing PLMN ID used today. As a consequence Option B) is to be avoided.
It is also worth noting that if “all” core network operators sharing a GERAN rejected the location registration (e.g. Location Updating Request message with IMSI attach) with the cause #11, the mobile station, based on existing rules of handling of the reject cause values in current 24.008, should store the Common PLMN ID on the forbidden PLMN list. By “all” it means that the BSS had sequentially tried the redirection mechanism in order to deliver the Location Updating Request message to all different core network operators (i.e, PLMN ID A and B in the example scenario).
Issue 2: Should the mobile station be redirected to a forbidden PLMN?

If a mobile station has stored the Common PLMN ID on the forbidden PLMN list, the mobile station in the automatic network selection mode is disallowed selecting the PLMN with this Common PLMN ID, and hence redirection to the core network operator with its PLMN ID on the forbidden PLMN will not happen. However, a mobile station in the manual network selection mode can still select this PLMN as per current 23.122 and send the Location Updating Request message to the network. Therefore, a redirection to the core network operator with its PLMN ID on the forbidden PLMN list can happen and is inline with current 23.122.
3
Issues for CT1 to consider 
3.1
PLMN ID in accept messages 

Proposal 1a: The PLMN ID (MCC+MNC) in the Location area identification IE of a LOCATION UPDATING ACCEPT message is equal to the common PLMN ID.
With the example scenario shown in Figure 1, the core network operator A accepts the location registration by responding with a LOCATION UPDATING ACCEPT message including the common PLMN ID in the Location area identification IE, and the mobile station stores the Common PLMN ID together with the LAC as stored Location Area Identification in the SIM/USIM. 
Issue 3: It needs to be clarified how the mobile stations can display the serving core network operator’s network name, i.e., the network name of PLMN A in this case, on the screen of the legacy mobile phones (see section 3.2).

Proposal 1b: The PLMN ID (MCC+MNC) in the Location area identification IE of a LOCATION UPDATING ACCEPT message is equal to the serving core network PLMN ID.

With the example scenario shown in Figure 1, if the core network operator A accepts the location registration by responding with a LOCATION UPDATING ACCEPT message including the PLMN ID A instead of the common PLMN ID in the Location area identification IE, the mobile station stores PLMN ID A together with the LAC as stored Location Area Identification in the SIM/USIM. 
Issue 4: It needs to be clarified whether the mobile station has to initiate the location updating procedure repeatedly, because the mobile station gets the Common PLMN ID from the BCCH which differs from PLMN ID A and then may behave as if it enters a new location area.

Proposal 1c: The PLMN ID (MCC+MNC) in the Location area identification IE of a LOCATION UPDATING ACCEPT message is equal to the serving core network PLMN ID, and the Common PLMN ID is equal to PLMN ID Z. The PLMN ID A and the common PLMN ID Z are defined as equivalent PLMN by the operator.

Issue 5: It needs to be clarified whether or not the mobile station will repeatedly initiate the location updating procedure.
3.2
Network name on the screen
If the common PLMN ID is used in the NAS messages as in Proposal 1a, the mobile stations are not able to display the serving core network operator’s network name on the screen. 
Issue 6: It needs to be clarified whether the core network operators sharing a GERAN can use the NITZ feature (MM or GMM INFORMATION messages) in order for the mobile stations to display the serving network name on the screen.

4
Conclusions

It is proposed that CT1 considers alternatives in section 3. 

It is proposed that CT1 takes into account the above discussion with a reply LS stating that CT1 considers GERAN sharing using multiple operator core network (MOCN) solution a feasible solution, provided that option A) in section 2 is chosen for the Common PLMN ID selection, i.e. new PLMN ID is defined for the Common PLMN Id. This will ensure the new Common PLMN ID will not be on any legacy mobile station’s forbidden PLMN list. It is suggested that GERAN update the MOCN WID to reflect this. 
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