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1 Discussion

1.1. Introduction
When using sigcomp at quick access networks like EPC, the sigcomp drawbacks (P-CSCF processor load, UE processor load, quicker UE battery discharge, additional delay due to message compression/decompression) overweight the sigcomp benefits (smaller messages). 


It would be advantageous to let operators control whether the UE is to use sigcomp or not.
When CR C1-100717 was discussed at CT#63, the following comments were raised:

-
sigcomp can be disabled using existing mechanisms; and

-
it is up to the visited network operator policy to decide whether the UE is to use sigcomp or not.
1.2. Sigcomp disabling using existing mechanisms
In rfc3486 and rfc5049, network can disable the sigcomp in UE since:

i)
UE compression of the requests sent outside dialog (including re-registration and de-registration requests) is controlled by comp=sigcomp included in top URI in preload Route set (see excerpt from rfc3486 in Table 0). The preload Route set is provided in the Service-Route header received in 2xx response for REGISTER request (see excerpt from rfc5049 in Table 1). 
Table 0: when sigcomp is used

A request is sent to the host part of a URI.  This URI, referred to

as the next-hop URI, is the Request-URI of the request or an entry in

the Route header field.
If the next-hop URI contains the parameter comp=sigcomp, the client

SHOULD compress the request using SigComp as defined in [2].

Table 1: route set providing
For a given user agent, the route sets for incoming requests (created

by a Path header field) and for outgoing requests (created by a

Service-Route header field) are typically the same.
ii)
UE compression of the requests sent inside dialog is controlled by comp=sigcomp included in top/bottom URI in Record-Route received when dialog was set up. 

iii)
UE compression of sent responses is controlled by Via in the request

i) is not true in 24.229 since:

1)
when sending initial SIP request excluding the REGISTER method, the UE sets up the Route header using host and port only (see excerpt from 24229-920, 5.1.2A.1.1 in Table 2). The network therefore does not have any way to incluence whether the top Route URI (i.e. next-hop URI) contains comp=sigcomp (enabling sigcomp usage) or not.
Table 2: request other than REGISTER
The UE shall build a proper preloaded Route header field value for all new dialogs and standalone transactions. The UE shall build a list of Route header field values made out of the following, in this order:

a)
the P-CSCF URI containing the IP address or the FQDN learnt through the P-CSCF discovery procedures; and

b)
the P-CSCF port based on the security mechanism in use:


-
if IMS AKA or SIP digest with TLS is in use as a security mechanism, the protected server port learnt during the registration procedure;


-
if SIP digest without TLS, NASS-IMS bundled authentciation or GPRS-IMS-Bundled authentication is in use as a security mechanism, the unprotected server port used during the registration procedure;

c)
and the values received in the Service-Route header field saved from the 200 (OK) response to the last registration or re-registration of the public user identity with associated contact address. 

2)
in re-registration and de-registration requests, the UE does not include the Route header at all since Table A.119 does not allow UE to include Route header into REGISTER request. The UE just sends the REGISTER request to the same address as used in the previous initial registration or previous re-registration as described in 5.1.1.4.1 (see Table 3)  for re-registration and 24229-920, 5.1.1.6.1 (see Table 4) for de-registration. The Request-URI (i.e. the next-hop URI) contains the SIP URI of the domain name of the home network. The network therefore does not have any way to incluence whether the top URI in the Route (i.e. next-hop URI) contains comp=sigcomp (enabling sigcomp usage) or not.

Table 3: de-REGISTER request

When sending a protected REGISTER request, the UE shall use a security association or TLS session associated with the contact address used to send the request, see 3GPP TS 33.203 [19], established as a result of an earlier initial registration.

Table 4: de-REGISTER request
The UE shall protect the REGISTER request using a security association or TLS session that is associated with contact address, see 3GPP TS 33.203 [19], established as a result of an earlier registration, if one is available.

ii) and iii) are covered correctly in 24.229.

To summarize the analyzes, network cannot influence sigcomp usage of 24.229 compliant UE based on rfc3486 and rfc5049 rules due to: 

1) in initial SIP request excluding the REGISTER method, the UE sets up the top Route (i.e. next-hop URI) with host and port only;

2) in re-registration and de-registration requests, the UE does not include the Route header and the Request-URI (i.e. next-hop URI) contains the host only.

1.3 Visited network operator policy controlling sigcomp usage
In order for visited network operator to indicate its policy on sigcomp usage to the UE, the P-CSCF needs to set up an indication in the 2xx response to the REGISTER request.

In 24.229, 
- P-CSCF does not add its own Service-Route into the 2xx response to REGISTER request;

- S-CSCF adds only its own URI and optionally IBCF URI into the 2xx response to REGISTER request as described in Table 5.  

Table 5: handling 2xx response to REGISTER request by intermediate proxy

If a 200 (OK) response is to be sent for a REGISTER request, the S-CSCF shall, in addition to any contents identified elsewhere in subclause 5.4.1.2, include:
...

c)
a Service-Route header field containing:

-
the SIP URI identifying the S-CSCF containing an indication that requests routed via this service route (i.e. from the P-CSCF to the S-CSCF) was sent by the UE using the contact address that has been registered and are treated as for the UE-originating case. This indication may e.g. be in a URI parameter, a character string in the user part of the URI or be a port number in the URI; and,

-
if network topology hiding is required a SIP URI identifying an IBCF as the topmost entry;

....
P-CSCF also adds its own Path header to the REGISTER request. However, the Path header is used by S-CSCF to deliver the terminating requests towards UE and by UE to detect that the messages originated by P-CSCF are authentic.
2. Possible solutions
Var1: apply Service-Route handling as described in rfc3486
P-CSCF:

-
will insert its own Service-Route into the 2xx response to the REGISTER request and set up comp=sigcomp if sigcomp is to be used

-
if Route is included in the REGISTER request, will compare the Route URIs against the Service-Route URIs

-
if two top Route URIs point to the P-CSCF in an originating initial request, will remove the two top Route URIs (backward compatibility measure to support Rel-8 UEs)
UE:

-
if top Service-Route received in the 2xx response to the REGISTER request contains the same IP address and port as the discovered P-CSCF address and port, 
-
will setup the preload routeset solely on the Service-Routes

-
include Route with the preload routeset also into re-REGISTER and de-REGISTER requests

-
use sigcomp only when the top Service-Route contains comp=sigcomp

This solution is possible since according to rfc3608 the intermediate proxy is allowed to add its own Service-Route header field in the 2xx response to REGISTER request, although this is not recommended (see Table 6).

Table 6: handling 2xx response to REGISTER request by intermediate proxy

Consequently, intermediate proxies

SHOULD NOT alter the value of Service-Route in REGISTER responses,

and if they do, the UA MUST NOT be required to accept the alteration. 
Var2: indicate sigcomp usage in Path header of the P-CSCF

P-CSCF:

-
if UE registers a contact address with comp=sigcomp and P-CSCF does not wish UE to use sigcomp, the P-CSCF includes the g.3gpp.comp media feature tag with value "none" into its own Path header field in the 2xx response to the SIP REGISTER request

UE:

-
if UE registers a contact address with comp=sigcomp and the last Path header field in the 2xx response to the SIP REGISTER request contains g.3gpp.comp media feature tag with value "none", then the UE does not use sigcomp.
This solution is possible since according to rfc3327 (see Table 7), the intermediate proxy is allowed to modify its own Path header field in the 2xx response to REGISTER request, although this is not recommended.

Table 7: handling 2xx response to REGISTER request by intermediate proxy

Proxies processing a REGISTER response SHOULD NOT alter any Path

header field values that may be present in the response.
3. Proposal

It is proposed to discuss the analyses above and select the variant to be used.
