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Abstract of this paper: propose a way forward to RAN2 reply LS C1-101291 where RAN2 propose that CT1 specify a retry (on another PLMN) in the UE upon rejection of the attach for emergency bearer services
Introduction

When the UE attempts an attach for emergency bearer services in limited service state in a network sharing case, in order to avoid the Key ASME mismatch due to reselection (by eNB) of a PLMN supporting IMS emergency if the PLMN selected by the UE does not support the feature, though SA2 in [1] has requested RAN2 to put in place a mechanism for NAS to know which PLMN supports IMS emergency, RAN2 agreed to remove the PLMN reselection by the eNB (hence the Key ASME mismatch issue has gone) and came to the conclusion in [2] that a retry in the UE would be needed when the UE is rejected from the attach for emergency bearer services.
Hereby it is proposed in order to decide whether a retry in the UE would be relevant, to have a look into the following aspects:

· all the use cases of emergency attach rejection and outcome of any retry on subsequent PLMN, 
· any further action to be taken regarding CS domain/other RAT (if relevant),
· any previous action on other (non CS) RAT (if relevant),
· additional delay induced by a retry (if retry were to be performed).
Statement of the problem

I. Use cases
The table 1 below summarizes the various use cases depending on IMS emergency call configuration and whether the UE has no USIM, a SIM or a USIM and shows whether a retry on another PLMN (so called PLMN_B) would be of use (if the UE is rejected on the current selected PLMN so called PLMN_A).

The IMS emergency call configuration are one of those from TS 23.401 s4.3.12.1:

“b.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.

c.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.”
Cases b) and c) are governed by the country local regulations.
Table 1: Relevance of UE retry on subsequent PLMN upon rejection on PLMN previously selected
	Network configuration

UE configuration
	Case b)

Only authenticated UEs are allowed
	Case c)

IMSI required, authentication optional (IMEI only UE rejected)
	Case d)

Any UE allowed

	No (U)SIM
	Retry on PLMN_B will be rejected as per all PLMNs are subject to the same policy (if PLMN_B supports IMS emergency)

Retry on PLMN_B will be rejected if PLMN_B does not support IMS emergency
· Retry is useless unless the reject cause on PLMN_A was set to #”IMEI not accepted”
	Same as case b)
· Retry is useless 
	Retry on PLMN_B will be rejected if PLMN_B does not support IMS emergency, otherwise retry will be accepted

· Retry may be useful

	SIM

· Currently, UE performs PLMN selection according to TS 23.122 s3.5(*)
	same as above

· Retry is useless (but the UE does not know that)
	The outcome of the retry on PLMN_B is dependent on PLMN_B performs authentication or not

Retry on PLMN_B will be rejected if PLMN_B does not support IMS emergency 
· Retry may be useful
	Same as above

· Retry may be useful

	USIM

· Currently, UE performs PLMN selection according to TS 23.122 s3.5(*)


	The outcome of the retry on PLMN_B is dependent on the outcome of the authentication performed by PLMN_B

Retry on PLMN_B will be rejected if PLMN_B does not support IMS emergency
· Retry may be useful

	Same as above

· Retry may be useful
	Same as above

· Retry may be useful


 (*): “When in the limited service state with a valid SIM, the MS shall search for available and allowable PLMNs in the manner described in subclause 4.4.3.1 and when indicated in the SIM also as described in subclause 4.4.3.4.”
From the above table, the following observations can be drawn:

a) a retry is useless in 30% of the cases (3 cases out of 9 highlighted in pink) but since the UE does not know about the network policy and local regulations or whether the network supports IMS emergency, a UE would retry in all cases for UE implementation simplicity purpose,
b) the provision of an AS indication of which PLMN supports IMS emergency would remove the need of any retry in other 30% of the cases (3 cases out of 9 highlighted in green) since the UE would already know prior to attempting on a first PLMN whether the latter supports the feature or not,
c) the remaining 30% of the cases (3 cases out of 9 highlighted in orange) are the only ones for which even if an AS indication of which PLMN supports IMS emergency were provided, a retry is actually justified i.e. the outcome of the attach procedure depends on the outcome of the authentication procedure: a UE failing authentication on one PLMN will be rejected while this UE would be accepted if successfully authenticated on another PLMN.
II. Other considerations
This section proposes to have a look at:

· (in subsection A) a set of arguments related to the retry in the UE and 
· (in subsection B) another one related to minimizing the additional delay due to the retry.
II.A-1. Further action on other RAT or CS domain
From implementation point of view, it is more simple to try all shared PLMNs on the current LTE RAT cell before moving to any other RAT or CS domain 
 thus avoiding to save the tried PLMNs on LTE to avoid to retry on the same PLMNs when moving back to LTE RAT again e.g. no GERAN/UTRAN providing CS domain is available.

II.A-2. Previous action on other RAT 
If the UE does not support CS domain and the UE has failed to establish the IMS emergency call on a RAT where IMS can be provided, the UE can try on LTE RAT. 
Not trying all the possible PLMNs on LTE RAT would definitely end up in not being able to establish the emergency call at all if the UE can not further move to some other RAT. 
It can happen that the UE is doing some ping-pong between other RAT and LTE RAT for some time and if the UE does not remember the PLMNs on which it has already tried on LTE, the IMS application could give up in establishing the emergency call after some time.
II.B. Typical network sharing scenario
Though TS 36.331 allows up to 6 PLMNs to be shared on the same cell, we take as the example of 3 shared PLMNs which is, in our view a typical network sharing configuration. 

If the UE has to retry, it can happen that the attach for emergency bearer services would not succeed until the UE makes the last attempt on the third PLMN. In this case, given that the average time for a round trip of NAS messages is 300 ms, the additional delay induced by the 2 reattempts is at least 600 ms (due to 2x (Attach Request+Attach Reject)).

In the use cases where successful first authentication attempt is involved, the additional delay would be added with 600 ms (due to 2x Authentication Request+Authentication Response), ending up with 1,2s of cumulative additional delay.  
In the use cases where unsuccessful first authentication attempt is involved, the previous cumulative additional delay would be added with 600 ms (due to 2x Authentication Request+Authentication Failure) in case of SQN failure, ending up with 1,8s of cumulative additional delay. In case of MAC failure, the previous cumulative additional delay would be added with 600 ms (due to 2x Identity Request+Identity Response).
It can be seen that the additional delay varies from 600ms to 2,4s, which is far from “a few hundreds of milliseconds” as said in RAN2 reply LS [2], which is significant for an emergency call. This is only assuming that a round trip average delay of NAS messages takes 300 ms without taking into account the processing time of e.g. authentication in UE or network. Given that IMS registration and call set-up will take some time, it is worth trying to save some time where possible.
Conclusion
Given that:

· a retry on subsequent PLMN could make that the UE is accepted (cf. use cases where authentication is involved), 
· a retry would allow to simplify the UE implementation (in avoiding to save the tried PLMNs for the case when the UE needs to move back to LTE),
· not performing a retry can imply that the UE would not be able to establish the emergency call within some time where the UE is doing some ping-pong between other (non CS) RAT and LTE before ending up in finding some PLMN supporting IMS emergency in LTE,
the following proposal can be made:
Proposal 1: Upon rejection of attach for emergency bearer services in network sharing case, the UE shall reattempt on another PLMN of the same LTE network sharing cell.
Related to the retry aspects, the following points have to be considered:

· in a typical network sharing configuration where  3 PLMNs can be included and the last PLMN tried by the UE can be the third one, the additional delay can vary from 600 ms to 2,4s, which is far from the “a few hundreds of milliseconds” as said in RAN2 reply LS,
· IMS registration and IMS call set-up will take some time (some seconds), it is worth trying to save some time where possible.

Moreover, we don’t see any issue in having an implicit positioning of a PLMN supporting IMS emergency in System Information (i.e. first position if the primary PLMN supports the feature, second position otherwise). An Annex at the end of this document describes the number of retries and the additional time induced using this alternative as an assumption. The gain on the additional delay is estimated to be between 300 ms and 900 ms in case of 3 PLMNs shared.
The following proposal can be made:
Proposal 2: Ask RAN2 to have an implicit indication (in System Information) of which PLMN supports IMS emergency.

Way forward
We would like to propose that CT1 agree on the following 2 proposals:
Proposal 1: Upon rejection of attach for emergency bearer services in network sharing case, the UE needs to reattempt on another PLMN on the same LTE network sharing cell.
Proposal 2: Ask RAN2 to have an implicit indication of which PLMN supports IMS emergency.

NEC would volunteer to draft the reply LS to RAN2 accordingly.
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Annex
Table 2: Number of retries in case of implicit positioning (in AS) of a PLMN supporting IMS emergency at 1st or 2nd position

	Network configuration

UE configuration
	Case b)

Only authenticated UEs are allowed
	Case c)

IMSI required, authentication optional (IMEI only UE rejected)
	Case d)

Any UE allowed

	No (U)SIM
	If primary PLMN does not support IMS emergency, retry on PLMN_B
· 1 retry at maximum, additional delay is 300 ms
	Same as case b)
· 1 retry at maximum, additional delay is 300 ms
	Same as case b)
· 1 retry at maximum, additional delay is 300 ms

	SIM


	If primary PLMN does not support IMS emergency, retry on PLMN_B

· If try on PLMN_B fails due to no roaming agreements, try on PLMN resulted from PLMN selection according to TS 23.122 s3.5

·  2 retries at maximum, additional delay is 1,5 s

	Same as b)
· 1 retry if authentication is not performed, additional delay is 300 ms
· 2 retries at maximum, additional delay is 1,5 s

	Same as above

· 1 retry at maximum, additional delay is 300 ms

	USIM


	If primary PLMN does not support IMS emergency, retry on PLMN_B

· If try on PLMN_B fails due to no roaming agreements, try on PLMN resulted from PLMN selection according to TS 23.122 s3.5

·  2 retries at maximum, additional delay is 900 ms

	Same as b)
· 1 retry if authentication is not performed, additional delay is 300 ms
· 2 retries at maximum, additional delay is 900 ms

	Same as above

· 1 retry at maximum, additional delay is 300 ms


With the alternative of implicit positioning (in AS) of a PLMN supporting IMS emergency at 1st or 2nd position:

·  in case of no (U)SIM UE or a network that allows any UEs or IMSI UE without authentication, the UE would retry one time at maximum leading to 300 ms of additional delay,

· In case of USIM UE on a network that performs authentication, the UE would retry 2 times at maximum leading to 900 ms of additional delay,

· In case of SIM UE on a network that performs authentication, the UE would retry 2 times at maximum leading to 1,5s of additional delay.
If we consider the typical network sharing scenario including 3 PLMNs using this alternative:

· in case of no (U)SIM UE or a network that allows any UEs or IMSI UE without authentication, the additional delay is now limited to 300 ms (compared to the 600 ms without this alternative),

· In case of USIM UE on a network that performs authentication, the additional delay is now limited to 900 ms (compared to the 1,2 s without this alternative),

· In case of SIM UE on a network that performs authentication, the additional delay is now limited to 1,5 s (compared to the 2,4 s without this alternative).

