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*****************************************1st change **********************************

16.2.2.1
Controller UE procedures

The controller UE may establish a collaborative session with a new media at anytime while it has an ongoing IMS established session according to 3GPP TS 24.229 [2] with a remote UE.

The controller UE shall add the new media by sending a SIP REFER request outside the existing dialog as specified in IETF RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;

NOTE 1:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and other UEs share the same public user identity.

b)
the body parameter containing SDP for the media (m=) lines in the session shall be set as follows:

-
media lines that are not being transferred with the port number set to zero

-
media lines that are to be added containing the discard port number "9" for the media line(s) to be transfered
NOTE 2:
The discard port number "9" indicates that this port number should be ignored.

3)
the Accept header field containing the MIME type "message/sipfrag";

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session; and

5)
the Contact header field containing the g.3gpp.iut-controller media feature tag as described in annex C.

The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. The controller UE shall save the media information (e.g. media line(s) and port number(s)) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE. The SIP NOTIFY requests are results from SIP REFER requets or SIP SUBSCRIBE requets to the dialog event package and contain information about the controllee UEs or the remote UE, respectively.
If error response is received for the SIP REFER request or the subsequent 
SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session.

*****************************************2nd change **********************************

16.3.1
Distinction of requests sent to the SCC AS
The SCC AS needs to distinguish between the following initial SIP REFER requests to provide specific functionality relating to call origination:

1)
SIP REFER requests routed to the SCC AS containing:

a)
the SCC AS address in the Request-URI; and

b)
the Refer-To header field including:

-
the address of a UE which is neither the UE which sent the SIP REFER request, nor the remote UE, but which is within the list of UEs which can be involved within an collaborative session with the UE which originated the SIP REFER request;

-
zero or more media lines with associated information in the session; and

-
one or more media lines which indicate 
- 
media lines which have non zero port nunmbers for transferring media components  to the target UE as specified in subclause 16.2.3; or
-
the discard port value "9" as the last media components for adding new media components as specified in subclause 16.3.3.

In the procedures below, such SIP REFER requests are called "SIP REFER requests for establishing new media at controllee UE". It is assumed that the SCC AS is the first AS that the S-CSCF forwards the request to after receiving the request from the UE.
Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [8].

******************************************3rd Change *******************************************

16.3.2
SCC AS procedures for collaborative session establishment by transferring media
NOTE:
If the controller UE is already involved in a collaborative session then the procedures in subclause 17.13.1 apply.


When the SCC AS establishes a collaborative session by transferring media as a result of receiving a SIP REFER request from the controller UE , the SCC AS shall send:
1)
a SIP 202 (Accepted) response to the SIP REFER request and a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" to the controller UE as specified in IETF RFC 3515 [13]; and

2)
a SIP INVITE request to controllee UE, containing:

a)
Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request;

b)
the Referred-By header field containing the URI from the P-Asserted-Identity header field of the received SIP REFER request;

c)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE at the original session establishment; and
d)
the SDP information for the media component to be transferred as follows:
-
The media (m=) lines from the body parameter in the Refer-To header field of the received SIP REFER request; and
-
for media lines which have non zero port nunmbers the SDP parameters from the corresponding media lines as received during the last successful SDPoffer-answer exchange from the remote UE.

Upon receiving a SIP final response from the controllee UE, the SCC AS shall send, a SIP NOTIFY request containing the received final response code in the sipfrag body and if the received response was a SIP 200 (OK) response containing an SDP answer then also include in the sipfrag the Content-Type header field from the received 200 (OK) response along with the media (m=) lines from the SDP answer.
If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and abort the media transfer and establishment of the collaborative session.

If the SIP final response was a SIP 200 (OK) response containing a SDP answer, the SCC AC shall send a SIP re-INVITE request on the dialog for the remote leg to the remote UE as sepcified in 3GPP TS 24.229 [2]. The SCC AS shall:

1)
send a SIP re-INVITE request containing SDP information as follows:

a)
for the transferred media component(s), set the SDP information as from the SDP answer received in the SIP 200 (OK) response from the controllee UE;

b)
for all other media components in the collaborative session, include the SDP information as from the original session to the remote leg.

2)
send a SIP re-INVITE request to the controller UE following the procedures described in 3GPP TS 24.229 [2] to remove the media for the transferred media component.

Upon receiving a SIP 200 (OK) response with the SDP answer on the remote leg, the SCC AS shall send a SIP ACK request on the remote leg.
************************************ 4th Change ***********************************************

16.3.3
SCC AS procedures for collaborative session establishment with new media

When SCC AS receives a SIP REFER request in a new dialog from the contoller UE for establishing a collaborative session by adding new media to the controllee UE, the SCC AS shall send:

1)
a SIP 202 (Accepted) response to the controller UE;

2)
a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" as described in IETF RFC 3515 [13] to the controller UE; and

3)
SIP INVITE request in accordance to 3GPP TS 24.229 [2] to the controllee UE. The SCC AS shall construct the SIP INVITE request as follows:

-
Request-URI set to the SIP URI from the Refer-To header field of the received SIP REFER request;

-
includes an SDP offer and sets all the m-lines to zero except the m-line of the media component is to be added as the last m-line in the SDP; and

-
if the m-line in the received SDP of the SIP REFER request is set to the discard port number "9", the SCC AS shall include an a-line set to inactive in the SDP offer.
NOTE 1:
The a-line is set to inactive so there won’t be any media flow from the controllee UE to remote UE. The c-line can also be set to 0.0.0.0 to prevent such flow.

If a SIP non-2xx final response is received from the controllee UE, the SCC AS shall send a SIP NOTIFY request including the SIP final response as a sipfrag body to the controller UE and consider the inter-UE transfer operation failed. Otherwise, the SCC AS continues with the remainder of the steps described in this subclause.

Upon receiving a SIP response from the controllee UE with an SDP answer, the SCC AS shall send a SIP re-INVITE request to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall construct the SDP offer in the SIP re-INVITE request as follows:

1)
Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request; 

2)
the Referred-By header field containing the URI from the P-Asserted-Identity header field of the received SIP REFER request; 
3)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE at the original session establishment; and
4)
the SDP information from the body parameter in the Refer-To header field of the received SIP REFER request and for media lines which have non zero port nunmbers the SDP parameters forthe corresponding media lines as received during the last successful SDP offer-answer exchange with the remote UE.
If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and abort the media transfer and establishment of the collaborative session.

If the SIP final response from the remote UE was a SIP 200 (OK) response with the SDP answer, the SCC AS shall:

1)
send to the remote UE a SIP ACK request; and

2)
send to the controllee UE a SIP re-INVITE request containing the current port number  for the media component to be added.

NOTE 2:
Any other changes such as IP address of the remote leg in case remote leg uses different IP addresses for different media components can also be updated in the SIP re-INVITE request.

Upon successful completion of the SDP offer answer exchange using SIP re-INVITE request with the controllee UE, the SCC AS shall:

NOTE 3:
This SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.

1)
send to the controllee UE a SIP ACK request


Upon receiving a SIP final response from the controllee UE, the SCC AS shall send, a SIP NOTIFY request containing the received final response code in the sipfrag body and if the received response was a SIP 200 (OK) response containing an SDP answer then also include in the sipfrag the Content-Type header field from the received 200 (OK) response along with the media descriptions (m=) from the SDP answer.
****************************************** 5th Change **************************************
A.11.2
Collaborative session establishment with new media
There is an existing session with audio between controller UE, UE-1, and remote UE. The controller UE establishes a collaborative session by adding a video media component to the controllee UE, UE-2.
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Figure A.11.2: Controller UE establishes a collaborative session by adding a new media on controllee UE
NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1-2.
SIP REFER request (from UE-1 to SCC-AS)


The controller UE, UE-1 sends a SIP REFER request to the SCC AS containing a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to zero and an m line for video with the port number set to the discard port number "9" since the port number is unknown. The SIP REFER request also includes a Target-dialog header field containing the details fo the dialog for the existing session between controller UE, UE-1 and the remote UE.
Table A.11.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:
To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag=24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2096%0Dm%3Dvideo%209%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; remote-tag=abcdef; local-tag=123456

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller 
Allow:
Accept: message/sipfrag 
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)


SCC-AS sends SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)


SCC-AS sends a SIP NOTIFY request to UE-1 notifying implicit subscription to the SIP REFER request.

Table A.11.2-2 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)


SCC-AS sends SIP INVITE request to the controllee UE, UE-2, adding video media and establishing collaborative session.Since the URI parameters indicates that the port number for video m-line is set to the discard port number "9", the SCC AS realizes that the port number of the remote UE is unknown and therefore adds an a-line to inactive in SDP offer to prevent the controllee UE sending media to the remote UE. The SDP offer contains the audio media component on controller UE, UE-1 set to zero. The SIP INVITE request contains a Referred-By header field containing the identity of UE-1.

Table A.11.2-3 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home1.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 0 RTP/AVP 0

m=video 9 RTP/AVP 98 99 

a=inactive

c=123.112.67.87
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES


The value of c line is generally set to IP address of the remote UE, however, it may be set to 0.0.0.0 so no media will flow from the controllee UE to the remote UE until the session is setup. The IP address is then set to the IP address of the remote UE.
11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) reqponse to SCC-AS.

Table A.11.2-11 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user2_public1@home1.net;tag=xyzwv

From: sip:user3_public3@home3.net;tag=acegi
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 9 RTP/AVP 98
a=inactive
c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

13-14.
SIP ACK request (from SCC-AS to controllee UE)


SCC-AS sends SIP ACK request to the remote UE.

15-16.
SIP re-INVITE request (from SCC-AS to remote UE)


SCC-AS sends SIP re-INVITE request to the remote UE.

Table A.11.2-15 SIP re-INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:
To: sip:user3_public3@home3.net;tag=66666
From: sip:user1_public1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-
t=0 0
m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89
b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 1302 RTP/AVP 98
c=IN IP4 145.23.77.88

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
17-18.
SIP 200 (OK) response (from remote UE to SCC-AS)


The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS.

Table A.11.2-17 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=IN IP4 123.112.67.87
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

19-20.
SIP ACK request (from SCC-AS to remote UE)


SCC-AS sends SIP ACK request to the remote UE.

21-22.
SIP re-INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP re-INVITE request to the controllee UE, UE-2 to inform controllee UE about the port number for the video media component of the remote UE. The SCC AS add an a-line set to active in the SDP offer.

NOTE 1:
This SIP re-INVITE request is triggered by the SIP REFER request in steps 1-2. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.
NOTE 2:
Any other changes such as IP address of the remote UE in case remote UE uses different IP addresses for different media would also be updated in the SIP re-INVITE request.

Table A.11.2-21 SIP re-INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.87

s=-
c=IN IP4 123.45.67.87
t=0 0
m=audio 0 RTP/AVP 96 97

m=video 3002 RTP/AVP 98
b=AS:75
a=active

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
23-24.
SIP 200 (OK) response (from controllee UE to SCC-AS)

Table A.11.2-23 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From: 

Call-ID: 

CSeq: 

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 1302 RTP/AVP 98 

c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

25-26.
SIP ACK request (from SCC-AS to controllee UE)


SCC-AS sends SIP ACK request to controllee UE to acknowledge.

27-28.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)


When the media component is added to the controllee UE, UE-2, the SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of adding the media to the UE-2.

Table A.11.2-27 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:

To: sip:user1_public1@home1.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp 

m=audio 0 RTP/AVP 0

m=video 1302 RTP/AVP 98 99

c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

29-30.
SIP 200 (OK) response (from controller UE to SCC-AS)

The controller UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to SCC-AS.
*********************************** 6th Change *********************************************

A.12.2
Controller UE initiated media transfer from controller UE to controllee UE
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Figure A.12.2: Controller UE transfers a media on controllee UE
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1-2.
SIP REFER request (SIP REFER request from UE-1 to SCC-AS)


There is an existing session with audio and video between controller UE, UE-1 (123.45.67.89), and remote UE (132.54.76.98). The video component is unidirectional from the remote UE to the controller UE, UE1. The Controller UE attempts to transfer the video portion of this session to the controllee UE, UE-2.
Table A.12.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:
To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net; tag=13579sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%200%20RTP%2FAVP%97%0Dm%3Dvideo%203002%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)


SCC-AS sends SIP 202 (Accepted) response to controller UE-1 as response to SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)


SCC-AS sends SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.12.2-2 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)


SCC-AS sends SIP INVITE request to the controllee UE, UE-2, to transfer video media.


Table A.12.2-3 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To: sip:user1_public2@home1.net; 
From: sip:scc-as@home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-
c=IN IP4 123.112.67.87
t=0 0
m=audio 0 RTP/AVP 97

m=video 3002 RTP/AVP 98 99

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS) 


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS.

Table A.12.2-4 SIP 200 OK response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=audio 0 RTP/AVP 97

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
13-14.
SIP re-INVITE request (from SCC-AS to remote UE)


SCC-AS sends SIP re-INVITE request to the remote UE.

Table A.12.2-5 SIP INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag = 66666

From: sip:scc-as@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
15-16.
SIP 200 (OK) response (from remote UE to SCC-AS)


The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to SCC-AS.

Table A.12.2-6 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From: 

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

c=IN IP4 123.112.67.87

t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
17-18.
SIP ACK request (from SCC-AS to remote UE)


SCC-AS sends SIP ACK request to the remote UE.

19-20.
SIP ACK request (from SCC-AS to controllee UE; UE-2)


SCC-AS sends SIP ACK request to the remote UE.

21-22.
SIP re-INVITE request (from SCC-AS to controller UE; UE-1)


SCC-AS sends SIP re-INVITE request to the controller UE.

Table A.12.2-7 SIP INVITE request (SCC-AS to UE-1)

INVITE sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0
m=audio 2000 RTP/AVP 96 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 0 RTP/AVP 98 99
a=sendonly

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

23-24.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to SCC-AS.

25-26.
SIP ACK request (from SCC-AS to UE-1)


SCC-AS sends SIP ACK request to the controlle1 UE, UE-1 in response to the SIP 200 (OK) response.

27-28.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)


SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status if the inter-UE transfer.

Table A.12.2-8 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Via:
To: sip:user1_public1@home1.net; tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp

v=0

s=-

m=audio 0 RTP/AVP 97

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
29-30.
SIP 200 (OK) response (from controller UE to SCC-AS)


The remote UE acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

************************************* 7th Change ******************************************
A.14.6
Remote UE adds new media on controllee UE
It is assumed that UE-1 is the controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and video (Media B) media flows. Subsequently, the remote UE adds the media B flow. In this scenario it is assumed that the controller UE, UE-1 automatically initiates the addition of the new media on UE-2 (Controllee) without first alerting the user and sends a SIP REFER request prior to sending back a SIP 200 (OK) response to the SIP re-INVITE request.
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Figure A.14.6: Remote UE add new media on Controllee UE
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
SIP re-INVITE request (remote UE to intermediate IM CN subsystem entities) - see example in table A.14.6-1


The remote UE sends a SIP re-INVITE request towards the controller UE (UE-1) indicating media B is to be added in SDP offer.
Table A.14.6-1: SIP re-INVITE request (remote UE to intermediate IM CN subsystem entities) 

INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf2.home1.net;lr>
P-Asserted-Identity: "David Fan" <sip:user3_public3@home3.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: 
To: 
Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

2-4.
SIP re-INVITE request 


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to UE-1 via the SCC AS according to standard IMS procedure.
5-6.
SIP REFER request (UE-1 to SCC AS through intermediate IM CN subsystem entities) - see example in table A.14.6-5


The controller UE determines to add the new media (Media B) on the controllee UE. The controller UE, UE-1 sends a SIP REFER request to the SCC AS containing a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to 0 and an m line for video with the port number set to the port number of the video media line from the SDP offer in the SIP re-INVITE request from the remote UE. The SIP REFER request also includes a Target-dialog header field containing the details of the dialog for the existing session between the controller UE, UE-1 and the remote UE.
Table A.14.6-5 SIP REFER request (UE-1 to SCC AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag=34719
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2097%0Dm%3Dvideo%204444%20RTP%2FAVP%2098>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj490333;remote-tag=13579;local-tag=24680
Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.iut-controller 
Allow:
Accept:message/sipfrag
Content-Length:0
7-8.
SIP 202 (Accepted) response


The SCC-AS sends a SIP 202 (Accepted) response to the controller UE-1 as response to the SIP REFER request.

9-10.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.14.3.2-5


The SCC AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.14.3.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:
To: sip:user1_public1@home1.net;tag=34719
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
11-12.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to SCC AS.

13-14.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)-see example in table A.14.6-13


The controller UE responds to the SIP re-INVITE request in step 4.

Table A.14.6-13: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

c=IN IP6 3333::ccc:ddd:aaa:bbb
t=0 0

m=audio 8888 RTP/AVP 97
a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

15-16. SIP ACK (SCC AS to UE-1 through intermediate IM CN subsystem entities)
17.
SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)-see example in table A.14.6-15



The SCC AS sends a SIP INVITE request towards UE-2 through the intermediate IM CN subsystem entities indicating Media B information in SDP offer. This SIP INVITE request can be sent any time after the message SIP REFER request in step 6.
Table A.14.6-17: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
Max-Forwards: 70
Route: <sip:term@scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7538;lr;comp=sigcomp>
P-Asserted-Identity: "John Doe" <sip:user3_public3@home3.net>

Privacy: none

From: <sip:user3_public3@home3.net>;tag=171828

To: <sip:user1_public2@home1.net>
Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition

Referred-By: sip:user1_public1@home1.net
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp
Content-Type: application/sdp

Content-Length: (…)
v=0
o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 4444::bbb:aaa:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 4444 RTP/AVP 98
a=rtpmap:98 MPV/90000

18.
SIP INVITE request (intermediate IM CN subsystem entities to UE-2)
19.
SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities) - see example in table A.14.6-19


UE-2 responds with a SIP 200 (OK) response containing the SDP answer.
Table A.14.6-19: SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
From: 

To: <sip:user1_public2@home1.net>;tag=237674
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 4444::aaa:bbb:ccc:ddd

s=-

c=IN IP6 4444::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000
20.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
21-22. SIP ACK (SCC AS  to UE-2 through intermediate IM CN subsystem entities)
23.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.6-23


In response to the SIP re-INVITE from the remote UE, the SCC AS sends a SIP 200 (OK) response containing the SDP answer towards the remote UE through IM CN subsystem entities, which includes Media A and Media B information.
Table A.14.6-23: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG6bKnas34r4, SIP/2.0/UDP scscf2.visited2.net;branch=34qtrada3333.22, SIP/2.0/UDP pcscf2.visited2.net;branch=34qtrada5454.12, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

t=0 0

m=audio 8888 RTP/AVP 97

c=IN IP6 3333::ccc:ddd:aaa:bbb
a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

c=IN IP6 4444::bbb:aaa:ccc:ddd

a=rtpmap:98 MPV/90000

24.
SIP 200 (OK) response (intermediate IM CN subsystem entities to remote UE)
25-26.
SIP ACK (remote UE to SCC AS through intermediate IM CN subsystem entities)

The remote UEsends a SIP ACK request to the intermediate IM CN subsystem entities which terminated by the SCC AS.

27-28.
SIP NOTIFY request (from SCC AS to controller UE, UE-1)


The SCC AS sends a SIP NOTIFY request to the controller UE, UE-1 to inform about the success status if the inter-UE transfer.

Table A.14.6-27: SIP NOTIFY request (SCC AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:
To: sip:user1_public1@home1.net;tag=34719
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State:terminated;reason=noresource 
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp
v=0

s=-

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

29-30.
SIP 200 (OK) response (from controller UE to SCC AS)


The controller UE acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.

**************************************** 8th change **************************************
Annex B (informative):
Collaborative session state model

This annex describes a state model applicable for the UEs involved in collaborative session handling for inter-UE transfer, listing possible states and state transitions. Some procedures in collaborative session handling lead to synchronous state transitions of two different UEs.

The state model is not intended directly for implementation; rather it is provided as an abstraction and condensed view of what is specified in procedures in the main body of this specification (clauses 16 to 19). The final status and placement within this specification of contents currently documented in this annex is FFS.

Figure B-1 visualizes the states and state transitions for UEs within a collaborative session for inter-UE transfer.
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Figure B-1: State model for UEs in collaborative session for inter-UE transfer 

The description of the possible states of a UE within a collaborative session is given in table B-1.

Table B-1: States of UEs in collaborative session for inter-UE transfer 
	State
	Description

	NULL
	No participation in a collaborative session.

	Controlling Mode
	The UE participates in a collaborative session and performs the role of a controller UE, but has no media with the remote leg established.

	Controlling Mode (with media)
	The UE participates in a collaborative session and performs the role of a controllling UE; it has at least one media with the remote leg established.

	Controlled Mode
	The UE participates in a collaborative session and performs the role of a controllee UE; it has at least one media with the remote leg established.


NOTE 1:
in this release the state "Controlled Mode" without media is not possible. 

NOTE 2: the state "Controlled Mode" does not require any specific functionality for an IMS UE.

The possible state transitions and their triggering procedures are listed in table B-2.

Table B-2: State transitions of UEs within collaborative session for inter-UE transfer

	Source state
	Target state
	State Transition 
	Nr.
	Description
	Coupled with

	NULL


	Controlling Mode 
	transfer media (outbound, all)
	1
	The UE transfers all media to a controllee UE, but keeps control of the collaborative session.
	3

	
	Controlling Mode (with media)
	transfer media (outbound)
	2
	The UE transfers (not all) media to a controllee UE, and keeps control of the collaborative session.
	3

	
	Controlled Mode 
	transfer media (inbound, first)
	3
	The UE gets media transferred from another UE, which keeps collaborative session control.
	1 or 2

	Control-ling Mode 
	NULL


	transfer media (inbound, last)
	4
	The UE transfers from another UE the last media of the collaborative session back to itself.
	18

	
	
	collaborative session release
	5
	The session with the remote party is released (by the controlling UE, the NW or the remote party).
	19

	
	Controlling Mode 
	monitoring
	6
	The controlling UE requests monitoring status of the collaborative session from one or more controllee UEs.
	22

	
	Controlling Mode (with media)
	add media
	7
	The controlling UE adds media (with the remote party) onto itself; other UEs and their media are not affected.
	

	
	
	transfer media (first)
	8
	The UE transfers media (its first) from one of the controllee UEs back to itself.
	18 or 23

	Control-ling Mode (with media)
	NULL


	collaborative session release
	9
	See nr. 5.
	20

	
	
	transfer media (last)
	10
	The controlling UE transfers its last media to a controllee UE and additionally hands over collaborative session control.
	

	
	Controlling Mode 
	transfer media (outbound, all)
	11
	The controlling UE transfers (all) media to a controllee and keeps collaborative session control.
	23

	
	
	release media (last)
	12
	The controlling UE releases its last media, but other media remain with other UEs within the collaborative session. No change of collaborative session control, which remains with the currently controlling UE.
	

	
	Controlling Mode (with media)
	monitoring
	13
	See nr. 6.
	22

	
	
	modify media
	14
	The controlling UE modifies its own media, other UEs and their remain unaffected.
	

	
	
	transfer media (outbound, non-last)
	15
	The UE transfers media to one of the controllee UEs at least one media, and thus also collaborative session control remains with it. 
	

	
	
	transfer media (intbound, non-first)
	16
	The UE transfers media from one of the controllee UEs back to itself.
	18 or 23

	
	void
	void
	17
	void
	

	Controlled Mode
	NULL


	transfer media (outbound, last)
	18
	The controllee UE gets its last media removed by the controlling UE. As a consequence, the UE is no longer participant of the collaborative session. 
	16 or 8

	
	
	release media (last)
	19
	As nr. 18, but removal of media instead of transfer.
	4

	
	
	collaborative session release
	20
	See nr. 5.
	5

	
	void
	void
	21
	void
	

	
	Controlled Mode
	report status
	22
	The UE reports the status of is established media to the controlling UE.
	6

	
	
	transfer media (inbound or outbound, non-first, non-last)
	23
	The controllee gets media transferred to or from another UE (controlling or controllee) in the collaborative session, dictated by the controlling UE. 
	11

	
	
	release media (non-last)
	24
	Media on the UE is released, either by the UE itself or dictated by the controlling UE; at least one media is kept.
	

	
	
	modify media
	25
	Media on the UE is modified, either by the UE itself or dictated by the controlling UE; other UEs are not affected.
	


*********************************** End of Changes ***************************************
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