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****************** change 1 ******************

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP 3GPP TR 21.905 [1].

Dynamic STI: An STI dynamically assigned by the SCC AS, representing the SIP dialog identifier (Call-ID header field and the values of tags in To and From header fields) and used for session transfer request when Gm service control is available.

Inter UE Transfer SCC AS URI: A SIP URI which is a public service identity hosted by SCC AS and which is used in inter UE transfer procedures.
Static STI: An STI configured in the SC UE either as a SIP URI or as an E.164 number in tel URI or SIP URI representation of tel URI. The static STI is used for CS-PS transfer when dynamic STI is unavailable.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.292 [4] apply:

Correlation MSISDN

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.237 [9] apply:

Access Leg

Remote Leg

Target Access Leg

Source Access Leg

Session Transfer Identifier (STI)

Session Transfer Number (STN)

Session Transfer Number for SR-VCC (STN-SR)

Collaborative session

Controllee UE

Controller UE

Inter-UE transfer
Emergency Session Transfer Number for SR VCC(E-STN-SR)
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.292 [4] apply:

CS call

CS media

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [12] apply:

IP Multimedia Routing Number (IMRN)
For the purposes of the present document, the following terms and definitions given in IETF RFC 5012 [16] apply:

Emergency service URN
****************** change 2 ******************

4.3
URI and address assignments

In order to support SC to a subscriber, the following URI and address assignments are assumed:

a)
in this version of the document, the SC UE for access transfer will be configured with a static STI, a static STN and an Inter UE Transfer SCC AS URI. The static STI is used by the SC UE to perform CS to PS access transfer when no dynamically assigned STI is provided to the UE over the CS domain (e.g. when the SC UE does not support ICS capabilities). The static STN is used by the SC UE to perform PS to CS access transfer when no service control signalling path as specified in 3GPP TS 24.292 [4] is available. The Inter UE Transfer SCC AS URI is used in the inter UE transfer procedures.
b)
the SC UE will be configured to be reachable in both the IM CN subsystem and the CS domain by one or more public telecommunication numbers which should be correlated between the CS domain and IM CN subsystem. Either:

-
this public telecommunication number can be the DN (e.g. MSISDN) used in the CS domain and (in international form) comprise part of the implicit registration set associated with that SC UE in the IM CN subsystem; or

-
the SCC AS can be configured to provide a functional relationship between separate numbers providing each of these identities in the CS domain and the IM CN subsystem, respectively.

****************** change 3 ******************

16.2.1.1
Controller UE procedures

To establish a collaborative session by transferring the media component, the controller UE shall send a SIP REFER request outside the existing dialog as specified in RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;
2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;

NOTE: The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the body parameter containing SDP for the media (m=) lines in the session set as follows:

-
media lines that are not being transferred with the port number set to zero

-
media line(s) that are to be transferred containing the port number for the corresponding media received in the media line of the SDP received during the last successful SDPoffer answer exchange;

3)
the Accept header field containing the MIME type "message/sipfrag"; and

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session.

The controller UE shall handle response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and RFC 3515 [13]. The controller UE shall save the media information (e.g. media line(s) and port number(s)) related to the transferred media(s) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE. When the controller UE receives a SIP re-INVITE request from the SCC AS to update the status of the transferred media component after a sucusseful transfer, the controller UE shall follow the procedures described in 3GPP TS 24.229 [2].

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session.

****************** change 4 ******************

16.2.2.1
Controller UE procedures

The controller UE may establish a collaborative session with a new media at anytime while it has an ongoing IMS established session according to 3GPP TS 24.229 [2] with a remote UE.

The controller UE shall add the new media by sending a SIP REFER request outside the existing dialog as specified in RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;

2)
the Refer-To header field set as follows:

a)
the SIP URI of the controllee UE;

NOTE 1: The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and other UEs share the same public user identity.

b)
the body parameter containing SDP for the media (m=) lines in the session shall be set as follows:

-
media lines that are not being transferred with the port number set to zero

-
media lines that are to be added containing the discard port number "9" for the media line(s) to be transfered
NOTE 2: The discard port number "9" indicates that this port number should be ignored. 

3)
the Accept header field containing the MIME type "message/sipfrag";and 

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session

The controller UE shall handle response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and RFC 3515 [13]. The controller UE shall save the media information (e.g. media line(s) and port number(s)) received in the sipfrag body of the SIP NOTIFY requests in order to perform further inter-UE transfer operations on the controllee UE.

If error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and continue the existing session.

****************** change 5 ******************

16.3.4
Procedures to indicate SCC AS establishing a collaborative session by adding a new media

When SCC AS receives a SIP REFER request in a new dialog from the contoller UE with:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI; and

2)
the Refer-To header set to GRUU of  a controllee UE and URI parameter containing SDP listing:

· all the media components  with associated information in the session; and

· a new media component with associated port number set to the discard port number "9" as the last media component,

the SCC AS shall follow the procedure in subclause 16.3.2 to establish a collaborative session with the controllee UE.
****************** change 6 ******************

19.2.2
Procedures for releasing media on controllee UE by controller UE

The controller UE may release a media component on a controllee UE within a collaborative session while it has an ongoing IMS session with a remote UE.

The controller UE shall release the media by sending a SIP REFER request for releasing media component, including:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;


2)
the Refer-To header as follows:

a)
the SIP URI of the controllee UE;

NOTE:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the body parameter containing SDP for the media (m=) lines in the session shall be set as follows:

-
media lines that are not being released with their port numbers; and

-
media line(s) that are to be released with the port number set to zero;

3)
the Accept header field set to "message/sipfrag"; and

4)
the Target-Dialog header field populated as specified in IETF RFC 4538 [11], containing the dialog identifier of the collaborative session.

The controller UE shall handle response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2]. If the media component to be removed is not the last media component on the controllee UE, the controller UE shall save the media information (e.g. media line number) received in the sipfrag body of the SIP NOTIFY request in order to perform further inter-UE transfer operations on the controllee UE.

****************** change 7 ******************

19.2.5
Procedures for adding new media by remote party when the controller UE does not alert the user
When controller UE receives a SIP re-INVITE request within an existing dialog from the remote UE to add a new media component on the collaborative session, the controller UE shall decide whether adding the new media on itself or adding it to one of its controllee UE.

If the controller UE decides to add the new media component on itself, the controller UE shall follow the precedure as specified in 3GPP TS 24.229 [2],
If the controller UE decides to add the new media component on one of its controllee UE, the controller UE shall send a SIP REFER request outside the existing dialog as specified in RFC 3515 [13] and include:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI;;

2) 
the Refer-To header, including:

a)
the SIP URI of the controllee UE where the media stream should be established from; and

NOTE: The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and any other UEs share the same public user identity.

b)
the body parameter containing SDP for the media (m=) lines for the media lines in the session shall be set as follows:

-
media lines that are not being transferred with the port number set to zero;

-
media line(s) that are to be added at the controllee UE the same SDP information as in the SIP re-INVITE request received from the remote party.

3)
the Accept header field containing the MIME types "message/sipfrag";and

4)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session
The controller UE shall handle response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2]. Then the controller UE shall response the SIP re-INVITE request with a SIP 200 (OK) response with a SDP answer as specified in 3GPP TS 24.229[2], and construct the SDP information in the SIP 200 (OK) response as follows:

1)
set the port number of the new added  media component with value zero; and

2)
set all the ports number of the media on the controllee UEs with value zero; and
3)
for other media components on the controller UE are not changed.

If an error response is received for the SIP REFER request or the subsequent SIP NOTIFY requests include a non-2xx final response, the controller UE shall consider the transfer operation failed and make a decision again whether adding the new media on itself or adding it on other controllee UE.
****************** change 8 ******************

19.3.2.1
Distinction of requests at the SCC AS
When SCC AS receives a SIP REFER request in a new dialog from the contoller UE with:

1)
the Request-URI set to the Inter UE Transfer SCC AS URI; and

2)
the Refer-To header set to SIP URI of  a controllee UE and URI parameter containing SDP listing:

-
all the media components  with associated information in the session; and

· the media component is to be released with associated port number set to 0.

the SCC AS shall follow the procedure in subclause 19.3.2 to release the media component from the controllee UE.

****************** change 9 ******************

A.2.2
Key required to interpret signalling flows

The key to interpret signalling flows specified in 3GPP TS 24.228 [3] subclauses 4.1 and 4.2 applies with the additions specified below:

-
tel:+1-237-555-1111 represents the public user indentity of SC UE A.

-
tel:+1-237-555-2222 represents the public user indentity of UE B.

-
sip:sccas1.home1.net represents the Internet host of SCC AS. 

-
sip:interUEtransfer@sccas1.home1.net represents the Inter UE Transfer SCC AS URI of the UA A.

Each signalling flow table contains descriptions for headers where the content of the header is new to that signalling flow, as is already performed in 3GPP TS 24.228 [3].

However, 3GPP TS 24.228 [3] includes extensive descriptions for the contents of various headers following each of the tables representing the contents of the signalling flows. Where the operation of the header is identical to that shown in 3GPP TS 24.228 [3], then such text is not reproduced in the present document. 

Additional text may also be found on the contents of headers within 3GPP TS 24.228 [3] in addition to the material shown in the present document.

In order to differentiate between messages for SIP and media, the notation in figure A.2-1 is used.
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Figure A.2-1: Signalling flow notation
****************** change 10 ******************

A.12.3
Collaborative session establishment with new media
There is an existing session with audio between controller UE, UE-1, and remote UE. The controller UE establishes a collaborative session by adding a video media component to the controllee UE, UE-2.
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Figure A.12.3: Controller UE establishes a collaborative session by adding a new media on controllee UE
1-2.
SIP REFER request (from UE-1 to SCC-AS)

The controller UE, UE-1 sends a REFER request to the SCC AS containing a Refer-To header containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to zero and an m line for video with the port number set to the discard port number "9" since the port number is unknown. The REFER request also includes a Target-dialog header field containing the details fo the dialog for the existing session between controller UE, UE-1 and the remote UE.
Table A.12.3-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:
To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag=24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2096%0Dm%3Dvideo%209%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; remote-tag=abcdef; local-tag=123456

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz> 
Allow:
Accept: message/sipfrag 
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)

SCC-AS sends SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)

SCC-AS sends a SIP NOTIFY request to UE-1 notifying implicit subscription to the SIP REFER request.

Table A.12.5-2 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)

SCC-AS sends SIP INVITE request to the controllee UE, UE-2, adding video media and establishing collaborative session.Since the URI parameters indicates that the port number for video m-line is set to the discard port number "9", the SCC AS realizes that the port number of the remote UE is unknown and therefore adds an a-line to inactive in SDP offer to prevent the controllee UE sending media to the remote UE. The SDP offer contains the audio media component on controller UE, UE-1 set to zero. The INVITE request contains a Referred-By header containing the identity of UE-1.

Table A.12.9-3 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home1.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 0 RTP/AVP 0

m=video 9 RTP/AVP 98 99 

a=inactive

c=123.112.67.87
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
Editor's note:
The value of c-line is FFS.

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS)

The controllee UE, UE-2, acknowledges the INVITE request by sending SIP 200 (OK) reqponse to SCC-AS.

Table A.12.3-11 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user2_public1@home1.net;tag=xyzwv

From: sip:user3_public3@home3.net;tag=acegi
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 9 RTP/AVP 98
a=inactive
c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

13-14.
SIP ACK request (from SCC-AS to controllee UE)

SCC-AS sends SIP ACK request to the remote UE.

15-16.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.12.3-15 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag = 24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp 
m=audio 0 RTP/AVP 0
m=video 9 RTP/AVP 98 99

c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

17-18.
SIP 200 (OK) response (from controller UE to SCC-AS)

The controller UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

19-20.
SIP re-INVITE request (from SCC-AS to remote UE)

SCC-AS sends SIP re-INVITE request to the remote UE.

Table A.12.3-19 SIP re-INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd  SIP/2.0

Via:
To: sip:user3_public3@home3.net;tag=66666
From: sip:user1_public1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-
t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89
b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 1302 RTP/AVP 98
c=IN IP4 145.23.77.88

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
21-22.
SIP 200 (OK) response (from remote UE to SCC-AS)

The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS.

Table A.12.3-21 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=IN IP4 123.112.67.87
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

23-24.
SIP ACK request (from SCC-AS to remote UE)

SCC-AS sends SIP ACK request to the remote UE.
25-26.
SIP UPDATErequest (from SCC-AS to UE-2)

Since the controllee UE, UE-2 inidcated in the Allow header field support for SIP UPDATE method the SCC-AS sends a SIP UPDATE request to the controllee UE, UE-2 to inform controllee UE about the port number for the video media component of the remote UE. The SCC AS add an a-line set to active in the SDP offer.

NOTE:
Any other changes such as IP address of the remote UE in case remote UE uses different IP addresses for different media would also be updated in the SIP UPDATE request.

Table A.12.3-25 SIP  UPDATE request (SCC-AS to UE-2)

UPDATE sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.87

s=-
c=IN IP4 123.45.67.87
t=0 0

m=audio 0 RTP/AVP 96 97

m=video 3002 RTP/AVP 98
b=AS:75
a=active

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
23-24.
SIP 200 (OK) response (from controllee UE to SCC-AS)  

Table A.12.3-23 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From:  

Call-ID: 

CSeq: 

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 1302 RTP/AVP 98 

c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

27-28.
SIP ACK request (from SCC-AS to controllee UE)

SCC-AS sends SIP ACK request to controllee UE to acknowledge.

****************** change 11 ******************

A.13.2
Controller UE initiated media transfer from controller UE to controllee UE
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Figure A.13.2: Controller UE transfers a media on controllee UE
1-2.
SIP REFER request (SIP REFER request from UE-1 to SCC-AS)

There is an existing session with audio and video between controller UE, UE-1 (123.45.67.89), and remote UE (132.54.76.98). The video component is unidirectional from the remote UE to the controller UE, UE1. The Controller UE attempts to transfer the video portion of this session to the controllee UE, UE-2.
Table A.13.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net; tag=13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Dvideo%203002%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>
Accept: application/sdp, message/sipfrag
Content-Length: 0
Editor’s note:
The use of URI parameters for inter-UE transfer is still under review.mailto:user1_public2@home1.net%20%3C/to_uri
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)

SCC-AS sends SIP 202 (Accepted) response to controller UE-1 as response to SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)

SCC-AS sends SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.13.2-2 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)

SCC-AS sends SIP INVITE request to the controllee UE, UE-2, to transfer video media.

Editor’s Note:
It is ffs how the controller UE signals what media are to be transferred when the SDP media order is different in controller UE and controllee UE. Table A.13.2-3 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To: sip:user1_public2@home1.net; 
From: sip:scc-as@home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-
c=IN IP4 123.112.67.87
t=0 0

m=video 3002 RTP/AVP 98 99

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS) 

The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS.

Table A.13.2-4 SIP 200 OK response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_public2@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
13-14.
SIP re-INVITE request (from SCC-AS to remote UE)

SCC-AS sends SIP re-INVITE request to the remote UE.

Table A.13.2-5 SIP INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag = 66666

From: sip:scc-as@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
15-16.
SIP 200 (OK) response (from remote UE to SCC-AS)

The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to SCC-AS.

Table A.13.2-6 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From: 

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

c=IN IP4 123.112.67.87

t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
17-18.
SIP ACK request (from SCC-AS to remote UE)

SCC-AS sends SIP ACK request to the remote UE.
19-20.
SIP ACK request (from SCC-AS to controllee UE; UE-2)

SCC-AS sends SIP ACK request to the remote UE.
21-22.
SIP re-INVITE request (from SCC-AS to controller UE; UE-1)

SCC-AS sends SIP re-INVITE request to the controller UE.

Table A.13.2-7 SIP INVITE request (SCC-AS to UE-1)

INVITE sip:user1_public1@home1.net SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0

m=audio 2000 RTP/AVP 96 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 0 RTP/AVP 98 99
a=sendonly

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

23-24.
SIP 200 (OK) response (from UE-1 to SCC-AS)

The controller UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to SCC-AS.

25-26.
SIP ACK request (from SCC-AS to UE-1)

SCC-AS sends SIP ACK request to the controlle1 UE, UE-1 in response to SIP 200 (OK) response.

27-28.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status if the inter-UE transfer.

Table A.13.2-8 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net; tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
Editor’s Note:
It is ffs if content-type header with SDP is needed in the body of the SIP NOTIFY request. 

29-30.
SIP 200 (OK) response (from controller UE to SCC-AS)

The remote UE acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

****************** change 12 ******************

A.15.3.2.1
Controller UE remove media at the controllee UE
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Figure A.15.3.2.1:Controller UE remove media at the controllee UE
1-2.
SIP REFER request (Controller UE to intermediate IM CN subsystem entities) – see example in table A.15.3.2-1
It is assumed that UE-1 is Controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with a voice (Media A) and UE-2(Controllee UE) with a video (Media B) media flows and a voice (Media C). The controller UE wants to remove the video media (Media B) component on the controllee UE.
Table A.15.3.2.1-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag = 13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; to-tag=abcdef; from-tag=123456

Contact: sip:user1_public1@home1.net 
Allow:
Accept: 
Content-Type:  
Content-Length: 
Editor’s Note: The content of the SIP REFER request needs FFS.

3-4.
SIP 202 (Accepted) response

SCC-AS sends SIP 202 ACCEPTED response to the controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.15.3.2-5

SCC-AS sends SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.15.3.2.1-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=13579
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 OK response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 OK response to SCC-AS.

9-10.
SIP re-INVITE request (SCC AS to UE-2 through intermediate IM CN subsystem entities)
SCC AS sends a SIP re-INVITE request towards Controllee UE (UE-2).
11-12.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

13.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.15.3.2-13

SCC AS sends a SIP re-INVITE request with all the media information at the remote party, set the port number for media B to 0, and forwards it to remote party through intermediate IM CN subsystem entities.
Table A.15.3.2.1-13: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Length:0
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd

s=-
c=IN IP6 3333::aaa:bbb:ccc:ddd
t=0 0
m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=audio 4567 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
14.
SIP re-INVITE request (intermediate IM CN subsystem entities to Remote Party)
15.
 SIP 200 (OK) response (Remote party to intermediate IM CN subsystem entities) - see example in table A.15.3.2-15

Remote party send a SIP 200 (OK) response with SDP answer.
Table A.15.3.2.1-15 SIP 200 (OK) (Remote Party to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=343asdfaredfatz.12, SIP/2.0/UDP scscf2.home1.net;branch=fsc35avhthaz4.22, SIP/2.0/UDP scscf1.home1.net;branch=fsc35avhthaz4.12, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.14
From: 

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:9777 PCMU/8000
m=audio 4545 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000

16.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
17-18. SIP ACK request (SCC AS to remote party) 
19-20.
SIP ACK request (from SCC-AS to UE-2)

21-22.
SIP NOTIFY request (SCC-AS to UE-1)-see example table A.15.3.2-21

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.15.3-2.1-21 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag = 13579
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK
Editor’s Note: Whether the SDP information is needed in the SIP NOTIFY request is FFS.

23-24.
SIP 200 OK response (UE-1 to SCC-AS)

The controller UE,UE-1 acknowledges the SIP NOTIFY request by sending  a SIP 200 OK response to SCC-AS.

****************** change 13 ******************

A.15.3.2.2
Controller UE remove the controllee UE form the collaborative session

[image: image5.emf]UE-1 SCC AS

1. REFER 

Refer-To: UE-2

<remove Media-B>

UE-2

Remote 

Party

Collabarative session control

Media-A between UE-1 and Remote Party

12.200 OK

Intermediate 

IM CN entities

2. REFER 

Refer-To: UE-2

<remove Media-B>

9. BYE

Media-B between UE-2 and Remote Party

10. BYE

11.200 OK

3. 202 Accepted

4. 202 Accepted

Collabarative session control

Media-A between UE-1 and Remote Party

14. re-INVITE

c=UE-1

Media-A

c=UE-2

Media-B=0

13. re-INVITE

c=UE-1

Media-A

c=UE-2

Media-B=0

16. 200 (OK)

c=Remote Party

Media-A

Media-B=0

15. 200 (OK)

c=Remote Party

Media-A

Media-B=0

18. ACK

17. ACK

5.NOTIFY

6.NOTIFY

8. 200OK

7. 200OK

19.ACK

20.ACK

21.NOTIFY

22.NOTIFY

24. 200OK

23. 200OK


Figure A.15.3.2.2:Controller UE remove the controllee UE from the collaborative session

1-2.
SIP REFER request (Controller UE to intermediate IM CN subsystem entities) – see example in table A.15.3.2.2-1

It is assumed that UE-1 is Controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with a voice (Media A) and UE-2(Controllee UE) with a video (Media B) media flow. The controller UE wants to remove the controllee UE from the collaborative session.

Table A.15.3.2.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag = 13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6;method=BYE>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; to-tag=abcdef; from-tag=123456

Contact: sip:user1_public1@home1.net 
Allow:
Accept: 
Content-Type:  
Content-Length: 
Editor's Note: The content of the REFER request needs FFS.

3-4.
SIP 202 (Accepted) response

SCC-AS sends SIP 202 ACCEPTED response to controller UE-1 as response to SIP REFER request.

5-6.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.15.3.2.2-5

SCC-AS sends SIP NOTIFY request to UE-1 to notify implicit subscription to the REFER request results.

Table A.15.3.2.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=13579
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 OK response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 OK to SCC-AS.

9-10.
SIP BYE request (SCC AS to UE-2 through intermediate IM CN subsystem entities)
SCC AS sends a SIP BYE request towards Controllee UE (UE-2). 

11-12.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

13.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.15.3.2.2-13

SCC AS sends a SIP re-INVITE request with all the media information at the remote party, set the port number for media B to 0, and forwards it to remote party through intermediate IM CN subsystem entities.
Table A.15.3.2.2-13: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Length:0
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd

s=-
c=IN IP6 3333::aaa:bbb:ccc:ddd
t=0 0
m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
14.
SIP re-INVITE request (intermediate IM CN subsystem entities to Remote Party)
15.
 SIP 200 (OK) response (Remote party to intermediate IM CN subsystem entities) - see example in table A.15.3.2.2-15

Remote party send a SIP 200 (OK) response with SDP answer.
Table A.15.3.2.2-15 SIP 200 (OK) response (Remote Party to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=343asdfaredfatz.12, SIP/2.0/UDP scscf2.home1.net;branch=fsc35avhthaz4.22, SIP/2.0/UDP scscf1.home1.net;branch=fsc35avhthaz4.12, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.14
From: 

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:9777 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000

16.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
17-18. SIP ACK request (SCC AS to remote party) 
19-20. SIP ACK request (from SCC-AS to UE-2)

21-22.
SIP NOTIFY request (SCC-AS to UE-1)-see example in table A.15.3.2.2-21

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.15.3.2.2-21 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag = 13579
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK
Editor's Note: Whether the SDP information is needed in the SIP NOTIFY request is FFS.

23-24.
SIP 200 OK response (UE-1 to SCC-AS)

The controller UE,UE-1 acknowledges the SIP NOTIFY request by sending a SIP 200 OK response to SCC-AS.
****************** change 14 ******************

A.15.6
Remote party adds new media on controllee UE
It is assumed that UE-1 is controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and video (Media B) media flows. Subsequently, the Remote Party adds the media B flow. In this scenario it is assumed that controller UE, UE-1 automatically initiates the addition of the new media on UE-2 (Controllee) without first alerting the user and sends a SIP REFER request prior to sending back a SIP 200 (OK) response to the SIP re-INVITE request.
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Figure A.15.6: Remote party add new media on Controllee UE
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
SIP re-INVITE request (Remote Party to intermediate IM CN subsystem entities) - see example in table A.15.6-1

Remote Party sends a SIP re-INVITE request towards Controller UE (UE-1) indicating Media B is to be added in SDP offer.
Table A.15.6-1: SIP re-INVITE request (Remote Party to intermediate IM CN subsystem entities) 

INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf2.home1.net;lr>
P-Asserted-Identity: "David Fan" <sip:user3_public3@home3.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: 

To: 

Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

2-4.
SIP re-INVITE request 

Intermediate IM CN subsystem entities forward the SIP re-INVITE request to UE-1 via SCC AS according to standard IMS procedure.
5-6. SIP REFER request (UE-1 to SCC AS through intermediate IM CN subsystem entities) - see example in table A.15.6-5

The controller UE determines to add the new media (Media B) on the controllee UE. The controller UE, UE-1 sends a SIP REFER request to the SCC AS containing a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to 0 and an m line for video with the port number set to the port number of the video media line from the SDP offer in the SIP re-INVITE request from the remote UE. The SIP REFER request also includes a Target-dialog header field containing the details of the dialog for the existing session between controller UE, UE-1 and the remote UE.
Table A.15.6-5 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag=34719
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2097%0Dm%3Dvideo%204444%20RTP%2FAVP%2098>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj490333;remote-tag=13579;local-tag=24680
Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> 
Allow:
Accept:message/sipfrag
Content-Length:0
7-8.
SIP 202 (Accepted) response

SCC-AS sends a SIP 202 ACCEPTED response to controller UE-1 as response to the SIP REFER request.

9-10.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.15.3.2-5

SCC-AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.15.3.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:
To: sip:user1_public1@home1.net;tag=34719
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
11-12.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 OK response to SCC-AS.

13-14.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)-see example in table A.15.6-13

The controller UE responds to the SIP re-INVITE request in step 4.

Table A.15.6-13: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

c=IN IP6 3333::ccc:ddd:aaa:bbb
t=0 0

m=audio 8888 RTP/AVP 97
a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

15-16. SIP ACK (SCC AS to UE-1 through intermediate IM CN subsystem entities)
17.
SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)-see example in table A.15.6-15

Editor's Note: This message can be sent as soon as the SIP REFER request is received.

SCC AS sends a SIP INVITE request towards UE-2 through intermediate IM CN subsystem entities indicating Media B information in SDP offer.
Table A.15.6-17: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
Max-Forwards: 70
Route: <sip:term@scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7538;lr;comp=sigcomp>
P-Asserted-Identity: "John Doe" <sip:user3_public3@home3.net>

Privacy: none

From: <sip:user3_public3@home3.net>;tag=171828

To: <sip:user1_public2@home1.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition

Referred-By: sip:user1_public1@home1.net
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp
Content-Type: application/sdp

Content-Length: (…)
v=0
o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 4444::bbb:aaa:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

18.
SIP INVITE request (intermediate IM CN subsystem entities to UE-2)
19.
SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities) - see example in table A.15.6-19

UE-2 responds with a SIP 200 (OK) response containing the SDP answer.
Table A.15.6-19: SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
From: 

To: <sip:user1_public2@home1.net>;tag=237674
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 4444::aaa:bbb:ccc:ddd

s=-

c=IN IP6 4444::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000
20.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
21-22. SIP ACK (SCC AS  to UE-2 through intermediate IM CN subsystem entities)
23.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) - see example in table A.15.6-23

In response to the SIP re-INVITE from Remote Party,SCC AS sends a SIP 200 (OK) containing the SDP answer towards Remote Party through IM CN subsystem entities, which includes Media A and Media B information.
Table A.15.6-23: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG6bKnas34r4, SIP/2.0/UDP scscf2.visited2.net;branch=34qtrada3333.22, SIP/2.0/UDP pcscf2.visited2.net;branch=34qtrada5454.12, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

t=0 0

m=audio 8888 RTP/AVP 97

c=IN IP6 3333::ccc:ddd:aaa:bbb
a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

c=IN IP6 4444::bbb:aaa:ccc:ddd

a=rtpmap:98 MPV/90000

24.
SIP 200 (OK) response (intermediate IM CN subsystem entities to Remote Party)
25-26.
SIP ACK (Remote Party to SCC AS through intermediate IM CN subsystem entities)
Remote Party sends a SIP ACK request to intermediate IM CN subsystem entities which terminated by  SCC AS.

27-28.
SIP NOTIFY request (from SCC AS to controller UE, UE-1)

SCC-AS sends a SIP NOTIFY request to controller UE, UE-1 to inform about the success status if the inter-UE transfer.

Table A.15.6-27 SIP NOTIFY request (SCC AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:
To: sip:user1_public1@home1.net;tag=34719
From: sip:interUEtransfer@sccas1.home1.net;tag=2255
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State:terminated;reason=noresource 
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

29-30.
SIP 200 (OK) response (from controller UE to SCC AS)

The controller UE acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.
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