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Introduction
Subclause 5.12.2 for the LRF currently contains the following text.

Editor's note: EMC2: Delivery of location by the LRF – is there a requirement to do this, and if so, how do we do that. Geolocation is not allowed in responses. In any case we do not want the E-CSCF suddenly having to include a body, so it will have to be by reference. If by reference, is this substantially different to having to implement the Le interface for the PSAP. 23.167 merely says location identifier, which implies that it is not a location itself. Is this the identify carried in P-Access-Network-Info when NASS is involved, and which therefore may have been obtained by the LRF over Mq (or is that a totally different scenario).

This discussion document analyses whether we need to do anything about this editor's note.
Analysis

There are a number of mechanisms of generating location in IMS. As a result of this, the location can:

1. be delivered to the E-CSCF within the call request, i.e. within a Geolocation header field as a location by value;

2. be delivered to the E-CSCF as a reference within the call request, where such a reference can be converted into a real location. Examples of this are as a location by reference within a Geolocation header field, or indeed as a location identifier within a P-Access-Network-Info header field; and

3. be delivered to the LRF in parallel to the call request, but independent of it.

An example of the usage of 1) could be an emergency call generated by a user on a PBX attached to IMS using subscription based business trunking, where the PBX is the only entity capable of providing a reliable location for the user.

An example of the usage of 2) could be a user attached by fixed broadband, where the P-CSCF communicates with the NASS and as a result populates the P-Access-Network-Info header with the location identifier of the user.

An example of the usage of 3) is where the network determines the location of the user and makes it available at the GMLC according to 3GPP TS 23.271 procedures. The GMLC functionality is collocated with the LRF.

The location information can be used in two ways:

1. In order to determine the best PSAP to support the request, and thus provide routeing information to that PSAP. This functionality is performed by the LRF where there is a separate LRF. The current procedures all deliver the location to the LRF, either via the GMLC, or by transferring the entire contents of the incoming request to the LRF, and therefore there is no need to discuss this scenario further.
2. For delivery to the PSAP, so that the PSAP can use the information to determine where to respond to the emergency. Two subcases of this exist:

a. where the PSAP is reached in the CS domain via an MGCF

b. where the PSAP is directly IP connected.

In all cases, two solutions for delivering the location to the PSAP have to be considered:

1. With the call request.

2. By a mechanism in parallel to the call request, using some sort of reference identifier in the call request.

Where the PSAP is reached in the CS domain via an MGCF, there is a limitation provided by the existing protocols in the CS domain, i.e. ISUP. While a Geolocation parameter was defined for ISUP, it appears that no implementations were deployed for this parameter, and therefore existing CS connected PSAPs do not receive information in this manner.

What does exist is various parallel protocols that can be used to deliver the location outside the ISUP environment. One example of this is defined by TISPAN. Another example is provided within NENA i2. It is understood that both these solutions architecturally map to the PSAP to LRF interface designated as Le. 23.167 specified that this interface will remain proprietary. 
Providing the location is available at the LRF, we believe that the CS connected PSAP case is covered. The existing procedures always provide the location to the PSAP.

Where we have an IP connected PSAP, the situation is more complex, as the protocol delivering the call request to the PSAP, SIP, can contain a location, or alternatively a reference to a location, within the Geolocation header field. As this request comes from the E-CSCF, then obviously it can only use this mechanism if the E-CSCF has the location in the first place. If we look at the current mechanisms whereby the location appears in the emergency services architecture, we see that where the location is delivered via the GMLC, the E-CSCF using the current procedures would never obtain this location.

Alternatively we could also adopt a mechanism similar to that using the Le reference point, which in essence is not dissimilar to that for location by reference. In order to use this with the current SIP, somehow a location by reference URI would need to be passed from the LRF to the E-CSCF in order to populate the Geolocation header field with this URI. We currently have no procedures for doing this.

However:

1. Currently there do not appear to be any deployed IP connected PSAPs.

2. 3GPP does not define the PSAP procedures, so to a certain extent, 3GPP has to wait to see what is deployed.

It would therefore appear sensible to wait until there are deployment plans for IP connected PSAPs in order to define a mechanism that suits that deployment, rather than defining a mechanism that might never be deployed.

Proposal

It is proposed to delete the existing editors note.

The effect of this is that the existing procedures apparently cover the scenarios in support of CS connected PSAPs. More work may be required on IP connected PSAPs in the future.
