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1. Overall Description:

3GPP CT1 has identified the following impacted specifications for the IMEI from the documents it has responsibility for.
This response gives no indication on any issues that are outside the standards, for example concerning the use that the IMEI is put to within the network. We assume that it is the responsibility of GSMA to consult with operators on this issue and provide input.
The function of this LS is to take each protocol in turn that uses IMEI and assess the impact of the various changes on that specific protocol. Similar actions will need to be taken for CT4 owned protocols.
1)
3GPP TS 24.008.

The IMEI is used within the Identification procedure (see subclause 4.3.3.1. The IDENTITY REQUEST message can be sent at any time by the network. The UE responds with an IDENTITY RESPONSE message containing a Mobile identity information element which contains the IMEI. Here the IMEI is sent as 15 digits (including 1 digit that is meant to be spare and set to zero). The coding is required to be BCD digits sent with each digit in a 4 bit field.
There is the possibility that the network side of the protocol checks that the digit 15 is set to spare (identification procedure only), and that the individual digits are indeed BCD digits. However no input has been provided that implementations do this. It is probable therefore that most implementations will encode the received IMEI into the next network protocol unaltered.

Failure of the identity request is unspecified by standards but in practice can result in loss of service at that point.
The IMEI is used within the IMEISV procedures. IMEI SV can be provided in AUTHENTICATION AND CIPHERING RESPONSE message if requested in the AUTHENTICATION AND CIPHERING REQUEST message.
There is no spare digit in the IMEISV. It consists of a 14 digit IMEI plus a 2 digit software version number. There is the possibility that the network side of the protocol checks that the individual digits are indeed BCD digits. However no input has been provided that implementations do this. It is probable therefore that most implementations will encode the received IMEISV into the next network protocol unaltered. Note that issues with these subsequent protocols will need to be identified by 3GPP CT4.
Failure to correctly handle the IMEISV can result in authentication failure, and therefore failure to obtain any service from the network.

Impacted network entities are the MSC and SGSN. Other protocol entities in signalling protocols beyond the MSC/SGSN, e.g. VLR and EIR will be impacted.
Impact assessment: 

· Using hexadecimal is not expected to have major issues on the standard. Implementations probably encode the received IMEI or IMEISV into the next network protocol unaltered, but implementation is outside CT1 scope.
· Use of the extra digit will not be possible on IMEISV, except by treating as new information parameter.

· Use of new identity or extending existing identity will need to deal with issues of compatibility with previous releases at the level of the protocol.

2)
3GPP TS 24.301.

The same considerations apply as in 3GPP TS 24.008.

Impacted network entities are the MME.

3)
3GPP TS 29.018.

In certain circumstances (e.g. request from the VLR) the SGSN is required to return the IMEISV and / or the IMEI to the VLR. 

The protocol impact is similar to that for 3GPP TS 24.008 as it uses similar coding for the identities within the protocol.

Failure of to correctly provide the IMEI or IMEISV is unspecified by standards but in practice can result in loss of service at that point.

Impacted entities are the SGSN and the VLR.

Impact assessment: 

· Using hexadecimal is not expected to have major issues on the standard. Implementations probably encode the received IMEI or IMEISV into the next network protocol unaltered, but implementation is outside CT1 scope.
· Use of the extra digit will not be possible on IMEISV, except by treating as new information parameter.

· Use of new identity or extending existing identity will need to deal with issues of compatibility with previous releases at the level of the protocol.

4)
3GPP TS 29.118.

The same considerations apply as in 3GPP TS 29.018, except only the IMEISV can be requested.

Impacted network entities are the MME and the VLR.

5)
3GPP TS 24.229, 3GPP TS 29.292.

A number of specifications, as listed above, reference 3GPP TS 23.003 for the use of the IMEI in an instance id as defined in draft-montemurro-gsma-imei-urn. 

CT4 should comment on the impacts of 3GPP TS 23.003.

In general the purpose of this is to provide a unique identifier to the terminal in the Contact header field in SIP, and the actual number used does not matter to the network. Therefore provided a mechanism is provided for the UE to encode a different type of IMEI, an issue is not expected at the network. 
2. Actions:

To TSG CT.

ACTION: 
TSG CT is asked to take the associated information and respond to the GSMA / TIA  joint experts meeting.
3. Date of Next TSG-CT WG1 Meetings:

TSG-CT WG1 Meeting #63
22-26 February 2010
San Francisco, USA.

TSG-CT WG1 Meeting #64
10-14 May 2010
TBD, Japan.
