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1
Introduction
This document investigates the provision of the reference identifier support which is required to be transported from the LRF to both CS and PS connected PSAPs.

2
Current specifications

2.1
3GPP TS 23.167 requirements

Subclause 3.1

Emergency Service Query Key (ESQK): A 10-digit North American Numbering Plan number used to identify a particular emergency call instance. It is used by the LRF as a key to look up for the location information and callback information associated with the emergency call instance and is also used by the PSAP to query location information from the LRF.
Routing Determination Function (RDF): The functional entity, which may be integrated in a Location Server or in an LRF, provides the proper PSAP destination address to the E‑CSCF for routing the emergency request. It can interact with a LS to manage ESQK allocation and management, and deliver location information to the PSAP.

Subclause 4.1:

16.
As a regional option, the network shall be capable of assigning a routable location key (i.e. Emergency Services Query Key, a.k.a. ESQK, which has the same properties as the existing ESRK in wireless 911 services) to an IMS emergency session, and releasing the ESQK when the emergency session is terminated.

Subclause 6.2.3:

The LRF utilizes the RDF to provide the routing information to the E‑CSCF for routing the emergency request. The RDF can interact with a LS and manage ESQK allocation and management. The ESQK is used by the PSAP to query the LRF for location information and optionally a callback number. The LRF-PSAP interactions are outside the scope of this specification.

Information provided by the LRF to the E‑CSCF includes the routing information and other parameters necessary for emergency services, which are subject to local regulation. For example, this information may include the ESQK, ESRN, LRO in North America, location number in EU, PSAP SIP‑URI or TEL‑URI.

In order to provide the correct PSAP destination address to the E‑CSCF, the LRF may require interim location information for the UE.

In some regions, for example in the North American region, it may be a requirement to provide the PSAP with an accurate initial location estimate for the UE and possibly to provide an accurate updated location estimate for the UE if requested by the PSAP. When this requirement exists, the LRF may store a record of the emergency session including all information provided by the E‑CSCF and shall only release this record when informed by the E‑CSCF that the emergency session has terminated. The information provided by the LRF to the E‑CSCF (e.g. ESQK) shall then include correlation information identifying both the LRF and the emergency session record in the LRF. This correlation information shall be transferred to the PSAP during session establishment (e.g. in a SIP INVITE or via SS7 ISUP signalling from the MGCF). The PSAP may use this information to request an initial location estimate from the LRF and/or to request an updated location estimate.

Subclause 7.1.3

3.
If required, LRF invokes the RDF to determine the proper PSAP destination. LRF returns the necessary location/routing information (e.g., ESQK for North America or location number for EU) to the IMS network.

NOTE:
If the LRF provides an ESQK to the IMS network in step 3 or assigns any other dedicated resource to the emergency session, the IMS network shall inform the LRF when the session is released in order to allow the LRF to release this resource.

Subclause 7.6.1:

6.
The LRF sends the location information and/or the routing information to the IMS core. The LRF may also return correlation information (e.g. ESQK) identifying itself and any record stored in step 5.

7.
The IMS core uses the routing information provided in step 6 or selects an emergency centre or PSAP based on location information provided in step 3 or 6 and sends the request including the location information and any correlation information and possibly location information source, e.g., positioning method that was used to obtain the location information to the emergency centre or PSAP.
7a.
The INVITE is sent to an MGCF/MGW,
7b.
The IAM is continued towards the emergency centre or PSAP, or
7c.
The INVITE is sent directly to the emergency centre or PSAP.

9.
The PSAP may send a location request to the LRF to get the initial location information for the target UE, or to request LRF to get updated, i.e. current, location information for the target UE. The PSAP may determine the LRF based on the location and/or correlation information received in step 7. The PSAP may also include the correlation information in the request to the LRF.

10.
The LRF determines the target UE's location using one of the means listed in step 5 above. The LRF may use the correlation information received in step 9 to retrieve information about the UE that was stored in step 5.

Subclause D.1

3)
Based on the received Location Object (LO), the ECS will determine to which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The ECS then will format a SIP response with the retrieved ESRN/ESQK in the Contact fields to redirect the emergency call.

4)
The IMS Core uses the ESRN/ESQK received in the call redirect message to format an INVITE message properly, and sends it to the MGCF/MGW. A P-Asserted-Identity field may be inserted in the INVITE message, it contains either an ESQK or the CBN.

11)
The IMS Core sends an EventNotification message to the ECS with an Event indicating that the 911 call has been terminated. At this time, the ESQK allocated to the emergency session can be released.

Subclause D.2

3)
Based on the received Location Object (LO), the ECS will determine to which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The ECS then re-issues an Invite to an appropriate MGCF/MGW with the ESRN/LRO, ESQK and a record route indication. or the call to be routed to PSAP the P-Asserted-Identity contains ESQK, A P-Asserted-Identity field may be inserted in the INVITE message, f for the call to be routed to other emergency answering centre the P-Asserted-Identity contains the CBN.

8)
The E‑CSCF or MGCF/MGW forwards the hangup message to the ECS. At this time, the ESQK allocated to the emergency session can be released.

2.2
NENA i2

In NENA i2, the reference identifier is the Emergency Services Query Key (EQSK).

Section 2.1:

3. It is assumed that existing processes used for wireless carriers can be used to cause the Selective Routing Databases (SRDBs) and ALI DBs to be populated with the appropriate shell records for the Emergency Services Query Keys (ESQKs) used in this architecture.

Section 2.3.11:

Using the routing data received from the ERDB, the VPC temporarily allocates an ESQK to a particular call instance and stores information associated with that call with the ESQK pending a subsequent query from an ALI DB.

The VPC passes the ESRN, ESQK, and the Last Routing Option (LRO) to the Call Server/Routing Proxy/Redirect Proxy in the response to a request for routing information associated with the emergency call.

The VPC de-allocates the ESQK when it receives an indication that the call has ended or when the guard timer associated with the ESQK assignment expires, whichever occurs first.

Section 2.3.12:

The Emergency Services Gateway (ESGW) is the signaling and media interworking point between the IP domain and conventional trunks to the E9-1-1 SR that use either Multi-Frequency [MF] or Signaling System #7 [SS7] signaling. The ESGW uses the routing information provided in the received call setup signaling to select the appropriate trunk (group) and proceeds to signal call setup toward the SR using the ESQK to represent the Calling Party Number/Automatic Number Identification (ANI) information.

Section 2.4

Emergency Services Query Key (ESQK) – The ESQK identifies a call instance at a VPC, and is associated with a particular SR/ESN combination. The ESQK is delivered to the E9-1-1 SR and as the calling number/ANI for the call to the PSAP. The ESQK is used by the SR as the key to the Selective Routing data associated with the call. The ESQK is delivered by the SR to the PSAP as the calling number/ANI for the call, and is subsequently used by the PSAP to request ALI information for the call. The ALI database includes the ESQK in location requests sent to the VPC. The ESQK is used by the VPC as a key to look up the location object and other call information associated with an emergency call instance. The ESQK is expected to be a ten-digit North American Numbering Plan Number.

Section 2.5.3

The V2 interface is an eXtensible Markup Language (XML) query/response interface. It provides a means for the Call-Server/Routing Proxy/Redirect Server to request emergency services routing information from the VPC based on the location of the caller. The Call Server/Routing Proxy/Redirect Server sends a request containing location information (LO or LK), callback information and if available a VSP identifier to the VPC. The VPC uses the location information to interact with an ERDB to determine an ESRN for routing and an ESRN/ESN combination associated with a pool of ESQKs from which an ESQK can be allocated for the call. The ESRN and ESQK are returned over the V2 interface in the response to a request for routing information associated with an emergency call. The VPC will return an LRO, if one is available.

Section 2.5.5:

The V4 interface is used to forward the call to the appropriate ESGW. The Call Server/Routing Proxy uses the ESRN returned from the VPC to forward calls to the appropriate ESGW and inserts the ESRN and ESQK into the signaling message.

Section 2.5.6:

The V5 interface is defined as a SIP interface to a Redirect Server so it supports a subset of the SIP specification. The Call Server sends a SIP INVITE containing callback information, the PIDFLO/LK, and the VSP identifier to the Redirect Server. The Redirect Server interfaces to the VPC to obtain routing instructions for the emergency call based on the location of the caller. The VPC provides the ESRN and ESQK to the Redirect Server. The Redirect Server responds to the Call Server with a 300 response with a Contact header containing the ESRN and a PAI (described in more detail in Section 5.6) containing the ESQK. The Redirect Server will also include a Contact header including the LRO, if a LRO was included in the response from the VPC. The Call Server then selects an ESGW based on the ESRN and forwards the call to it via the V4 interface. To facilitate release of the ESQK allocated to the call, the Redirect Server will need to inform the VPC when the call has terminated. To enable termination reporting using existing SIP methods, the Redirect Server will need to send a SUBSCRIBE method to the Call Server via the V5 interface to make the Call Server aware that notification should be sent upon termination of the call. When the Call Server detects that the call has terminated, the Call Server will send a NOTIFY method via the V5 interface to the Redirect Server. Upon receiving the NOTIFY method, the Redirect Server will inform the VPC so that it can release the ESQK.

Section 2.5.7:

The V6 interface is defined as a SIP interface to a Routing Proxy. The Routing Proxy supports the full SIP specification. The Routing Proxy interfaces to the VPC via V2. The VPC provides the ESRN and ESQK, and the LRO, in a response defined by V2. The Routing Proxy then sends an INVITE with the ESRN and ESQK to the ESGW over the V4.

Section 2.5.9:

The V-E2 interface uses the E2+ protocol as defined in NENA Standards 05-001[13], with modifications required for support of i2. The ESQK is sent over the V-E2 interface. The VPC responds with the emergency caller’s location, callback number, and VoIP Provider identifier/information it received in the VSP and/or source element. 

The ALI DB will need to steer ESQK queries to the VPC provider. The ESQK may need to be identified with a VoIP Class of Service to separate the logic that is in place for Wireless. B

Section 2.5.10:

The V8 interface supports queries from the VPC to the ERDB. The VPC sends location information for the emergency caller to the ERDB to obtain routing information (ESRN), and other information to help in selection of an appropriate ESQK for the call and to support the delivery of call/location information in response to ALI database requests.

Section 2.7:

The definition of Call Server, Redirect Server, and Routing Proxy permits a variety of business relationships and responsibilities to be established. The variations considered in this document include (but are not limited to):

· VSP contracts for VPC and ESGW services from one or more providers, and retains maximum control over the processing of emergency calls. The VSP’s Call Server implements the V2 interface, directly queries the VPC for ESRN/ESQK, selects the proper ESGW given the ESRN and routes calls via the PSTN using the LRO if routing fails.

· VSP contracts separately for VPC and ESGW services but desires a SIP interface to access routing data. The Redirect Server Operator implements a Redirect Server which accepts 9-1- 1 calls from the VSP’s Call Server. The Redirect Server obtains the ESRN and ESQK from the VPC. It returns the call to the VSP’s Call Server with the ESRN and ESQK in the SIP Request URI. The Call Server selects the proper ESGW based on the ESRN. The Call Server handles alternate routing using the LRO.

· VSP contracts for a single 9-1-1 call termination service from a Routing Proxy provider and uses the V6 SIP interface to route emergency calls to the Routing Proxy provider. The Routing Proxy Service Provider receives all 9-1-1 calls at its Routing Proxy. The Routing Proxy provider implements the V2 interface, queries the VPC for ESRN/ESQK, selects the proper ESGW given the ESRN, and routes calls via the PSTN using the LRO if routing fails.

Specific scenario material not extracted.

Section 2.8.2:

In another set of scenarios, the Call Server/Proxy receives some routing information from the VPC, but this information does not include an ESRN or ESQK. In this case, the Call Server/Proxy receives a default routing number in an LRO from the VPC, without an ESRN or an ESQK. This could occur if the VPC does not successfully receive routing information from the ERDB in response to a routing query.

Another class of abnormal conditions results from network failures that make routing the emergency call over the desired primary route impossible. These include the following scenarios:

· The Call Server/Proxy receives an ESRN (along with ESQK and LRO) from the VPC, but there is no available outgoing route to an ESGW associated with the ESRN.

Another type of abnormal condition that might be encountered at the VPC is related to a lack of resources at the VPC. Specifically, the VPC successfully receives routing data from the ERDB, but there are no ESQKs available from the applicable pool to associate with the specific call instance. In this case, the VPC is expected to return a default ESQK value in the response message to the Call Server/Proxy along with an ESRN and an LRO containing a CRN, if available, or a default routing number.

Section 2.8.3:

It is possible that an emergency call gets successfully routed to an ESGW, with the expected information communicated in call setup signaling (i.e., the ESRN and ESQK), and that the ESGW can identify the appropriate outgoing trunk group to the SR associated with the received ESRN, but a trunk failure or SR failure makes it impossible for the ESGW to deliver the call to the desired SR over the primary route. In such a scenario, it is expected that the ESGW will attempt to select a secondary route for the emergency call, assuming one has been provisioned. However, if there is no way for the ESGW to route the call forward, it is expected that the ESGW will inform the Call Server/Proxy of the failure condition using the appropriate SIP signaling mechanism. The Call Server/Proxy will then follow the procedures described in Section 2.8.1.

3
Summary of requirements
The reference identifier, called variously routeable location key, ESQK and correlation information in 23.167, is required to be sent to both IP and CS network connected PSAPs. For CS network connected PSAPs, it has to therefore have an ISUP interworking.

The reference identifier is actually managed by the RDF; for the purposes of the Ml interface it is managed by the LRF end of the interface. In North American systems the ECS is the RDF.
In North American systems, the reference identifier is the ESQK which is a 10 digit North American number. In EU systems, it refers to a location identifier – not at the moment clear what this is although it is apparently not a location itself.

In NENA i2 and in terms of what is described in 3GPP TS 23.167, when an LRF is used with the Le interface, the Le interface is used for supplying all the call details and the E-CSCF merely delivers the call. The descriptions for EU systems is sketchy, but the text applies equally to both systems. So it should be noted that where Le is used, there is no need for the E-CSCF to deliver the UE / P-CSCF generated P-Asserted-Identity / P-Preferred-Identity.

How much of a requirement is there to conform to operation of existing CS connected PSAPs, and if so, what do they expect?

4
Alternative protocol mechanisms

Because the result needs to interwork with ISUP to support CS connected PSAPs, there has to be an interworking solution at the MGCF.
ISUP encoding mechanism include:

1. Reuse of an existing mapped information field, specifically the P-Asserted-Identity which maps to the called party number. Note that this is what is currently used in NENA i2, and therefore what North American CS connected PSAPs will expect to receive.
2. Creation of a new mapping to existing ISUP codepoints. Not clear at the moment what these mappings might be, and which SIP header fields form the basis of that mapping. One suggestion made on list has been to use the From header field.
3. Creation of a new ISUP encoding mechanism, such has been suggested for SRVCC support. See C3-091221 for details of this, but essentially a new usage of the Application Transport Parameter is defined by 29.205 called Mobile Service Transport (MST) and this is used to transport the IMEI found in the +sip.instance in the Contact header field of an INVITE request.
