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When a PSAP receives an emergency call, the PSAP should be capable of making a call back to the emergency caller in the case that the emergency call is prematurely released, i.e. the PSAP call taker was unable to get information about the nature of the emergency and the location of the caller. In some cases and in some jurisdictions it is also useful for the PSAP to contact the emergency caller a short while after the emergency call was successfully received and dealt with. 

This document describes the 3GPP release 9 requirements for handling PSAP call backs within the IM CN subsystem and possible protocol solutions that can be used to meet these requirements. The document also provides information on parallel work on-going in the IETF to address the problem of PSAP call backs. 
3GPP requirements for PSAP call back:
3GPP TS 22.101v9.5.0 provides the following requirements:

10.1.3
Call-Back Requirements

Subject to local/regional regulations the network shall support a call-back from a PSAP. 
It shall be possible to supply the user’s Directory Number/MSISDN/SIP URI as the CLI to the PSAP to facilitate call-back. The CLI used on call-back shall allow the PSAP to contact the same terminal that originated the emergency call. 

If the incoming call can be identified by the core network as a call-back to an emergency call (i.e. coming from a PSAP) then supplementary services at the terminating party shall be handled as described in TS 22.173 [40] for Multimedia Telephony (e.g. Communication Diversion, Communication Hold, Communication Barring).

NOTE: There is no specific callback requirement for CS supplementary services.

A call-back may be attempted any time after the emergency call release. In case of a UE in limited service state, call-back is not required.
Current capabilities in IMS for handling call backs:

Currently, the procedures defined in 3GPP TS 24.229 provide the PSAP with sufficient information to initiate a call back to the emergency caller that is registered with their home IM CN subsystem. Essentially, the call back is treated as a normal incoming call and thus subject to services invoked within the IM CN subsystem due to evaluation of IFCs at the S-CSCF that the emergency caller is registered at, or services invoked by the emergency caller, such as Communication HOLD. 

Handling the call back as a normal call does not fulfill the 3GPP SA1 requirement to identify the call back so that terminating user's supplementary service handling for PSAP call backs as described in 3GPP TS 22.173 can be applied. The following statements are taken from 3GPP TS 22.173v9.3.0, describing handling of supplementary servces when the call is identified as a PSAP call back:
The use of any of the diversion services on a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded.
In the presence of another call at the destination user where the incoming call is identified as a callback to an emergency call, then either the communication request shall be presented, or the CW service shall be used.
The use of HOLD on an emergency call, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded. 
The use of ICB on a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded.
The use of CONF on an emergency call, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded.
The use of ECT on an emergency call, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded.
Currently, 3GPP release 9 specifications do not specify a mechanism to identify PSAP call backs. Thus, the requirements in release 9 versions of 22.101 and 22.173 are not fulfilled. One reason why the protocol requirements for marking call backs have not been completed is due to parallel work in the IETF which 3GPP were intending to use. This work has not progressed very fast in the IETF and up until the main focus of the work was identification of requirements. However, possible solution approaches are now identified.

Further 3GPP considerations for marking PSAP call backs

The following are a list of further points that should be considered when deciding on a mechanism for marking PSAP call backs:

· Identification of a PSAP call back either at the edge or in the core of the IM CN subsystem would be a 3GPP specific mechanism. Why would a IETF solution be useful? Consistent solution between IETF and 3GPP. UA receives the same indication. Most likely a 3GPP solution requires an RFC. 

· For the PSAP to issue a SIP INVITE request and mark this as generated from a PSAP requires an IETF solution. 3GPP do not know yet what possible marking may be added by the PSAP. If 3GPP go in their own direction, divergent solutions may emerge, unless IETF is willing to adopt a 3GPP solution. This does not handle marking the call back from a PSTN PSAP.

· Any solution needs to satisfy security concerns to assure that the marking cannot be misused by non-PSAP entities - Network asserted/certified. 

· The marking is required to disable network based and UA based services that may result in undesirable handling of a PSAP call back – call diversion, incoming call barring, call hold, etc.

· The solution cannot necessarily rely on stateful behaviour in network entities since the emergency call and the call back can be routed via different nodes.  

IETF activities on PSAP call back marking   
The I-D draft-schulzrinne-ecrit-psap-callback-01 discusses the shortcomings of the call back requirements specified in the ECRIT Framework and PhoneBCP documents and proposes the following solution approaches for marking the call back requests:

· "sos" URI parameter as specified in an early version of draft-patel-ecrit-sos-parameter (version -01, subcaluse 4.3.3). The "sos" URI parameter is included in the Contact header by the PSAP or by a PSTN gateway (MGCF). This solution is prone to security vulnerabilities since the insertion of the URI parameter cannot verify the request was generated from a PSAP rather than a malicious entity.
· The usage of the In-Reply-To header field can provide the capability to relate the PSAP call-back to a previously made emergency call. This solution allows the UE and network entities to determine, by inference that the request is a PSAP call back, providing they maintained information pertaining to the emergency call. This mechanism also relies on the PSAP call-back routing over the same entities that the emergency call was routed over if such a solution is used to provide preferential treatment of call backs. 

· To verify that the calling party initiating the PSAP call back is indeed a PSAP UA, mechanism such as those specified in RFC 4474 (Enhancements for Authenticated Identity Management in SIP) and RFC 3325 (Private Extensions to SIP for Asserted Identity within Trusted Networks) can be used. Such a solution would mitigate security vulnerabilities but would not explicitly mark the call as a PSAP call back. There is a need for the network to be aware of PSAP addresses/domains so the network can certify or assert the PSAP identity.
· The use of a Calling Party's Parameter URI parameter in the P-Asserted-Identity is a network asserted identifier. However, it requires the network to maintain lists of PSAP identities as per the mechanism described in the previous bullet. 
3GPP CT1 discussion

· It is recommended that CT1 consider the above IETF approaches for marking PSAP call backs. 

· Furthermore, it is recommended that CT1 also discuss other possible mechanisms for marking PSAP call backs. Where in the network marking must occur should also be discussed. It would be valuable for CT1 to inform the IETF ECRIT WG of any decision or other feedback generated through discussion of mechanisms for marking PSAP call backs. 

· Finally, can CT1 agree on a mechanism in the release 9 timeframe? If the answer to this question is "No", then CT1 should inform SA1 that the identification of PSAP call back requirement cannot be fulfilled in release 9 and thus recommend that SA1 remove this requirement for their specifications. 
