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************* BEGIN CHANGE ***************
4.1
Conformance of IM CN subsystem entities to SIP, SDP and other protocols

SIP defines a number of roles which entities can implement in order to support capabilities. These roles are defined in annex A.

Each IM CN subsystem functional entity using an interface at the Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Mr' reference point, the Cr reference point, the Mw reference point, the I2 reference point and the Ici reference point, and also using the IP multimedia Subsystem Service Control (ISC) Interface, shall implement SIP, as defined by the referenced specifications in Annex A, and in accordance with the constraints and provisions specified in annex A, according to the following roles.

The Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Cr reference point, the Mw reference point, the I2 reference point and the ISC reference point are defined in 3GPP TS 23.002 [2]. The Ici reference point is defined in 3GPP TS 23.228 [7]. The Mr' reference point is defined in 3GPP TS 23.218 [5].
-
The User Equipment (UE) shall provide the User Agent (UA) role, with the exceptions and additional capabilities to SIP as described in subclause 5.1, with the exceptions and additional capabilities to SDP as described in subclause 6.1, and with the exceptions and additional capabilities to SigComp as described in subclause 8.1. The UE shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2). The UE may include one or several interconnected SIP elements registered as a single logical entity when the UE performs the functions of an external attached network (e.g. an enterprise network). This specification does not place any constraint on the SIP role played by each of the elements as long as the compound entity appears to the IM CM subsystem as a SIP UA with the aforementioned exceptions and additional capabilities except for the modifications defined by the UE performing the functions of an external attached network modifying role in annex A.
NOTE 1:
When the UE performs the functions of an external attached network (e.g. an enterprise network), the internal structure of this UE is outside the scope of this specification. It is expected that in the most common case, several SIP elements will be connected to an additional element directly attached to the IM CN subsystem.
-
The P-CSCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.2, with the exceptions and additional capabilities to SDP as described in subclause 6.2, and with the exceptions and additional capabilities to SigComp as described in subclause 8.2. Under certain circumstances as described in subclause 5.2, the P-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
when acting as a subscriber to or the recipient of event information; and

b)
when performing P-CSCF initiated dialog-release, even when acting as a proxy for the remainder of the dialog.


The P-CSCF shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2).

-
The I-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.3.

-
The S-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.4, and with the exceptions and additional capabilities to SDP as described in subclause 6.3. Under certain circumstances as described in subclause 5.4, the S-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
the S-CSCF shall also act as a registrar. When acting as a registrar, or for the purposes of executing a third-party registration, the S-CSCF shall provide the UA role;

b)
as the notifier of event information the S-CSCF shall provide the UA role;

c)
when providing a messaging mechanism by sending the MESSAGE method, the S-CSCF shall provide the UA role; and

d)
when performing S-CSCF initiated dialog release the S-CSCF shall provide the UA role, even when acting as a proxy for the remainder of the dialog.

-
The MGCF shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.4.

-
The BGCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.6.

-
The AS, acting as terminating UA, or redirect server (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.1), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.2, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as originating UA (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.2), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.3, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as a SIP proxy (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.3), shall provided the proxy role, with the exceptions and additional capabilities as described in subclause 5.7.4.

-
The AS, performing 3rd party call control (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.4), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.6. An AS performing media control of an MRFC shall also support the procedures and methods described in subclause 10.2.
NOTE 2:
Subclause 5.7 and its subclauses define only the requirements on the AS that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [5].

-
The AS, receiving third-party registration requests, shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.

-
The MRFC shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.8, and with the exceptions and additional capabilities to SDP as described in subclause 6.5. The MRFC shall also support the procedures and methods described in subclause 10.3 for media control.
-
The IBCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.10. If the IBCF provides an application level gateway functionality (IMS-ALG), then the IBCF shall provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10, and with the exceptions and additional capabilities to SDP as described in subclause 6.7. If the IBCF provides screening functionality, then the IBCF may provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10.

-
The E-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.11. Under certain circumstances as described in subclause 5.11, the E-CSCF shall provide the UA role in accordance with RFC 3323 [33], with the additional capabilities, as follows:
a)
when operator policy (e.g. determined by national regulatory requirements applicable to emergency services) allows user requests for suppression of public user identifiers and location information, then the E-CSCF shall provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.11; and

b)
when performing E-CSCF initiated dialog release the E-CSCF shall provide the UA role, even when acting as a proxy for the remainder of the dialog, e.g. for any of the reasons specified in draft-ietf-sip-location-conveyance [89] or RFC 3323 [33].
-
The MSC Server enhanced for ICS shall provide the UA role, with the exceptions and additional capabilities as described in 3GPP TS 24.292 [8O].
In addition to the roles specified above, the P-CSCF, the I-CSCF, the IBCF, the S-CSCF, the BGCF and the E-CSCF can act as a UA when providing server functionality to return a final response for any of the reasons specified in RFC 3261 [26].

NOTE 3:
Annex A can change the status of requirements in referenced specifications. Particular attention is drawn to table A.4 and table A.162 for capabilities within referenced SIP specifications, and to table A.317 and table A.328 for capabilities within referenced SDP specifications. The remaining tables build on these initial tables.

NOTE 4:
The allocated roles defined in this clause are the starting point of the requirements from the IETF SIP specifications, and are then the basis for the description of further requirements. Some of these extra requirements formally change the proxy role into a B2BUA. In all other respects other than those more completely described in subclause 5.2 the P-CSCF implements proxy requirements. Despite being a B2BUA a P-CSCF does not implement UA requirements from the IETF RFCs, except as indicated in this specification, e.g., relating to registration event subscription.

NOTE 5:
Except as specified in clause 5 or otherwise permitted in RFC 3261, the functional entities providing the proxy role are intended to be transparent to data within received requests and responses. Therefore these entities do not modify message bodies. If local policy applies to restrict such data being passed on, the functional entity has to assume the UA role and reject a request, or if in a response and where such procedures apply, to pass the response on and then clear the session using the BYE method.

All the above entities are functional entities that could be implemented in a number of different physical platforms coexisting with a number of other functional entities. The implementation shall give priority to transactions at one functional entity, e.g. that of the the E-CSCF, over non-emergency transactions at other entities on the same physical implementation. Such priority is similar to the priority within the functional entities themselves specified elsewhere in this document.

Additional routeing functionality can be provided to support the ability for the IM CN subsystem to provide transit functionality as specified in Annex I. The additional routeing functionality shall assume the proxy role.

4.2
URI and address assignments

In order for SIP and SDP to operate, the following prerequisite conditions apply:

************* END CHANGE *****************
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10
Media control

10.1
General

The choice of which media control methods below to use is service specific, it depends on the functionality required and physical deployment architectures.

Combinations of the capabilities below are supported by the use of the control channel framework draft-ietf-mediactrl-sip-control-framework [146] with associated media control packages.

For security, the principles and protocols described in 3GPP TS 33.210 [19A] shall take precedence over those specified in the referenced specifications in this clause.

For codecs, those described in access specific specifications shall take precedence over those specified in the referenced specifications in this clause.

10.2
Procedures at the AS

10.2.1
General

An AS requesting charging information and authorisation for specific media operations and media usage controlled by the MRFC shall use draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages.

NOTE: 
This is in addition to the charging related procedures in clause 5 and to the charging information and authorisation requests, defined in 3GPP TS 32.260 [17] which provide charging information and authorisation for SIP session and SDP information.

An AS may support delegation of an XML (such as CCXML or SCXML) script execution to an MRFC. An AS supporting delegation of XML script execution shall use draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages.

The packages, or extensions to existing packages using the draft-ietf-mediactrl-sip-control-framework [146] framework are not specified in this release.

10.2.2
Tones and announcements

10.2.2.1
General

An AS may support control of the MRFC for tones and announcements. An AS supporting control of the MRFC for tones and announcements shall support one or more of the following methods:
-
RFC 4240 [144] announcement service;

-
draft-ieft-mediactrl-vxml [145]; or

-
draft-ietf-mediactrl-sip-control-framework-03 [146] and draft-ietf-mediactrl-ivr-control-package [147].

10.2.2.2
Basic network media services with SIP

The AS may support control of the MRFC for basic announcements by the use of RFC 4240 [144] and the announcement service described in RFC 4240 [144] subclause 3.
The media control commands are carried between the AS and the MRFC either directly over the Mr' interface or via the S-CSCF over the ISC and Mr interfaces.
The AS shall provide remote prompts to the MRFC using the AS-MRFC Cr interface.

10.2.2.3
SIP interface to VoiceXML media services

The AS may support control of the MRFC for voice dialogs by the use of draft-ieft-mediactrl-vxml [145].

The media control commands are carried between the AS and the MRFC either directly over the Mr' interface or via the S-CSCF over the ISC and Mr interfaces.

The AS shall provide remote prompts and scripts to the MRFC using the AS-MRFC Cr interface.

Data shall be returned to the AS from the MRFC by either use of the AS-MRFC Cr interface (subclause 4.1 of draft-ieft-mediactrl-vxml [145]), via the ISC interface (subclause 4.2 of draft-ieft-mediactrl-vxml [145]) or via the Mr' interface.

10.2.2.4
Media control channel framework and packages

The AS may support control of the MRFC for interactive voice response by the use of draft-ietf-mediactrl-ivr-control-package [147] and draft-ietf-mediactrl-sip-control-framework [146].

The AS shall provide remote prompts, media control commands and scripts to the MRFC using the AS-MRFC Cr interface.

The AS shall implement the control client role as described in draft-ietf-mediactrl-sip-control-framework [146].

10.2.3
Ad-hoc conferences

10.2.3.1
General

An AS may support control of the MRFC for ad-hoc conferencing. An AS supporting control of the MRFC for ad-hoc conferencing shall support one or more of the following methods:
-
RFC 4240 [144] conference service; or

-
draft-ietf-mediactrl-sip-control-framework-03 [146] and draft-ietf-mixer-control-package [148].

10.2.3.2
Basic network media services with SIP

The AS may support control of the MRFC for basic conferencing by the use of RFC 4240 [144] and the conference service described in RFC 4240 [144] subclause 5.

The media control commands are carried between the AS and the MRFC either directly over the Mr' interface or via the S-CSCF over the ISC and Mr interfaces.

10.2.3.3
Media control channel framework and packages

The AS may support control of the MRFC for conference mixing by the use of draft-ietf-mixer-control-package [148] and draft-ietf-mediactrl-sip-control-framework [146].

An AS may support control of the MRFC for floor controlled conferences (as specified in 3GPP TS 24.147 [8B]), via the use of draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages. The packages, or extensions to existing packages using the draft-ietf-mediactrl-sip-control-framework [146] framework are not specified in this release.

An AS may support control of the MRFC for session-mode messaging conferences (as specified in 3GPP TS 24.247 [8F]), via the use of draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages. The packages, or extensions to existing packages using the draft-ietf-mediactrl-sip-control-framework [146] framework are not specified in this release.

The AS shall provide media control commands to the MRFC using the AS-MRFC Cr interface.

The AS shall implement the control client role as described in draft-ietf-mediactrl-sip-control-framework [146].

10.2.4
Transcoding

10.2.4.1
General

An AS may support control of the MRFC for transcoding. An AS supporting control of the MRFC for transcoding shall support one or more of the following methods:
-
RFC 4240 [144] conference service; or

-
draft-ietf-mediactrl-sip-control-framework-03 [146] and draft-ietf-mixer-control-package [148].

10.2.4.2
Basic network media services with SIP

The AS may support control of the MRFC for transcoding by the use of RFC 4240 [144] and the conference service described in RFC 4240 [144] subclause 5.

The media control commands are carried between the AS and the MRFC either directly over the Mr' interface orvia the S-CSCF over the ISC and Mr interfaces.

10.2.4.3
Media control channel framework and packages

The AS may support control of the MRFC for transcoding by the use of draft-ietf-mixer-control-package [148] and draft-ietf-mediactrl-sip-control-framework [146].

The AS shall provide media control commands to the MRFC using the AS-MRFC Cr interface.

The AS shall implement the control client role as described in draft-ietf-mediactrl-sip-control-framework [146].

10.3
Procedures at the MRFC

10.3.1
General

An MRFC required to generate charging information and authorize requests from an AS for specific media operations and media usage shall support draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages.

NOTE: 
This is in addition to the charging related procedures in clause 5 and to the charging information and authorisation requests, defined in 3GPP TS 32.260 [17] which provide charging information and authorisation for SIP session and SDP information. 
An MRFC may support delegated XML (such as CCXML or SCXML) script execution from an AS. An MRFC supporting delegation of XML script execution shall use draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages.

The packages, or extensions to existing packages using the draft-ietf-mediactrl-sip-control-framework [146] framework above are not specified in this release.
10.3.2
Tones and announcements

10.3.2.1
General

An MRFC may support control of tones and announcements. An MRFC supporting control of tones and announcements shall support one or more of the following methods:
-
RFC 4240 [144] announcement service;

-
draft-ieft-mediactrl-vxml [145]; or

-
draft-ietf-mediactrl-sip-control-framework-03 [146] and draft-ietf-mediactrl-ivr-control-package [147].

10.3.2.2
Basic network media services with SIP

The MRFC may support control of basic announcements by the use of RFC 4240 [144] and the announcement service described in RFC 4240 [144] subclause 3.
The media control commands are received from the AS either directly over the Mr' interface or via the S-CSCF over the ISC and Mr interfaces.
The MRFC shall fetch remote prompts from the AS using the AS-MRFC Cr interface.
The MRFC acts as the media server described in RFC 4240 [144].
10.3.2.3
SIP interface to VoiceXML media services

The MRFC may support control of voice dialogs by the use of draft-ieft-mediactrl-vxml [145].

The media control commands are received from the AS either directly over the Mr' interface or via the S-CSCF over the ISC and Mr interfaces.

The MRFC shall fetch remote prompts and scripts from the MRFC using the AS-MRFC Cr interface.

Data shall be returned to the AS from the MRFC by either use of the AS-MRFC Cr interface (subclause 4.1 of draft-ieft-mediactrl-vxml [145]),  via the ISC interface (subclause 4.2 of draft-ieft-mediactrl-vxml [145]) or via the Mr' interface.

The MRFC acts as the VoiceXML media server described in draft-ieft-mediactrl-vxml [145].

10.3.2.4
Media control channel framework and packages

The MRFC may support control of interactive voice response by the use of draft-ietf-mediactrl-ivr-control-package [147] and draft-ietf-mediactrl-sip-control-framework [146].

The MRFC shall fetch remote prompts and scripts from the MRFC using the AS-MRFC Cr interface. The MRFC shall send media control command responses and notifications to the AS using the AS-MRFC Cr interface.

The MRFC shall implement the control server role as described in draft-ietf-mediactrl-sip-control-framework [146].

10.3.3
Ad-hoc conferences

10.3.3.1
General

An MRFC may support control of ad-hoc conferencing. An MRFC supporting control of ad-hoc conferencing shall support one or more of the following methods:
-
RFC 4240 [144] conference service; or

-
draft-ietf-mediactrl-sip-control-framework [146] and draft-ietf-mixer-control-package [148].

10.3.3.2
Basic network media services with SIP

The MRFC may support control of basic conferencing by the use of RFC 4240 [144] and the conference service described in RFC 4240 [144] subclause 5.

The media control commands are received from the AS either directly over the Mr' interface or via the S-CSCF over the ISC and Mr interfaces.

The MRFC acts as the media server described in RFC 4240 [144].

10.3.3.3
Media control channel framework and packages

The MRFC may support control of conference mixing by the use of draft-ietf-mixer-control-package [148] and draft-ietf-mediactrl-sip-control-framework [146].

An MRFC may support control of floor controlled conferences (as specified in 3GPP TS 24.147 [8B]), via the use of draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages. The packages, or extensions to existing packages using the draft-ietf-mediactrl-sip-control-framework [146] framework are not specified in this release.

An MRFC may support control of session-mode messaging conferences (as specified in 3GPP TS 24.247 [8F]), via the use of draft-ietf-mediactrl-sip-control-framework [146] together with appropriate packages. The packages, or extensions to existing packages using the draft-ietf-mediactrl-sip-control-framework [146] framework are not specified in this release.

The MRFC shall send media control command responses and notifications to the AS using the AS-MRFC Cr interface.

The MRFC shall implement the control server role as described in draft-ietf-mediactrl-sip-control-framework [146].

10.3.4
Transcoding

10.3.4.1
General

An MRFC may support control of transcoding. An MRFC supporting control of transcoding shall support one or more of the following methods:
-
RFC 4240 [144] conference service; or

-
draft-ietf-mediactrl-sip-control-framework [146] and draft-ietf-mixer-control-package [148].

10.3.4.2
Basic network media services with SIP

The MRFC may support control of transcoding by the use of RFC 4240 [144] and the conference service described in RFC 4240 [144] subclause 5.

The media control commands are received from the AS either directly over the Mr' interface or via the S-CSCF over the ISC and Mr interfaces.

The MRFC acts as the media server described in RFC 4240 [144].

10.3.4.3
Media control channel framework and packages

The MRFC may support control of transcoding by the use of draft-ietf-mixer-control-package [148] and draft-ietf-mediactrl-sip-control-framework [146].

The MRFC shall send media control command responses and notifications to the AS using the AS-MRFC Cr interface.

The MRFC shall implement the control server role as described in draft-ietf-mediactrl-sip-control-framework [146].
***************** END CHANGE *******************
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