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1
Introduction

The Discussion papers C1-094154 (Alcatel-Lucent) and C1-094079 (Nokia Siemens Network) proposed solution for the MI Interface. In particular the C1-094154 brought up the use of NENA i2 v5 interface. 

This discussion paper provides more information about the NENA i2 architecture and the NENA i2 v2 interface.
2
NENA architecture
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VPC = VoIP Positioning Center

LIS   = Location Information Server
5.3 V2 – Call Server/Routing Proxy/Redirect Server to VPC

Since the VPC is considered to be part of the emergency service network, the V2 interface is

specified in this document.

This section describes the VoIP E9-1-1 i2 migration standard for the V2 interface between the VoIP

Call-Server/Proxy and the VPC as shown in Figure 2-1. This interface provides a means for the Call-

Server to request emergency services routing information from the VPC, and to inform the VPC, at

call termination, when a routing/query key is no longer required. The interface consists of four

messages and these are introduced in subsequent paragraphs. The V2 interface is XML-based.

The V2 interface is likely to need to operate in a variety of network environments, some trusted, and

some not. It for this reason that the HTTPS protocol using webservices has been selected as the

transport mechanism for the V2 interface, as this provides strong security mechanisms and readily

able to traverse enterprise and commercial firewalls when correctly configure.
3
Summary
As the architecture figure shows that the use of V5 only introduces one step more! The redirect server will use v2 before returning a 3xx response to the call server so it would be simpler to use V2 directly. 
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