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1. Introduction
This paper discusses how we can simplify the SSAC barring logic.
2. Discussion
In common Access Class (AC) barring, access barring behaviour is different depending on AC which UE has. This paper summarizes the UE behaviour of existing common AC barring and proposes access barring logic for SSAC, which commonly applies to any AC. 
2.1 Access barring logic in Common AC Barring.
This paper firstly tries to re-cap how common AC barring works (for example, how common AC barring decides access barring for MO call) in the following.
Case1) NAS layer is requesting RRC connection establishment for MO call (AC 0-9)
1) If access for MO call is already barred (back-off timer T302 or T303 is running), the access is barred 
2) Draw a uniform random number between 0 and 1 
3) compare the random number with ac-BarringFactor contained in the ac-BarringForMO-Data. If the ac-

BarringFactor is higher than the random number, the access is not barred. If not, the access is barred.
4) If T303 and T302 is not running, decide T303 value and start running access barring timer for MO call (T303).
　Note that while the timer is running, access for MO call shall be assumed as “barred”.
Case2) NAS layer is requesting RRC connection establishment for MO call (AC 11-15)
1) If access for MO call is already barred (back-off timer T302 or T303 is running), the access is barred 
2) Else if System information broadcast includes access barring information for MO call and access is barred for AC11-15 then, draw a uniform random number between 0 and 1
3) compare the random number with ac-BarringFactor contained in the ac-BarringForMO-Data. If the ac-

BarringFactor is higher than the random number, the access is not barred. If not, the access is barred.
4) If T303 and T302 is not running, decide T303 value and start running access barring timer for MO call (T303).
　Note that while the timer is running, access for MO call shall be assumed as “barred”.
The following simply summarise the both logic mentioned above.  

1) Check whether back-off timer is running or not
2) decide whether the UE is barred or not
     (In case, AC has 0-9 value range, draw a uniform random number and compare it with ac-BarringFactor.

In case, AC has 11-15 value range, check the value of ac-BarringForSpecialAC. If the access is barred, then draw uniform random number and compare it with ac-Barring Factor)

3) Start back-off timer if the timer is not running
In the description above, underlined logic is common regardless of AC information the UE have. The only difference is whether the access barring rate (ac-BarringFactor) is used for decision of barring enforcement in step2.

From here, we can see that access barring logic in SSAC can be simplified so about the application does not need to be aware of the AC the UE has, by introducing some small AC handling mechanism in RRC layer. By introducing a logic commonly applicable to any AC, there is an advantage to reduce complexity of implementation of SSAC. In the following section, this paper focuses on the motivation and the handling of AC11-15 in RRC layer, in order to optimise the logic in the MMTEL application.
2.2 What information is provided to the upper layer (MMTEL/ IMS layer) regarding SSAC?
One simple way is to forward all SSAC related information to the upper layer when SSAC information is present in the broadcast signalling from eNB.

An aspect that needs special consideration is how ACs 11-15 are treated. Although the ACs stored in the UE (USIM) can be forwarded to the upper layer, together with the barring status for ACs 11-15 (e.g. ac-BarringForSpecialAC equivalent for SSAC), this would be undesirable in case the MMTEL/ IMS layer is implemented e.g., in a laptop. With this model, in the laptop scenario, the ACs stored in the UE (USIM), or the data card, needs to be delivered to the laptop. Hence, the ACs are disclosed to the laptop or ultimately, the user.

To prevent such disclosure of ACs, the AC handling can be concealed in the AS layer. That is, the AS layer can determine the barring status for the ACs 11-15 based on the barring status for ACs 11-15, and only the result can be conveyed to the MMTEL/ IMS layer.

Pushing one step further, the barring check result for ACs 11-15 can be merged with the the SSAC barring rate (e.g. ac-BarringFactor equivalent for SSAC) used for ACs 0-9. This is described in Fig.1. With this approach, only the ’SSAC barring rate’ and the ‘SSAC back-off timer value’ (e.g. the value in ac-BarringTime equivalent for SSAC) need to be conveyed to the MMTEL/ IMS layer. This will significantly simplify the SSAC model in the MMTEL/ IMS layer, and the ACs stored in the UE (USIM) is completely hidden from the MMTEL/ IMS layer.
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Fig.1  Concealing ACs 11-15 from the MMTEL/ IMS layer.
Proposal 1:  

AC 11-15 barring check shall be performed in the AS (RRC) layer, and only the result should be conveyed to the MMTEL/ IMS layer. The result shall be reflected to the ’barring rate’, that is delivered to the MMTEL/ IMS layer. Only the ’barring rate’ and the ’barring time’ shall be delivered to the MMTEL/ IMS layer.
2.2 How to determine the access is barred or not in SSAC.
This paper moves on to show the proposed simplified access barring logic for SSAC.
Assumption)

Based on the discussion above, the following information is supposed to be provided from lower layer:

· barring factor for MMTEL voice

· barring time for MMTEL voice

· barring factor for MMTEL video

· barring time for MMTEL video

· barring status for AC10 (emergency)

Case3) User is initiating MMTEL voice call

1) If access for MMTEL voice is already barred (i.e. timer Tx running), the access is barred and the UE have to reject the MMTEL voice session establishment
2) If not, draw a uniform random number between 0 and 1

3) Compare the random number with ’the barring factor for MMTEL voice’ provided by the lower layer. If the the barring rate is higher than the random number, the access is not barred. If not, the access is barred.

4) If barred, start running access barring timer for MMTEL voice (Tx).

　Note that while the timer is running, access using MMTEL audio shall be assumed as “barred”
Proposal 2:  

This paper proposes CT1 to agree SSAC to have simple access barring logic mentioned above.
3. Conclusion

This paper discussed on detail of SSAC realization and proposes to CT1 to agree on

Proposal 1: AC 11-15 barring check shall be performed in the AS (RRC) layer, and only the result should be conveyed to the MMTEL/ IMS layer. The result shall be reflected to the ’barring rate’, that is delivered to the MMTEL/ IMS layer. Only the ’barring rate’ and the ’barring time’ shall be delivered to the MMTEL/ IMS layer.
Proposal 2: SSAC to have simplified access barring logic with no AC awareness in MMTEL layer.
Proposal 3: Agree on the CR(see attached)

