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* * * First change * * * *

6.4.4
Multiple PDN support for trusted non-3GPP access

Connectivity to multiple PDNs via trusted non-3GPP access is supported in the EPS when the network policies, the non-3GPP access and user subscription allow it. If the UE supports dynamic mobility management selection the UE shall use the same mobility protocol when multiple connections are established, see 3GPP TS 23.402 [6].

When using the S2a interface to establish connections to additional PDNs the UE shall send a trigger for additional PDN connectivity specific to the non-3GPP access. The UE shall include an APN in this trigger to connect to the desired PDN. The UE shall also indicate the Attach Type to the trusted non-3GPP access during additional PDN connectivity. The Attach Type shall distinguish between Initial Attach and Handover Attach. The access specific Handover Attach indication shall contain information that unambiguously indicates which PDN connection shall be established in the non-3GPP access. When the UE has multiple PDN connections in the non-3GPP access, the UE and the network shall use an access specific mechanism to identify a single PDN connection that is to be modified or released.
If the UE is handing over to the trusted non-3GPP access using S2a and the UE has more than one PDN connection to a given APN in the source access network, the UE shall establish all PDN connections in the target non-3GPP access. If the target non-3GPP access network does not support multiple PDN connections to a single APN, only one PDN connection to the given APN shall be established in the target non-3GPP access as specified in 3GPP TS 23.402 [6]. 
During handover, if the UE has a preferred PDN connection out of multiple PDN connections to a single APN, the UE shall first request to establish its preferred PDN connection. After the first PDN connection establishment is completed, the UE can establish simultaneously the other PDN connections to the same APN. The UE shall determine which PDN connection is re-established in the non-3GPP access based on the home address information (i.e. IPv4 address or IPv6 prefix or both) provided by the network.
NOTE 1:
By attempting to handover its most preferred connection first before other connections, the UE, if allowed by the network, can ensure that its most preferred connection is handed over to the target non-3GPP access network. If the target non-3GPP access network does not support multiple PDN connections to a single APN, the subsequent PDN connections of the UE will be released by the network. If the UE knows that only one PDN connection to a single APN is allowed in the target non-3GPP access network, the UE may tear down all other PDN connections except its most preferred one in the 3GPP access prior to the handover.
NOTE 2:
The indication about Attach type is non-3GPP access network specific and its coding is out of scope of this specification.

NOTE 3:
The trigger for additional PDN connectivity, modification or release is non-3GPP access network specific and its coding is out of scope of this specification.
When using the S2c interface, the UE shall follow the procedures described in 3GPP TS 24.303 [11] to connect to multiple PDNs.


* * * End of first change * * * *
* * * Second change * * * *

6.5.3
Multiple PDN support for untrusted non-3GPP access network

Connectivity to multiple PDNs via untrusted non-3GPP access is supported in the EPS when the network policies, the non-3GPP access and the user subscription allow it. If the UE supports dynamic mobility management selection the UE shall use the same mobility protocol when multiple connections are established, see 3GPP TS 23.402 [6].
When using the S2b interface to establish additional PDN connections, the UE shall establish an IPSec tunnel with the same ePDG for each PDN connection. For each tunnel establishment procedure, the UE shall indicate to the ePDG an APN to the desired PDN and an Attach Type indication as specified in subclause 7.2.2. If the UE indicates a Handover Attach Type, both the APN and the home address information uniquely indentify the PDN connection for which the IPsec tunnel is to be established. 
If the UE is handing over to the untrusted non-3GPP access using S2b and the UE has more than one PDN connection to a given APN in the source access network, the UE shall establish all PDN connections in the target non-3GPP access. If the non-3GPP access network does not support multiple PDN connections to a single APN, only one PDN connection out of multiple PDN connections to that given APN shall be re-established in the target non-3GPP access as specified in 3GPP TS 23.402 [6]. 
During handover, if the UE has a preferred PDN connection out of multiple PDN connections to a single APN, the UE shall first request to establish an IPsec tunnel with the ePDG for its preferred PDN connection. To indicate its preferred PDN connection to the ePDG during the IPsec tunnel establishment, the UE, if supporting IP address preservation for NBM, shall include the home address information (i.e. IPv4 address or IPv6 prefix or both) of the PDN connection in the an Attach Type indication as specified in subclause 7.2.2. After the first IPsec tunnel establishment is completed, the UE can establish simultaneously IPsec tunnels for the other PDN connections to the same APN. The UE shall determine which PDN connection is re-established in the non-3GPP access based on the home address information provided by the network.
NOTE 1:
By attempting to establish an IPsec tunnel for its most preferred connection first before other connections, the UE, if allowed by the network, can ensure that its most preferred connection is handed over to the target non-3GPP access network. If the ePDG does not support multiple PDN connections to a single APN, the subsequent PDN connections of the UE will be released by the network. If the UE knows that only one PDN connection to a single APN is supported by the ePDG, the UE may tear down all other PDN connections except its most preferred one in the 3GPP access prior to the handover.
When using the S2c interface, the UE shall follow the procedures described in 3GPP TS 24.303 [11] when establishing multiple PDN connections. For multiple PDN connections over the S2c interface, the UE shall establish only one IPsec tunnel to the ePDG.

* * * End of second change * * * *
* * * Third change * * * *

7.4.1
Tunnel establishment

Upon receipt of an IKE_AUTH request message from the UE requesting the establishment of a tunnel, the ePDG shall proceed with authentication and authorization. The basic procedure described in 3GPP TS 33.402 [15], while further details are given below.
During the UE's authentication and authorization procedure, the 3GPP AAA server provides to the ePDG an indication about the selected IP mobility mechanism as specified in 3GPP TS 29.273 [17].

The ePDG shall proceed with IPsec tunnel setup completion and shall relay in the IKEv2 Configuration Payload (CFG_REPLY) of the final IKE_AUTH response message the remote IP address information to the UE. If NBM is used as IP mobility mechanism, the ePDG shall assign either an IPv4 address or an IPv6 Home Network Prefix or both to the UE via a single CFG_REPLY Configuration Payload. If the UE requests for both IPv4 address and IPv6 prefix, but the ePDG only assigns an IPv4 address or an IPv6 Home Network Prefix due to subscription restriction or network preference, the ePDG shall include the assigned remote IP address information (IPv4 address or IPv6 prefix) via a single CFG_REPLY Configuration Payload. If the ePDG assigns an IPv4 address, the CFG_REPLY contains the INTERNAL_IP4_ADDRESS attribute. If the ePDG assigns an IPv6 Home Network Prefix, the CFG_REPLY contains the INTERNAL_IP6_SUBNET configuration attribute. The ePDG obtains the IPv4 address and/or the IPv6 Home Network Prefix during the PBU/PBA exchange with the PDN GW. If the UE does not provide an APN to the ePDG during the tunnel establishment, the ePDG shall include the default APN in the IDr payload of the IKE_AUTH response message.
If DSMIPv6 is used as IP mobility mechanism, depending on the information provided by the UE in the CFG_REQUEST payload the ePDG shall assign to the UE either a local IPv4 address or local IPv6 address (or a local IPv6 prefix) via a single CFG_REPLY Configuration Payload. If the ePDG assigns a local IPv4 address, the CFG_REPLY contains the INTERNAL_IP4_ADDRESS attribute. If the ePDG assigns a local IPv6 address or a local IPv6 prefix the CFG_REPLY contains correspondingly the INTERNAL_IP6_ADDRESS or the INTERNAL_IP6_SUBNET attribute. If the UE provided an APN to the ePDG during the tunnel establishment, the ePDG shall not change the provided APN and shall include the APN in the IDr payload of the IKE_AUTH response message. An IPsec tunnel is now established between the UE and the ePDG.
If the UE indicates Handover Attach as described in subclause 7.2.2 and the ePDG obtains one or more PDN GW identities from the 3GPP AAA server, the ePDG shall use these identified PDN GWs in the subsequent PDN GW selection process. If the UE indicates Initial Attach as described in subclause 7.2.2 and there is already an IKEv2 security association between the UE and the ePDG for the APN indicated in the Initial Attach, the ePDG shall use the PDN GW which was already selected for the existing IKEv2 security association to that APN. If the UE indicates Initial Attach as described in subclause 7.2.2 and there is no existing IKEv2 security association between the UE and the ePDG for the APN indicated in the Initial Attach, the ePDG may run its initial PDN GW selection process to determine the PDN GW without using the received PDN GW identities.
The ePDG shall support IPSec ESP (see IETF RFC 4303 [32]) in order to provide secure tunnels between the UE and the ePDG as specified in 3GPP TS 33.402 [15].

During the IKEv2 authentication and tunnel establishment, if the UE requested the HA IP address(es) and if DSMIPv6 was chosen and if the HA IP address(es) are available, the ePDG shall provide the HA IP address(es) (IPv6 address and optionally IPv4 address) for the APN indicated in the "IDr" payload in the IKE_AUTH request message. The ePDG provides the HA IP address(es) in the HOME_AGENT_ADDRESS attribute of the CFG_REPLY Configuration Payload. The ePDG sets respectively the IPv6 Home Agent address field and optionally the IPv4 Home Agent address field of the HOME_AGENT_ADDRESS attribute to the IPv6 address of the HA and to the IPv4 address of the HA. If no IPv4 HA address is available at the ePDG or if it was not requested by the UE, the ePDG shall omit the IPv4 Home Agent Address field. If the ePDG is not able to provide an IPv6 HA address for the corresponding APN, then the ePDG shall not include a HOME_AGENT_ADDRESS attribute in the CFG_REPLY Configuration Payload.
* * * End of third change * * * *
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