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***CHANGE***
7.1
Overview of I1 protocol functionality 

The I1 protocol includes the procedures for establishing, maintaining, and clearing call legs between the UE and the SCC AS (see figure 7.1).
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Figure 7.1 UE session signalling and bearer path using I1 interface for Service Control Signalling Path

NOTE:
Figure 7.1 illustrates an MSC server that is not enhanced for ICS. I1 can also be used when deploying an MSC server enhanced for ICS as specified in TS 23.292 [2].
The I1 protocol is a message based point-to-point protocol. The I1 protocol messages are exchanged between the UE and the SCC AS over a point-to-point transport-layer connection (e.g. USSD). Therefore, the I1 protocol does not include any routing capabilities. To address the ICS UE in CS network and establish a transport-layer connection, (the IUA of) the SCC AS shall convert the called party identity (i.e., IMS public user identity) to the CS domain number (i.e., MSISDN, MDN, etc.).
The I1 protocol assumes that there is an associated connection-control protocol that incorporates media negotiation capabilities and provides the setting up and clearing of the connection over which the media will be exchanged. Therefore, any signalling between the UE and the CS access domain (see figure 7.1), as well as the SIP signalling between the MGCF and the SCC AS should be viewed as a procedure to establish a media connection rather then a call control signalling. Obviously, the I1 endpoints will correlate and synchronize the progress of the call establishment and clearing of the call with the associated media-establishing procedures. 

NOTE:
The primitives that are used to communicate between the I1 protocol call-controlling entity and the associated connection-control protocol entity, internally in the UE and SCC AS, respectively, are not specified in this document.
The transport-layer connection that is used to transfer the I1 protocol messages is a bi-directional point-to-point connection between the UE and the SCC AS. This transport-layer connection is a symmetric connection, i.e. the source-point on the transport-layer connection that is used to send the I1 protocol messages is also a destination-point for the incoming I1 protocol messages.
When USSD is used as the transport-layer level protocol, because the USSD provides a two-way-alternate interactive service (i.e., semiduplex) to the user, which means that only the entity (UE or SCC AS) with the turn may send and its counterpart is permitted only to receive, I1 protocol call control function (in UE or SCC AS) has to buffer the I1 protocol message triggered by the IUA until it has the turn. And if the SCC AS hasn’t sent an I1 protocol message for a specific time, the SCC AS shall transfer the turn (e.g., by sending an I1-Dummy message) to the UE with the consideration of not delaying the UE’s transmission of I1 protocol message, and vice versa. The periodic exchange of the I1-Dummy messages between the UE and the SCC AS during an active call will also enable the UE and the SCCAS to determine whether the call is still active, hence avoid hung states in the UE and the SCC AS.
The I1 protocol assumes that the application level segmentation of the I1 protocol messages is not supported. The size of the I1 protocol messages is constrained by the limits of the transport-layer message size. For example, USSD allows for a message size of 160 octets. This means that it is not possible to send a I1 protocol message greater than 160 octets, unless message segmentation is designed into the I1 protocol. A USSD dialogue is already segmented by the use of USSD sub-dialogues as a USSD conversation, and this usage of USSD is inappropriate for the I1 protocol.
Editor's note: It has to be specified whether the transport-layer connection provides a reliable transport (i.e. the messages will not be lost, delayed, duplicated, or delivered out of order). In case of an unreliable transport, the I1 protocol will incorporate timeouts, retransmissions, and sequencing mechanisms to account for the lost, duplicated, and out of order I1 protocol messages. 

The I1 protocol is a transport-independent protocol, i.e. the I1 protocol call control entities can exchange the I1 protocol messages over any transport-layer connection that connects the UE and the SCC AS. The UE sends the I1 protocol messages to the SCC AS over a transport-layer connection (e.g. USSD) that the UE knows it will reach the SCC AS. Likewise, The SCC AS sends the I1 protocol messages to the UE over a transport-layer connection (e.g. USSD) that the SCC AS knows that it will reach the UE. For example, the SCC AS forwards the I1 protocol message to the UE over the same transport-layer connection (e.g. USSD) over which it received the previous I1 protocol message from the UE. 

The I1 protocol message are self-identifying, i.e. the information contained in the I1 protocol message uniquely identifies the call to which the I1 protocol message pertains to.

Editor’s Note: It is FFS how a particular UE’s public user identity bound to a given transport-level connection used for signaling, will be described. For example, the establishment of an USSD channel can implicitly bind the UE’s E.164 number to this transport-layer connection.
The I1 protocol is a binary-oriented protocol (i.e. the I1 messages are binary encoded). The bit-map tables are used to describe the I1 messages and associated information elements.
In this release of this document, it is assumed that the UE, when establishing a transport-layer connection (e.g. USSD channel) to the SCC AS, will be authenticated by the CS domain. Due to a relationship between the SCC AS and the CS domain, the UE is not authenticated (e.g. challenged) by the SCC AS when sending any I1 protocol message to the SCC AS. However, the SCC AS will check the UE identity for potential invalid IMS public user identity included by the ICS UE. The CS domain number received from the transport-layer is trustable and will be used by (the IUA of) the SCC AS to check the URI of the UE before the SCC AS provides SIP UA behaviour on behalf of the ICS UE.
***CHANGE***
7.2.1
I1-protocol messages

This subclause provides the list of I1-protocol messages (see Table 7.2.1) and brief description of each I1-protocol message. Based on their function the I1-protocol messages can be grouped into five categories: 

-
I1-Call establishment messages;

-
I1-Stable Call messages;

-
I1-Call clearing messages; 

-
I1-Error messages; and

-
I1- Supplementary Service -Invocation messages. .
Editor’s note: a definition of the term stable call is FFS

Table 7.2.1
I1-protocol messages

	Message type
	Description and content
(subclause)

	Call establishment messages:
	

	
I1 Invite message
	

	
I1 Progress message
	

	
I1 Success message
	

	

	

	Stable Call messages:
	

	
I1 Refer message
	

	
I1 Dummy  message
	

	
	

	Call clearing messages:
	

	
I1 Bye message 
	

	
I1 Success message
	

	
 
	

	Error messages:
	

	
I1 Error message
	

	

	

	Supplementary Service Invocation messages:
	

	
I1 Mid Call Request message
	

	
I1 Redirection message
	

	
I1 Notify message
	

	
	

	Other messages:
	


Editor’s note: it is FFS if an I1Cancel message would be needed in addition to the I1 Bye message.

7.2.1.1
Call establishment messages

The call establishment I1 messages can be sent either by the UE to the SCC AS or by the SCC AS to the UE.
I1 Invite message
The I1 Invite message is sent either by the calling UE to the SCC AS or by the SCC AS to the called UE to initiate call establishment.

I1 Progress message with Progress reason set to Ringing
The I1 Progress message with Progress reason set to Ringing:

-
is transmitted by the SCC AS to the calling UE to indicate to the calling UE that alerting has been initiated; or 

-
is transmitted by the called UE to the SCC AS to indicate to the SCC that alerting has been initiated.   

I1 Progress message with Progress reason set to Call progressing
The I1 Progress message with Progress reason set to Call progressing:

-
is transmitted by the SCC AS to the calling UE to indicates that the I1 Invite message has been received and the call-establishment has been initiated; or  
-
is transmitted by the called UE to the SCC AS to indicate that the called UE has received the I1 Invite message and the call-establishment has been initiated. 
Editor’s note: depending on whether the transport-layer connection provides a reliable transport, the I1 Progress message with Progress reason set to Call progressing can quench the retransmissions of the I1 Invite messages. In case of forking, it is FFS if the SCC AS, upon receiving an I1-Invite message from the UE, responds with multiple I1 Progress messages with Progress reason set to Call progressing due to a forking. Each I1 Progress message with Progress reason set to Call progressing may result in a distinct call leg between the UE and the SCC AS, with a distinct call identifier for each call leg. 
I1Success message
The I1-Success message indicates that the action requested in the respective I1 message has been accomplished successfully.
The I1Success message:

-
is transmitted by the SCC AS to the calling UE to indicate that the call has been accepted; or 
-
is transmitted by the called UE to the SCC AS to indicate that the called UE has accepted the call. 
Editor’s note: In case of forking, it is FFS if the SCC AS, upon receiving an I1-Setup request message from the UE may respond back to the UE with multiple I1-Setup-Complete final-response messages due to a forking of the original I1-Setup request message. Each I1-Setup-Complete final-response message returned to the UE may result in a distinct call leg with a distinct call identifier for each call leg. 
***CHANGE***
7.2.1.2 Stable call messages
I1- Refer message
The I1 Refer message is sent either by the UE to the SCC AS or by the SCC AS to the UE to indicate that the recipient of the I1-Refer message should contact the target identified in the I1-Refer message. 
Editor’s Note: Whether the I1-Refer request sent outside an existing call creates a call, and how is the sender of the I1-Refer request notified about the outcome of the referenced request is FFS. In addition, it may be useful to have some flows in order to determine e.g. whether this message is a stable call as well as a non call category message.

I1- Dummy message
The I1 Dummy message is sent either by the UE to the SCC AS or by the SCC AS to the UE to indicate to the recipient of the I1 Dummy message that the call is still active on the sender's side.
***CHANGE***
7.2.2
I1 message structure and common field encoding
The I1 message structure is shown in figure 7.2.2.1. Each I1 messages consists of two parts, i.e. the first part referred to as the I1 message common part and the second part consisting of zero or more I1 information elements. The I1 message common part is included in every I1 message. The I1 information elements that are included in an I1 message depend on a type of I1 message being sent. 

The text in this clause describes the content of the I1 message common part. The octet number 1 (shown at the top of the figure 7.2.2.1) is sent first followed by octet 2, 3, etc. Within each octet, the bit designated "bit 1" is transmitted first, followed by bits 2, 3, 4, etc.
	8
	7
	6
	5
	4
	3
	2
	1
	Octet

	Protocol version number
	Protocol identifier
	1

	Message type
	Reason
	2

	Call-Identifier (Part-1)
	3

	Call-Identifier (Part-2)
	4

	Call-Identifier (Part-2)
	5

	Message sequence number
	6

	Flag
	Length of subsequent information elements
	7

	Length of subsequent information elements (extension)
	8

	Information element #1

	

	Information element #2
	



Figure 7.2.2.1 – I1 message structure

The first octet is divided into two four-bit subfields, i.e. the Protocol identifier and the Protocol version number. The Protocol identifier for I1 protocol is "0001" and indicates that the respective message, transported across the transport-layer connection, is an I1 protocol message. The Protocol version number indicates that this is the first version of this specification and the respective value of the Protocol version number subfield is "0001".

The second octet consists of five-bit Message type field that identifies the type of the I1 message, while the three-bit Reason fields provide additional information about the respective I1 message, i.e., Progress reason value, as specified in table 7.2.2.1. If the three-bit Reason parameter is set to "000", it indicates that the Reason field is not used and it shall be ignored. 

The three octets (i.e. the octet number 3, 4, and 5) that follow the Message type field contain the Call-Identifier field. The Call-Identifier field uniquely specify the call across all I1 interfaces (i.e. between the ICS AS and all ICS UEs connected to the ICS AS). The Call-Identifier field is divided into two subfields, i.e. the part-1 subfield consisting of one octet and the part-2 subfield consisting of two octets. The part 1 subfield is always filled by the UE, while the part-2 subfield is always filled by the ICS AS. The part-1 and part-2 subfields are analogous to the SIP tags inserted in the From and To header fields. The values of all "0" inserted in the octet 3 (i.e. in the Call-Identifier Part-1) indicates that the Call-Identifier (Part-1) subfield is empty (i.e. it has no value). Likewise, values of all "0" inserted in the octet 4 and 5 (i.e., in the Call-Identifier Part-2) indicates that the Call-Identifier Part-2 subfield is empty (i.e., it has no value). When the UE forwards the first I1 message pertaining to a call that is being established (e.g., an I1 Invite or an I1 Progress) to the ICS AS, the UE inserts a new value into the Call-Identifier (Part-1) subfield (i.e., a value that is currently not being unused). Likewise, when the ICS AS forwards the first I1 message pertaining to a call that is being established (e.g., an I1 Invite or an I1 Progress) to the UE, the ICS AS inserts a value into the part-2 subfield. When inserting a value into the Call-Identifier (Part-2) subfield, the ICS AS has to insure that the resulting Call-Identifier field is unique across all I1 interfaces. For example, the ICS AS, upon receiving the first I1 message from the ICS UE, may insert into the Call-Identifier (Part-2) subfield a value that it is currently using in some other calls, only if the resulting Call-Identifier field is unique across all I1 interfaces (i.e. between the ICS AS and all ICS UEs).  

Editor’s Note: It is FFS whether the Call-Identifier (Part-2) subfield needs two octets.

The Message sequence number (i.e., the octet number 6) guarantees the proper ordering of the I1 message. The sender of the I1 message increments the Message sequence number value by one for each new I1 message forwarded to its peer. The sequence number value is expressible as an 8-bit unsigned integer. Once the count reaches the value of 2**8, it wraps around back to one.

Editor’s Note: It is FFS how long the Call-Identifier should be (i.e whether to use a single octet or if two octets are needed).

The field Length of subsequent information elements (i.e. the octets number 7 and 8) is used to specify the number of octets following the I1 message common part. The single-bit Flag field in the octet number 7 indicates whether the additional octet (i.e. the octet number 8) is used to specify the number of octets following the I1 message common part. If the single-bit Flag field value is set to "0" it indicates that the I1 message common part does not include the octet number 8, i.e. only the octet number 7 is used to specify the number of octets following the I1 message common part. In this case the bit number 1 of octet number 7 is the list significant bit and bit number 7 of octet number 7 is the most significant bit. If the single-bit Flag field value is set to "1" it indicates that the I1 message common part includes also the octet number 8, i.e. the octets number 7 and 8 are used to specify the number of octets following the I1 message common part. Hence, if the number of octets following the I1 message common part is larger then 127 octets then Flag field value is set to "1" and the octets number 7 and 8 are used to specify the number of octets following the I1 message common part. In this case the octet number 8 (i.e. the Length of subsequent information elements (extension) is the most significant part while the seven bits of octet number 7 are appended to octet 8 and represents the least significant part that specify the number of octets following the I1 message common part.
Table 7.2.2.1 – Message types

	
	Bits
	
	

	
	8    7    6    5     4

Message type
	3    2     1

Reason
	
	

	
	
	
	
	
	
	
	
	
	
	Call establishment messages:

	
	0
	0
	1
	0
	1
	0
	0
	0
	
	
I1 Invite

	
	0
	0
	1
	1
	1
	0
	0
	1
	
	
I1 Progress with Progress reason set to Ringing

	
	0
	0
	1
	1
	1
	0
	1
	0
	
	
I1 Progress with Progress reason set to Call progressing

	
	0
	0
	1
	1
	0
	0
	0
	0
	
	
I1 Success

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	Stable Call messages:

	
	0
	1
	0
	0
	1
	0
	0
	0
	
	
I1 Refer

	
	0
	1
	0
	0
	1
	0
	0
	1
	
	
I1 Dummy

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	Call clearing messages:

	
	0
	1
	1
	0
	0
	0
	0
	0
	
	
I1 Bye 

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	Error messages:

	
	1
	0
	0
	0
	0
	0
	0
	0
	
	
I1 Error 

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	Non-call related messages:

	
	1
	0
	1
	-
	-
	-
	-
	-
	
	(to be added)

	
	NOTE:
There is only one message type I1-Success that may be used in response to any I1 request (e.g., the same I1-Success message is used in response to ether the I1 Bye request or to the I1 Invite request).


Editor’s Note: The list of I1 messages is not complete.7.3
I1 information elements and functional definition 
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