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0
Abstract

This contribution summarises the current documentation within IETF that deal with SDP and RTSP. This is dealt with in the MMUSIC working group.

1
Introduction

This group has been in existence for 6 years, and has defined a number of RFCs. After it completed the SIP RFC, the group was restructured, and the SIP working group created. The group is now responsible for SDP and for RTSP.

Sections highlighed in YELLOW indicate documents that are currently required by 3GPP to complete Release 5. Sections highlighed in BLUE indicate documents that are currently required by 3GPP to complete Release 6. Sections highlighed in GREEN indicate documents that are currently required by 3GPP to complete Release 7. Sections highlighed in MAGENTA indicate documents that are currently required by 3GPP to complete Release 8.
2
Completed request for comments

Each distinct version of an Internet standards-related specification is published as part of the "Request for Comments" (RFC) document series. This archival series is the official publication channel for Internet standards documents and other publications of the IESG, IAB, and Internet community. 

Some RFCs document Internet Standards.  These RFCs form the 'STD' subseries of the RFC series [4].  When a specification has been adopted as an Internet Standard, it is given the additional label "STDxxx", but it keeps its RFC number and its place in the RFC series.

Note that certain standards bodies insist that an RFC must be an Internet Standard before it can be referenced in a published standard.

2.1
Real Time Streaming Protocol (RTSP)

Text contained in: http://www.ietf.org/rfc/rfc2326.txt 

The Real Time Streaming Protocol, or RTSP, is an application-level protocol for control over the delivery of data with real-time properties. RTSP provides an extensible framework to enable controlled, on-demand delivery of real-time data, such as audio and video. Sources of data can include both live data feeds and stored clips. This protocol is intended to control multiple data delivery sessions, provide a means for choosing delivery channels such as UDP, multicast UDP and TCP, and provide a means for choosing delivery mechanisms based upon RTP (RFC 1889).

Proposed standard

2.2
SDP: Session Description Protocol

Text contained in: http://www.ietf.org/rfc/rfc2327.txt

This document defines the Session Description Protocol, SDP. SDP is intended for describing multimedia sessions for the purposes of session announcement, session invitation, and other forms of multimedia session initiation.

Proposed standard

2.3
SIP: Session Initiation Protocol

As this subject is now dealt with by the SIP working group, it is described in the separate summary for SIP.

2.4
Session Announcement Protocol

Text contained in: http://www.ietf.org/rfc/rfc2974.txt

This document describes version 2 of the multicast session directory announcement protocol, Session Announcement Protocol (SAP), and the related issues affecting security and scalability that should be taken into account by implementors.

Experimental

2.5
Conventions for the use of the Session Description Protocol (SDP) for ATM Bearer Connections

Text contained in: http://www.ietf.org/rfc/rfc3108.txt

This document describes conventions for using the Session Description Protocol (SDP) described in RFC 2327 for controlling ATM Bearer Connections, and any associated ATM Adaptation Layer (AAL). The AALs addressed are Type 1, Type 2 and Type 5. This list of conventions is meant to be exhaustive. Individual applications can use subsets of these conventions. Further, these conventions are meant to comply strictly with the SDP syntax as defined in RFC 2327.

Proposed standard

2.6
Support for IPv6 in SDP

Text contained in: http://www.ietf.org/rfc/rfc3266.txt

This document describes the use of IPv6 addresses in conjunction with the Session Description Protocol (SDP). Specifically, this document clarifies existing text in SDP with regards to the syntax of IPv6 addresses.

This document + the existing RFC will be used as the fallback for IPv6 support in SDP if the sdp-new specification does not get completed in time.

Proposed standard

2.7
An Offer/Answer Model with SDP 

Text contained in: http://www.ietf.org/rfc/rfc3264.txt
This document defines a mechanism by which two entities can make use of SDP to arrive at a common view of a multimedia session between them. In the model, one participant offers the other a description of the desired session from their perspective, and the other participant answers with the desired session from their perspective. This offer/answer model is most useful in unicast sessions where information from both participants is needed for the complete view of the session. The offer/answer model is used by protocols like the Session Initiation Protocol (SIP). 

Proposed standard
2.8
A Message Bus for Local Coordination

Text contained in: http://www.ietf.org/rfc/rfc3259.txt

The local Message Bus (Mbus) is a simple message-oriented coordination infrastructure for group communication within groups of co-located communication peers. The MBus provides automatic location of communication peers, subject based addressing, reliable message transfer and group communication. The protocol uses an IP multicast group as a common communication channel between peers. The scope of this group is strictly limited to link-local communication. This document specifies the Mbus protocol, i.e., message syntax, addressing and transport mechanisms. 

Informational

2.9
Grouping of m lines in SDP

Text contained in: http://www.ietf.org/rfc/rfc3388.txt

This document defines two Session Description Protocol (SDP) attributes: "group" and "mid".  They allow to group together several "m" lines for two different purposes: for lip synchronization and for receiving media from a single flow (several media streams) that are encoded in different formats during a particular session, on different ports and host interfaces.

Proposed standard.
2.10
SDP Simple Capability Declaration

Text contained in:  http://www.ietf.org/rfc/rfc3407.txt 

This document defines a set of Session Description Protocol (SDP) attributes that enables SDP to provide a minimal and backwards compatible capability declaration mechanism. Such capability declarations can be used as input to a subsequent session negotiation, which is done by means outside the scope of this document. This provides a simple and limited solution to the general capability negotiation problem being addressed by the next generation of SDP, also known as SDPng.

Proposed standard

2.11
Mapping of Media Streams to Resource Reservation Flows

Text contained in: http://www.ietf.org/rfc/rfc3524.txt 

This document defines an extension to the Session Description Protocol (SDP) grouping framework.  It allows requesting a group of media streams to be mapped into a single resource reservation flow.  The SDP syntax needed is defined, as well as a new "semantics" attribute called Single Reservation Flow (SRF).

Proposed standard.

2.12
RTCP attribute in SDP

Text contained in: http://www.ietf.org/rfc/rfc3605.txt

The session description protocol (SDP) is used to describe the parameters of media streams used in multimedia sessions. When a session requires multiple ports, SDP assumes that these port have consecutive numbers. However, when the session crosses a network address translation device that also uses port mapping, the ordering of ports can be destroyed by the translation. To handle this, we propose an extension attribute to SDP.

Proposed standard.

2.13
SDPng Transition

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdpng-trans-04.txt

Killed after approval due to no progress being made on SDP new.

2.14
A Transport Independent Bandwidth Modifier for the Session Description Protocol (SDP)

Text contained in: http://www.ietf.org/rfc/rfc3890.txt

Expires: October 2004.

This document defines a Session Description Protocol (SDP) Transport Independent Application Specific Maximum (TIAS) bandwidth modifier that does not include transport overhead; instead an additional packet rate attribute is defined.  The transport independent bit-rate value together with the maximum packet rate can then be used to calculate the real bit-rate over the transport actually used.

The existing SDP bandwidth modifiers and their values include the bandwidth needed for the transport and IP layers.  When using SDP with protocols like the Session Announcement Protocol (SAP), the Session Initiation Protocol (SIP), and the Real-Time Streaming Protocol (RTSP), and when the involved hosts has different transport overhead, for example due to different IP versions, the interpretation of what lower layer bandwidths are included is not clear.

Proposed standard.

Nice to have for release 6
2.15
The Alternative Network Address Types Semantics for the Session Description Protocol Grouping Framework

Text contained in: http://www.ietf.org/rfc/rfc4091.txt

This document defines the Alternative Network Address Types (ANAT) semantics for the SDP grouping framework. The ANAT semantics allow offering alternative types of network addresses to establish a particular media stream.

Proposed standard.

2.16
TCP-Based Media Transport in the Session Description Protocol (SDP)

Text contained in: http://www.ietf.org/rfc/rfc4145.txt

This document describes how to express media transport over TCP using the Session Description Protocol (SDP). It defines the SDP 'TCP' protocol identifier, the SDP' setup' attribute, which describes the connection setup procedure, and the SDP 'connection' attribute, which handles connection reestablishment. 

Proposed Standard.
2.17
The SDP (Session Description Protocol) Label Attribute

Text contained in: http://www.ietf.org/rfc/rfc4574.txt
This document defines a new Session Description Protocol (SDP) media-level attribute: "label". The "label" attribute carries a pointer to a media stream in the context of an arbitrary network application that uses SDP. The sender of the SDP document can attach the "label" attribute to a particular media stream or streams. The application can then use the provided pointer to refer to each particular media stream in its context.

Proposed standard.

2.18
Session Description Protocol (SDP) Offer/Answer Examples

Text contained in: http://www.ietf.org/rfc/rfc4317.txt

This document gives examples of Session Description Protocol (SDP) offer/answer exchanges.  Examples include codec negotiation and selection, hold and resume, and addition and deletion of media streams.  The examples show multiple media types, bidirectional, unidirectional, inactive streams and dynamic payload types. Common Third Party Call Control (3pcc) examples are also given.

Informational.

2.19
Key Management Extensions for Session Description Protocol (SDP) and Real Time Streaming Protocol (RTSP)

Text contained in: http://www.ietf.org/rfc/rfc4567.txt
This document defines general extensions for SDP and RTSP to carry the messages as specified by a key management protocol, in order to secure the media. These extensions are presented as a framework, to be used by one or more key management protocols. As such, their use is meaningful only when complemented by an appropriate key management protocol. 

General guidelines are also given on how the framework should be used together with SIP and RTSP. The usage with the MIKEY key management protocol is also defined.

Proposed standard.
2.20
Session Description Protocol (SDP) Source-Filters

Text contained in: http://www.ietf.org/rfc/rfc4570.txt
This document describes how to adapt the Session Description Protocol (SDP) to express one or more source addresses as a source filter for one or more destination "connection" addresses.  It defines the syntax and semantics for an SDP "source-filter" attribute that may reference either IPv4 or IPv6 address(es) as either an inclusive or exclusive source list for either multicast or unicast destinations.  In particular,an inclusive source-filter can be used to specify a Source-Specific Multicast (SSM) session.

Proposed Standard.

Note was a dependency from SA4 specifications at release 6.

2.21
SDP Security Descriptions for Media Streams

Text contained in: http://www.ietf.org/rfc/rfc4568.txt
This document defines a Session Description Protocol (SDP) cryptographic attribute for unicast media streams.  The attribute describes a cryptographic key and other parameters, which serve to configure security for a unicast media stream in either a single message or a roundtrip exchange.  The attribute can be used with a variety of SDP media transports and this document defines how to use it for the Secure Real-time Transport Protocol (SRTP) unicast media streams.  The SDP crypto attribute requires the services of a data security protocol to secure the SDP message.

Proposed Standard.

2.22
Session Description Protocol (SDP) Format for Binary Floor Control Protocol (BFCP) Streams

Text contained in: http://www.ietf.org/rfc/rfc4583.txt
Expires: May 2006

This document specifies how to describe BFCP streams in SDP session descriptions.  User agents using the offer/answer model to establish BFCP streams use this format in their offers and their answers.

Proposed standard.

2.23
A Framework for the Usage of Internet Media Guides (IMGs)

Text contained in: http://www.ietf.org/rfc/rfc4435.txt

This document defines a framework for the delivery of Internet Media Guides (IMGs). An IMG is a structured collection of multimedia session descriptions expressed using the Session Description Protocol (SDP), SDPng or some similar session description format. This document describes a generalized model for IMG delivery mechanisms, the use of existing protocols, and the need for additional work to create an IMG delivery infrastructure.

2.24
Protocol Requirements for Internet Media Guides

Text contained in: http://www.ietf.org/rfc/rfc4473.txt

This memo specifies requirements for a protocol for accessing and updating Internet Media Guide (IMG) information for media-on-demand and multicast applications. These requirements are designed to guide development of an IMG protocol for efficient and scalable delivery.

Informational. 

2.25
SDP: Session Description Protocol

Text contained in: http://www.ietf.org/rfc/rfc4566.txt
This memo defines the Session Description Protocol (SDP). SDP is intended for describing multimedia sessions for the purposes of session announcement, session invitation, and other forms of multimedia session initiation.

Proposed standard.

2.26
Connection-Oriented Media Transport over the Transport Layer Security (TLS) Protocol in the Session Description Protocol (SDP)

Text contained in: http://www.ietf.org/rfc/rfc4572.txt
This document specifies how to establish secure connection-oriented media transport sessions over the Transport Layer Security (TLS) protocol using the Session Description Protocol (SDP). It defines a new protocol identifier, 'TCP/TLS'. It also defines the syntax and semantics for an SDP 'fingerprint' attribute that identifies the certificate which will be presented for the TLS session. This mechanism allows media transport over TLS connections to be established securely, so long as the integrity of session descriptions is assured.

Proposed Standard.

2.27
SDP Descriptors for FLUTE

Text contained in: http://www.ietf.org/internet-drafts/draft-mehta-rmt-flute-sdp-05.txt

Expires: September 2006.

This document specifies the use of SDP to describe the parameters required to begin, join, receive data from, and/or end FLUTE sessions.  It also provides a Composite Session SDP media grouping semantic for grouping media streams into protocol-specific sessions, such as multiple-channel FLUTE sessions.

IESG approved as experimental 28th March 2006. In RFC Editor's Queue waiting on references to draft-ietf-rmt-flute-revised, draft-ietf-rmt-pi-alc-revised, draft-ietf-rmt-bb-lct-revised.

2.28
FEC Grouping Semantics in Session Description Protocol
Text contained in: http://www.ietf.org/rfc/rfc4756.txt
This document defines the semantics that allows for grouping of forward error correction (FEC) streams with the protected payload streams in Session Description Protocol (SDP). The semantics defined in this document is to be used with Grouping of Media Lines in the Session Description Protocol (RFC 3388) to group together "m" lines in the same session.

Proposed standard.

2.29
The Session Description Protocol (SDP) Content Attribute

Text contained in: http://www.ietf.org/rfc/rfc4976.txt
This document defines a new Session Description Protocol (SDP) media-level attribute, 'content'.  The 'content' attribute defines the content of the media stream in more detailed level than the media description line.  The sender of an SDP session description can attach the 'content' attribute to one or more media streams.  The receiving application can then treat each media stream differently (e.g., show it on a big screen or small screen) based on their content.

Proposed standard.

2.30
Security Preconditions for Session Description Protocol (SDP) Media Streams

Text contained in: http://www.ietf.org/rfc/rfc5027.txt
This document defines a new security precondition for the Session Description Protocol (SDP) precondition framework described in RFCs 3312 and 4032. A security precondition can be used to delay session establishment or modification until media stream security has been negotiated successfully.

Proposed standard.

2.31
Interactive Connectivity Establishment (ICE): A Methodology for Network Address Translator (NAT) Traversal for Offer/Answer Protocols

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-ice-19.txt

Expires: April 2008
This document describes a protocol for Network Address Translator (NAT) traversal for multimedia session signaling protocols based on the offer/answer model, such as the Session Initiation Protocol (SIP).  This protocol is called Interactive Connectivity Establishment (ICE).  ICE makes use of the Simple Traversal Underneath NAT (STUN) protocol, applying its binding discovery and relay usages, in addition to defining a new usage for checking connectivity between peers. ICE can be used by any protocol utilizing the offer/answer model, such as the Session Initiation Protocol (SIP).

From WG chair 5th May 2006: "This working group last call period has now ended. Thanks to all for the comments. Clearly, a revised draft is needed, followed by a new working group last call." WGLC reinitated 15th June 2007 to complete 29th June 2007. IESG last call initiated 25th July 2007 to complete 13th August 2007 on -17 version. IESG approved as proposed standard 30th October 2007. Current status: In RFC Editor Queue, waiting on references to draft-ietf-behave-turn.

2.32
Interactive Connectivity Establishment (ICE): A Methodology for Network Address Translator (NAT) Traversal for Offer/Answer Protocols

Text contained in: http://www.ietf.org/rfc/rfc5159.txt
This document provides descriptions of Session Description Protocol (SDP) attributes used by the Open Mobile Alliance's Broadcast Service and Content Protection specification.
Informational.
2.33
Quality of Service (QoS) Mechanism Selection in the Session Description Protocol (SDP)
Text contained in: http://www.ietf.org/rfc/rfc5432.txt
The offer/answer model for SDP assumes that endpoints establish, somehow, the QoS required for the media streams they establish. Endpoints in closed environments typically agree out of band (e.g., using configuration information) which QoS mechanism to use. However, on the Internet, there is more than one QoS service available.  Consequently, there is a need for a mechanism to negotiate which QoS mechanism to use for a particular media stream. This document defines such a mechanism.

Proposed standard.

2.34
A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer
Text contained in: http://www.ietf.org/rfc/rfc5547.txt

This document provides a mechanism to negotiate the transfer of one or more files between two endpoints by using the Session Description Protocol (SDP) offer/answer model specified in RFC 3264.  SDP is extended to describe the attributes of the files to be transferred.

The offerer can describe either the files it wants to send or the files it would like to receive.  The answerer can either accept or reject the offer separately for each individual file.  The transfer of one or more files is initiated after a successful negotiation.

The Message Session Relay Protocol (MSRP) is defined as the default mechanism to actually carry the files between the endpoints.  The conventions on how to use MSRP for file transfer are also provided in this document.

Proposed standard.
2.35
Source-Specific Media Attributes in the Session Description Protocol (SDP)
Text contained in: http://www.ietf.org/rfc/rfc5576.txt

The Session Description Protocol (SDP) provides mechanisms to describe attributes of multimedia sessions and of individual media streams (e.g., Real-time Transport Protocol (RTP) sessions) within a multimedia session, but does not provide any mechanism to describe individual media sources within a media stream.  This document defines a mechanism to describe RTP media sources, which are identified by their synchronization source (SSRC) identifiers, in SDP, to associate attributes with these sources, and to express relationships among sources.  It also defines several source-level attributes that can be used to describe properties of media sources.
Proposed standard.


2.36
Signaling media decoding dependency in Session Description Protocol (SDP)

Text contained in: http://www.ietf.org/rfc/rfc5583.txt

This memo defines semantics that allow for signaling the decoding dependency of different media descriptions with the same media type in the Session Description Protocol (SDP).  This is required, for example, if media data is separated and transported in different network streams as a result of the use of a layered or multiple descriptive media coding process. A new grouping type "DDP" -- decoding dependency -- is defined, to be used in conjunction with RFC 3388 entitled "Grouping of Media Lines in the Session Description Protocol".  In addition, an attribute is specified describing the relationship of the media streams in a "DDP" group indicated by media identification attribute(s) and media format description(s).

Proposed standard

3
Internet drafts identified as work items by the working group

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

During the development of a specification, draft versions of the document are made available for informal review and comment by placing them in the IETF's "Internet-Drafts" directory, which is replicated on a number of Internet hosts.  This makes an evolving working document readily available to a wide audience, facilitating the process of review and revision.

An Internet-Draft that is published as an RFC, or that has remained unchanged in the Internet-Drafts directory for more than six months without being recommended by the IESG for publication as an RFC, is simply removed from the Internet-Drafts directory.  At any time, an Internet-Draft may be replaced by a more recent version of the same specification, restarting the six-month timeout period.

An Internet-Draft is NOT a means of "publishing" a specification; specifications are published through the RFC mechanism described in the previous section.  Internet-Drafts have no formal status, and are subject to change or removal at any time.

Under no circumstances should an Internet-Draft be referenced by any paper, report, or Request-for-Proposal, nor should a vendor claim compliance with an Internet-Draft.

Note: It is acceptable to reference a standards-track specification that may reasonably be expected to be published as an RFC using the phrase "Work in Progress"  without referencing an Internet-Draft. This may also be done in a standards track document itself  as long as the specification in which the reference is made would stand as a complete and understandable document with or without the reference to the "Work in Progress".

3.1
Real Time Streaming Protocol 2.0 (RTSP)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-rfc2326bis-21.txt

Expires: December 2009
This memorandum defines RTSP version 2.0 which is a revision of the Proposed Standard RTSP version 1.0 which is defined in RFC 2326.

The Real Time Streaming Protocol, or RTSP, is an application-level protocol for control over the delivery of data with real-time properties. RTSP provides an extensible framework to enable controlled, on-demand delivery of real-time data, such as audio and video. Sources of data can include both live data feeds and stored clips. This protocol is intended to control multiple data delivery sessions, provide a means for choosing delivery channels such as UDP, multicast UDP and TCP, and provide a means for choosing delivery mechanisms based upon RTP (RFC 3550).

Intent is to bring this document to draft standard status.

3.2
An Extension to the Session Description Protocol (SDP) for Media Loopback

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-media-loopback-10.txt

Expires: August 2009.

The wide deployment of VoIP and Video over IP services has introduced new challenges in managing and maintaining voice/video quality, reliability, and overall performance. In particular, media delivery is an area that needs attention. One method of meeting these challenges is monitoring the media delivery performance by looping media back to the transmitter. This is typically referred to as "active monitoring" of services. Media loopback is especially popular in ensuring the quality of transport to the edge of a given VoIP or Video over IP service. Today in networks that deliver real-time media, short of running ' ping' and ' traceroute' to the edge, service providers are left without the necessary tools to actively monitor, manage, and diagnose quality issues with their service. The extension defined herein adds new SDP media attributes which enables establishment of media sessions where the media is looped back to the transmitter. Such media sessions will serve as monitoring and troubleshooting tools by providing the means for measurement of more advanced VoIP and Video Over IP performance metrics.
Draft expired and removed from internet drafts directory.
3.3
Security Preconditions for Session Description Protocol Media Streams

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-connectivity-precon-06.txt

Expires: September 2009.

This document defines a new connectivity precondition for the Session Description Protocol (SDP) precondition framework.  A connectivity precondition can be used to delay session establishment or modification until media stream connectivity has been successfully verified.  The method of verification may vary depending on the type of transport used for the media.  For unreliable datagram transports such as UDP, verification involves probing the stream with data or control packets.  For reliable connection-oriented transports such as TCP, verification can be achieved simply by successful connection establishment or by probing the connection with data or control packets, depending on the situation.
WGLC announced 1st August 2005 to complete 29th August 2005.

Completed Working Group Last Call on the -00 version of this document on 9/1, however subsequently, the authors felt that a couple of changes were warranted. WGLC initiated on -05 version on 24th October 2008 to complete 7th November 2008. Publication requested 20th July 2009. Currently in state: Publication requested.
3.4
TCP Candidates with Interactive Connectivity Establishment (ICE)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-ice-tcp-07.txt

Expires: January 2009
Interactive Connectivity Establishment (ICE) defines a mechanism for NAT traversal for multimedia communication protocols based on the offer/answer model of session negotiation.  ICE works by providing a set of candidate transport addresses for each media stream, which are then validated with peer-to-peer connectivity checks based on Simple Traversal of UDP over NAT (STUN).  ICE provides a general framework for describing alternates, but only defines UDP-based transport protocols.  This specification extends ICE to TCP-based media, including the ability to offer a mix of TCP and UDP-based candidates for a single stream.

WGLC initiated on –08 version 11th April 2006 to complete 5th May 2006.

Document dead
3.6
SDP Capability Negotiation: Requirements and Review of Existing Work
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-capability-negotiation-reqts-01.txt
Expires: September 2007

The Session Description Protocol (SDP) was intended for describing multimedia sessions for the purposes of session announcement, session invitation, and other forms of multimedia session initiation. SDP was not intended to provide capability indication or capability negotiation, however over the years, SDP has seen widespread adoption and as a result it has been gradually extended to provide limited support for these. SDP and its current extensions however do not have, for example, the ability to negotiate one or more alternative transport protocols (e.g. RTP profiles) which makes it particularly difficult to deploy new RTP profiles such as secure RTP and RTP with RTCP-based feedback. The purpose of this document is to identify a set of requirements for SDP Capability Negotiation and evaluate existing work in this area. The document does not provide any solutions to SDP Capability Negotiation.

Draft expired and removed from internet drafts directory.

3.7
SDP Capability Negotiation
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-capability-negotiation-10.txt

Expires: November 2009
The Session Description Protocol (SDP) was intended for describing multimedia sessions for the purposes of session announcement, session invitation, and other forms of multimedia session initiation. SDP was not intended to provide capability indication or capability negotiation, however over the years, SDP has seen widespread adoption and as a result it has been gradually extended to provide limited support for these. SDP and its current extensions however do not have the ability to negotiate one or more alternative transport protocols (e.g. RTP profiles) which makes it particularly difficult to deploy new RTP profiles such as secure RTP or RTP with RTCP-based feedback. The purpose of this document is to address that and other real-life limitations by extending SDP with capability negotiation parameters and associated offer/answer procedures to use those parameters in a backwards compatible manner.
The solution provided in this document provides a general SDP capability negotiation framework. It also defines specifically how to provide attributes and transport protocols as capabilities and negotiate them using the framework. Extensions for other types of capabilities (e.g. media types and formats) may be provided in other documents.

WGLC announced 2nd November 2007 to complete 23rd November 2007 on -07 version. Publication request 19th September 2008 as proposed standard. IESG last call intiated 29th September 2008 to complete 13th October 2008 as proposed standard. Currently in State: IESG Evaluation:: Revised ID Needed.
3.8
SDP media capabilities Negotiation
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-media-capabilities-08.txt

Expires: January 2010
Session Description Protocol (SDP) capability negotiation provides a general framework for negotiation capabilities in SDP.  The base framework defines only capabilities for negotiation transport protocols and attributes.  In this document, we extend the framework by defining media capabilities that can be used to negotiate media types and their associated parameters. This extension is designed to map easily to existing and future SDP media attributes, but not encodings or formatting.
3.9
The evaluation of different NAT traversal Techniques for media controlled by Real-time Streaming Protocol (RTSP)
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-rtsp-nat-evaluation-01.txt
Expires: January 2009
This document describes several NAT traversal techniques that could be used by RTSP.  Each technique includes a description on how it would be used, the security implications of using it and any other deployment considerations it has.  There are also disussions on how NAT traversal techniques relates to firewalls and how each technique can be applied in different use cases.  These findings where used when selecting the NAT traversal for RTSP solution to standardize in the MMUSIC WG.

Document expired and removed from internet drafts directory.

3.10
An Network Address Translator (NAT) Traversal mechanism for media controlled by Real-Time Streaming Protocol (RTSP)
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-rtsp-nat-08.txt

Expires: January 2010
This document defines a solution for Network Address Translation (NAT) traversal for datagram based media streams setup and controlled with Real-time Streaming Protocol version 2 (RTSP 2.0).  It uses Interactive Connectivity Establishment (ICE) adapted to use RTSP as a signalling channel, defining the necessary extra RTSP extensions and procedures.

3.11
SDP: Session Description Protocol

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-rfc4566bis-02.txt

Expires: September 2009
This memo defines the Session Description Protocol (SDP). SDP is intended for describing multimedia sessions for the purposes of session announcement, session invitation, and other forms of multimedia session initiation.

3.12
Analysis of Middlebox Interactions for Signaling Protocol Communication along the Media Path

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-media-path-middleboxes-02.txt

Expires: September 2009
Middleboxes are defined as any intermediary box performing functions apart from normal, standard functions of an IP router on the data path between a source host and destination host. Two such functions are network address translation and firewalling. 
When Application Layer Gateways, such as SIP entities, interact with NATs and firewalls, as described in the MIDCOM architecture, then problems may occur in the transport of media traffic when signaling protocol interaction takes place along the media path, as it is the case for recent key exchange proposals (such as DTLS-SRTP). This document highlights problems that may arise. Unfortunately, it is difficult for the end points to detect or predict problematic behavior and to determine whether the media path is reliably available for packet exchange. 
This document aims to summarize the various sources and effects of NAT and firewall control, the reasons that they exist, and possible means of improving their behavior to allow protocols that rely upon signaling along the media path to operate effectively.
WGLC initiated 4th May 2009 to complete 19th May 2009 on -02 version.
3.13
Session Description Protocol (SDP) Indicators for Datagram Transport Layer Security (DTLS)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-dtls-00.txt
Expires: July 2008

This specification defines how to use the Session Description Protocol (SDP) to signal that media will be transported over Datagram Transport Layer Security (DTLS) or where the SRTP security context is established using DTLS and.  It reuses the syntax and semantics for an SDP 'fingerprint' attribute that identifies the certificate which will be presented during the DTLS handshake.

Draft expired and removed from internet drafts directory. Will roll changes into avt document.
3.14
The SDP (Session Description Protocol) Grouping Framework
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-rfc3388bis-03.txt

Expires: January 2010
In this specification, we define a framework to group "m" lines in SDP (Session Description Protocol) for different purposes.  This framework uses the "group" and "mid" SDP attributes, both of which are defined in this specification.  Additionally, we specify how to use the framework for two different purposes: for lip synchronization and for receiving a media flow consisting of several media streams on different transport addresses.
WGLC issued 13th January 2009 to complete 31st January 2009 on -02 version as proposed standard. Publication requested as proposed standard 15th July 2009. Currently in state: Publication Requested.
3.15
Forward Error Correction Grouping Semantics in Session Description Protocol 
Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-rfc4756bis-02.txt

Expires: October 2009

The Session Description Protocol (SDP) supports grouping media lines. SDP also has semantics defined for grouping the associated source and Forward Error Correction (FEC)-based repair flows.  However, the semantics that were defined in RFC 4756 generally fail to provide the specific grouping relationships between the source and repair flows when there are more than one source and/or repair flows in the same group.  Furthermore, the existing semantics also do not support additive repair flows.  This document addresses these issues by introducing new FEC grouping semantics. SSRC-level grouping semantics is also introduced in this document for Real-time Transport Protocol (RTP) streams using SSRC multiplexing.

3.16
Negotiation of Generic Image Attributes in SDP

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-image-attributes-02.txt
Expires: October 2009

This document proposes a new generic session setup attribute to make it possible to negotiate different image attributes such as image size.  A possible use case is to make it possible for a e.g a low-end hand-held terminal to display video without the need to rescale the image, something that may consume large amounts of memory and processing power.  The draft also helps to maintain an optimal bitrate for video as only the image size that is desired by the receiver is transmitted.
3.17
Session Description Protocol (SDP) Extension For Setting Up Audio Media Streams Over Circuit-Switched Bearers In The Public Switched Telephone Network (PSTN)

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-cs-01.txt
Expires: December 2009

This memo describes use cases, requirements, and protocol extensions for using the Session Description Protocol (SDP) Offer/Answer model for establishing audio media stream over circuit-switched bearers in the Public Switched Telephone Network (PSTN).
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