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	Reason for change:
(

	Current version of TS states that upon receipt of MODIFY EPS BEARER CONTEXT REQUEST, and BEARER RESOURCE ALLOCATION REQUEST BEARER RESOURCE MODIFICATION REQUEST, the UE and the network respectively shall perform checks on TFT according to TS 24.008 s6.1.3.3.3. 
However, depending on the procedure, only a subset of TFT operations is applicable e.g. there is no point in checking other operation than "Create a new TFT" when it comes to the UE requested bearer resource allocation procedure.

A) In more details, upon receipt of the Modify EPS bearer context Request message, the following checks to be performed are not applicable (given that PDP context reads EPS bearer context):

a)
Semantic errors in TFT operations:
1)
TFT operation = "Create a new TFT" when there is already an existing TFT for the EPS bearer context.
( the check has no meaning as this TFT operation can not occur in the request message.
3)
TFT operation = "Delete existing TFT" when there is already another EPS bearer context within the same PDN connection without a TFT.
( unless the default EPS bearer context has a TFT (which is not the case in current TS), the check has no meaning and can be changed into TFT operation = "Delete existing TFT" for a dedicated EPS bearer context to prevent the deletion of the TFT of a dedicated EPS bearer context independently from the fact that the default EPS bearer context has not a TFT.
B) Upon receipt of the Bearer Resource Allocation Request message, the following checks to be performed are not applicable (given that PDP context reads EPS bearer context):

a)
Semantic errors in TFT operations:

1)
TFT operation = "Create a new TFT" when there is already an existing TFT for the EPS bearer context.
( the check has no meaning as there is no need to check whether there is already an existing TFT for an EPS bearer context.
2)
When the TFT operation is an operation other than "Create a new TFT" and there is no TFT for the EPS bearer context.

3)
TFT operation = "Delete existing TFT" when there is already another EPS bearer context within the same PDN connection without a TFT.

4)
TFT operation = "Delete packet filters from existing TFT" when it would render the TFT empty.

b)
Syntactical errors in TFT operations:

2)
TFT operation = "Delete existing TFT" or "No TFT operation" with a non-empty packet filter list in the TFT IE.

3)
TFT operation = "Replace packet filters in existing TFT" when a to be replaced packet filter does not exist in the original TFT.

4)
TFT operation = "Delete packet filters from existing TFT" when a to be deleted packet filter does not exist in the original TFT.

5)
TFT operation = "Delete packet filters from existing TFT" with a packet filter list also including packet filters in addition to the packet filter identifiers.

( the checks have no meaning as the TFT operation set to "Create a new TFT" is the only allowed TFT operation for the procedure.
d)
Syntactical errors in packet filters:

1)
When the TFT operation = "Create a new TFT" or "Add packet filters to existing TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

( the checks have no meaning as the UE does not allocate PFIs when requesting new packet filters to be assigned.

C) Upon receipt of the Bearer Resource Modification Request message, the following checks to be performed are not applicable (given that PDP context reads EPS bearer context):

a)
Semantic errors in TFT operations:

1)
TFT operation = "Create a new TFT" when there is already an existing TFT for the PDP context.
( the check has no meaning as the TFT operation is not applicable in the procedure.
3)
TFT operation = "Delete existing TFT" when there is already another PDP context with the same PDP address and APN without a TFT.
( the check has no meaning as the proposed TFT operation  is not applicable in the procedure.
4)
TFT operation = "Delete packet filters from existing TFT" when it would render the TFT empty.

( the check would always fail if the request deals with the deletion of the last packet filters of the EPS bearer context.
d)
Syntactical errors in packet filters:

1)
When the TFT operation = "Create a new TFT" or "Add packet filters to existing TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

( the checks have no meaning as the proposed TFT operation  is not applicable in the procedure.
Moreover, a dedicated EPS bearer context is not similar to a PDP context in that it always has a TFT. 

	
	

	Summary of change:
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	Add complete paragraphs on TFT checks taking into consideration EPS bearer context specificities.
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not approved:
	Rejection of network EPS bearer context modification request, UE bearer resource allocation/modification  request and network dedicated EPS bearer context activation procedures would always occur depending on the TFT and packet filters contents .
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* * * 1st change * * * *

6.4.2.4
Dedicated EPS bearer context activation not accepted by the UE

Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE may reject the request from the MME by sending an ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message. The message shall include the EPS bearer identity and an ESM cause value indicating the reason for rejecting the dedicated EPS bearer context activation request.

The ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message contains an ESM cause that typically indicates one of the following ESM cause values:
#26:
insufficient resources;

#31:
activation rejected, unspecified;

#41:
semantic error in the TFT operation;

#42:
syntactical error in the TFT operation;

#43:
invalid EPS bearer identity;

#44:
semantic error(s) in packet filter(s);

#45:
syntactical error(s) in packet filter(s);

#46:
EPS bearer context without TFT already activated; or

#95 – 111:
protocol errors.

The UE shall check the TFT in the request message for different types of TFT IE errors as follows:






a)
Semantic errors in TFT operations:

1)
When the TFT operation is an operation other than "Create a new TFT"

The UE shall reject the activation request with cause "semantic error in the TFT operation".

b)
Syntactical errors in TFT operations:

1)
When the TFT operation = "Create a new TFT" and the packet filter list in the TFT IE is empty.

2)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.

The UE shall reject the activation request with cause "syntactical error in the TFT operation".

c)
Semantic errors in packet filters:

1)
When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the UE determines a semantic error in a packet filter is outside the scope of the present document.

The UE shall reject the activation request with cause "semantic errors in packet filter(s)".

d)
Syntactical errors in packet filters:

1)
When the TFT operation = "Create a new TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

2)
When the TFT operation = "Create a new TFT" and two or more packet filters in all TFTs associated with this PDN connection would have identical packet filter precedence values.

3)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier. 

      In case 2) the UE shall not diagnose an error, further process the new activation request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the network and the UE, the UE shall deactivate the EPS bearer context(s) for which it has deleted the packet filters.

      In cases 1) and 3) the UE shall reject the activation request with cause "syntactical errors in packet filter(s)".
Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT message in state BEARER CONTEXT ACTIVE PENDING, the MME shall stop the timer T3485, enter the state BEARER CONTEXT INACTIVE and abort the dedicated EPS bearer context activation procedure. The MME also requests the lower layer to release the radio resources that were established during the dedicated EPS bearer context activation procedure.
* * * 2nd change * * * *
6.4.3.4
EPS bearer context modification not accepted by the UE

Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, the UE may reject the request from the MME by sending a MODIFY EPS BEARER CONTEXT REJECT message to the MME. The message shall include the EPS bearer identity and an ESM cause value indicating the reason for rejecting the EPS bearer context modification request.

The MODIFY EPS BEARER CONTEXT REJECT message contains an ESM cause that typically indicates one of the following ESM cause values:
#26:
insufficient resources;

#41:
semantic error in the TFT operation;

#42:
syntactical error in the TFT operation;
#43:
invalid EPS bearer identity;

#44:
semantic error(s) in packet filter(s);

#45:
syntactical error(s) in packet filter(s);

#46:
EPS bearer context without TFT already activated; or

#95 – 111:
protocol errors.

The UE shall check the TFT in the request message for different types of TFT IE errors as follows:






a)
Semantic errors in TFT operations:

1)
TFT operation = "Create a new TFT" when there is already an existing TFT for the dedicated EPS bearer context.

2)
TFT operation = "Delete existing TFT" for a dedicated EPS bearer context.

3)
TFT operation = "Delete packet filters from existing TFT" for a dedicated EPS bearer context when it would render the TFT empty.


In case 2) the UE shall reject the modification request with cause "semantical error in the TFT operation".
      In the cases 1) and 3) the UE shall not diagnose an error and perform the following actions to resolve the inconsistency:

      In case 1) the UE shall further process the activation request and, if it was processed successfully, delete the old TFT.
      In case 3) the UE shall process the new deletion request and, if no error according to list items b), c), and d) was detected, after successful deletion of the TFT, deactivate the dedicated EPS bearer context locally without peer-to-peer signalling between the UE and the network.
b)
Syntactical errors in TFT operations:

1)
When the TFT operation = "Add packet filters in existing TFT", "Replace packet filters in existing TFT" or "Delete packet filters from existing TFT" and the packet filter list in the TFT IE is empty.

2)
TFT operation = "Delete existing TFT" or "No TFT operation" with a non-empty packet filter list in the TFT IE.

3)
TFT operation = "Replace packet filters in existing TFT" when a to be replaced packet filter does not exist in the original TFT.

4)
TFT operation = "Delete packet filters from existing TFT" when a to be deleted packet filter does not exist in the original TFT.

5)
TFT operation = "Delete packet filters from existing TFT" with a packet filter list also including packet filters in addition to the packet filter identifiers.

6)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.


In case 3) the UE shall not diagnose an error, further process the replace request and, if no error according to list items c) and d) was detected, include the packet filters received to the existing TFT.


In case 4) the UE shall not diagnose an error, further process the deletion request and, if no error according to list items c) and d) was detected, consider the respective packet filter as successfully deleted.


Otherwise the UE shall reject the modification request with cause "syntactical error in the TFT operation".

c)
Semantic errors in packet filters:


When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the UE determines a semantic error in a packet filter is outside the scope of the present document.

The UE shall reject the modification request with cause "semantic errors in packet filter(s)".

d)
Syntactical errors in packet filters:

1)
When the TFT operation = "Add packet filters to existing TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

2)
When the TFT operation = "Add packet filters to existing TFT" or "Replace packet filters in existing TFT" and two or more packet filters in all TFTs associated with this PDN connection would have identical packet filter precedence values.

3)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.


In case 1), if two or more packet filters with identical packet filter identifiers are contained in the new request, the UE shall reject the modification request with cause "syntactical errors in packet filter(s)". Otherwise, the UE shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have the identical packet filter identifiers.


In case 2) the UE shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the UE and the network, the UE shall deactivate the EPS bearer context(s) for which it has deleted the packet filters.


Otherwise the UE shall reject the modification request with cause "syntactical errors in packet filter(s)".
Upon receipt of the MODIFY EPS BEARER CONTEXT REJECT message with ESM cause value other than #43 "invalid EPS bearer identity" in state BEARER CONTEXT MODIFY PENDING, the MME shall stop the timer T3486, enter the state BEARER CONTEXT ACTIVE and abort the EPS bearer context modification procedure. When the MME detects that after the failed EPS bearer context modification there is a misalignment between the EPS bearer configuration and the EPS bearer context configuration or between the QoS on NAS and AS level, the MME should initiate the necessary procedures to achieve a re-alignment.

* * * 3rd change * * * *
6.5.3.4
UE requested bearer resource allocation procedure not accepted by the network

If the bearer resource allocation requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE ALLOCATION REJECT message to the UE. The message shall contain the PTI and an ESM cause value indicating the reason for rejecting the UE requested bearer resource allocation.

The ESM cause value typically indicates one of the following:

#26:
insufficient resources;

#30:
activation rejected by Serving GW or PDN GW;

#31:
activation rejected, unspecified;

#32:
service option not supported;

#33:
requested service option not subscribed;

#34:
service option temporarily out of order;

#35:
PTI already in use;

#37:
EPS QoS not accepted;

#41:
semantic error in the TFT operation;

#42:
syntactical error in the TFT operation;

#43:
invalid EPS bearer identity;

#44:
semantic error(s) in packet filter(s);

#45:
syntactical error(s) in packet filter(s);

#46:
EPS bearer context without TFT already activated;
#56:
collision with network initiated request; or

#95 – 111:
protocol errors.

If the requested new TFT is not available, then the BEARER RESOURCE ALLOCATION REJECT shall be sent.

The TFT in the request message is checked by the network for different types of TFT IE errors as follows:

 



.
a)
Semantic errors in TFT operations:

1)
When the TFT operation is an operation other than "Create a new TFT".

The network shall reject the allocation request with cause "semantical error in the TFT operation".
b)
Syntactical errors in TFT operations:

1)
When the TFT operation = "Create a new TFT" and the packet filter list in the TFT IE is empty.

2)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.


The network shall reject the allocation request with cause "syntactical error in the TFT operation".

c)
Semantic errors in packet filters:


When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the receiver determines a semantic error in a packet filter is outside the scope of the present document.

      The network shall reject the allocation request with cause "semantic errors in packet filter(s)".

d)
Syntactical errors in packet filters:

1)
When there are types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.


The network shall reject the allocation request with cause "syntactical errors in packet filter(s)".
Upon receipt of a BEARER RESOURCE ALLOCATION REJECT message, the UE shall stop the timer T3480, release the traffic flow aggregate description associated to the PTI value, and enter the state PROCEDURE TRANSACTION INACTIVE.

The further actions to be performed by the UE are implementation dependent as part of upper layers responsibility.

* * * 4th change * * * *
6.5.4.4
UE requested bearer resource modification procedure not accepted by the network

If the bearer resource modification requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE MODIFICATION REJECT message to the UE. The message shall contain the PTI and an ESM cause value indicating the reason for rejecting the UE requested bearer resource modification.

The ESM cause value typically indicates one of the following:

#26:
insufficient resources;

#30:
activation rejected by Serving GW or PDN GW;

#31:
activation rejected, unspecified;

#32:
service option not supported;

#33:
requested service option not subscribed;

#34:
service option temporarily out of order;

#35:
PTI already in use;

#37:
EPS QoS not accepted;

#41:
semantic error in the TFT operation;

#42:
syntactical error in the TFT operation;

#43:
invalid EPS bearer identity;

#44:
semantic error(s) in packet filter(s);

#45:
syntactical error(s) in packet filter(s);

#46:
EPS bearer context without TFT already activated;
#56:
collision with network initiated request; or

#95 – 111:
protocol errors.

If the requested new TFT is not available, then the BEARER RESOURCE MODIFICATION REJECT shall be sent.

The TFT in the request message is checked by the network for different types of TFT IE errors as follows:


 



The TFT in the request message is checked by the receiver for different types of TFT IE errors as follows:

a)
Semantic errors in TFT operations:

1)
When the TFT operation is an operation other than "Replace packet filters in existing TFT", "Delete packet filters from existing TFT" or "No TFT operation".

2)
TFT operation = "Delete packet filters from existing TFT" for a dedicated EPS bearer context when it would render the TFT empty.

In case 1) the network shall reject the modification request with cause "semantical error in the TFT operation".
In case 2) the network shall process the new deletion request and, if no error according to list items b), c), and d) was detected, after successful deletion of the TFT, deactivate the dedicated EPS bearer context locally without peer-to-peer signalling between the UE and the network.
b)
Syntactical errors in TFT operations:

1)
When the TFT operation is an operation other than "Replace packet filters in existing TFT" or " Delete packet filters from existing TFT" and the packet filter list in the TFT IE is empty.

2)
TFT operation = "No TFT operation" with a non-empty packet filter list in the TFT IE.

3)
TFT operation = "Replace packet filters in existing TFT" when a to be replaced packet filter does not exist in the original TFT.

4)
TFT operation = "Delete packet filters from existing TFT" when a to be deleted packet filter does not exist in the original TFT.

5)
TFT operation = "Delete packet filters from existing TFT" with a packet filter list also including packet filters in addition to the packet filter identifiers.

6)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.


In case 3) the network shall not diagnose an error, further process the replace request and, if no error according to list items c) and d) was detected, include the packet filters received to the existing TFT.


In case 4) the network shall not diagnose an error, further process the deletion request and, if no error according to list items c) and d) was detected, consider the respective packet filter as successfully deleted.


Otherwise the network shall reject the modification request with cause "syntactical error in the TFT operation".

c)
Semantic errors in packet filters:


When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the receiver determines a semantic error in a packet filter is outside the scope of the present document.

      The network shall reject the modification request with cause "semantic errors in packet filter(s)".

d)
Syntactical errors in packet filters:

1)
When the TFT operation = "Replace packet filters in existing TFT" and two or more packet filters in all TFTs associated with this PDP address and APN would have identical packet filter precedence values.

2)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.


In case 1) the network shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the UE and the network, the receiver shall deactivate the dedicated EPS bearer context(s) for which it has deleted the packet filters.


Otherwise the network shall reject the modification request with cause "syntactical errors in packet filter(s)".
Upon receipt of a BEARER RESOURCE MODIFICATION REJECT message, the UE shall stop the timer T3481, release the traffic flow aggregate description associated to the PTI value, and enter the state PROCEDURE TRANSACTION INACTIVE.

The further actions to be performed by the UE are implementation dependent as part of upper layers responsibility.
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