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1. Introduction
In the CT1#57 meeting, SA3 replied the RAN2 LS in C1-090192 about “Reply LS on Receive of ETWS outside home-PLMN” and SA1 LS in C1-090770.
In SA3 incoming LS C1-090192, it is declared “If the UE is camping on acceptable cell without being registered, the UE can’t be sure of its location, even at PLMN granularity. Therefore, the UE can’t verify whether the regulator mandates signed ETWS warning message for the location it is at. Whether the information is presented to the user regardless of unverifiable security may be up to UE settings. Since such decision will be made at the application level, the access stratum in the UE can still receive warning messages in acceptable cell.”
In SA1 incoming LS C1-090770, it is declared “If the digital signature is not provided, the UE will not be able to verify the authenticity of the ETWS notification. It is up to ETWS implementation, subjected to local regulation, whether an unverified notification should be presented to users.”
This paper is to discuss whether we can find a way to resolve this issue when the ETWS waring message is not authenticated in the acceptable cell and reduce the uncomfortable sense for the user.
2. Reason for Change
If the state of the UE is in the limited state for some reasons(e.g. EPS services not allowed or Tracking area not allowed), the UE can initiate an attach procedure to access the network to get the key for the digital signature, and then the UE can decode the ETWS warning message and indicate it to the user. It will improve the user expirence and ensure the emergency message delievered to the user as soon as possible.
In order to distinguish the attach request with normal attach request. The UE shall indicate the reason to the network and the network shall limit the UE not to perform other service.

It is proposed that the UE indicate “ETWS attach” in the EPS attach type IE. And the network select the configured ETWS APN to access the ETWS PDN network. The key for the ETWS warning message will be updated using a secure management protocol, e.g. using OMA DM over TLS.

3. Proposal

If it can be agreed, it is proposed to introduce the new attach type in TS 24.301 and send a LS to RAN2, SA3 and SA1 to indicate the solution of CT1 on this issue.
