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***********************************FIRST CHANGE***************************************
4.5
Signalling requirements

4.5.0
General

Configuration of supplementary services by the user should:

-
take place over the Ut interface using XCAP as enabling protocol as described in 3GPP TS 24.623 [4]; or

-
use SIP based user configuration as described in 3GPP TS 24.238 [22];

NOTE:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded.
The enhancements to the XML schema for use over the Ut interface is described in subclause 4.9.

4.5.1
Activation/deactivation

The services CFU, CFB, CFNR, CFNL, CFNRc and CD are individually activated at provisioning or at the subscriber’s request.

The services CFU, CFB, CFNR, CFNL, CFNRc and CD are individually deactivated at withdrawal or at the subscriber’s request.

For activation of the CDIVN, the message body within the SUBSCRIBE method would be used. Deactivation of CDIVN is either explicit by sending SUBSCRIBE message by the served user with "Expires" header set to "zero" or upon the expiration of the timer "Expire" in the AS. More details are described in subclause 4.10.
4.5.1a
Registration/erasure

For registration of diversion information for the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms specified in subclause 4.5.0 should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL, CFNRc and CD can individually be registered at the subscriber’s request by using the mechanisms specified in subclause 4.5.0.

For erasure of diversion information for the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms specified in subclause 4.5.0 should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL, CFNRc and CD can individually be erased at the subscribers request by using the mechanisms specified in subclause 4.5.0.
Registration/erasure is not applicable for CDIVN. 
4.5.1b
Interrogation

For interrogation of the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms specified in subclause 4.5.0 should be used.
For interrogation of the supported conditions and actions that can be used in the network the Ut interface should be used.
Interrogation is not applicable for CDIVN.
***********************************NEXT CHANGE***************************************
4.9
Service Configuration for redirection services

4.9.1
Structure of the XML Document

4.9.1.0
General
Communication Diversion documents are subtrees of the simservs document specified in 3GPP TS 24.623 [4]. As such, Communication Diversion documents use the XCAP application usage in 3GPP TS 24.623 [4].

In addition to the considerations and constraints defined by the simservs document 3GPP TS 24.623 [4], we define the additional constraints and considerations for the Communication Diversion subtree:

XML schema: Implementations in compliance with the present document shall implement the XML schema that minimally includes the XML Schema defined in subclause 4.9.2 and the simservs XML schema specified in 3GPP TS 24.623 [4]. 

Data semantics: The semantics of the communication diversion XML configuration document is specified in subclause 4.9.1.
An instance of the supplementary services configuration containing a communication diversion configuration document.

<?xml version="1.0" encoding="UTF-8"?>

<simservs 

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap"
xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy"> 

   <communication-diversion active="true">




rule set

   </communication-diversion>

</simservs>

The communication diversion service contains a rule set that specifies how the communication diversion service shall react to external stimuli. 

4.9.1.1
Communication Diversion Element

The communication diversion configuration contains a rule set. The rule set reuses the syntax as specified by the common policy draft (see RFC 4745 [18]).

   <communication-diversion active="true">

       <cp:ruleset>





rule1





rule2

       </cp:ruleset>

   </communication-diversion>

In general the following procedure applies:

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action shall be executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

However not all rules can be matched at the same moment in the call. Some conditions imply that rules that carry them are checked at specific events in the call, for example the no-answer condition only holds when the called party does not answer after a while. In this case the same procedure shall apply as above with the modification that the set of rules to process contains only the rules applicable for that specific network event. 

In subclause 4.9.1.3 all allowed conditions are specified, normally rules are evaluated at communication setup time, for conditions where this is not the case this is explicitly indicated.

The shown "active" attribute is inherited from the simservType from 3GPP TS 24.623 [4], its meaning is also specified in 3GPP TS 24.623 [4].

4.9.1.2
Communication Diversion Rules

The Communication Diversion service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by the common policy draft (see IETF RFC 4745 [18]). The rules take the following form:

            <cp:rule id="rule66">

               <cp:conditions>

                   condition1

                   condition2

               </cp:conditions>

               <cp:actions>

                   <forward-to>

                       <target> 

                          targetAddress1

                       </target>

                       <notify-caller>true</notify-caller>

                   </forward-to>

               </cp:actions>

           </cp:rule>

To give more guidance, an example of such a rule is shown below:
            <cp:rule id="rule66">

               <cp:conditions>

                  <ss:busy/>

                  <ss:media>PCMA</ss:media>

                  <cp:identity>

                     <cp:one>id=serveduser@domain</cp:one>

                  </cp:identity>

               </cp:conditions>

               <cp:actions>

                   <forward-to>

                       <target> 

                          targetAddress1

                       </target>

                       <notify-caller>true</notify-caller>

                   </forward-to>

               </cp:actions>

           </cp:rule>

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action is executed. When a rule matches remaining rules in the rule set shall be discarded. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates to true that then the rule66 matches and the forward-to action is executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.

4.9.1.3
Communication Diversion Rule Conditions

The following conditions are allowed by the XML Schema for the communication diversion service:

busy: This condition evaluates to true when the called user is busy. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a busy indication is received. Receipt of a SIP 486 (Busy Here) response is a busy indication.
not-registered: This condition evaluates to true when the called user is not registered. In all other cases the condition evaluates to false.

presence-status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in OMA-TS-XDM-Core-V1_1 [21]. In all other cases the condition evaluates to false. The Identity shall be matched against the value taken from the P-Asserted-Identity header field, unless the Identity contains a "gr" parameter, then it shall be matched against the value taken from the Contact header field.

anonymous: This condition evaluates to true when the P-Asserted-Identity of the calling user is not provided or privacy restricted.

cp:sphere: Not applicable in the context of the Communication Diversion service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: When the incoming call request for certain media, the forwarding rule can decide to forward the call for this specific media. This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in the SDP (IETF RFC 4566 [5]) offered in an INVITE request (IETF RFC 3261 [6]).

no-answer: This condition evaluates to true when the called user does not answer. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a no-answer timeout is detected or when a no answer indication is received..

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external resource list to which the value of external-list refers. The exact interpretation of this element is specified in OMA-TS-XDM-Core-V1_1 [21].

ocp:other-identity: Not applicable in the context of communication diversion service.

not-reachable: This condition evaluates to true when there is a signalling channel outage during session setup to the served user's UE and the served user is registered. Receipt of a 500 (Server Internal Error) response is an indication that the served user's UE is unreachable. In all other cases this condition evaluates to false. 
NOTE:
As described in IETF RFC 4745 [18] the case of unconditional evaluates to be true in all cases where all other reasons are not applicable. A communication diversion is performed as soon as the served user is the called user. The indication of unconditional is the absence of any reason element in the ss:condition element.
The condition elements that are not taken from the common policy schema (see IETF RFC 4745 [18]) or oma common policy schema (see OMA-TS-XDM-Core-V1_1 [21]) are defined in the simservs document schema specified in 3GPP TS 24.623 [4].
Information of which of the above mentioned conditions the user is allowed to use can be obtained from the network by using the schema defined in 4.9.x.
4.9.1.4
Communication Diversion Rule Actions

The action supported by the CDIV service is forwarding of calls. For this the forward-to action has been defined. The forward-to action takes the following elements:

target: Specifies the address of the forwarding rule. It should be a SIP URI (IETF RFC 3261 [6]) or TEL URL (IETF RFC 3966 [6]). 

notify-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded. (see subscription option "Originating user receives notification that his communication has been diverted (forwarded or deflected)" in table 4.3.1.1)
reveal-served-user-identity-to-caller: An optional element that can be used to disable the default behaviour that the caller, when notified that the call is being forwarded, receives the diverting party's identity information. (see subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification" in table 4.3.1.1)
reveal-identity-to-caller: An optional element that can be used to disable the default behaviour that the caller, when notified that the call is being forwarded, receives some diverted-to party's identity information. (see subscription option "Served user allows the presentation of diverted to URI to originating user in diversion notification" in table 4.3.1.1)
notify-served-user: An optional element that can be used to enable that the served user is indicated that calls are being forwarded. Default this is switched off. (see subscription option "Served user receives indication that a communication has been forwarded (indication of communication diversion to the diverting user)" in table 4.3.1.1)
notify-served-user-on-outbound-call: An optional element that can be used to enable that the served user is notified that calls are being forwarded when he makes a call attempt. Default this is switched off. (see subscription option "Served user receives reminder indication on outgoing communication that CDIV is currently activated" in table 4.3.1.1)
reveal-identity-to-target: An optional element that can be used to disable the default behaviour that the diverted-to party receives some identity information of the diverting party. (see subscription option "Served user allows the presentation of his/her URI to diverted‑to user" in table 4.3.1.1) 
NoReplyTimer: An optional element that covers the time to elapse until the communication diversion shall perform. if the served user does not answer when alerted.
Information of which of the above mentioned actions the user is allowed to use can be obtained from the network by using the schema defined in 4.9.x
4.9.2
XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"   
xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"   

       xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

       xmlns:ocp="urn:oma:xml:xdm:common-policy"
       targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

       elementFormDefault="qualified" 

       attributeFormDefault="unqualified">

   <!-- import common policy definitions -->

   <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

   <!-- import OMA common policy extensions -->

   <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="OMA-SUP-XSD_xdm_commonPolicy-V1_0_2-20070830-A.xsd"/>

   <!-- communication diversion specific extensions to IETF common policy conditions. The cp:conditionsType is expanded with the elements: ss:not-registered, ss:busy, ss:no-answer, ss:not-reachable, ss:media as optional elements -->
   <!-- communication diversion rule set based on the common policy rule set.-->

   <xs:element name="communication-diversion" substitutionGroup="ss:absService">

       <xs:annotation>

           <xs:documentation>This is the communication diversion configuration document.</xs:documentation>

       </xs:annotation>

       <xs:complexType>

           <xs:complexContent>

               <xs:extension base="ss:simservType">

                   <xs:sequence>

                       <!-- add service specific elements here-->

                       <xs:element ref="ss:NoReplyTimer" minOccurs="0"/>

                       <xs:element ref="cp:ruleset" minOccurs="0"/>

                   </xs:sequence>

               </xs:extension>

               <!-- service specific attributes can be defined here -->

           </xs:complexContent>

       </xs:complexType>

   </xs:element>

   <!-- communication diversion specific extensions to IETF common policy actions-->

   <xs:element name="forward-to" type="ss:forward-to-type"/> 

    <xs:simpleType name="reveal-URI-options-type">

     <xs:restriction base="xs:string">

       <xs:enumeration value="false"/>

       <xs:enumeration value="not-reveal-GRUU"/>

       <xs:enumeration value="true"/>

     </xs:restriction>

   </xs:simpleType>

   <!-- communication diversion specific type declarations -->

   <xs:complexType name="forward-to-type">

       <xs:sequence>

           <xs:element name="target" type="xs:anyURI" minOccurs="1" maxOccurs="1"/>

           <xs:element name="notify-caller" type="xs:boolean" default="true" minOccurs="0"/>

           <xs:element name="reveal-identity-to-caller" type="ss:reveal-URI-options-type" default="true" minOccurs="0"/>

           <xs:element name="reveal-served-user-identity-to-caller" type="ss:reveal-URI-options-type" default="true" minOccurs="0"/>

           <xs:element name="notify-served-user" type="xs:boolean" default="false" minOccurs="0"/>

           <xs:element name="notify-served-user-on-outbound-call" type="xs:boolean" default="false" minOccurs="0"/>

           <xs:element name="reveal-identity-to-target" type="ss:reveal-URI-options-type" default="true" minOccurs="0"/>

       </xs:sequence>

   </xs:complexType>
   <xs:element name="NoReplyTimer">

     <xs:simpleType>

       <xs:restriction base="xs:positiveInteger">

          <xs:minInclusive value="5"/>

          <xs:maxInclusive value="180"/>

       </xs:restriction>

     </xs:simpleType>

   </xs:element>
</xs:schema>

4.9.x
XML schema for indication of supported conditions and actions
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:cp="urn:ietf:params:xml:ns:common-policy" xmlns:ocp="urn:oma:xml:xdm:common-policy" targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" elementFormDefault="qualified" attributeFormDefault="unqualified">

<xs:annotation>



<xs:documentation xml:lang="en">



This schema defines elements that are used to inform the UE which conditions and actions the network support.



</xs:documentation>

</xs:annotation>

<xs:include schemaLocation="simservs.xsd"/>

<xs:element name="communication-diversion-serv-cap" substitutionGroup="ss:absService">


<xs:complexType>



<xs:complexContent>




<xs:extension base="ss:simservType">





<xs:sequence>






<xs:element name="serv-cap-conditions" minOccurs="0">







<xs:complexType>








<xs:sequence>









<xs:element name="serv-cap-anonymous" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-busy" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-external-list" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-identity" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-media" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-not-registered" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-no-answer" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-not-reachable" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-presence-status" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-rule-deactivated" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-validity" type="ss:provisioned-type" minOccurs="0"/>








</xs:sequence>







</xs:complexType>






</xs:element>






<xs:element name="serv-cap-actions" minOccurs="0">







<xs:complexType>








<xs:sequence>









<xs:element name="serv-cap-notify-caller" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-notify-served-user" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-notify-served-user-on-outbound-call" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-reveal-identity-to-caller" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-reveal-served-user-identity-to-caller" type="ss:provisioned-type" minOccurs="0"/>









<xs:element name="serv-cap-reveal-identity-to-target" type="ss:provisioned-type" minOccurs="0"/>








</xs:sequence>







</xs:complexType>






</xs:element>





</xs:sequence>




</xs:extension>



</xs:complexContent>


</xs:complexType>

</xs:element>
</xs:schema>
Editor's Note: It is for further study whether there is a need to include certain combinations of conditions while excluding other combinations or any of the elements in a combination.

Editor's Note: It is for further study whether there is a need to restrict certain types of target URIs, e.g. restrict to only telephone numbers.
Editor's Note: Mapping of these capabilities to PSTN/ISDN/CS services should be documented as a separate example
***********************************END OF CHANGES***************************************
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