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Abstract of the contribution: This paper discusses the motivation of Service Specific Access Control and proposes the impact on CT1 and RAN2 specifications. This paper also proposes a feasible solution approach for SSAC e.g. specific System Information Block enhancement. The goal is to agree on solution approach and start or let other technical working groups start its specification work.
1. Introduction

TSG SA#42 approved SA1 requirements for Service Specific Access Control (SSAC) for E-UTRAN. SA2 had endorsed that there is no impact on REL-9 LTE architecture when realizing SSAC on LTE. (See Incoming LS from SA2, C1-09xxxx)  This document explains the overview of this feature and discusses the impact on CT1 specifications. Finally, as a conclusion, this paper proposes a way forward that the solution to fulfil SA1 requirement is to enhance both CT1 and RAN2 specifications.
2. Background of Service Specific Access Control
2.1 Overview
Service Specific Access Control is a set of E-UTRAN requirements specified in SA1. SSAC is to prevent the shortage of wireless resources by blocking mass simultaneous mobile originating voice call requests over the radio interface (between UE and eNodeB) which reduces the overall service quality of E-UTRAN. 
2.2 Motivation
In an emergency situation, like Earthquake, degradation (sometimes even shut-down) of service quality can happen as shown in figure 1 below:
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Figure 1: What is happening under emergency situation
As the picture shows, the degradation of service quality is due to the shortage of radio access channel resources and the shortage of eNodeB capacity.  Such shortages are caused by the mass simultaneous voice call requests by the subscribers in the affected area rushing to tell their safety to the relatives.  The mass voice call requests quickly consume all radio and eNodeB resources simply because the number of such requests skyrockets to the multiple of tens after the earthquake.  This causes a harsh resource shortage, which does not even allow priority (Emergency + privileged) users to access the network, not only the normal users. 
In such situation operator should preferably allow for a best effort (degradation of) service in preference to completely shutting the service down, in order to at least provide services to the priority users and still providing other means to communicate (e.g. email, SMS).  This eventually leads to sustain service availability to some extent even in emergency situations.
In UTRAN/GERAN, DSAC (Domain Specific Access Control) is being used to mitigate the degradation by blocking CS domain (mainly for voice) and PS domain separately. When DSAC is applied, RNC sends access class control information about each of CS and PS domains and based on that information UE decides whether it is allowed to make CS or PS calls. 

By DSAC, operators have been mostly successful to block voice call requests to avoid complete shutdown of a service in emergency situations. However E-UTRAN is a PS-domain only service so DSAC cannot be applied.  
Therefore SA1 conducted SSAC Work Item, which studied and specified what specific features are needed when the E-UTRAN radio access network is subjected to decreased capacity and functionality.
2.3 Approved SA1 Requirements

TSG SA #42 approved the following requirements for TS22.011 (SP-080785)
------------------ extract ----------------
-E-UTRAN shall be able to support a capability called Services Specific Access Control (SSAC) to apply independent access control for telephony services (MMTEL) for mobile originating session requests from idle-mode as following:

· EPS shall provide a capability to assign a service probability factor [x] for each of MMTEL voice  and MMTEL video:

assign a barring rate (percentage) commonly applicable for Access Classes 0-9
assign a flag barring status (barred /unbarred) for each Access Class in the range 11-15.

  SSAC shall not apply to Access Class 10.
· SSAC can be provided by the VPLMN based on operator policy without accessing the HPLMN.
- 
SSAC shall provide mechanisms to minimize service availability degradation (i.e. radio resource shortage) due to the mass simultaneous mobile originating session requests and maximize the availability of the wireless access resources for non-barred services.
------------------ extract end ----------------
SSAC requirements only apply to MMTEL services currently, because MMTEL is the only 'career grade' means to provide telephony services over LTE.
3. Affected Specifications to realize SSAC
The SA1 requirement illustrates that prevention of congestion and overload in the air interface (between eNodeB and UE) is the most important. In order to facilitate this, the call requests have to be stopped before it is even sent. It is only possible to make this decision in the UE.

Therefore, the SSAC requirements specified in TS22.011 is believed to be an enhancement of Rel-8 LTE access class barring, which uses RRC broadcasts to notify UEs which access class is allowed to make originating service requests. Access class barring information can separately be applied to each of the service categories 'MMTEL voice', 'MMTEL video'.  The possible technical solution is depicted in the following figure:
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Figure 2:  Possible SSAC Technical Solution

In Release 8, specifications regarding access class barring are specified in the specifications listed in Table 1.  As it is obvious, there will be impact on TS24.229 from CT1 view point and TS36.331 from RAN2 view point.
Table 1: LTE Access Class Control related specifications

	Spec No.
	Functionalities / Requirements Specified
	Spec Responsibility

	TS22.011
	Service requirement of LTE access Control
	SA1

	TS24.301
	EMM Stage 3 behaviour when service specific access control is applied
	CT1

	TS24.229
	IMS UE behaviour when service specific access control is applied
	CT1

	TS36.331
	LTE-RRC specification about access class control mechanism
	RAN2


3. Proposed model for realizing SSAC

  Figure.3 shows information flow when realizing SSAC. 
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Figure.3 Information flow when realizing SSAC
1. System Information which contains access barring information for MMTEL voice/video is broadcasted by eNB periodically. (NOTE1)
2. Assume UE is camping on E-UTRAN and it is in IDLE mode. When IMS layer in the UE initiate MMTEL voice/video, it request its underlying layer (i.e., NAS layer) to establish U-plane bearer between UE and the network.(NOTE2)
3. When NAS layer is asked to established U-plane bearer by its upper layer, NAS layer try to establish RRC connection with the network. (NOTE3)
4. RRC layer checks whether the access to the network (in this example, MMTEL voice) is permitted or not based on the System information received by eNB.  RRC layer maintain the access barring status for a while (e.g. by running timer.) (NOTE4)
5. If the access is not permitted, AS layer starts timer and indicate NAS layer about access restriction.

6. NAS layer transparently pass the indication from RRC layer to IMS layer.

7. Upon receiving the indication from NAS layer, IMS layer suppress initiating MMTEL voice until access barring alleviation indication comes from underlying layer.

8. When RRC layer alleviate access barring status (e.g. expiry of timer), RRC layer indicates its upper layer about access barring alleviation indication. (NOTE4)
9. NAS layer transparently pass the indication from RRC layer to IMS layer.
10. Upon receiving alleviation indication, IMS layer is permitted to initiate MMTEL voice.

NOTE1: It is proposed to enhance System Information block to convey access barring information regarding SSAC

NOTE2: It is proposed that IMS layer to tell NAS layer about why IMS layer want to establish U-plane bearer.
NOTE3: It is proposed to add new RRC establishment cause for establish RRC connection for MMTEL voice and MMTEL video.

NOTE4: How to check and maintain access barring status in RRC layer is decided by RAN2.  However, it is proposed to introduce similar mechanism to common access class control.

4. Affected Specifications in RAN2
Although it is under the responsibility of RAN2 to define parameter format of SIB2 to capture the concrete image of proposal, following is the contents of system information block 2 with SSAC enhancement.  The following figure describes the contents of System Information Block 2 with SSAC enhancement.  Extended part for SSAC is colored in red.
SystemInformationBlockType2 ::=

SEQUENCE {

ac-BarringInfo





SEQUENCE {


ac-BarringForEmergency



BOOLEAN,


ac-BarringForMO-Signalling


AC-BarringConfig



OPTIONAL,
-- Need OP


ac-BarringForMO-Data



AC-BarringConfig



OPTIONAL
-- Need OP

}

















OPTIONAL,
-- Need OP

 ...

 ssac-BarringInfo    SEQUENCE{

 ssac-BarringForMMTEL-VOICE   AC-BarringConfig   OPTIONAL, -- NeedOP

  ssac-BarringForMMTEL-VIDEO   AC-BarringConfig   OPTIONAL, -- NeedOP

 }

...
}
AC-BarringConfig ::=



SEQUENCE {

ac-BarringFactor




ENUMERATED {











p00, p05, p10, p15, p20, p25, p30, p40,











p50, p60, p70, p75, p80, p85, p90, p95},

ac-BarringTime





ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

ac-BarringForSpecialAC



BIT STRING (SIZE(5))
}
Figure4:  Enhancement on System Information Block 2
5. Conclusion - The Way Forward -

This paper introduced what Service Specific Access Control is and its motivations.  As discussed above, the SSAC requirements specified in SA1 will impact both CT1 and RAN2 specifications.  

Therefore it is proposed that CT1 agree on the stage 3 WID and send LS to RAN2 regarding 
1. Enhancement of SIB.
2. Add RRC establishment cause for MMTEL voice and MMTEL video

3. Enhancement for access barring mechanism for SSAC
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