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The purpose of this document is to discuss the differences between using Emergency APN, Request Type, Attach Type or a new emergency attach IE from the UE in PDP Context activation, UE requested PDN Connectivity as well as UTRAN and EUTRAN Attach. Non-3GPP access is also discussed. The previous meeting SA2#71 left some uncertainties in this area.
1 Introduction

This discussion paper is describing differences of consequences for the usage of Emergency APN, Request type, Attach Type or a new emergency attach IE in PDP Context activation, UE requested PDN Connectivity as well as UTRAN and EUTRAN Attach. This paper lists the possible options and provides pros and cons to each alternative and then makes a proposal on a way forward.
2 Discussion

Depending on the outcome of the discussion regarding the UE awareness of the support for emergency calls in the network some scenarios discussed below might be very rare.
Use case scenarios

Emergency APN

The UE provides the Emergency APN in the request for an emergency PDN connection, i.e. PDP Context Activation, UE requested PDN Connectivity and EUTRAN Attach. 
The APN IE is already available in all the required messages for UTRAN and EUTRAN access. Using an Emergency APN for requesting an emergency PDN connection will therefore work without any protocol changes to the existing messages. Also for non-3GPP access the APN IE is already available and can be used when requesting an emergency PDN connection to non-3GPP access, or handover to/from non-3GPP networks of the emergency PDN connection.

The detection of the emergency request is performed by the MME/SGSN as a string comparison between the UE supplied Emergency APN and the Emergency APN from the MME/SGSN Emergency Configuration Data.. Note that a string comparison is a lot faster than the string parsing/analyzing which unfortunately has been mentioned in previous discussions and which may have been a reason for confusions on performance issues.
If future enhancements require more than one emergency PDN connection the emergency APN solution is flexible as it will only be to add new emergency APNs. Examples for this could be big industries or countries which has demands for separate emergency APNs.
As the Emergency APN will be provided by a UE which can be roaming the name has to be standardized. A global Emergency APN has to be specified similar to the emergency numbers identified in 3GPP TS 22.101 (subclause 10.1.1 states: " a). 112 and 911 shall always be available. These numbers shall be stored on the ME.") 
If a roaming UE tries to do an emergency call in a VPLMN which do not support emergency calls (pre-Rel9 SGSN/MME) and if the UE has a wildcard APN in the HSS subscription data a session request using the Emergency APN may end up in an Emergency APN in the HPLMN. Such a request shall be rejected by the GGSN/PDN GW since emergency PDN connections from roaming PLMNs are not allowed. If the UE is in the HPLMN this is not an issue since the Emergency APN is not available at all if emergency is not supported in the network and thus the request will be rejected with a cause code indicating “Unknown or missing APN“. UE emergency call attempts to non supporting networks could be avoided if network support for emergency calls is known to the UE and is depending on another discussion if emergency support should be broadcasted to the UE.
Request Type

The UE uses the Request Type to indicate the request for an emergency PDN connection. The MME/SGSN checks the Request Type to detect if this is an emergency request or not. If detected the node applies the in the node configured Emergency APN to the request.
Protocol changes are required to reflect the change of the Request Type usage in the required messages. Request Type is used for initial attach and non-3GPP handover and if emergency context should be added to this IE actually two Request Types values will have to be added, one for emergency attach and one for emergency non-3GPP handover.

NOTE. If the Request Type usage is replaced with a new optional IE for indicating emergency this would not be a problem and a solution is described in the section “Alternative Attach and Request Type IEs” below.

The Request Type is an IE in the PDN Connectivity Request message. This message is piggybacked in the EUTRAN Attach Request message which implies that Request Type must be handled consistently with the emergency indication of the attach message, currently specified as an emergency value in the reused existing Attach Type. If not it can cause collisions if the Attach Type and Request Type provides different information. 
The emergency APN name will only need to be coordinated within the local PLMN and configured consistently throughout the PLMN.
If future enhancements require more than one emergency PDN connection, the Request Type solution will probably have to be complemented with either additional Request Types or an UE supplied Emergency APN. 

If a UE tries to do an emergency call in a PLMN which do not support emergency calls (pre-Rel9 SGSN/MME) the request will be identified as a normal attach request with no emergency handling. Since no APN is available from UE, a PDP Context Request is performed with an APN from HSS if available. Otherwise the SGSN-default APN is used. The UE will get PDP Context activation towards either a GGSN PDN GW in HPLMN or to a default GGSN/PDN GW in VPLMN, and will assume that the Emergency activation succeeded. There is no cause code informing the UE in this case that the PDP Context isn’t for emergency, but is a regular PDP Context. The Rel-8 MME will in a similar way apply the normal default APN to the request leading to a state where the UE believes it has got an emergency PDN connection but in fact it is the normal default APN.
NOTE: The Request Type is introduced in Rel-8 and a pre-Rel8 SGSN will not understand Request Type at all.
Also if the UE tries to handover from non-3GPP to 3GPP access the emergency handover will be handled as an initial attach due to legacy restrictions with the Request Type in a pre-Rel9 MME and SGSN and an ongoing emergency session will be lost.
Attach Type

Currently specified the UE uses the Attach Type for emergency indication of the EUTRAN attach request. The usage of the Attach Type for emergency indication could also be mirrored to UTRAN attach and legacy restrictions would then apply for both UTRAN and EUTRAN.
If a UE tries to emergency attach to a pre-Rel9 MME/SGSN the request will be interpreted as a normal EPS or GPRS attach depending on the access network. The attach request may then be accepted as a normal attach without any emergency knowledge in the network. 
Alternative Attach and Request Type IEs
Due to legacy restrictions in the NAS protocol for both UTRAN and E-UTRAN unknown Request Type values like an emergency Request Type introduced in Rel9 will be interpreted as normal initial attach in a pre-Rel9 SGSN/MME.  Also in Rel9 perspective it puts an extra dimension to the ordinary Request Type usage and for example handover from non-3GPP to 3GPP puts the demands for two new Request Type values. 
The similar problem apply for the reuse of the existing Attach Type. If emergency indication is needed for both non-combined and combined attach it will double the number of Attach Type values.

A solution to this problem can be to avoid reusing existing Request/Attach Type and add new additional IEs with the purpose to only indicate that the request is for emergency or not.

Combination of Emergency APN or Request Type and emergency attach indication
Emergency APN and Request Type provides emergency indication for PDP Context Request and PDN Connectivity Request. A separate indication is needed for indication of emergency attach. This implies that Emergency APN or Request Type must be combined with an emergency attach indication to achieve full support for emergency calls. 
Protocol impact of Request Type vs. Emergency APN in 3GPP access
Below is a comparison of the identified protocol impacts for UTRAN and E-UTRAN.
UTRAN - PDP Context Activation:
· Emergency APN: APN is an available IE, where Emergency APN can be added. No protocol impact identified.

· Request type: The current coding of the request type in TS 24.008 is shown below. Bit 3 could potentially be used to indicate Emergency. If there are stage-3 aspects of overloading the IE with this is FFS. One issue is if a Rel9 UE sends an emergency indicator when doing a handover, since this will be interpreted as initial Attach instead of handover Attach by a Rel-8 SGSN. 
Table 10.5.173/3GPP TS 24.008: Request type information element

	Request type value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	initial attach

	0
	1
	0
	
	Handover

	

	All other values are unused and shall be interpreted as "initial attach", if received by the network.

	

	Bit 4 of octet 1 is spare and shall be coded as zero.

	


E-UTRAN – UE Requested PDN Connectivity:

· The current solution stated in 23.401 is FFS whether to use Request type or APN or both to indicate emergency.

· Emergency APN: APN is an available IE, where Emergency APN can be added. No protocol impact identified.

· Request type: The current coding of the request type in TS 24.301 refers to TS 24.008, and is the same as for UTRAN. The same issues exist.

UTRAN – Attach:

· No Emergency APN or Request Type available for use.

· Attach Type is available but requires protocol changes and legacy restrictions with pre-Rel9 SGSN apply. The current coding of the Attach Type in TS 24.008 is shown below. Bit 3 could be used to indicate Emergency, but a pre-Rel9 SGSN will anyway always interpret it as a normal “GPRS attach”. It is assumed that emergency Attach is valid both for GPRS Attach and for combined GPRS/IMSI attach.
Table 10.5.135b/3GPP TS 24.008: Attach type information element

	Type of attach (octet 1, bit 1 to 3)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	GPRS attach

	0
	1
	0
	
	Not used. This value was allocated in earlier versions of the protocol (Note1)

	0
	1
	1
	
	Combined GPRS/IMSI attach

	

	All other values are interpreted as GPRS attach in this version of the protocol.

	

	Follow-on request (octet 1, bit 4)

	Bits

	4
	
	
	
	

	0
	
	
	
	No follow-on request pending

	1
	
	
	
	Follow-on request pending

	Follow-on request pending is applicable only in Iu mode.

	

	NOTE 1: 
The code point “010” if received by the network, it shall be interpreted as "Combined GPRS/IMSI attach".


E-UTRAN – Attach
· The current solution stated in 23.401 is to use Attach type to indicate emergency.

· Emergency APN can be sent as a ciphered option in Attach since the NAS security null-algorithm is used if no security relationship exists.
· Attach Type: The current coding of the Attach Type in TS 24.301 is shown below. Bit 3 could be used to indicate Emergency, but a pre-Rel9 MME will anyway always interpret it as a normal “EPS attach”. It is assumed that emergency Attach is valid for both EPS Attach and for combined EPS/IMSI attach.
· Request Type is available in the piggybacked PDN Connectivity Request message. It must be handled consistently with the Attach Type.
Table 9.9.3.11.1: EPS attach type information element

	EPS attach type value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	EPS attach

	0
	1
	0
	
	combined EPS/IMSI attach

	

	All other values are unused and shall be interpreted as "EPS attach", if received by the network.

	

	Bit 4 of octet 1 is spare and shall be coded as zero.

	


Protocol impact of Request Type vs. Emergency APN in non-3GPP access
eHRPD with PMIP

Emergency APN can be sent as a ciphered option in the Attach since the NAS security null-algorithm is used if no security relationship exists. No protocol impacts. Attach Types are defined and new Attach Types could probably be added to align with LTE. Same scenario applies to UE Requested PDN Connectivity.
Un-trusted accesses (with ePDG) with PMIP

For handover to un-trusted non-3GPP access, the UE provides its IP address as a "handover indicator" in the IKEv2 signalling with the ePDG. If UE does not include its IP address it is interpreted as a new connection. There is thus no explicit "Attach Type" parameter that can be extended to include emergency.

To indicate "emergency" attach/HO, the UE could either use an em-APN or we need to define a new indicator in IKEv2. 

Access over untrusted/trusted non-3GPP using DSMIPv6

There is no explicit "Attach Type" parameter in the DSMIPv6 attach (or PDN connection establishment) procedure that can be extended to include emergency.

To indicate "emergency" attach/HO, the UE could either use an Emergency APN or we need to define a new indicator in IKEv2. 

Note that the UE probably need to know the Emergency APN anyway to make HA resolution (unless HA resolution is to be defined differently for emergency calls.)

General trusted accesses with PMIP

Emergency APN can be used for non-3GPP accesses that anyway support APNs. Use of a new “Attach Type” for emergency will require updates to non-3GPP accesses even if they already support APN usage. 
Summary of protocol impacts

	Scenario
	Attach Type
(legacy restrictions apply)
	Request Type
(legacy restrictions apply)
	APN
	New Emergency Attach IE
(no legacy restrictions apply)

	UTRAN
	Attach
	Requires protocol changes 
	NA
	NA
	Requires protocol changes 


	
	PDP Context Activation
	NA
	Requires protocol changes
(available from Rel-8)
	Available
	NA

	E-UTRAN
	Attach
	Requires protocol changes 
	Requires protocol changes
(in the piggybacked PDN Connectivity Request message)
	Available
	Requires protocol changes 


	
	PDN Connectivity Request
	NA
	Requires protocol changes 
(legacy restrictions apply)
	Available
	NA

	Non-3GPP
	Attach, PDN Connectivity Request and Handover
	Availability depending on access but requires protocol changes
	Availability depending on access but requires protocol changes
	Availability depending on access
	Requires protocol changes 



3 Conclusion

The usage of an Emergency APN from the UE was the working assumption during Rel-7 emergency work, and has been assumed until recently when the proposal to instead use a Request type was raised. Emergency APN is also a solution that works and no impact to the protocol messages have been identified this far. Using Request Type may also work, but requires changes to each protocol message affected. If non-3GPP access shall be included, IKEv2 for example may need changes and emergency APN seems to be required in some cases anyway.
Using Emergency APN from UE:
· Advantages:

· Works without protocol impact,

· Usable in both 3GPP and non-3GPP access, also during handovers

· Future proof

· Disadvantages:

· Needs to be specified similar to the emergency numbers 112 and 911
Using Request/Attach type from UE:

· Advantages:

· Emergency APN only used inside network, and can be locally defined per operator

· Disadvantages:

· Requires protocol changes for each protocol where Request/Attach type or similar are to be used.

· Reusing Request/Attach type causes errors if sent to non-supporting SGSN/MME.
· To support non-3GPP accesses will require definition of Request/Attach type also for these accesses. IKEv2 probably needs extensions as well to carry Emergency indicators.
Legacy restrictions

Consider the following scenario. An IMS emergency call capable UE request emergency services in a network where IMS emergency call is not supported (typically pre-Rel9) but the UE is allowed to have normal services. 

If the UE indicates the request using a Request Type the request will be interpreted as a normal request without APN. This will result in that a default APN will be used for requesting the emergency services. An MME will send an accept message including the APN that is used but the UE would anyway not know if the APN is an Emergency APN or not. An SGSN will send an accept message and the UE will not know what APN is used. While the UE believes it has got accept for an emergency request it has actually got an accept message for a default APN connection. 

Furthermore, if the UE is roaming the default APN may point to a PDN GW in the HPLMN and if the HPLMN supports IMS calls the actual IMS emergency call may be routed to the PSAP in the HPLMN even though the UE is in a VPLMN. 

If the UE indicates the emergency request by including the Emergency APN the APN will not be resolved by the serving network, but if the UE is roaming the Emergency APN may be resolved to an Emergency APN in the HPLMN. This situation is possible to avoid by rejecting roaming users connecting to the APN or with network configuration and the request will be rejected which is expected and wanted behaviour. ( If the Emergency APN is used for indication of the emergency request the network the handling of the emergency request is deterministic and erroneous situations which the UE and the network cannot detect can be avoided. Using the Request Type may end up in erroneous situations which may not be possible to avoid.
 Emergency indication using Attach and Request Types

This table reflects one option how to use Attach and Request Types for emergency indication. Legacy restrictions with pre-Rel9 MME/SGSN apply. Request Type is used for PDN Connectivity Request and even though Attach Type is used for E-UTRAN attach Request Type must be specified and consistent with the Attach Type since it is available in the piggybacked PDN Connectivity Request message.
	Scenario
	Attach Type
(legacy restrictions apply)
	Request Type
(legacy restrictions apply)
	APN
	New Emergency Attach IE

	UTRAN
	Attach
	X
	
	
	

	
	PDP Context Activation
	
	X
	
	

	E-UTRAN
	Attach
	X
	Consistency with Attach Type?
	
	

	
	PDN Connectivity Request
	
	X
	
	

	Non-3GPP
	Attach, PDN Connectivity Request and Handover
	Depending on access
	X
	HO may require APN anyway?
	May be required depending on access


Emergency indication using Emergency APN and Attach Type

This table reflects one option how to use Emergency APN and Attach Type for emergency indication. Legacy restrictions with pre-Rel9 MME/SGSN apply when reusing the existing Attach Type.

	Scenario
	Attach Type
(legacy restrictions apply)
	Emergency APN

	UTRAN
	Attach
	X
	

	
	PDP Context Activation
	
	X

	E-UTRAN
	Attach
	X
	X*

	
	PDN Connectivity Request
	
	X

	Non-3GPP
	Attach, PDN Connectivity Request and Handover
	
	X


*) To align and simplify the UE and network handling the UE shall provide the Emergency APN as part of the 
E-UTRAN Emergency Attach  procedure although the Attach Type is used for indicating the emergency attach.
Emergency indication using Emergency APN and new emergency attach IE

The same table as for “Emergency indication using Emergency APN and Attach Type” above apply except for that the “Attach Type (legacy restrictions apply)” column heading is replaced is replaced with the heading “New emergency Attach IE”. Stage 3 can decide upon reusing the existing Attach Type IE or adding a new Emergency Attach IE.
4 Proposal

The proposal is to continue with the working assumption that Emergency APN is sent from the UE for PDP Context Activation and PDN Connectivity Request to indicate the request for emergency bearers. The E-UTRAN Attach for normal non-emergency traffic supports both the cases with and without an APN and to align and simplify the UE and network handling for emergency calls we propose that the UE shall provide the Emergency APN as part of the 
E-UTRAN Emergency Attach  procedure although the Attach Type is used for indicating the emergency attach.
The UTRAN and E-UTRAN emergency attach shall be indicated with an emergency indication which can be decided upon by stage 3.If not accepted it should at least be possible to send the Emergency APN as an optional IE to provide for future enhancements.

The CRs S2-091885 for TS 23.060 and S2-091886 for 23.401 implement the usage of Emergency APN as the indication of the request for emergency services.
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