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SECOND CHANGE

5.1.2.1
General

When connecting to GPRS systems, the UE shall perform the GPRS attach procedure and establish a PDP context as described in 3GPP TS 24.008 [4]. During the PDP context activation procedure, the UE may request a HA IP address. If the home network prefix is pre-configured or obtained from the GGSN, the UE shall perform the home link detection procedure as described in subclause 5.1.2.4. If the UE is on its home link, the UE shall not perform the H1 PDN attach. If the UE is not on the home link or does not have a HNP yet, the UE shall discover the HA address as described in subclause 5.1.2.2 if the UE does not have the HA address, and then shall perform the H1 PDN attach procedure.

When connecting to the 3GPP I-WLAN, the UE shall perform the I-WLAN attach procedure as described in 3GPP TS 24.234 [5]. During the tunnel setup to the PDG, the UE may request a HA IP address or a HNP, or both, as described in Annex X. If the home network prefix is pre-configured in the UE or obtained from the PDG as described in Annex X, the UE shall perform the home link detection procedure as described in subclause 5.1.2.4. If the UE is on its home link, the UE shall not perform the H1 PDN attach. If the UE is not on the home link or does not have a HNP yet, the UE shall discover the HA address as described in subclause 5.1.2.2 if the UE does not already have the HA address, and then perform the H1 PDN attach procedure.

The H1 PDN attach procedure involves the following tasks:

-
IPsec security associations' establishment and IPv6 home network prefix assignment;

-
home link detection, if this procedure was not performed during the attachment; and

-
initial binding registration if the UE is not at its home link.
THIRD CHANGE
5.1.2.2
Discovery of the HA address

The first procedure the UE needs to perform for DSMIPv6 initial attach is the discovery of the node acting as the HA.

The UE can discover the IPv6 address and optionally the IPv4 address of the HA in one of the three following ways:

-
via DNS as defined in 3GPP TS 24.303 [3];

-
during the PDP context activation procedure in GERAN or UTRAN accesses via the Protocol Configuration Options as defined in 3GPP TS 24.008 [4] if the HA IP address is available in the GGSN; or

-
via IKEv2 during tunnel setup to PDG for I-WLAN access as defined in Annex X if the HA IP address is available in the PDG.

If the HA IP address is available in the GGSN, the GGSN may return the IP address(es) of the HA in the Protocol Configuration Options during the PDP context activation procedure when attaching to the GERAN or UTRAN accesses. If the GGSN does not send the HA address(es), the HA address(es) shall be discovered by DNS if the UE wants to perform the handover to 3GPP I-WLAN.

If the UE requests the HA IP address(es) during the IPsec tunnel setup to PDG in 3GPP I-WLAN connection and if the HA IP address(es) are available in the PDG, the PDG should return the HA address(es) in IKEv2 configuration payload attributes as defined in Annex X. If the HA IP address(es) are not received from the PDG, the UE shall discover the HA IP address(es) by DNS before performing the H1 PDN Attach.

The UE shall support the HA discovery based on DNS. The UE may support the HA discovery based on Protocol Configuration Options and via IKEv2.

The HA IP address(es) may also be pre-configured in the UE.

FOURTH CHANGE

5.1.2.4
Home link detection

The DSMIPv6 home link detection function is used by the UE to detect if, for a specific PDN, an access interface is on the home link from DSMIPv6 perspective. The home link detection function for a specific PDN connection shall be performed whenever the UE receives a new IPv6 prefix, either at initial attach or after a handover.

The UE is informed of the IPv6 prefix associated with a specific access interface. If the UE is connected to GPRS systems, the UE knows the IPv6 prefix via the IPv6 address autoconfiguration as described in 3GPP TS 29.061 [6]. If UE is connected to the 3GPP I-WLAN, it knows the IPv6 prefix via IPv6 address autoconfiguration as described in 3GPP TS 29.161 [7].

In the scenarios considered in this specification, the Home Network Prefix associated to the PDN connection can be assigned:

· via Protocol Configuration Options from the GGSN in GPRS systems as specified in 3GPP TS 24.008 [4];

· via IPsec security associations bootstrap with the PDG in I-WLAN as specified in Annex X;

· via the establishment of IPsec security associations with the HA as specified in 3GPP TS 24.303 [3] subclause 5.1.2.2; or

· the HNP may also be pre-configured in the UE.

The home link detection procedure performed by the UE is specified in 3GPP TS 24.303 [3].

If the UE detects it is in the home link for this specific PDN over the access interface, the UE shall not perform the H1 PDN attach. If the UE detects it is not on the home link, the UE shall perform IKEv2 procedure for security associations setup and IPv6 prefix and optionally IPv4 HA assignment if the UE does not have a valid security association with the HA, and then the UE shall send a Binding Update as specified in 3GPP TS 24.303 [3].

FIFTH CHANGE

5.1.3.2
3GPP I-WLAN aspects

During the IPsec tunnel establishment, if the UE requests the HA IP address(es) or the HNP, or both, and if they are available in the PDG, the PDG should provide them to the UE via the dedicated IKEv2 attributes as defined in Annex X. The HA IP address(es) are referred to the W-APN for which the IPsec tunnel is set-up and which was inserted in the "IDr" payload of the IKE_AUTH request message to the PDG.

LAST CHANGE

Annex X (normative):
IKEv2 Configuration Payload attributes

X.1
General

When connecting to 3GPP I-WLAN, the UE may request the Home Agent IP address(es) or the Home Network Prefix, or both, by including the corresponding attributes in an IKE_AUTH request message Configuration Payload of type CFG_REQUEST as described below.
Upon receipt of an IKE_AUTH request message containing a request for HA IP address(es) or HNP, or both, and after authorization and authentication with the 3GPP AAA server as described in 3GPP TS 24.234 [5], and if available in the PDG, the PDG should provide in the IKE_AUTH response CFG_REPLY Configuration Payload the HA IPv6 address and the HA IPv4 address as specified in 3GPP TS 24.302 [aa] to the UE. The IPv6 HNP should also be provided to the UE, if requested.
When the UE wants to have other PDN connections through the same PDG, the UE may discover the HA IP address(es) using DNS as defined in 3GPP TS 24.303 [3].
X.2
HNP Attribute

The HNP attribute is defined as MIP6_HOME_PREFIX attribute as described in IETF RFC 5026 [xx].
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