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Abstract: This contribution intends to point out our concern in understanding the interaction of CAT and OIR, and proposes to modify the relevant subclause for clarity.
1 Introduction

According to TS 24.182 subclause 4.6.5, where it describes the interaction between CAT and OIR, it points out that interaction of these two services exist. However, analysing the current specification, the spec does not seem to indicate the correct interaction of these two services. Moreover, there seems to be a misleading procedure currently described.

This contribution intends to point out these issues, and proposes to modify the specification.
2 Discussion

2.1 ‘OIR’ as currently described for interaction with CAT
In the subclause 4.2.4.1 of TS 22.182 v8.4.0, it states that there is an interaction with CAT and OIR. It states that:

	4.2.4.1 Originating Identification Restriction (OIR) 

The OIR service takes precedence over the CAT service subscribed by the calling party or by the called party. If the called party has a CAT associated to the calling party’s identity, the service will not be invoked. If the called party has a CAT not associated to the calling party’s identity then the service is invoked. 


In the subclause 4.6.5 of TS 24.182 v8.0.0, it states that there is an interaction with CAT and OIR. It states that:

	4.6.5
Originating Identification Restriction (OIR)

The OIR service takes precedence over the CAT service subscribed by the called party. If the called party has a CAT service associated with the calling party’s identity (i.e., the called party may play one type of CAT media to a particular caller and other types of CAT media to other callers depending on the called party’s subscription) then the AS providing CAT service shall not apply the CAT service to the session.


These texts seem to imply that the interaction needs to be considered for the purpose of whether or not to provide the originating user’s identity towards the AS providing CAT and NOT towards to the terminating user, since the originating user’s identity will not be passed over to the terminating user, regardless of the order of applying OIR and CAT.
According to TS 22.173, it seems to imply that OIR is a service intended to anonymise the originator’s identity towards the terminating user, and NOT towards the AS providing services for the terminating user. The text from derived from TS 22.173 is shown below:

	8.2.2
Originating Identification Restriction (OIR)

8.2.2.1
Definition

The Originating Identification Restriction (OIR) service enables the originating party to withhold the presentation of its asserted identity information to the terminating party. 


To summarise this, the text currently described in subclause 4.6.5 shows the case:
· if the called party has a CAT service associated with the calling party’s identity; and

· if the calling party requests privacy; and
· if anonymity of the calling party’s identity towards AS providing CAT needs to be considered (which is similar but not totally equal to OIR)

This is not the case for interaction of CAT and OIR, so should not be documented as it currently is.

2.2 Concern on procedure when CAT is associated with calling party’s identity and privacy is requested
In subclause 4.6.5 of TS 24.182, the procedure when all conditions are met indicates that “AS providing CAT service shall not apply the CAT service to the session”. 
This can be problematic, as it may be possible for the originating party to recognise about the subscription status of CAT on the terminating user. 

The following scenario shows how this can be problematic. We assume here that there are three following users.

· User A: Originating user

· User X: Terminating user, subscribed to CAT associated with calling party’s identity

· User Y: Terminating user, subscribed to CAT without any association of calling party’s identity

	[Case 1] User A calls User X

[Case 1-1] User A requesting privacy

· User X’s AS for CAT will NOT apply CAT (as all conditions needed for anonymization are met)
· As a result, User A receives NO CAT (perhaps a ringing tone from User A’s terminal may be played)
[Case 1-2] User A requesting NO privacy

· User X’s AS for CAT will apply CAT, dedicated to User A’s identity (as conditions for anonymization are NOT met)
· As a result, User A receives CAT from User X’s network.




	[Case 2] User A calls User Y
[Case 2-1] User A requesting privacy

· User Y’s AS for CAT will apply CAT (as conditions for anonymization are NOT met)
· As a result, User A receives CAT from User Y’s network.

[Case 2-2] User A requesting NO privacy

· User Y’s AS for CAT will apply CAT (as conditions for anonymization are NOT met)
· As a result, User A receives CAT from User Y’s network.




As we can see, the result for User A, whether or not receiving CAT, is different depending on the status of terminating user’s subscription and User A’s request of privacy.
Therefore, User A has the ability of finding out the subscription status of terminating user’s CAT, whether or not it is associated with originating party’s identity.
We believe that there was no intention to create such diversion mentioned above in the current specification.

3 Proposal
From the points raised above, we believe that interaction of CAT and OIR as currently stated in TS 24.182 and TS 22.182 needs to be modified.
Therefore, we propose to:

· Agree on the related proposed CR (as proposed in C1-090485)

· Send a liaison towards SA1 to clarify and request to modify the relevant text in TS 22.182 (based on the draft proposed in C1-090486)
