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1. Introduction
As defined in TS 24.302, a UE can either be statically configured for a use of a particular IP mobility protocol or may use the dynamic IP mobility protocol. 

Currently in the specification, there’s an editorial note that says 

Editor’s note: It is FFS how the network detects the mismatch.
This document describes the scenarios involved and attempts to highlight the fact that the scenarios for mismatch cases does not really exists and can be handled by the roaming agreements in place. 
2. Reason for Change
The scenarios where a mismatch of configuration could arise, are the scenarios where a UE with one particular configuration roams to a network with a different configuration. 
Several types of mismatch scenarios can be considered:

· The roaming UE is statically configured to use one protocol, and the network is statically configured to use another protocol. Such mismatch scenario is not considered since it is an error situation, given that the specifications already state that for such scenarios roaming agreements would be used. 

· The roaming UE is configured to perform dynamic IPMS, whereas the visited network is configured to perform static IPMS

For the latter case, one example is the scenario where the visited network is configured to use NBM while the home network uses dynamic configuration of mobility protocols. In such a case, when the UE  that supports DSMIPv6 connects to the network it provides an indication that it support DSMIPv6. IPMS decision is taken by the Home AAA server by taking into consideration also the visited network capabilities and policy. If the visited network is not capable of allocating a local IP address or is configured to use only NBM, then the home network makes that decision accordingly and conveys it to the UE with the IPMS attribute. Hence there’s no real issue of detection of mismatch cases here. Similary in the other scenario where the home operator uses static configuration of protocols while the visited network is configured to perform dynamic configuration, the roaming agreement would ensure that appropriate mobility protocol is selected for such UEs by the visited operator.  If indeed there’s any mismatch of protocols after the selection has been made, then the UE may not obtain connectivity and it is upto the UE implementation on how the scenario needs to be handled. 
3. Conclusions

Based on the discussion above, it is clear that the scenarios where the mismatch cases can be detected are not really realistic and can be handled by the roaming agreements. When a mismatch of protocols occur, it is upto the UE implementation on how to handle those scenarios..
4. Proposal

It is proposed to agree the following changes which are also documented in companion CR C1-090472. 
* * * First Change * * * *

6.3.1
General

The IP mobility mechanisms supported between 3GPP and non-3GPP accesses within an operator and its roaming partner's network may be based on either:

a)
Static Configuration; or 

b)
Dynamic Configuration. 

The choice between a) and b) depends upon operators' preferences and/or roaming agreement.

6.3.1.1
Static Configuration of Inter-technology Mobility Mechanism

For networks deploying a single IP mobility management mechanism, the statically configured mobility mechanism can be access type and/or roaming agreement specific. The information about the mechanism to be used in such scenario is expected to be provisioned into the terminal and the network.

If there is a mismatch between the IP mobility mode mechanism parameters pre-configured in the network and in the UE, the UE may not be able to access the EPC. The behaviour of the UE in such scenarios is implementation specific.

6.3.2.1
Dynamic Configuration of Inter-technology Mobility Mechanism

Dynamic IP Mobility Mode Selection (IPMS) consist of two components:
-
IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6
-
Decision on IP address preservation if NBM is selected
Upon initial attachment to a non-3GPP access and upon handoff to non-3GPP accesses, the UE performs IPMS by providing an indication during network access authentication for EPC. For trusted access, the indication is provided before an IP address is allocated to the UE, while in untrusted access network, the indication is provided during IKEv2 tunnel establishment with the ePDG

When the UE provides an explicit indication for IPMS, then the network shall provide the indication to the UE identifying the selected mobility management mechanism. The behaviour of the UE when the UE does not receive the indication of selected mobility management mechanism due to network not supporting this configuration is implementation specific and UE may not be able to access the EPC in such scenarios.
NOTE:
The scenarios for mobility mode selection are described in subclause 4.1.3.2.1 and subclause 4.1.3.2.2 of 3GPP TS 23.402 [6].
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