Page 1



3GPP TSG CT WG1 Meeting #57
   C1-090276
San Antonio (TX), USA, 9-19 February 2009

	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	24.302
	CR
	 0011
	(

rev
	-
	(

Current version:
	8.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	x
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Delivering HA-APN information to the UE

	
	

	Source to WG:
(

	Nokia Siemens Networks, Alcatel-Lucent

	Source to TSG:
(

	C1

	
	

	Work item code:
(

	SAES
	
	Date: (

	28/1/2009

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
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	TS 24.302 lacks definitions how to deliver HA information over IKEv2 when attaching to the untrusted non-3gpp access. This feature has, though, stage2 requirement mentioned in TS 23.402 sub-clause 4.5.2.

	
	

	Summary of change:
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	Addition of the required descriptions of HA Identity information delivery and the definition of relevant IKEv2 configuration payload types with corresponding new sub-clauses.
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	Other comments:
(
	The IKEv2 configuration payload attribute type code numbers shall be requested from IANA. The number assignment is based on the Expert Review (see http://www.iana.org/assignments/ikev2-parameters and “IKEv2 Configuration Payload Attribute Types” registry). It is highly probable that IANA and the dedicated Expert want to see this specification before assigning the required type code numbers.


***** First Change *****
7.2.2
Tunnel establishment

Once the ePDG has been selected, the UE shall initiate the IPsec tunnel establishment procedure using the IKEv2 protocol as defined in IETF RFC 4306 [28].

The UE shall send an IKE_SA_INIT request message to the selected ePDG in order to setup an IKE connection. Upon receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message to the ePDG, including the type of IP address (IPv4 or IPv6 or both) that needs to be configured in an IKEv2 CFG_REQUEST Configuration Payload. If the UE requests for both IPv4 and IPv6 address, it shall send two configuration attributes in the CFG_REQUEST Configuration Payload, one for the IPv4 address and the other for the IPv6 address. The IKE_AUTH request message shall contain in "IDr" payload the APN, if the APN information is available in the UE at the tunnel establishment time, and in the "IDi" payload the NAI. The UE may also request the Home Agent identity for DSMIPv6 related signalling, by including a corresponding CFG_REQUEST Configuration Payload containing zero or more HOME_AGENT_IDENTITY attributes. The HOME_AGENT_IDENTITY attribute content is defined in sub-clause 8.2.x.1. The IKE_AUTH request message may contain in a notify payload an indication that MOBIKE is supported by the UE.


During the IKEv2 authentication and tunnel establishment, UE shall provide an explicit indication about the supported mobility protocol as described in subclause 6.3.2.

During the IKEv2 authentication and tunnel establishment, UE shall provide an indication about Attach Type, which indicates Initial Attach or Handover Attach. To indicate attach due to handover the UE shall include the allocated home address(es) during the IKEv2 tunnel setup. For initial attach the UE shall not include the allocated home address(es) during the IKEv2 tunnel establishment.
The UE shall support IPSec ESP (see IETF RFC 4303 [32]) in order to provide secure tunnels between the UE and the ePDG as specified in 3GPP TS 33.402 [15].

During the IKEv2 authentication and tunnel establishment, if the UE supports DSMIPv6, the ePDG may provide zero or more Home Agent IP address (IPv4 address or IPv6 address or both) with the associated HA-APN information to the UE. The Home Agent Identity attribute(s) returned by the ePDG in the CFG_REPLY shall include the HA-APN the UE inserted in the correspondent CFG_REQUEST and the available Home Agent address (IPv4 address or IPv6 address or both).

***** Second Change *****
8.2.x
IKEv2 Configuration Payloads
8.2.x.1
HOME_AGENT_IDENTITY configuration attribute
The HOME_AGENT_IDENTITY attribute is shown in Table 8.2.x.1-1. The IP addresses in the attribute are in network byte order. The length of the HOME_AGENT_IDENTITY attribute is always 20 plus the length of the HA-APN octets.
Table 8.2.x.1-1: HOME_AGENT_IDENTITY attribute
	00
	01
	02
	03
	04
	05
	06
	07
	08
	09
	10
	11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24
	25
	26
	27
	28
	29
	30
	31

	IPv6 Home Agent Address (16 octets)

	IPv4 Home Agent Address (4 octets)

	HA-APN (1-n octets)


In the CFG_REQUEST the IPv6 address field shall be set to 0::0 and the IPv4 address field shall be set to 0.0.0.0. The HA-APN field shall always be present and contain the HA-APN for which the home agent IP address information is sought. The HA-APN is encoded as defined in 3GPP TS 23.003 clause 21 [11].

In the CFG_REPLY the IPv6 address field shall contain the IPv6 address of the home agent, if available. In a case the home agent does not have an IPv6 address, the IPv6 address field shall be set to 0::0. The IPv4 address field shall contain the IPv4 address of the home agent, if available. In a case the home agent does not have an IPv4 address, the IPv4 address field shall be set to 0.0.0.0. The HA-APN field shall always be present and contain the HA-APN corresponding home agent IP addresses in the attribute. The HA-APN is encoded as defined in 3GPP TS 23.003 clause 21 [11].
If the IKEv2 responder is not able to provide home agent address(es) for some of the requested HA-APNs, then the IKEv2 responder simply does not include a HOME_AGENT_IDENTITY attribute for that HA-APN in the CFG_REPLY.
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