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1. Introduction
The aim of this paper is to resolve the PDN encoding issue.
2. Reason for Change
The encoding of the target PDN is left FFS in the TS 24.327. But during the last SA2#68 meeting, SA2 agreed (in S2-086634) to use the APN instead of HA-APN in the IDr payload to indicate the target PDN the UE wants to connect to.
On the other hand, over S2c reference point (TS 24.303), the APN was defined to be used in IDr: "… The UE shall initiate the security association establishment procedure by sending the IKE_SA_INIT request message defined in IETF RFC 4306 [14] to the HA. On receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message including the MN-NAI in the IDi payload and the Access Point Name (APN) of the target PDN the UE wants to connect to in the IDr payload. The APN shall be formatted as defined in 3GPP TS 23.003 [17] …"
In the actual version of the TS 24.327, we are referecing to the TS 24.303 for the Securtity Association establishment subclause but an editor's note was added before approving on the usage of APN or HA-APN: "… In the IKEv2 signalling the UE may indicate the target PDN the UE wants to connect to in the IDr payload as specified in 3GPP TS 24.303 [3].

Editor's note: the encoding of the target PDN is FFS …"
Since now this point is clear in SA2, and since in 24.303 the APN is used, therefore the editor's note quoted above can be removed.
3. Conclusions

The APN is used instead of HA-APN in the IDr payload when the UE connects to the Home Agent. Therefore the editor's note regarding the PDN encoding can be removed.
4. Proposal

It is proposed to agree the following added text to the 3GPP TS 24.327 v1.1.0.
* * * First Change * * * *

5.1
Initial attach

<……>

5.1.2
UE procedures

<……>
5.1.2.3
Security association establishment and IPv6 home network prefix assignment

The UE shall perform the security association establishment as specified in 3GPP TS 24.303 [3]. For this procedure the UE shall support IKEv2 protocol and EAP over IKEv2 as described in IETF RFC 4306 [9]. The detailed procedure and supported extensions for this step are specified in 3GPP TS 24.303 [3]. In this specification the UE may use either EAP-SIM or EAP-AKA for authentication purposes.

During the IKEv2 exchange, the UE shall request an IPv6 home network prefix as specified in 3GPP TS 24.303 [3]. The UE shall then auto-configure an IPv6 home address from the received prefix and create a child SA as specified in 3GPP TS 24.303 [3].

In the IKEv2 signalling the UE may indicate the target PDN the UE wants to connect to in the IDr payload as specified in 3GPP TS 24.303 [3].


