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1. Introduction
The current prioritization of usage of a IPv6 CoA versus IPv4 CoA is incomplete. Changes are made to align with recommendation of the DSMIP draft.
2. Reason for Change
The current text in the TS implies that usage of a IPv4 CoA is only permitted in the case that the UE is exclusively in an IPv4 only  foreign network.

In contrast the DSMIP draft provides some guidance and greater flexibility in the case that the UE acquires both an IPv4 and IPv6 care-of addresses:
When a mobile node acquires both IPv4 and IPv6 care-of addresses at the foreign network, it SHOULD prioritize the IPv6 care-of address for MIP6 its binding registration.  The mobile node MUST NOT register both IPv4 and IPv6 care-of addresses to its home agent

 The above text allows for the possibility that if the UE fails to register using the IPv6 CoA that use of the IPv4 CoA should be permitted.
3. Conclusions

The current text is updated to reflect that usage of the IPv4 CoA in certain conditions can be permitted in access networks that support both IPv4 and IPv6.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303 V1.3.0.
* * * First Change * * * *

5.1.2.4
Initial binding registration and IPv4 Home Address assignment

After establishing the security association and obtaining the IPv6 Home Address, the UE shall send a Binding Update message as specified in IETF RFC 3775 [6] and draft-ietf-mext-nemo-v4traversal [2] in order to register its Home Address and Care-of Address at the HA, if it detects it is in the foreign network.
If both IPv4 and IPv6 care-of addresses are received at the foreign network, the UE shall first attempt to use the IPv6 care-of address for its binding registration. The UE shall not register both IPv4 and IPv6 care-of addresses to its home agent.
If IPv6 CoA is used for initial binding registration, the UE shall send the Binding Update message to the IPv6 address of the HA. In this Binding Update message the H (home registration) and A (acknowledge) bits shall be set. If the UE needs an IPv4 Home Address, the UE shall include the 0.0.0.0 address in the IPv4 Home Address option to request a dynamic IPv4 Home Address.
The Alternate Care-of Address option may be used by the UE to carry the Care-of Address inside a Mobility Header which is protected by ESP. If this option is present, the address included in this option is the same address present in the source address of the IPv6 packet.
If  IPv4 CoA is used for initial binding registration, the UE shall send the Binding Update as follows (see draft-ietf-mext-nemo-v4traversal [2]):

· The IPv6 packet, with the IPv6 Home Address as the Source Address field of the IPv6 header, shall be encapsulated in UDP.

· The UE shall include the IPv4 Care-of Address as the Source Address field of the IPv4 header and the HA IPv4 address as the Destination Address field of the IPv4 header.

· 
The UE shall include the IPv4 Care-of Address option containing the IPv4 Care-of Address.

· 
The UE shall set the H (home registration) and A (acknowledge) bits.

· 
The UE shall set the T (TLV header encapsulation required) flag to 0 and should set the F (UDP encapsulation required) flag to 0.

· 
If the UE needs an IPv4 Home Address, the UE shall include an IPv4 Home Address option with the unspecified address in the Binding Update message, as defined in draft-ietf-mext-nemo-v4traversal [2].

When the UE receives the Binding Acknowledgement from the HA, it shall validate it based on the rules described in IETF RFC 3775 [2] and draft-ietf-mext-nemo-v4traversal [2]. If the Binding Acknowledgement contains the successful status code 0 (“Binding Update Accepted”), the UE shall create an entry for the registered Home Address in its Binding Update List and may start sending packets containing its IPv6 Home Address.
If the Binding Acknowledgement contains a value of  128, the UE may re-send the BU as specified in IETF RFC 3775 [2]; if the Binding Acknowledgement contains a value from 129 to 133, the UE shall not send the BU to the HA and should discover another HA.
If the Binding Acknowledgment contains an IPv4 Address Acknowledgement option with status code value from 0 to 127 (indicating success), the UE shall create two entries in its Binding Update List, one for the IPv6 Home Address and another for the IPv4 Home Address. If the Binding Acknowledgement contains an IPv4 Address Acknowledgment option with status code indicating error (i.e. 128 or higher), the UE shall create an entry only for the IPv6 HoA in its binding update list. Moreover, if the status code is 129 (“Administratively prohibited”) or 132 (“Dynamic IPv4 home address assignment not available”), the UE shall not re-send the Binding Update and it shall use only the IPv6 HoA. If the Binding Acknowledgement contains an IPv4 Address Acknowledgement option with status 128 (“Failure, reason unspecified”), 130 (“Incorrect IPv4 home address”), 131 (“Invalid IPv4 address”) or 133 (“Prefix allocation unauthorized”) it shall re-send the Binding Update including the unspecified address (i.e. 0.0.0.0) in the IPv4 Home Address option. If the Binding Acknowledgement does not contain an IPv4 Address Acknowledgment option, the UE shall create an entry only for the IPv6 HoA in its binding update list. 

The UE may then send data traffic either with the IPv6 Home Address or with the IPv4 Home Address. If the UE is located on an IP6-enabled link, it shall send IPv6 packets as described in IETF RFC 3775 [6]; IPv4 traffic shall be encapsulated in IPv6 packets as described in draft-ietf-mext-nemo-v4traversal [2]. If the UE is located on an IPv4-only link and the Binding Acknowledgement contains the NAT detection option with the F flag set, the UE shall send IPv6 and IPv4 packets following the vanilla UDP encapsulation rules specified in draft-ietf-mext-nemo-v4traversal [2]. Otherwise the UE shall send IPv6 and IPv4 packets encapsulated in IPv4 as specified in draft-ietf-mext-nemo-v4traversal [2].

Once the DS-MIPv6 tunnel is established, the UE may build a DHCPv4 or DHCPv6 message as described in RFC 4039 [26] or  RFC 3736 [13] respectively and send it via the DSMIPv6 tunnel as described in IETF RFC 3775 [6] in order to retrieve additional parameters, e.g. Vendor-specific options.
* * * End of Changes * * * *
