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1. Introduction

Some detailed additions and changes are proposed for 24.312.
2. Reason for Change

It needs to be specified what the UE should do in case there are no rules currently active for network selection. Figure 4.1 was changed to remove RestrictedAccessTechnology node and instead have a node in PrioritizedAccessTechnology with AccessTechnologyPriority=254. Some questions about the functionality and methods of specification are added as Editor's notes. The definition of AccessTechnology is proposed to be in table enumerated format. The access technology Id is a somewhat cumbersome term and is proposed to be changed to AccessId, which also avoids confusion with the term Access Network Identity of 24.302. 

An editor's note is added abouth location information, which seems to be the single information element sent by the UE to the network and this uplink information exchange needs be specified and described somehow. All other information are transferred from the network to device. There is also an editor's note added about the applicable privacy requirements for location information. 

It is proposed to add an editor's note in chapter 6 about the ongoing work in WiMAX Forum to specify the ANDSF related Management Object there.

Other detailed changes are shown in the proposal below. 

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.312, version 0.1.0.

* * * First Change * * * *
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4
ANDSF MO

The ANDSF MO is used to manage intersystem mobility policy- as well as access network discovery information stored in a UE supporting provisioning of such information from an ANDSF. 

The ANDSF may initiate the provision of information from the ANDSF using a server initiated session alert message.

The UE may initiate the provision of information from the ANDSF, using a client initiated session alert message of code "Generic Alert". The "Type" element of the OMA DM generic alert message shall be set to "Reserved-Domain-Name: org.3gpp.ANDSF.clientinitiatedsessionalert".

Editor's note: The proposed value of the "Type" element of the OMA DM generic alert message needs to be registered by OMA on request by 3GPP.

Editor's note: The mechanism to be used for session alert is FFS.

The intersystem mobility policy information consists of a set of one or more intersystem mobility policy rules. At any point in time there shall be at most one rule applied, that rule is referred to as the 'active' rule. There may hence be zero or one 'active' rule.

The rules have a number of conditions (e.g. current access technology and location) where one or more may be present and set to a value. The rules also have a number of results (e.g. preferred access technology and restricted access technology) to be used whenever a rule is 'active'. If there are no results for the 'active' rule, it is implementation dependent how UE performs network selection. Irrespective of whether any rule is 'active' or not, the UE shall periodically re-evaluate ANDSF policies. When ANDSF policy selection rules identify an available network, the highest priority rule becomes 'active' rule and network re-selection is performed.
While the rule remains ‘active’, UE shall keep considering higher priority networks, than currently selected, in the prioritized network list of the rule. In addition to conditions and results there is a rule-priority that shall be set for each rule in order for the UE to determine which rule, out of potentially several valid rules, it should consider as 'active'. The trigger for (re-)evaluating rules is that the 'active' rule becomes invalid (conditions no longer fulfilled), the expiration of the validity period (as possibly indicated by the ValidityPeriod value) of the 'active' rule, or some other manufacturer specific trigger. 

Editor's note:
It is FFS how to limit to the frequency of access technology change as well as frequency of UE initiated requests towards the ANDSF as described in 23.402 [3].
The Management Object Identifier is: urn:oma:mo:XXXX:1:0.

Editor's note: This value needs to be replaced with the value registered for this MO by OMA. Proposed value is urn:oma:mo:andsf:1:0

The OMA DM Access Control List (ACL) property mechanism as standardized (see Enabler Release Definition OMA-ERELD-DM-V1_2 [5]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the ANDSF MO.

The following nodes and leaf objects are possible under the ANDSF node:
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Figure 4.1: The ANDSF MO
The relation between Policy and AccessNetworkDiscoveryInformation (ANDI) is that Policies prioritise the access network, while ANDI provide further information for the UE to access the access network defined in the policy. 
The validity of the policy takes into account ValidityArea, Roaming and TimeOfDay, which must all match in order to make the Policy valid.
* * * Next Change * * * *

5
ANDSF MO parameters

5.1
General

This clause describes the parameters for the ANDSF MO.

5.2
Node: <X>
This interior node acts as a placeholder for zero or one accounts for a fixed node.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get

-
Values: N/A
5.3
<X>/Name

The Name leaf is a name for the ANDSF MO settings.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <User displayable name>
The User displayable name shall be represented by Unicode characters encoded as UTF-8 as specified in IETF RFC 3629 [xx] and formatted using Normalization Form KC (NFKC) as specified in Unicode Standard Annex #15; Unicode Normalization Forms, [yy].
5.4
<X>/Policy

The Policy node acts as a placeholder for policies for intersystem mobility.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get

-
Values: N/A

5.5
<X>/Policy/<X>
This interior node acts as a placeholder for one or more intersystem mobility policy rules.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get

-
Values: N/A

5.6
<X>/Policy/<X>/RulePriority

The RulePriority leaf represents the priority given to one particular rule and is represented as a numerical value.

-
Occurrence: One

-
Format: int

-
Access Types: Get

-
Values: <Rule priority>

In case more than one valid intersystem mobility policy rule exists, the UE shall treat the rule with the lowest RulePriority value as the rule having the highest priority among the valid rules. If there are overlapping rules (e.g. by location, for example: rule by CGI, rule by PLMN), they should not have the same priority. If the UE finds multiple rules with the same priority, the choice of the rule is UE implementation specific. If there are no matching access networks according to the rule, other rules with the same priority shall be considered.
5.7
<X>/Policy/<X>/PrioritizedAccess
The PrioritizedAccess interior node indicates the preferred access for one particular rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get

-
Values: N/A

5.8
<X>/Policy/<X>/PrioritizedAccess/<X>
This interior node acts as a placeholder for one or more prioritized accesses.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get

-
Values: N/A

5.9
<X>/Policy/<X>/PrioritizedAccess/<X>/
AccessTechnology

The AccessTechnology leaf indicates a prioritized access technology.
Table 5.9.1 AccessTechnology leaf node characteristics

	Status
	Occurrence
	Format
	Access Type

	Optional
	One
	Int
	Get


Table 5.9.2 Possible values for the AccessTechnology leaf node
	Value
	Description

	0
	RFU (Reserved for future use)

	1
	3GPP 

	3
	WiFi

	4
	WiMAX 

	5-255
	RFU (Reserved for future use)







5.10
<X>/Policy/<X>/PrioritizedAccess/<X>/
AccessId
The AccessId leaf represents an access network identifier.

-
Occurrence: ZeroOrOne

-
Format: chr 
-
Access Types: Get

-
Values: <Access  id>

The  AccessId contains an identifier for a specific radio access network. Only SSID for WiFi and NAP-ID for WiMAX radio access network are contained in this leaf. AccessIds in numerical format shall be encoded as character string. The AccessId be represented by Unicode characters encoded as UTF-8 as specified in IETF RFC 3629 [xx] and formatted using Normalization Form KC (NFKC) as specified in Unicode Standard Annex #15; Unicode Normalization Forms, [yy].

5.11
<X>/Policy/<X>/PrioritizedAccess/<X>/
AccessNetworkPriority
The AccessNetworkPriority leaf represents an access technology priority.

-
Occurrence: One

-
Format: int

-
Access Types: Get

-
Values: <Access network priority>

In case more than one valid PrioritizedAccess are available and if the value of the priority belongs to the range 1-250, the UE shall consider the access network (with the corresponding access identifier if present) with the lowest AccessNetworkPriority value as the access network (with the corresponding access identifier if present) having the highest priority, as defined on Table 5.11. The AccessNetworkPriority value ‘Restricted access’ (254) indicates an access  that should not be used by the UE. The AccessNetworkPriority value ‘Forbidden’ (255) indicates an access that shall not be used by the UE. The same AccessNetworkPriority value may be used for more than one AccessId. If the UE is not able to find an access network according to ANDSF policies, it is implementation dependent how to proceed with network selection.
Table 5.11 Values of AccessNetworkPriority node
	Value
	Description

	0
	RFU (Reserved for future use).

	1-250
	Priority value

	251-253
	RFU (Reserved for future use).

	254
	Restricted access. This access should be avoided if the current rule is active.

	255
	Forbidden. UE is not allowed to use this access if the current rule is active.





















NOTE:
It is implementation dependent if or when a restricted access is selected if there are no other accesses available.
5.12
<X>/Policy/<X>/ValidityArea

The ValidityArea node acts as a placeholder for location conditions for a particular rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get

-
Values: N/A
This is considered to be fulfilled if either 3GPP_Location or Non3GPP_Location is a match. If UE is not able to deduce its location by any means, only rules without Validity Area can be considered for active rule.
5.13
<X>/Policy/<X>/ValidityArea/3GPP_Location

The 3GPP_Location node acts as a placeholder for 3GPP location descriptions.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get

-
Values: N/A

5.14
<X>/Policy/<X>/ValidityArea/3GPP_Location/<X>
This interior node acts as a placeholder for one or more 3GPP location descriptions.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get

-
Values: N/A

The UE shall consider a rule with the 3GPP_Location present as valid only if the 3GPP location the UE is currently registered to matches one of the locations indicated in the list of 3GPP location descriptions.

5.15
<X>/Policy/<X>/ValidityArea/3GPP_Location/<X>/PLMN

The PLMN leaf indicates a PLMN code for one particular 3GPP location condition for the intersystem mobility policy rule.

-
Occurrence: One

-
Format: chr

-
Access Types: Get

-
Values: <PLMN>

The format of the PLMN is defined by 3GPP TS 23.003 [2].

5.16
<X>/Policy/<X>/ValidityArea/3GPP_Location/<X>/TAC

The TAC leaf indicates a Tracking Area Code for one particular 3GPP location condition for the intersystem mobility policy rule.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <Tracking area code>

The format of the TAC is defined by 3GPP TS 23.003 [2].

5.17
<X>/Policy/<X>/ValidityArea/3GPP_Location/<X>/LAC

The LAC leaf indicates a Location Area Code for one particular 3GPP location condition for the intersystem mobility policy rule.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <Location area code>

The format of the LAC is defined by 3GPP TS 23.003 [2].

5.18
<X>/Policy/<X>/ValidityArea/3GPP_Location/<X>/CGI

The CGI leaf indicates a Cell Global Identity for one particular 3GPP location condition for the intersystem mobility policy rule.

-
Occurrence: ZeroOrOne

-
Format:chr

-
Access Types: Get

-
Values: <Cell global identity>

The format of the GCI is defined by 3GPP TS 23.003 [2].

5.19
<X>/Policy/<X>/ValidityArea/Non3GPP_Location

The Non3GPP_Location node acts as a placeholder for non 3GPP location descriptions.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get

-
Values: N/A

5.20
<X>/Policy/<X>/Roaming

The Roaming leaf indicates the roaming condition for the intersystem mobility policy rule.

-
Occurrence: ZeroOrOne

-
Format: bool

-
Access Types: Get

-
Values: 0, 1

0 - Indicates that the rule is only valid when the UE is not roaming.

1 - Indicates that the rule is only valid when the UE is roaming.

The UE shall consider a rule with the Roaming present as valid only if the current roaming state (roaming/not roaming) of the UE matches the one indicated in the Roaming value.
NOTE:
When the UE is roaming, how it discovers and interacts with the ANDSF is not specified in the specification of this release.
5.21
<X>/Policy/<X>/TimeOfDay

The TimeOfDay leaf indicates the time of day condition for the intersystem mobility policy rule.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <Time interval>

Editor's note: The format of the TimeOfDay is FFS.

The UE shall consider a rule with the TimeOfDay present as valid only if the time of day in the current time zone, as indicated by the UE, matches the time interval indicated in the TimeOfDay value.









5.22
<X>/Policy/<X>/UpdatePolicy

The UpdatePolicy leaf indicates the update policy for the intersystem mobility policy rule.

-
Occurrence: ZeroOrOne

-
Format: bool

-
Access Types: Get

-
Values: 0, 1

0 - Indicates that the UE is not required to request an update of the rules.

1 - Indicates that the UE is required to request an update of the rules.

The UpdatePolicy value may be used by the UE to determine whether or not to request an update of its intersystem mobility policy when the rule is no longer considered to be valid by the UE.

5.23
<X>/AccessNetworkDiscoveryInformation

The AccessNetworkDiscoveryInformation node acts as a placeholder for access network discovery information.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get

-
Values: N/A

The operator may provide information on available access networks through the ANDSF. The UE may use the information as an aid in discovering other access networks.

5.24
<X>/AccessNetworkDiscoveryInformation/<X>
This interior node acts as a placeholder for one or more access network information elements.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get

-
Values: N/A

5.25
<X>/AccessNetworkDiscoveryInformation/<X>/
AccessNetworkType

The AccessNetworkType leaf represents the type of an access network.

-
Occurrence: One

-
Format: chr

-
Access Types: Get

-
Values: <Access network type>

The value of AcessNetworkType indicates the type of the network for which discovery assistance information is provided.
5.26
<X>/AccessNetworkDiscoveryInformation/<X>/
AvailableAccessNetwork
The AvailableAccessNetwork leaf indicates an access technology.
	Status
	Occurrence
	Format
	Access Type

	Optional
	One
	Int
	Get, Replace


Table 5.29. Possible values for the AvailableAccessNetwork leaf
	Value
	Description

	0
	RFU (Reserved for future use)

	1
	3GPP 

	3
	WiFi

	4
	WiMAX 

	5-255
	RFU (Reserved for future use)








The value of Position indicates the position of the network for which discovery assistance information is provided. 
5.27
<X>/AccessNetworkDiscoveryInformation/<X>/
AccessNetworkInformationRef

The AccessNetworkInformationRef leaf represents a reference to an access network information object.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <An access network information object>

The value of AccessNetworkInformationRef is a reference to an object with access network type specific information (such as a list of SSIDs).
5.28
<X>/UE_Location

The UE_Location node acts as a placeholder for describing the current location of the UE.

-
Occurrence: One

-
Format: node

-
Access Types: Get

-
Values: N/A

Editor's note: It is ffs how to further specify the UE location.
Editor's note: It is FFS how to comply with location services requirements in 3GPP TS 22.071 [2], especially referring to local, national and regional privacy requirements and to the confidentiality of location information. In some countries it is not allowed to store the user's location information. 
5.29
<X>/Ext

The Ext is an interior node for where the vendor specific information about the ANDSF MO is being placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identifier is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get

-
Values: N/A
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