
3GPP TSG CT WG1 Meeting #56
C1-085168 

Shanghai, P.R. China, 10th – 14th November 2008
(revision of C1-084615)
Source:
NEC, Ericsson, Nortel Networks
Title:
Pseudo-CR on UE requested bearer resource modification procedure
Spec:
3GPP TS 24.301 v1.1.1
Agenda item:
9.2.1
Document for:
Decision

1. Introduction
TS 23.401 [1]  has merged the UE requested bearer resource allocation and UE requested bearer resource release procedures into a UE requested bearer resource modification procedure. Moreover, SA2#68 October 2008 has clarified that the QoS change request from the UE is optional in S2-087108 to [1].
This contribution proposes to update TS 24.301 accordingly.
2. Reason for Change
TS 24.301 would not be aligned with TS 23.401 requirement.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v1.1.1.
References

[1] TS 23.401 v8.3.0+ DRAFT INTERIM “GPRS enhancements for E-UTRAN access (Release 8)”
* * * 1st change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Aggregate maximum bit rate: The maximum bit rate that limits the aggregate bit rate of a set of non-GBR bearers of a UE. Definition derived from 3GPP TS 23.401 [4].

Allowed CSG list: A list of CSG IDs stored in the UE. A UE is able to access only those CSG cells that have a CSG ID in this list.
CSG ID: A CSG ID is an identifier defined in 3GPP TS 23.003 [2] and associated to a cell or group of cells to which access is restricted to a defined group of users.
The label (E-UTRAN only) indicates this subclause or paragraph applies only if E-UTRAN is used as current radio access network.

EMM context: An EMM context is established in the UE and the MME when an attach procedure is successfully completed.

EMM-CONNECTED mode: A UE is in EMM-CONNECTED mode when a NAS signalling connection between UE and network is established. The term EMM-CONNECTED mode used in the present document corresponds to the term ECM-CONNECTED state used in 3GPP TS 23.401 [4].

EMM-IDLE mode: A UE is in EMM-IDLE mode when no NAS signalling connection between UE and network exists. The term EMM-IDLE mode used in the present document corresponds to the term ECM-IDLE state used in 3GPP TS 23.401 [4].

Evolved packet core network: the successor to the 3GPP Release 7 packet-switched core network, developped by 3GPP within the framework of the 3GPP System Architecture Evolution (SAE).
Evolved packet system: The evolved packet system (EPS) or evolved 3GPP packet-switched domain consists of the evolved packet core network and the evolved universal terrestrial radio access network. Definition derived from 3GPP TS 23.401 [4].

Dedicated bearer: An EPS bearer that is associated with uplink packet filters in the UE and downlink packet filters in the PDN GW where the filters only match certain packets. Definition derived from 3GPP TS 23.401 [4].

Default bearer: An EPS bearer that is used associated with "match all" uplink and downlink packet filters in the UE and the PDN GW, respectively. Definition derived from 3GPP TS 23.401 [4].

GBR bearer: An EPS bearer that uses dedicated network resources related to a guaranteed bit rate (GBR) value, which are permanently allocated at EPS bearer establishment/modification. Definition derived from 3GPP TS 23.401 [4].

Initial NAS message: A NAS message is considered as an initial NAS message, if this NAS message can trigger the establishment of a NAS signalling connection. For instance, the ATTACH REQUEST message is an initial NAS message.

IPv4v6 capability: capability of the IP stack associated with a UE to support a dual stack configuration with both an IPv4 address and an IPv6 address allocated.

Last Visited Registered TAI: A TAI which is contained in the TAI list that the UE registered to the network and which identifies the tracking area last visited by the UE.
Linked Bearer Identity: This identity indicates to which default bearer the additional bearer resource is linked.

MME area: An area containing tracking areas served by an MME.

NAS signalling connection: is a peer to peer S1 mode connection between UE and MME. A NAS signalling connection consists of the concatenation of an RRC connection via the "LTE-Uu" interface and an S1AP connection via the S1 interface. The UE considers the NAS signalling connection established when the RRC connection has been established successfully. The UE considers the NAS signalling connection released when the RRC connection has been released. Additionally, for the purpose of optimized handover or idle mode mobility from cdma2000® HRPD access to E‑UTRAN (see 3GPP TS 23.402 [4A]), the NAS signalling connection can consist of a concatenation of an S101‑AP connection and a signalling tunnel over a cdma2000® HRPD access network. The UE considers this S101 mode NAS signalling connection established when the cdma2000® HRPD access network resources are available for tunnelled NAS signalling, and released when the cdma2000® HRPD radio access connection has been released.

Non-access stratum protocols: The protocols between UE and MSC or SGSN that are not terminated in the UTRAN, and the protocols between UE and MME that are not terminated in the E-UTRAN. Definition derived from 3GPP TS 21.905 [1].

Non-GBR bearer: An EPS bearer that uses network resources that are not related to a guaranteed bit rate (GBR) value. Definition derived from 3GPP TS 23.401 [4].

PDN address: an IP address assigned to the UE by the Packet Data Network Gateway (PDN GW).

Plain NAS message: a NAS message with a header including neither a message authentication code nor a sequence number.

Procedure Transaction Identity: An identity which is dynamically allocated by the UE for the UE requested ESM procedures. The procedure transaction identity is released when the procedure is completed.

RAT-related TMSI: When the UE is camping on an E-UTRAN cell, the RAT-related TMSI is the GUTI; when it is camping on a GERAN or UTRAN cell, the RAT-related TMSI is the P-TMSI.

The label (S1 mode only) indicates this subclause or paragraph applies only to a system which operates in S1 mode, i.e. with a functional division that is in accordance with the use of an S1 interface between the radio access network and the core network. In a multi-access system this case is determined by the current serving radio access network.

S101 mode: applies to a system that operates with a functional division that is in accordance with the use of an S101 interface. For the definition of the S101 reference point, see 3GPP TS 23.402 [4A].

TAI list: A list of TAIs that identify the tracking areas that the UE can enter without performing a tracking area updating procedure. The TAIs in a TAI list assigned by an MME to a UE pertain to the same MME area. Additionally, the TAIs in a TAI list assigned by an MME to a CS fallback capable UE pertain to the same location area (see 3GPP TS 23.272 [3B]). In this case, the defining of the relationship between the tracking area(s) and the location area(s) is operator specific.

Editor's note: It is FFS whether updates of the above descriptions are needed.

Traffic flows aggregate: A temporary aggregate of packet filters that are included in a UE requested bearer resource modification procedure and that is inserted into a traffic flow template (TFT) for the EPS bearer context by the network once the UE requested bearer resource modification procedure is completed.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.401 [4] apply:

MME pool area
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.272 [3B] apply:

CS fallback capable UE
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.008 [6] apply:

A/Gb mode

Iu mode
TFT
* * * 2nd change * * * *

6.4.3
EPS bearer context modification procedure

6.4.3.1
General

The purpose of the EPS bearer context modification procedure is to modify an EPS bearer context with a specific QoS and TFT. The EPS bearer context modification procedure is initiated by the network in order to either modify the QoS, the TFT, or both. The EPS bearer context modification procedure is initiated by the network, but it may also be initiated as part of the UE requested bearer resource modification procedure.

NOTE:
QoS between EPS and UE is negotiated on layer 2 (S1AP and RRC) and does not affect the ESM entity. This implies that there is only a single NAS procedure for both the EPS bearer context modification with or without QoS update.

6.4.3.2
EPS bearer context modification initiated by the network

The MME shall initiate the EPS bearer context modification procedure by sending a MODIFY EPS BEARER CONTEXT REQUEST message to the UE, starting the timer T3486, and entering the state BEARER CONTEXT MODIFY PENDING.
The MME shall include an EPS bearer identity that identifies the EPS bearer context to be modified in the MODIFY EPS BEARER CONTEXT REQUEST message.

The MODIFY EPS BEARER CONTEXT REQUEST message shall include also a procedure transaction identity (PTI), if this procedure was initiated by a UE requested bearer resource modification procedure (see subclause 6.5.3).
6.4.3.3
EPS bearer context modification accepted by the UE

Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall first check the received uplink TFT before taking it into use and then send a MODIFY EPS BEARER CONTEXT ACCEPT message to the MME.

If the PTI is included in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE uses the PTI to identify the UE requested bearer resource allocation procedure (see subclause 6.5.3) to which the EPS bearer context modification is related. 
The UE shall use the received uplink TFT to apply mapping of uplink service data flows to the radio bearer.

Upon receipt of the MODIFY EPS BEARER CONTEXT ACCEPT message, the MME shall stop the timer T3486 and enter the state BEARER CONTEXT ACTIVE.
* * * 3rd change * * * *

6.4.4
EPS bearer context deactivation procedure

6.4.4.1
General

The purpose of the EPS bearer context deactivation procedure is to deactivate an EPS bearer context or disconnect from a PDN by deactivating all EPS bearer contexts to the PDN. The EPS bearer context deactivation procedure is initiated by the network, and it may be triggered by the UE by means of the UE requested bearer resource modification procedure or UE requested PDN disconnect procedure.

6.4.4.2
EPS bearer context deactivation initiated by the network

If a NAS signalling connection exists when the MME initiates the EPS bearer context deactivation, the MME shall initiate the EPS bearer context deactivation procedure by sending a DEACTIVATE EPS BEARER CONTEXT REQUEST message to the UE, start the timer T3495, and enter the state BEARER CONTEXT INACTIVE PENDING.
The procedure transaction identity (PTI) shall also be included if the deactivation is triggered by a UE initiated bearer resource modification procedure.

When the MME wants to deactivate all EPS bearer contexts to a PDN and thus disconnect the UE from the PDN, the MME shall include the EPS bearer identity of the default bearer associated to the PDN in the DEACTIVATE EPS BEARER CONTEXT REQUEST message.

If no NAS signalling connection exists when the MME initiates the EPS bearer context deactivation, the ESM entity in the MME shall locally deactivate the EPS bearer context towards the UE without any peer-to-peer ESM signalling between the MME and the UE.

NOTE:
The EPS bearer context state(s) can be synchronized between the UE and the MME at the next EMM-IDLE to EMM-CONNECTED transition, e.g. during a service request or tracking area updating procedure.
* * * 4th change * * * *

6.5.3
UE requested bearer resource modification procedure

6.5.3.1
General

The purpose of the UE requested bearer resource modification procedure is for a UE to request a modification (e.g. allocation or release) of bearer resources for a traffic flows aggregate. The UE can request or modify a specific QoS demand (QCI) and optionally it can either send a GBR requirement, for a new traffic flows aggregate, or modify the existing GBR. If accepted by the network, this procedure invokes either the dedicated EPS bearer context activation procedure (see subclause 6.4.2), the EPS bearer context modification procedure (see subclause 6.4.3) or the EPS bearer context deactivation procedure (see subclause 6.4.4).

6.5.3.2
UE requested bearer resource modificationprocedure initiation

In order to request the modification of bearer resources for one traffic flow aggregate, the UE shall send a BEARER RESOURCE MODIFICATION REQUEST message to the MME, start timer T3480 and enter the state PROCEDURE TRANSACTION PENDING.
In case the UE requests the release of bearer resources, the cause value typically indicates one of the following:

#36:
regular deactivation.
Editor's note: Other cause values are FFS.

6.5.3.3
UE requested bearer resource modification procedure accepted by the network

Upon receipt of the BEARER RESOURCE MODIFICATION REQUEST message, the MME checks whether the resources requested by the UE can be either established, modified or released by verifying the bearer identity given in the Linked EPS bearer identity IE to be any of the active default EPS bearer context(s).

If the bearer resource modification requested is accepted by the network, the MME shall initiate either the dedicated EPS bearer context activation procedure, one of the EPS bearer context modification procedures or the EPS bearer context deactivation procedure. Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST, MODIFY EPS BEARER CONTEXT REQUEST or DEACTIVATE EPS BEARER CONTEXT REQUEST with a PTI which matches the value used for the BEARER RESOURCE MODIFICATION REQUEST, the UE shall stop timer T3480 and enter the state PROCEDURE TRANSACTION INACTIVE.

If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST is received, the UE shall enter the state BEARER CONTEXT ACTIVE and verify that the bearer identity given in the EPS bearer identity IE is not already used by any dedicated EPS bearer contexts associated with the included linked EPS bearer identity.

If the MODIFY EPS BEARER CONTEXT REQUEST is received, the UE verifies that the bearer identity given in the EPS bearer identity IE is any of the active EPS bearer contexts.
If the DEACTIVATE EPS BEARER CONTEXT REQUEST is received, the UE verifies that the bearer identity given in the EPS bearer identity IE is any of the active EPS bearer contexts associated with the included linked EPS bearer identity and enters the state BEARER CONTEXT INACTIVE.
6.5.3.4
UE requested bearer resource modification procedure not accepted by the network

If the bearer resource modification requested cannot be accepted by the network, the MME shall send a BEARER RESOURCE MODIFICATION REJECT message to the UE. The message shall contain the PTI and a cause value indicating the reason for rejecting the UE requested bearer resource modification.

The cause value typically indicates one of the following:

#26:
insufficient resources;

#30:
activation rejected by Serving GW or PDN GW;

#31:
activation rejected, unspecified;

#32:
service option not supported;

#33:
requested service option not subscribed;

#34:
service option temporarily out of order;
#35:    PTI already in use;
#37:
EPS QoS not accepted;

#41:
semantic error in the TFT operation;

#42:
syntactical error in the TFT operation;

#43:
unknown EPS bearer context;

#44:
semantic error(s) in packet filter(s);

#45:
syntactical error(s) in packet filter(s);

#46:
EPS bearer context without TFT already activated; or

#95 – 111:
protocol errors.

If the requested new TFT is not available, then the BEARER RESOURCE MODIFICATION REJECT shall be sent.

The TFT in the request message is checked by the network for different types of TFT IE errors as follows:

a)
semantic errors in the TFT operations;

b)
syntactical errors in the TFT operations;

c)
semantic errors in packet filters; and

d)
syntactical errors in packet filters,

as indicated in 3GPP TS 24.008 [6], subclause 6.1.3.3.3.

Upon receipt of a BEARER RESOURCE MODIFICATION REJECT message, the UE shall stop the timer T3480 and enter the state PROCEDURE TRANSACTION INACTIVE.

The further actions to be performed by the UE are implementation dependent as part of upper layers responsibility.

6.5.3.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Expiry of timer T3480:


On the first expiry of the timer T3480, the UE shall resend the BEARER RESOURCE MODIFICATION REQUEST and shall reset and restart timer T3480. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3480, the UE shall abort the procedure, release the PTI allocated for this activation and enter the state PROCEDURE TRANSACTION INACTIVE. In addition if the UE had initiated resource release for all the traffic flows for the bearer, it shall deactivate the dedicated bearer context locally without peer-to-peer signalling between the UE and the MME.
b)
Unknown EPS bearer context


Upon receipt of the BEARER RESOURCE MODIFICATION REJECT message including cause #43, "unknown EPS bearer context", the UE shall deactivate the existing default EPS bearer context locally without peer-to-peer signalling between the UE and the MME.
c)
Collision of UE and network initiated dedicated EPS bearer context deactivation procedures
.


When the UE receives a DEACTIVATE EPS BEARER CONTEXT REQUEST message during the bearer resource modification procedure, and the EPS bearer indicated in the DEACTIVATE EPS BEARER CONTEXT REQUEST message is a dedicated EPS bearer context the UE wants to release, the UE shall abort the bearer resource modification procedure and proceed with the network initiated dedicated EPS bearer context deactivation procedure.
6.5.3.6
Abnormal cases on the network side

Editor's note: The abnormal cases on the network side are FFS.

































* * * 5th change * * * *

6.6.1.3
Exchange of protocol configuration options in other messages

The UE may include a Protocol configuration options IE on EPS bearer context activation, EPS bearer context deactivation, EPS bearer context modification, PDN connectivity request, PDN disconnect request and bearer resource modification request if the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the PDN-GW.

The PDN-GW may include a Protocol configuration options IE on EPS bearer context activation, EPS bearer context deactivation, EPS bearer context modification, PDN connectivity reject, PDN disconnect reject, and bearer resource modification reject if the PDN-GW wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.

* * * 6th change * * * *

8.3.7
Bearer resource modification reject

8.3.7.1
Message definition
This message is sent by the network to the UE to reject the modification of a dedicated bearer resource. See table 8.3.7.1.

Message type:
BEARER RESOURCE MODIFICATION REJECT

Significance:

dual

Direction:


network to UE

Table 8.3.7.1: BEARER RESOURCE MODIFICATION REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Bearer resource allocation reject message identity
	Message type

9.8
	M
	V
	1

	
	ESM cause
	ESM cause

9.9.4.2
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


8.3.7.2
Protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.

8.3.8
Bearer resource modification request

8.3.8.1
Message definition
This message is sent by the UE to the network to request allocation of a dedicated bearer resource. See table 8.3.8.1.

Message type:
BEARER RESOURCE MODIFICATION REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.8.1: BEARER RESOURCE MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Bearer resource allocation request message identity
	Message type

9.8
	M
	V
	1

	
	Linked EPS bearer identity
	Linked EPS bearer identity

9.9.4.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.9.2.4
	M
	V
	1/2

	
	
	

	
	
	

	
	Traffic flowsaggregate
	Traffic flows aggregate description
9.9.4.15
	M
	LV
	2-256

	5B
	Required traffic flows QoS
	EPS quality of service

9.9.4.12
	O
	TLV
	3-11

	50
	ESM cause
	ESM cause
9.9.4.2
	O
	TV
	2

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


8.3.8.2
Required traffic flows QoS
This IE is included in the message when the UE requests a change of QoS for the indicated traffic flows.
8.3.8.3
ESM cause
This IE is included in the message when the UE requests the release of a dedicated bearer resource.

8.3.8.4
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.

8.3.9
Void







	
	
	
	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	




8.3.10
Void






	
	
	
	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	




* * * 7th change * * * *

9.8
Message type

The message type IE and its use are defined in 3GPP TS 24.007 [5]. Tables 9.8.1 and 9.8.2 define the value part of the message type IE used in the EPS mobility management protocol and EPS session management protocol.

Table 9.8.1: Message types for EPS mobility management

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	1
	-
	-
	-
	-
	-
	-
	
	EPS mobility management messages

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	0
	0
	0
	1
	
	Attach request

	0
	1
	0
	0
	0
	0
	1
	0
	
	Attach accept

	0
	1
	0
	0
	0
	0
	1
	1
	
	Attach complete

	0
	1
	0
	0
	0
	1
	0
	0
	
	Attach reject

	0
	1
	0
	0
	0
	1
	0
	1
	
	Detach request

	0
	1
	0
	0
	0
	1
	1
	0
	
	Detach accept

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	1
	0
	0
	0
	
	Tracking area update request

	0
	1
	0
	0
	1
	0
	0
	1
	
	Tracking area update accept

	0
	1
	0
	0
	1
	0
	1
	0
	
	Tracking area update complete

	0
	1
	0
	0
	1
	0
	1
	1
	
	Tracking area update reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	1
	1
	1
	0
	
	Service reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	1
	0
	0
	0
	0
	
	GUTI reallocation command

	0
	1
	0
	1
	0
	0
	0
	1
	
	GUTI reallocation complete

	0
	1
	0
	1
	0
	0
	1
	0
	
	Authentication request

	0
	1
	0
	1
	0
	0
	1
	1
	
	Authentication response

	0
	1
	0
	1
	0
	1
	0
	0
	
	Authentication reject

	0
	1
	0
	1
	1
	1
	0
	0
	
	Authentication failure

	0
	1
	0
	1
	0
	1
	0
	1
	
	Identity request

	0
	1
	0
	1
	0
	1
	1
	0
	
	Identity response

	0
	1
	0
	1
	1
	1
	0
	1
	
	Security mode command

	0
	1
	0
	1
	1
	1
	1
	0
	
	Security mode complete

	0
	1
	0
	1
	1
	1
	1
	1
	
	Security mode reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	1
	0
	0
	0
	0
	0
	
	EMM status

	0
	1
	1
	0
	0
	0
	0
	1
	
	EMM information


Table 9.8.2: Message types for EPS session management

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	1
	1
	-
	-
	-
	-
	-
	-
	
	EPS session management messages

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	0
	0
	0
	0
	1
	
	Activate default EPS bearer context request

	1
	1
	0
	0
	0
	0
	1
	0
	
	Activate default EPS bearer context accept

	1
	1
	0
	0
	0
	0
	1
	1
	
	Activate default EPS bearer context reject

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	0
	0
	1
	0
	1
	
	Activate dedicated EPS bearer context request

	1
	1
	0
	0
	0
	1
	1
	0
	
	Activate dedicated EPS bearer context accept

	1
	1
	0
	0
	0
	1
	1
	1
	
	Activate dedicated EPS bearer context reject

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	0
	1
	0
	0
	1
	
	Modify EPS bearer context request

	1
	1
	0
	0
	1
	0
	1
	0
	
	Modify EPS bearer context accept

	1
	1
	0
	0
	1
	0
	1
	1
	
	Modify EPS bearer context reject

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	0
	1
	1
	0
	1
	
	Deactivate EPS bearer context request

	1
	1
	0
	0
	1
	1
	1
	0
	
	Deactivate EPS bearer context accept

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	1
	0
	0
	0
	0
	
	PDN connectivity request

	1
	1
	0
	1
	0
	0
	0
	1
	
	PDN connectivity reject

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	1
	0
	0
	1
	0
	
	PDN disconnect request

	1
	1
	0
	1
	0
	0
	1
	1
	
	PDN disconnect reject

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	1
	0
	1
	0
	0
	
	Bearer resource modification request

	1
	1
	0
	1
	0
	1
	0
	1
	
	Bearer resource modification reject

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	1
	1
	0
	0
	1
	
	ESM information request

	1
	1
	0
	1
	1
	0
	1
	0
	
	ESM information response

	
	
	
	
	
	
	
	
	
	

	1
	1
	1
	0
	1
	0
	0
	0
	
	ESM status


* * * 8th change * * * *

9.9.4.12
EPS quality of service

The purpose of the EPS quality of service information element is to specify the QoS parameters for an EPS bearer context.

The EPS quality of service information element is coded as shown in figure 9.9.4.12.1 and table 9.9.4.12.1.

The EPS quality of service is a type 4 information element with a minimum length of 3 octets and a maximum length of 11 octets.

Refer to 3GPP TS 23.203 [3A] for a detailed description of the QoS Class Identifier (QCI).

	8
	7
	6
	5
	4
	3
	2
	1
	

	EPS quality of service IEI
	octet 1

	Length of EPS quality of service contents
	octet 2

	QCI
	octet 3

	Maximum bit rate for uplink
	octet 4

	Maximum bit rate for downlink
	octet 5

	Guaranteed bit rate for uplink
	octet 6

	Guaranteed bit rate for downlink
	octet 7

	Maximum bit rate for uplink (extended)
	octet 8

	Maximum bit rate for downlink (extended)
	octet 9

	Guaranteed bit rate for uplink (extended)
	octet 10

	Guaranteed bit rate for downlink (extended)
	octet 11


Figure 9.9.4.12.1: EPS quality of service information element 

Table 9.9.4.12.1: EPS quality of service information element

	Quality of Service Class Identifier (QCI), octet 3 (see 3GPP TS 23.203 [3A])

Bits

8 7 6 5 4 3 2 1

In UE to network direction:

0 0 0 0 0 0 0 0

Network selects the QCI
In network to UE direction:

0 0 0 0 0 0 0 0

Reserved

In UE to network direction and in network to UE direction:

0 0 0 0 0 0 0 1

QCI 1

0 0 0 0 0 0 1 0

QCI 2

0 0 0 0 0 0 1 1

QCI 3

0 0 0 0 0 1 0 0

QCI 4

0 0 0 0 0 1 0 1

QCI 5

0 0 0 0 0 1 1 0

QCI 6

0 0 0 0 0 1 1 1

QCI 7

0 0 0 0 1 0 0 0

QCI 8

0 0 0 0 1 0 0 1

QCI 9

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

For all non-GBR QCIs, the maximum and guaranteed bit rates shall be ignored.

Maximum bit rate for uplink, octet 4 (see 3GPP TS 23.107 [2A])

Bits

8 7 6 5 4 3 2 1

In UE to network direction:
0 0 0 0 0 0 0 0
Subscribed maximum bit rate for uplink

In network to UE direction:
0 0 0 0 0 0 0 0
Reserved

In UE to network direction and in network to UE direction:
0 0 0 0 0 0 0 1 
The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps


to


giving a range of values from 1 kbps to 63 kbps in 1 kbps increments.

0 0 1 1 1 1 1 1

0 1 0 0 0 0 0 0 
The maximum bit rate is 64 kbps + ((the binary coded value in 8 bits – 01000000) * 8 kbps)


to


giving a range of values from 64 kbps to 568 kbps in 8 kbps increments.

0 1 1 1 1 1 1 1

1 0 0 0 0 0 0 0 
The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits – 10000000) * 64 kbps)


to


giving a range of values from 576 kbps to 8640 kbps in 64 kbps increments.
1 1 1 1 1 1 1 0

1 1 1 1 1 1 1 1
0kbps
If the sending entity wants to indicate a maximum bit rate for uplink higher than 8640 kbps, it shall set octet 4 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the maximum bit rate in octet 8.

Maximum bit rate for downlink, octet 5 (see 3GPP TS 23.107 [2A])


Coding is identical to that of maximum bit rate for uplink.

If the sending entity wants to indicate a maximum bit rate for downlink higher than 8640 kbps, it shall set octet 5 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the maximum bit rate in octet 9.

In this version of the protocol, for messages specified in the present document, the sending entity shall not request 0 kbps for both the maximum bit rate for downlink and the maximum bit rate for uplink at the same time. Any entity receiving a request for 0 kbps in both the maximum bit rate for downlink and the maximum bit rate for uplink shall consider that as a syntactical error (see clause 8 of 3GPP TS 24.008 [6]).

Guaranteed bit rate for uplink, octet 6 (see 3GPP TS 23.107 [2A])


Coding is identical to that of maximum bit rate for uplink.

If the sending entity wants to indicate a guaranteed bit rate for uplink higher than 8640 kbps, it shall set octet 6 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the guaranteed bit rate in octet 10.

Guaranteed bit rate for downlink, octet 7 (see 3GPP TS 23.107 [2A])


Coding is identical to that of maximum bit rate for uplink.

If the sending entity wants to indicate a guaranteed bit rate for downlink higher than 8640 kbps, it shall set octet 7 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the guaranteed bit rate in octet 11.

Maximum bit rate for uplink (extended), octet 8

Bits
8 7 6 5 4 3 2 1

In UE to network direction and in network to UE direction:
0 0 0 0 0 0 0 0
Use the value indicated by the maximum bit rate for downlink in octet 5.






For all other values: ignore the value indicated by the maximum bit rate for downlink in octet 5





and use the following value:
0 0 0 0 0 0 0 1
The maximum bit rate is 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps),


to


giving a range of values from 8700 kbps to 16000 kbps in 100 kbps increments.
0 1 0 0 1 0 1 0

0 1 0 0 1 0 1 1
The maximum bit rate is 16 Mbps + ((the binary coded value in 8 bits - 01001010) * 1 Mbps),


to


giving a range of values from 17 Mbps to 128 Mbps in 1 Mbps increments.
1 0 1 1 1 0 1 0


1 0 1 1 1 0 1 1
The maximum bit rate is 128 Mbps + ((the binary coded value in 8 bits - 10111010) * 2 Mbps),


to


giving a range of values from 130 Mbps to 256 Mbps in 2 Mbps increments.
1 1 1 1 1 0 1 0

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Maximum bit rate for downlink (extended), octet 9

This field is an extension of the maximum bit rate for uplink in octet 4. The coding is identical to that of the maximum bit rate for uplink (extended).

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Guaranteed bit rate for uplink (extended), octet 10

Bits
8 7 6 5 4 3 2 1

In UE to network direction and in network to UE direction:
0 0 0 0 0 0 0 0
Use the value indicated by the guaranteed bit rate for downlink in octet 7.






For all other values: ignore the value indicated by the guaranteed bit rate for downlink in octet 7





and use the following value:
0 0 0 0 0 0 0 1
The guaranteed bit rate is 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps),


to


giving a range of values from 8700 kbps to 16000 kbps in 100 kbps increments.
0 1 0 0 1 0 1 0


0 1 0 0 1 0 1 1
The guaranteed bit rate is 16 Mbps + ((the binary coded value in 8 bits - 01001010) * 1 Mbps),


to


giving a range of values from 17 Mbps to 128 Mbps in 1 Mbps increments.
1 0 1 1 1 0 1 0


1 0 1 1 1 0 1 1
The guaranteed bit rate is 128 Mbps + ((the binary coded value in 8 bits - 10111010) * 2 Mbps),


to


giving a range of values from 130 Mbps to 256 Mbps in 2 Mbps increments.
1 1 1 1 1 0 1 0

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Guaranteed bit rate for downlink (extended), octet 11


Coding is identical to that of guaranteed bit rate for uplink (extended).

If the sending entity wants to indicate a guaranteed bit rate for downlink higher than 8640 kbps, it shall set octet 7 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the guaranteed bit rate in octet 11.




* * * 9th change * * * *
8.3.3
Activate dedicated EPS bearer context request

8.3.3.1
Message definition

This message is sent by the network to the UE to request activation of a dedicated EPS bearer context associated with the same PDN address(es) and APN as an already active default EPS bearer context. See table 8.3.3.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.3.1: ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate dedicated EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	
	Linked EPS bearer identity
	Linked EPS bearer identity

9.9.4.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.9.2.4
	M
	V
	1/2

	
	EPS QoS
	EPS quality of service

9.9.4.12
	M
	LV
	2-10

	
	TFT
	Traffic flow template

9.9.4.13
	M
	LV
	2-256

	5D
	Transaction identifier
	Transaction identifier

9.9.4.14
	O
	TLV
	3-4

	30
	Negotiated QoS
	Quality of service

9.9.4.9
	O
	TLV
	14-18

	32
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.4
	O
	TV
	2

	8-
	Radio priority
	Radio priority

9.9.4.10
	O
	TV
	1

	34
	Packet flow Identifier
	Packet flow Identifier

9.9.4.5
	O
	TLV
	3

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

8.3.3.2
Transaction identifier

If the UE supports A/Gb mode or Iu mode or both, the network may include this IE
8.3.3.3
Negotiated QoS

If the UE supports A/Gb mode or Iu mode or both, the network may include the corresponding pre‑Rel-8 QoS parameter values of a PDP context.
8.3.3.4
Negotiated LLC SAPI

If the UE supports A/Gb mode, the network may include this IE.
8.3.3.5
Radio priority

If the UE supports A/Gb mode, the network may include this IE.
8.3.3.6
Packet flow identifier
If the UE supports A/Gb mode, the network may include this IE. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include this IE.
8.3.3.7
Protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
* * * 10th change * * * *
8.3.6
Activate default EPS bearer context request

8.3.6.1
Message definition

This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.6.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.6.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Activate default EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	
	EPS QoS
	EPS quality of service

9.9.4.12
	M
	LV
	2-10

	59
	PDN address
	PDN address

9.9.4.6
	O
	TLV
	7-15

	28
	Access point name
	Access point name

9.9.4.1
	O
	TLV
	3-102

	5D
	Transaction identifier
	Transaction identifier

9.9.4.14
	O
	TLV
	3-4

	30
	Negotiated QoS
	Quality of service

9.9.4.9
	O
	TLV
	14-18

	32
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.4
	O
	TV
	2

	8-
	Radio priority
	Radio priority

9.9.4.10
	O
	TV
	1

	34
	Packet flow Identifier
	Packet flow Identifier

9.9.4.5
	O
	TLV
	3

	58
	ESM cause
	ESM cause

9.9.4.2
	O
	TV
	2

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

8.3.6.2
PDN address

If the IP addresses of the UE are allocated during the default EPS bearer context activation procedure, this IE shall be included by the network to assign an IPv4 address and/or an IPv6 interface identifier to the UE.

8.3.6.3
Access point name

When the UE did not provide the APN in the PDN CONNECTIVITY REQUEST message which triggered the default bearer activation procedure, the network shall include this IE in order to provide the APN to which the activated default bearer context is associated.

8.3.6.4
Transaction identifier

If the UE supports A/Gb mode or Iu mode or both, the network may include this IE
8.3.6.5
Negotiated QoS

If the UE supports A/Gb mode or Iu mode or both, the network may include the corresponding pre‑Rel-8 QoS parameter values of a PDP context.
8.3.6.6
Negotiated LLC SAPI

If the UE supports A/Gb mode, the network may include this IE.
8.3.6.7
Radio priority

If the UE supports A/Gb mode, the network may include this IE.
8.3.6.8
Packet flow identifier
If the UE supports A/Gb mode, the network may include this IE. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include this IE.
8.3.6.9
ESM cause
The network shall include this IE, if the network allocated a PDN address of a PDN type which is different from the PDN type requested by the UE.

8.3.6.10
Protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
* * * 11th change * * * *
8.3.18
Modify EPS bearer context request

8.3.18.1
Message definition

This message is sent by the network to the UE to request modification of an active EPS bearer context. See table 8.3.18.1.

Message type:
MODIFY EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.18.1: MODIFY EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	Modify EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	5B
	New EPS QoS
	EPS quality of service

9.9.4.12
	O
	TLV
	3-11

	36
	TFT
	Traffic flow template

9.9.4.13
	O
	TLV
	3-257

	30
	New QoS
	Quality of service

9.9.4.9
	O
	TLV
	14-18

	32
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.4
	O
	TV
	2

	8-
	Radio priority
	Radio priority

9.9.4.10
	O
	TV
	1

	34
	Packet flow Identifier
	Packet flow Identifier

9.9.4.5
	O
	TLV
	3

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

8.3.18.2
New EPS QoS

When the QoS of the EPS bearer context is modified, the network shall include the modified EPS QoS assigned to the EPS bearer context.

8.3.18.3
TFT

This IE provides the UE with packet filters.
8.3.18.4
New QoS

If the UE supports A/Gb mode or Iu mode or both, the network may include the corresponding pre‑Rel-8 QoS parameter values of a PDP context.
8.3.18.5
Negotiated LLC SAPI

If the UE supports A/Gb mode, the network may include this IE.
8.3.18.6
Radio priority

If the UE supports A/Gb mode, the network may include this IE.
8.3.18.7
Packet flow identifier
If the UE supports A/Gb mode, the network may include this IE. If the UE indicated in the UE Network Capability it does not support BSS packet flow procedures, then the MME shall not include this IE.
8.3.18.8
Protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
* * * 12th change * * * *
9.9.4.15
Traffic flows aggregate description

The purpose of the traffic flows aggregate description information element is to specify the aggregate of packet filters and their related parameters and operations for a dedicated EPS bearer. The traffic flows aggregate description may contain the aggregate of packet filters for the downlink direction, the uplink direction or packet filters that apply for both directions. The packet filters determine the traffic mapping to EPS bearers. The downlink packet filters shall be applied by the network, and the uplink packet filters shall be applied by the UE. A packet filter that applies for both directions shall be applied by the network as a downlink packet filter and by the UE as an uplink filter.
The traffic flows description IE is encoded using the same format as the Traffic Flow Template IE (see subclause 10.5.6.12 of 3GPP TS 24.008 [6]). When sending this IE, the UE shall assign the packet filter identifier values so that they are unique across all packet filters for the PDN connection. 
* * * 13th change * * * *

10.3
Timers of EPS session management

Table 10.3.1: EPS session management timers – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON THE
1st, 2nd, 3rd, 4th EXPIRY (NOTE 1)

	T3480
	FFS
	PROCEDURE TRANSACTION PENDING
	BEARER RESOURCE MODIFICATION REQUEST sent
	ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST received or MODIFY EPS BEARER CONTEXT REQUEST received or BEARER RESOURCE MODIFICATION REJECT received
	Retransmission of BEARER RESOURCE MODIFICATION REQUEST

	T3482
	30s
	PROCEDURE TRANSACTION PENDING
	An additional PDN connection is requested by the UE which is not combined in attach procedure
	ACTIVE DEFAULT EPS BEARER CONTEXT REQUEST received or PDN CONNECTIVITY REJECT received
	Retransmission of PDN CONNECTIVITY REQUEST

	
	
	
	
	
	

	T3492
	6s
	PROCEDURE TRANSACTION PENDING
	PDN DISCONNECT REQUEST sent
	DEACTIVATE EPS BEARER CONTEXT REQUEST received or PDN DISCONNECT REJECT received
	Retransmission of PDN DISCONNECT REQUEST

	NOTE 1:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.


Table 10.3.2: EPS session management timers – network side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON THE
1st, 2nd, 3rd, 4th EXPIRY (NOTE 1)

	T3485
	FFS
	BEARER CONTEXT ACTIVE PENDING
	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST sent
ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST sent
	ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT received 
or ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT received 
or ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT received 
or ACTIVATE DEDICATED EPS BEARER CONTEXT REJECT received
	Retransmission of the same message

	T3486
	FFS
	BEARER CONTEXT MODIFY PENDING
	MODIFY EPS BEARER CONTEXT REQUEST sent
	MODIFY EPS BEARER CONTEXT ACCEPT received 
or MODIFY EPS BEARER CONTEXT REJECT received
	Retransmission of MODIFY EPS BEARER CONTEXT REQUEST

	T3489
	4s
	FFS
	ESM INFORMATION REQUEST sent
	ESM INFORMATION RESPONSE received


	Retransmission of ESM INFORMATION REQUEST on 1st and 2nd expiry only

	T3495
	FFS
	BEARER CONTEXT INACTIVE PENDING
	DEACTIVATE EPS BEARER CONTEXT REQUEST sent
	DEACTIVATE EPS BEARER CONTEXT ACCEPT received
	Retransmission of DEACTIVATE EPS BEARER CONTEXT REQUEST

	NOTE 1:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.


Editor's note: Considerations for defining ESM sublayer procedure transaction states in the MME e.g. for the ESM information procedure (see T3489) are FFS.

