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1. Abstract
This contribution proposes to add a “Timestamp” parameter in section 6.8.2.2.3. Inclusion of this parameter can limit the the amount of information delivered to the UE by ANDSF. Consequently the Editor’s note of section 6.8.2.2.1 and section 6.8.2.2.3 can be addressed. 
1. Introduction
Section 4.8.2.1 of TS-23.402 V8.3.0 states that “The UE may retain and use the access network discovery information provided by the ANDSF until new/updated information is retrieved”. The UE may timestamp this information. Similarly ANDSF database whenever updated is time-stamped. If timestamp in the UE query is included, the ANDSF will compare both timestamps i.e., the timestamp appended with the query vs. Timestamp when it updated the database, for a given location, if the contents of ANDSF are updated after the time shown by the timestamp, then the ANDSF will send the delta of information only. Inclusion of timestamp will not only limit the the amount of information delivered to the UE by ANDSF, but also optimize the message flow between ANDSF and UE. 
2. Reason for Change

The current text in section 6.8.2.2.3 specifies that in the pull model of communication, the UE sends a query to ANDSF to retrieve information about available access networks in its vicinity. In the query the UE may include the following information:
1)
UE’s current location; and
2)
UE capabilities (e.g. list of access networks that can be selected)

The editor note of section 6.8.2.2.3 provisions the addition any other information that may be provided by the UE in request message. 
If the UE stores locally the information received from the ANDSF with a timestamp, and includes this timestamp in the future queries to ANDSF, the ANDSF could deliver the delta information only (i.e. only the updates that occurred, after the time specified in the timestamp included in the query. This would not only limit the amount of information delivered to the UE by ANDSF but also make more efficient use of resources. 
Provision of such parameter in query to ANDSF address the Editor’s notes of section 6.8.2.2.1 (that says “it is FFS how ANDSF limits the amount of information delivered to the UE) and of section 6.8.2.2.3 (that says other information that may be provided by the UE in request message is FFS). 
3. Proposal

It is proposed to include the following changes in the TS 24.302. 
***CHANGE***
6.8.2.1
General

The S14 interface enables IP level communication between the UE and ANDSF. The protocols supported by the S14 interface are realized above the IP level. Both pull and push mechanisms may be supported for communication between the UE and the ANDSF. A combination of pull and push mechanisms may also be supported.

The information is transferred between the UE and ANDSF using OMA DM as defined in OMA-ERELD-DM-V1_2 [36] with the management object as specified in 3GPP TS 24.312 [13].

6.8.2.2
UE procedures
6.8.2.2.1
UE discovering the ANDSF

The domain name or the IP address of the ANDSF can be provisioned in the UE by the home operator. If not provisioned in the UE,  the domain name or the IP address of the ANDSF can also be discovered by the UE by means of the DHCP query as specified in draft-ietf-mipshop-mos-dhcp-options [34]. The ANDSF IP address, the port and the transport protocol by which the UE can contact the ANDSF can be obtained by the UE as described in draft-ietf-mipshop-mos-dns-discovery [33].
Editor's note:
When a UE is roaming, how the UE's location can be obtained by the ANDSF in order to provide the corresponding information to that UE is FFS.

Editor's note:
The granularity of the UE's location that the UE provides to the ANDSF is FFS.
Editor's note:
It is FFS how the UE can avoid the ping-ponging due to performing the inter-system changes based on the information provided by the ANDSF. 

Editor’s note: It is FFS how ANDSF performs the access control (i.e., user authentication and authorization) to access network discovery information 
Editor's note:
Other solution for the UE to retrieve the IP address of the ANDSF is FFS.
When performing DNS resolution, the UE shall build a Fully Qualified Domain Name (FQDN) for the DNS request and select the IP address of the ANDSF included in the DNS response message.

When performing DHCP resolution, the UE shall perform DHCP query and select the IP address of the ANDSF offered by the DHCP Server, or perform another DNS query to get the IP address of the ANDSF when the DHCP Server only provides the domain name of the ANDSF.

6.8.2.2.2
Role of UE for Push model

Editor's note:
The following are FFS:-
- registration by the UE to the ANDSF; and
- the methods and mechanisms in the UE to validate information received from the ANDSF is indeed meant for that UE
- the privacy issues related to provision of location of the UE to the ANDSF and
- the type of location information, the accuracy and how this information is conveyed.

6.8.2.2.3
Role of UE for Pull model

In the pull model of communication, the UE sends a query to ANDSF to retrieve information about available access networks in its vicinity. The UE sends a request to the ANDSF to retrieve access network information. The UE may retain and use the access network discovery information provided by the ANDSF until new/updated information is retrieved. The UE may include the following information in the request:

1)
UE’s current location; and
Editor's note:  The granularity of location information (e.g. GPS, cell identity, etc.) is FFS. 
Editor's note: It is FFS how to comply with location services requirements in 3GPP TS 22.071 [2], especially referring to local, national and regional privacy requirements and to the confidentiality of location information. In some countries it is not allowed to store the user's location information.
2)
UE capabilities (e.g. list of access networks that can be selected).
Editor's note:  Other information that may be provided by the UE in request message is FFS.

3)
Timestamp (so that only the updates, that happened after the time mentioned in the timestamp, could be sent)
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