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1. Reason for Change
This CR proposes some text for General sections of the TS.
2. Proposal

It is proposed to agree the following changes to 3GPP TS24.327v1.1.0.
* * * Next Change * * * *
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* * * Next Change * * * *

4
General

This specification defines the solution to handle mobility between 3GPP I-WLAN and 3GPP Systems. Such solution relies on DSMIPv6 protocol which is specified in draft-ietf-mip6-nemo-v4traversal [10] and IETF RFC 3775 [xx] and is used to model H1 interface between the UE and HA function. H1 interface enables the UE to handover from 3GPP I-WLAN and 3GPP Systems granting session continuity by means of a DSMIPv6 mobility tunnel between UE and HA functions. This specification specifies only the procedures which are specific to IWLAN mobility scenarios and relies on 3GPP TS 24.303 [3] for DSMIPv6 procedures. In this specification, DSMIPv6 signallingis secured as specified in IETF RFC 4877 [8]: IKEv2 exchange is performed by the UE with the HA before mobility tunnel establishment. The details of the security aspects are specified in 3GPP TS 33.402 [yy]. 

4.x
Identities

Editor’s note: This subclause will contain the definition of the identities used by the UE for mobility aspects. These should include, but not limited to, identities for HA discovery. This subclause will reference to TS 24.303 if the same identity types are used. 

* * * Next Change * * * *

5.1
Initial attach

5.1.1
General
The I-WLAN mobility initial attach is performed by the UE to receive all the parameters required and information enabling the set-up of the mobility tunnel. The information is retrieved through the following procedures:

· Discovery of the Home Agent address. The UE needs to discover the IPv6 address of the HA.

· Security association establishment. If not in its home link, the UE requires to set up a mobiltiy tunnel with its HA. To perform this task, the UE needs to establish an IPsec security association with the HA in order to secure the DSMIPv6 signalling. IKEv2 (IETF RFC 4877 [8]) is used to establish this security association.

· IPv6 Home Network Prefix assignment and Home Link detection. The UE needs to be assigned an IPv6 Network Prefix of its home network in order to configure the global unicast Home Address to be used in DSMIPv6 and to perform Home Link Detection.

· 
Initial binding registration. Unless the home link detection procedure indicates the UE is at home, the UE sends a Binding Update message to perform its initial registration with the HA.

* * * Next Change * * * *

5.3
Detach

5.3.1
General
The DSMIPv6 detach is performed by the UE to tear down the mobility tunnel and the respective IKEv2 session or by the network to inform the UE that it does not have access to a specific PDN through DSMIPv6 any longer. After the detach procedure, the UE still has IP connectivity provided by the access network. 
* * * End of Change * * * *

