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1. Introduction

This contribution introduces the Access Network Identity for WiMAX.
2. Reason for Change

SA3 in TS 33.402 has specified the Access Network Identity to be used in binding of security association for trusted non-3GPP IP access. This introduction of Access Network Identity for 3GPP2 as non-3GPP IP access network has already been done when CT1#55 agreed to the P-CR C1-083466. This P-CR extends the work started by C1-083466 and introduces the Access Network Identity for the other trusted non-3GPP IP access, namely WiMAX.
Without its own Access Network Identity, requirements for WiMAX access to EPC are not catered for.

Second reason for change. 
CT1 has agreed that decodes of information/attributes be placed in a dedicated clause, ie. clause 8. This has not been done in C1-083466. This P-CR in addition proposes  to move all the appropraite information on decodes of Access Network Identities to a new dedicated subclause within Clause 8.
3. Conclusions

Without proper definition of all the Access Network Identities for trusted non-3GPP access, TS 24.302 is incomplete and not all the non-3GPP access networks can perform their security key derivation as required by SA3.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302 v1.0.0
* * * First Change * * * *

6.4.2.4 
Access Network Identity

6.4.2.4.1 
General

The 3GPP AAA server may send the Access Network Identity to the UE in the EAP Request/AKA-Challenge message or alternatively the Access Network Identity may be provided to the UE by link layer means. For some access networks the Access Network Identity may also be configured into the UE and the 3GPP AAA server. Access Network Identity information in an EAP message shall take precedence over the information provided by the link layer, which in turn shall take precedence over pre-configured information. 

Editor’s note: There is ongoing work at the IETF regarding the transport of the Access Network Identity in EAP-AKA. If this work is not finalized by the end of Rel-8, the corresponding text will be deleted from this specification. 
6.4.2.4.2 
Access Network Identity indication from 3GPP AAA server to UE

The 3GPP AAA server may inform the UE about the Access Network Identity to be used when generating transformed authentication vectors.
The 3GPP AAA server indicates the Access Network Identity to the UE using the AT_KDF_INPUT attribute as specified in draft-arkko-eap-aka-kdf [32]. The coding of this attribute is described in subclause 8.1.x.1















	
	
	
	

	
	
	
	


* * * End of First Change * * * *

* * * Next Change * * * *

8.
PDUs and parameters specific to the present document

Editor's note:
This clause is menat to document all the differences, additions and extensions that are needed to the baseline specifications.

Editor's note:
Presently only specific coding against IETF RFCs are found needed. It is FFS if codings against 3GPP2 specifcations or WiMAX specifications are needed.

8.1
IETF RFC coding information defined within present document

8.1.1
IPMS attributes

8.1.1.1
AT_IPMS_IND attribute
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Figure 8.1.1.1: AT_IPMS_IND attribute

Table 8.1.1.1: AT_IPMS_IND attribute

	Attribute Type indicates the type of attribute as AT_IPMS_IND with a value of XXXX.

Editors Note: The exact value of the attribute which will be assigned by IANA is FFS.

	Length of this attribute shall be set to 1 as per RFC 4187

	Value

	7
	6
	4
	5
	3
	2
	1
	0
	
	Protocol Supported

	0
	0
	0
	0
	0
	0
	0
	0
	
	Reserved

	0
	0
	0
	0
	0
	0
	0
	1
	
	DSMIPv6 only

	0
	0
	0
	0
	0
	0
	1
	0
	
	NBM only

	0
	0
	0
	0
	0
	0
	1
	1
	
	MIPv4 only

	0
	0
	0
	0
	0
	1
	0
	0
	
	DSMIPv6 and NBM both supported

	0
	0
	0
	0
	0
	1
	0
	1
	
	MIPv4 and NBM both supported

	0
	0
	0
	0
	0
	1
	1
	0
	
	DSMIPv6 and NBM Supported;DSMIPv6 preferred

	0
	0
	0
	0
	0
	1
	1
	1
	
	DSMIPv6 and NBM Supported; NBM preferred

	0
	0
	0
	0
	1
	0
	0
	0
	
	MIPv4 and NBM supported; MIPv4 preferred

	0
	0
	0
	0
	1
	0
	0
	1
	
	MIPv4 and NBM supported; NBM preferred


8.1.1.2
AT_IPMS_RES attribute
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Figure 8.1.1.2: AT_IPMS_RES attribute.

Table 8.1.1.2: AT_IPMS_RES attribute

	Attribute Type indicates the type of attribute as AT_IPMS_RES with a value of XXXX.

Editors Note: The exact value of the attribute which will be assigned by IANA is FFS.

	The Length of this attribute shall be set to 1 as per RFC 4187

	Value 

	7
	6
	4
	5
	3
	2
	1
	0
	
	Protocol Selected

	0
	0
	0
	0
	0
	0
	0
	0
	
	Reserved

	0
	0
	0
	0
	0
	0
	0
	1
	
	DSMIPv6 

	0
	0
	0
	0
	0
	0
	1
	0
	
	NBM 

	0
	0
	0
	0
	0
	0
	1
	1
	
	MIPv4 


8.1.x
Access Network Identity indication
8.1.x.1
Access Network Identity indication in AT_KDF_INPUT attribute
The Access Network Identity is indicated in the Network Name Field of the AT_KDF_INPUT attribute which is specified in draft-arkko-eap-aka-kdf [32]. The use of the AT_KDF_INPUT attribute is also specified in draft-arkko-eap-aka-kdf [32].
The Access Network Identity shall take the generic format of an octet string of maximum length 255 as a character string and is encoded as an octet string according to UTF-8 encoding rules as specified in IETF RFC 3629 [29] and 3GPP TS 33.220 [14].
The specific formats of the Access Network Identity relevant to this specification are given in Table 8.1.x.1
Table 8.1.x.1: Access specific Access Network Identity
	Type of access network
	Length (Octets)
	Value 
	Reference

	3GPP2 HRPD
	4
	Fixed string "HRPD", converted into an octet string according to draft-arkko-eap-aka-kdf [32]
	[15]

	WiMAX
	5
	Fixed string "WiMAX", converted into an octet string according to draft-arkko-eap-aka-kdf [32]
	[FFS]


Editor's note:
It is FFS whether more Access Network Identities need to be defined for this version of the specification.
* * * End of Next Change * * * *
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